AIR FORCE

DTS QUESTIONS FOR THE PMO

1. Is DoD going to make it mandatory for all travelers to use the DTS to make lodging reservations (for both on-base lodging and on off-base commercial lodging)? 

ANSWER:  Appendix O, Chapter 4, TDY Travel Entitlements, paragraph T4020 B3, TDY Travel Policy, states that travelers should arrange Government and commercial lodging through the CTO.

2.  Is DoD going to make it mandatory for all travelers to use the Government Travel Card (or other credit card) to make transportation reservations? 

ANSWER:  Current DoD policy (Travel Reengineering Memorandum 14, dated Feb 10, 1997) is that all transportation reservations will be made using a Government travel charge card (central billed, individual billed, etc.) with the individual card being used to the maximum extent.

3.  Will the DTS/CTO require all users to use the Government Travel Card (or other credit card) to make lodging reservations (for both on-base lodging and off-base commercial lodging)? 

ANSWER:  Please see above answer to question 2.

4.  The AF currently has agreements with off-base commercial lodging establishments to provide lodging at rates below the maximum lodging rate authorized when on-base lodging is not available. 
a.  Will the DTS PMO ensure the CTO negotiates DoD Volume Discount rates for Commercial lodging?

ANSWER:  The DTR 6 contract requires that when Government lodging is not available, DoD negotiated volume discount lodging programs shall be utilized where available.  Further, upon request by the Government, the Contractor shall negotiate with suppliers for volume discounts.

b.  How will the CTO ensure commercial lodging establishments meet DoD standards?

ANSWER:  It is assumed that the term "DoD standards" relates to the Fire Safety Act.  If so, the DTR 6 contract requires that all U.S. commercial lodging institutions used shall be on the master list issued by the United States Fire Administration, Federal Emergency Management Agency unless there is no listed property with available space within a reasonable driving distance from the TDY duty location.

c.  If lodging is not available on base, will the CTO offer the traveler a choice of off-base commercial lodging?  If so, will the choice include cost? Services? Location/distance to base?

ANSWER:  The Innovata static database of properties within the CUI will provide travelers a choice of commercial lodging facilities to include cost, services, and location.
5.  Will reservists not traveling on orders but authorized government lodging (e.g., inactive duty for training (IDT) status, unit training assemblies) be able to use the DTS/CTO to make lodging arrangements? 

ANSWER:  Not at this time.  This issue will be addressed with the RRT Task Force. 

a.  If lodging is not available on base, and the CTO makes reservations for off-base commercial lodging, will this lodging be considered contracted "government lodging" for the purpose of authorizing this type of traveler to stay there at government expense?  AF considers current agreements with off-base commercial lodging establishments "government lodging" for this purpose.

ANSWER:  At this time, the CTO will make reservations at Government on base facilities (BQs) directly with the base.  If lodging is not available on base, and the BQ has an agreement with an off-base commercial lodging establishment, it will be up to the BQ to advise the CTO of such an arrangement at the time the reservation is requested.  Once automated, this information will be included in the system.

6.  If meals are not available on base, will the CTO ensure the traveler is asked if he/she will accept on-base lodging vice automatically making reservations for the member in off-base commercial lodging? 
ANSWER:  Business rules for flight, lodging, and rental car reservations are currently being developed between the Contractor and the Services/Agencies to ensure features, policies, and procedures are accurately incorporated.  This question will be forwarded to that working group for consideration.

7.  What is the official OSD position on including leisure travel in follow-on DTS contracts? 
a.  ADUSD (Transportation Policy) decision memorandum concerning the procurement of official and leisure travel services, dated 28 Feb 97, indicates the single solicitation approach for both official and leisure travel will be evaluated prior to follow-on DTS contracts.  We are concerned the DTS approach (e.g., unmanned "travel offices") will have a negative impact on AF MWR revenues, and that much of the AF input to the development of the DTR 6 leisure travel performance work statement was not utilized.  Therefore, our ability to manage the AF leisure travel program has been effectively hindered.  AF has required manned travel offices in its leisure travel contracts over the past 10 years at most of our installations. This approach has produced a revenue stream of about $3.5M annually directly back to the installations' MWR Funds to support their programs. Will the services have the option to not include leisure travel in follow-on contracts? 

ANSWER:  The follow-on contracts will combine official and leisure travel.  The PMO is working with the Services and agencies to ensure that their areas of concern are addressed in the solicitation.  This was briefed to the O8 Steering Group on 2 Mar 99.  The PMO is aware of the Air Force’s concerns about the possible lose of concession fees being provided to your bases.  

b.  ADUSD (Transportation Policy) decision memorandum concerning the procurement of official and leisure travel services, dated 28 Feb 97, stated the components will delegate NAFI procurement authority to MTMC to procure leisure travel services on their behalf.  The Air Force office that would provide this authority is the Directorate of Services, HQ USAF.  However, AF Services has never been asked to delegate this authority, and, as such, has never provided such authority.  Is this authority still required?  If so, recommend the appropriate request be made to AF Services.

ANSWER:  IAW with the ADUSD 28 Feb 97, memo this is a HQ, Air Force issue.
8.  Will DTS- PMO formally publish COR/ACOR/QAE responsibilities for leisure travel services?  If so, request Air Force Services (HQ USAF/ILV) be included in the coordination process. 

ANSWER: Yes.  In Apr 98, the PMO developed draft leisure COR/ACOR/QAE roles and responsibilities which were coordinated with all Service and Agency MWR representatives.  The process and responsibilities remain to be finalized; however, Air Force Services will be included in any final decision prior to publishing formal guidance.

9.  Other than the Individual Gov. Sponsored Travel cards and CBAs, what other methods are there for paying for travel arrangements? 
ANSWER: USD(C) memos #2 and #14 establish policy regarding methods of payment for travel.  In summary, the individual government travel charge card is to be used to the maximum extent practical with use of CBAs by exception.  GTRs are scheduled to be phased out by Dec 99.  Services being paid by GTRs today will utilize alternate payment methods offered by the government charge card vendor.

10. What capability will the TMO/MAJCOMS/Services have to ensure arrangements approved by an AOs, (within an organization or base) are in compliance with DoD and services policies such as use or non-use of CAT B and City Pair flights? 
ANSWER: The CTO has the responsibility for documenting non-compliance utilizing the established nonuse codes contained in the DTR.  This information will be available to the TMO through the MIS reporting features of the CUI.

11. What kind of reports will be available to Units, MAJCOM Transportation functions, and Service HQ Transportation functions, and FM to review travel exceptions to policy? 
ANSWER:  Reports may be obtained from the CUI/MIS and the Archive upon request.  Currently, reports include: Travel Ledger; Accounting Summary; Document Summary; Audit Failures; Audit Adjustments; Unsubmitted Vouchers; Outstanding Advances; and Routing Status. The PMO will be meeting with TRW to finalize the traffic management reports and procedures.
a.  What will be the process for obtaining reports on exceptions to policy on travel arrangements?

ANSWER:  Users will first need the proper CUI/MIS access permissions to make inquiries and receive/retrieve standard or adhoc reports.  Access permissions will likely be controlled by the organizational DTA or higher authority, and depend on the requester’s need to know.  Upon acquiring the proper access permission, the user may specify and request a standard or adhoc report from the CUI/MIS.  

12. What is the break out of responsibilities for the TMO and the CTO contractor, for the following?
Answers are in bold print after each item.

a.  Group Travel (Working issue with Services/TRANSCOM)
b.  Movement of human remains (TMO or other appropriate official IAW Service policy)
c.  Invitational Travel (ITOs are not currently part of DTS.  CTO will make arrangements)

d.  Emergency travel/leave (Same process as normal TDY travel)
e.  Classified Travel (N/A, DTS is unclassified system)
f.  PCS Travel Dependent (Same as today until PDT Task Force completes their actions.)
g.  Leave In Conjunction With Official Travel (CTO)
h.  Consecutive Overseas Tour (COT) Travel (This needs to be worked with the Services)

i.  International Ticketing (CTO via the CUI)
j.  CAT B & CAT M Travel (CAT B-CTO; CAT M is not part of the Defense Travel System)
13. How will an individual not on travel orders obtain of ticket when they are away from their duty station without sufficient funds?  Presently, the charge cost method is used. 

ANSWER:  This is a Service issue that will be worked with the CTO Working Group.
14. Will LOPA or a GTA account be used by the TMO to purchase tickets for individuals that don't have an account in DTS, and for those services listed above, i.e. human remains, invitational travel, etc? 

ANSWER:  Same payment processes as outlined in question 9 above.

15. Will local TMOs have direct access to the CTO should questions arise? 

a.  If so, what is the process?

ANSWER:  The local TMO will have the same access to the CTO as today.  However, in some cases the face to face relationship could be replaced with telephone and other electronic interfaces as the CTO could operate less staffed locations.
16.  What kind of help will the CTO Service Specialist provide and to whom? 

ANSWER:  Under the DTS, CTO services will mirror those of today.  Those processes that can be fully automated will be.  Therefore, the requirement for staffed locations will be diminished, as more transactions will be handled electronically.

17. On what basis will CTO make hotel/motel reservations?  Cost, location, pre-selection by traveler, or a combination of those factors? 

ANSWER:  Reservations will be make IAW the traveler’s request, DoD policy and AO approval.
18. Will the CTO provide the traveler cost comparisons of commercial lodging choices (hotel/motel), where such are available/feasible?  How will situations where a given hotel/motel runs out of government discount reservations be handled?  Will a close, alternate commercial facility with the better, discount rate be offered to the traveler? 

ANSWER:  Yes, the CUI will display the rates for the lodging facilities.  The CTO will find alternate facilities IAW policy.  If no facilities are available within per diem rates, the AO has authority to approve up to 300% of the locality rate. 

19. Will the CTO look for air carrier/commercial lodging/car rental package rates for government travelers, if such are available/feasible? 

ANSWER: Under the terms of the contract, upon request, the CTO is required to negotiate discounted fares and rates for group travel.  Also see replies 10, 17 and 18 above.

20. Will the CTO continue to charge a special assessment, where tickets for current and/or follow-on flights are set up to be picked up at the airport? 
ANSWER: American Express will not use prepaid tickets as a routine method of delivery.  Prepaid tickets will be issued at no cost in order to support short notice emergency situations.  Non-emergency use of prepaid tickets will be at Government expense. 

21. How will rail (AMTRAK and other rail companies) reservations for individual travelers be handled?  Will the CTO simply make reservations, provide tickets to the traveler, or what?  How will this be handled for overseas travel? 

ANSWER: Under the terms of the contract, bus and rail reservations will be handled through the CTO.  Amtrak availability and fare displays are included in the Commercial Reservation System (CRS) and are subject to the same quality control, low fare checks and reporting capabilities as airline tickets.  The CTO has the capability to make international arrangements, including reservations and ticket delivery for air, rail, bus and steamship transportation. 
22. How will bus travel/reservations for individual travelers be handled?  By the CTO?  If so, how? 

ANSWER:  Under the terms of the contract, bus travel/reservations will be handled through the CTO, except at locations prohibited by the local transportation office. 

23. What is the process flow of using the CUI for reservations only?  Is an authorization and/or obligation created?  How will the system know when not to process an obligation if the fund cite is not an open allotment?  How does the digital signature play in this process for connected and non-connected travelers? 

ANSWER:  The PMO in coordination with the Services/Agencies is finalizing the process for arrangements only use of the CUI.  The current Contract requirement, Attachment 14, Annex 3, Other Than Business TDY, is being reviewed to validate the process.  The final process will be provided to the Services/Agencies after completion of this validation.

24. We have been told all along that the system will have a built in flag system that will not allow the AO to approve unauthorized expenses.  Such as foreign flag carriers.  Also we should have a flag on the per diem rate so the AO, traveler and CTO know immediately if the rate will be exceeded and by how much. 

ANSWER:  Expense items not on the pull-down list are automatically flagged for AO review in the audit process.  Policy exceptions will also be flagged for AO review before approval.  The Traveler, AO and CTO will be able to access the Per Diem Tables as appropriate to ascertain the maximum Per Diem rate for a location.  In addition, there are audit checks that AO’s can run that will alert him/her when the maximum rate is exceeded.  

25. How will airline reservations be handled for members that are operating off of a "Verbal Order of the Commander"? 
ANSWER:  American Express, upon verification as determined by local policy, makes the required reservation based on “verbal order of the commander” and issues the ticket.  As soon as possible, the traveler and/or his organization will initiate a trip request through the normal travel approval process, to confirm the arrangements made, and establishes a record.
26. How are they going to handle leisure travel in conjunction with official travel?  If a member has a TDY and has leave in conjunction how will the CTO handle the ticket?  Will the member be issued a ticket that they will have to trade in at the airline?  This wouldn't be efficient.  Will they be allowed to book both parts and have the member pay for excess?)
ANSWER:  Official travel may be requested and computed within the system with associated leisure travel arranged and calculated by American Express in direct coordination with the traveler.  Any additional expenses resulting from personal arrangements made in conjunction with official travel will be at the traveler's expense (outside the DTS) and will not be the responsibility of the Government.  Additional details are currently being worked out, as is the contract for leisure travel in conjunction with official travel.

27.  Currently JFTR, par U4135 allows the Service Secretary to establish a lower or no per diem rate when needed.  This has been carried over to Appendix O, par T4060-B9 "Lower or No Per Diem Rates".    Can this be done in DTS and at what permission level will it be accomplished? 

ANSWER:  Yes, lower or no per diem rates can be set within the DTS prior to the start of travel.  The permission level for accomplishing this currently resides at the PMO, level 9.  However, this permission level can be changed based on testing results and through the configuration control board process if deemed appropriate.

28. Will the reserve member's airline ticket obligation flow to the accounting system causing a duplicate obligation?  How will this be prevented?
ANSWER: It is assumed from the question that "reserve member" refers to inactive duty reservist.  If so, please see answer to number 23 above concerning the Other Than Business TDY process.
29. Will each of our reserve units in DTR6 have a minimum of 20 TRAINING seats for DTS training?  Are the quotas negotiable i.e. if we need more seats, will that be a problem? 

ANSWER:  The number of training seats is based on size of the organization.  Rule of thumb for the Air Force is one train-the-trainer for each squadron.  Yes, quotas are negotiable, based on an organization’s unique requirements.  There are two types of training: DTA functional and train-the-trainer packages.  The PMO is committed to working with all DoD organizations to ensure a smooth transition to the DTS and providing requisite training to all.

30. What is the status of the rest of the LRA equipment for DTR6?  Has it been decided which locations will receive this equipment and when?  Has it been purchased?

ANSWER: We have received responses from the some Services/Agencies, and are excepting answers from the Army and Air Force shortly.  After we have received those responses, we will send a formal request to DISA to purchase the equipment.  The Service/Agencies determine the number and DTR6 location for the terminals.  Terminals will be delivered about 60 days after DISA finalizes the contract with the vendor.  Rough estimate for remaining terminal delivery is 1 Jun 99.  It should be noted that if requirements are not received promptly, a delay in delivery could occur.

31. After DTS/DTA training is conducted, will personnel have a "live" system to play with prior to implementation?  How long, i.e., 2 weeks, 4 weeks, 6 weeks, etc.? 
ANSWER: In concert with DTA training and prior to implementation (approximately 60-days), PMO and TRW representatives will arrive at a site to coordinate with the local system administrator(s) in loading the DTS onto LANs and WANs.  Once the system is populated with personal profiles and other data, DTAs will be able to access the system for familiarization purposes.  The system will not become live until implementation date.

32. Who will the DTA call if they have questions, the PMO? TRW?
ANSWER: This answer is outlined in the “Defense Travel System Support Structure” procedures (extracted below) that will be tested during Phase II and Phase IIIa at Whiteman AFB.  As noted below, the DTA is represented as Tier 2.  The DTA function has the following resources available:

· DTS CUI software with DTA permissions set

· DTS training material

· Computer Based Training (CBT)

· The TRW web site at TBA

· The CTO 1 800 number 

· The DTS Help Desk TBA, option 2

· The Government Travel card vendor’s 1 800 number

· Appropriate DoD service support agency.

· DISA Help Desk for DTS at TBA

· Their applicable DFAS OPLOC   

“BB Defense Travel System Support Structure

“BB.1 Purpose: It is anticipated that a sophisticated system support structure ‘Help Desk’ be in place to proactively maintain system integrity and customer responsiveness.  

“BB.2 System Support Structure.  During Phase II and III, there will be a three tier ‘Help Desk’ support approach.  This structure is designed to handle problems at the lowest, most appropriate level. 

“a.  1st Tier – End-user support

“The 1st Tier is comprised of the DTS Customer User Interface (CUI) software, training material, Computer Based Training (CBT), Frequently Asked Questions (FAQ) via the TRW web site.  The 1st Tier is primarily in support of the end-user.  The end-user will normally be the traveler and Approving Official (AO).  Also, for DTS emergency support after normal business hours to resolve CUI related problems, the end-user may contact the TRW Help Desk via 1-800-xxx-xxxx.  Reference the Phase II/III decision flow chart for the traveler/Approving Official.


“b.  2nd Tier – Defense Travel Administration Help Desk

The 2nd Tier support is comprised within the service or agencies’ Defense Travel Administration (DTA).  The purpose of the DTA Help Desk is to support the end-user of DTS and to serve as the Quality Assurance Evaluator (QAE).  The QAE is an information conduit to individual service and agency DTS representatives in regard to contract performance and policy questions/issues.  The DTA function has at its resources the DTS CUI software with DTA permissions set, training material, Computer Based Training (CBT), the TRW web site, the CTO, the DTS Help Desk, and the Government Travel card vendor’s 1 800 number.  If the DTA Help Desk is unable to resolve user questions, they may contact the appropriate DoD service support agency.  Reference the Phase II/III decision flow chart for the Defense Travel Administration (DTA).  


“c.  3rd Tier – DoD Service Support Agency

The 3rd Tier support is comprised of the Defense Information Systems Agency (DISA), the Defense Finance and Accounting Service (DFAS), the Quality Assurance Evaluator (QAE), and TRW.  The purpose of these agencies in relation to DTS is to support the DTA.  Both DISA and DFAS maintain existing help desks.  During Phase II and III, it is the role of the DTA to determine which of these agencies is best suited to resolve questions at this level of support. 

1. DISA primary responsibilities

In relation to DTS, DISA’s responsibilities extend to system support of the Electronic Commerce Processing Nodes (ECPN), the Virtual Private Network (VPN), the Public Key Infrastructure (PKI) and digital signature, and network connectivity to the Defense Mega-centers (DMC).  DISA will perform 3rd tier problem tracking and internal referral.  When the problem is determined by DISA to exist outside their areas of responsibility, the problem will be referred to the appropriate 3rd tier organization, such as TRW, QAE, or DFAS, for resolution.  DISA will maintain positive, closed loop tracking on all reported 3rd tier problems.  

2.  DFAS primary responsibilities

In relation to DTS, DFAS responsibilities extend to each function of accounting and finance.  This includes accounting, payment, reporting, and obligation of public funds.  Also, DFAS has the responsibility to collect overpayments.

3. TRW primary support responsibilities

TRW’s primary support responsibilities extend to the operation and maintenance of the CUI.”  

33. How will obligations work for group travel orders?  Will an obligation get established for each traveler?  How will the reservations be made?  Whose credit card will be used to hold reservations? 
ANSWER:  Group travel as defined in the JFTR pertains to multiple travelers traveling to the same destination.  Per diem for travel between the destination and origin is not authorized.  In addition to group travel, the DTS will process group authorizations which are multiple travelers traveling to the same destination in which per diem for the entire trip is authorized.  In both cases, the DTS creates a master travel authorization document to which multiple individual documents can be linked in a manner that allows each traveler to submit a voucher against the initial obligation.  TRW is working to provide the capability for reservations to be made based on the number in the group versus actual names.  The group travel/authorization master document will be provided to the CTO who will make appropriate reservations.  It is likely that the team leader’s (or unit’s) charge card will be used to hold the reservation.  However, the PMO, in concert with the Services/Agencies and TRW, is working the details on the processes with an expectation of finalizing it prior to live testing at Whiteman AFB.
34. What do IMPORT/EXPORT functions do? 

ANSWER:  IMPORT/EXPORT functions allow users with the appropriate access permission to import or export (essentially copy and overwrite), data files (i.e., per diem tables, budget data, and personal profile data) to the system.

35. Travel Manager allows you to process a voucher without authorization?  Why are we doing a voucher without an authorization?  What are the internal control ramifications?  Does this process generate an obligation before the disbursement? 
ANSWER:  DTS has controls that will not permit the passing of a voucher without an authorization.
36. How will we pay for Cat B? 

ANSWER: Cat B travel will be paid by direct billing, as it is paid today.  The PMO is reviewing specific aspects of the process with USTRANSCOM to determine if any process improvements may be made.  Outcome of this dialogue will be provided to the Services and Agencies.
37. How are blanket orders done in DTS?  Obligation, settlement.  Do we need to do an authorization for each? 
ANSWER:  Blanket orders yesterday apply to self-authorizing officials under DTS.  DTS will permit the traveler to self-approve arrangements.  Self-authorizing officials will be determined IAW Service policy.  Conditional routing of the voucher to another AO precludes self-authorizing officials approving their own travel claim.  Each trip will require an authorization.

38. What type of local area network connectivity and throughput will be required of the base infrastructure? 

ANSWER: Please refer to response to Question 40
39. Who is responsible for base infrastructure upgrades if it is required? 

ANSWER: Your site is responsible for all infrastructure costs (LAN’s, NIPRNet connectivity, etc.).  DISA will provide LRA terminals for DTR 6 only.
40. What are the minimum personal computer requirements? And who will fund for the equipment? 

ANSWER: Your site is responsible for all infrastructure costs (LAN’s, NIPRNet connectivity, etc.).  DISA will provide LRA terminals for DTR 6 only.
The following requirements must be met to use DTS.  Note, the following requirements are from the contract; users are responsible for providing funds for all site equipment.

Software and Hardware Requirements

a.
Web or Browser Interface:

Client Workstation

Hardware:  PC 386 Class or better, 8MB RAM, Floppy Drive

Operating System:  Windows 3.1 or later

Application Software:  Web Browser - Netscape/Internet Explorer 4.5

Communications:  Network Client Software

LAN File Server

Operating System:  Network Operating System (e.g. Novell NetWare)

Application Software:  Web Browser - Netscape/Internet Explorer 4.5 (if not installed on workstation)

Communications: Minimum acceptable (128kbs) access to NIPRNet (Internet)

b.
Client/Server Interface:

Client Workstation

Hardware:  PC 486 Class or better, 8MB RAM (16MB preferred), Floppy Drive, and 5MB Free Disk Space

Operating System:  Windows 3.1 or later

Application Software:  N/A

Communications:  Network Client Software

LAN File Server

Hardware:  486 Class or better, 32MB RAM, 100MB Hard Disk, Floppy Drive, CD-ROM

Operating System:  Network Operating System (e.g. Novell NetWare)

Application Software:  Travel Manager Client Software (Requires a minimum of 60MB of space)

Communications:  Minimum acceptable (128kbs) LAN connection to NIPRNet 

c.
Dial-up Character Mode Interface:

Client Workstation

Hardware:  PC 386 Class or better, Floppy Drive

Operating System:  Windows 3.1 or later

Application Software:  Terminal emulation

Communications:  9.6KB minimum Modem

Additional Requirements

The Local Registration Authority (LRA) will require a special configuration in order to process digital signature certificates.  

Hardware:  PC 486 Class or better, 16MB RAM minimum, Floppy Drive, 10MB Free Disk Space, Token Card Reader, Stand-alone printer (Isolated from network)

Operating System:  Windows NT 4.0 or later

Application Software:  Netscape Communicator 4.05 or higher

Communications:  NIPERNet connection
41. Who will provide the manpower to support the PKI/LRA workload? 

ANSWER: The PKI/LRA effort is a Service/Agency responsibility.  Manpower requirements are to be determined by the Service/Agency and are their responsibility.

42. Who will responsible for administrative support, security, and personnel? 

ANSWER: This is an individual site responsibility and the services should be providing guidance on what is called the Defense Travel Administration or DTA. This function includes personnel , financial, transportation management, LRA/PKI, and security.  A “type accreditation” will be issued by the PMO to your Service for pass down to each site and location.  This should alleviate concerns regarding conformance to standards.
43. The current AF firewall solution is SIDEWINDER; the guard uses the EAGLE. Is the system being tested with either? 

ANSWER: The firewall management for normal traffic will not be tested, as it will be like any other traffic currently allowed to pass.
44. Forward a copy of the approved Program Management Directive (PMD), Organizational Requirement Document (ORD), logistics support plan or any similar directives. 

ANSWER:  The requirement to reengineer the current DoD travel processes and implement a new system is directed from the highest level within the Department.  The equivalent of a PMD/ORD used for DTS is the Jan 95 Travel Reengineering Task Force report.  Each Service headquarters should have a copy.  The PMO is in the final phase of publishing a Deployment Plan that among other things addresses logistics support.  It is expected that the plan will be released to the public on 19 Mar 99.
45. What is the implementation schedule?  When will a schedule be available for locations outside of DTR6?
ANSWER:  The DTS is currently under testing and is scheduled for initial operating capability 30 June 1999 within DTR 6.  As a result of some required adjustments the follow-on (to DTR 6) implementation schedule is under revision.  It is expected that a new schedule will be available within the next few weeks.   Stay tuned to the PMO web site at www.dtic.mil/travelink.
46. What is the DTS communications systems architecture?  We need a diagram of the network setup. 

ANSWER: See question # 40 and the slide at attachment #1
47. When will a DTS Implementation Plan be sent out to all the MAJCOMS?
ANSWER: 

See the answer to question 44
48. What are the DTS requirements for remote access? 

ANSWER: See character mode answer in Question #40.  Also any laptop can be used provided the local site gives permission to the user to sign on to their network.
49. What existing automated programs will DTS be required to interface?  Need a list of programs and type of interface. 

ANSWER: The interface process with external Air Force programs is handled at the CUI.  The software for local use is for access to the CUI only.

50. Where will the KyberWin server be located?  In the network control center?  Inside or outside the firewall? 

ANSWER: There is no KyberWIN server at the local level, KyberWIN is loaded at each user’s terminal.  KyberWIN performs two functions: 1) It provides the single session path between the user and the CUI, to protect the data to and from the CUI.  2) It provides the method to affix the digital signature to the trip record when appropriate.  The KyberWIN server software will reside on the TRW Aviion 20K server (running the DG/UX B2 Operating System) that is the DTS Cybershield firewall.
51. Who will provide software and help desk support? 

ANSWER:  See the response to question 32.
52. When Capt Williams' states "The IATO will be in place or we will not test with live data (WAFB)."  Is he stating the equipment will not loaded onto the enterprise without the IATO?  Because if the equipment is installed, the network is still vulnerable with the ports opened, even if the live data isn't being passed. 

ANSWER: There is no equipment to be installed at the unit level except the LRA workstations for issuing PKI Certificates.  CUI vendor software for DTS will be installed if the unit opts for the client server setup.  Kyberwin software will be installed at all user stations.  Open ports are the responsibility of the site manager.
53. What are the exact dates that DTS will be installed at Whiteman and what are the reach back tests to Denver and DC that TSgt Lucero inquired about? 
ANSWER: Testing occurs first at Whiteman AFB, MO with dry runs starting April 1999.  Completion of testing is not expected until the first part of June.  (A two week gap for ORI)  End-to-end testing to the CUI, Whiteman, Denver (IPC/GAFS), and DMDC will take place during this eight-week period.
54. What efforts are being taken to ensure an interim certification and accreditation is in place for the test and a final certification and accreditation completed prior to deployment at AF sites? (See attached Certificate of Networthiness) 

ANSWER: This information is contained in the DTS test and evaluation management plan.  It was also briefed to following Air Force personnel at the 10/22/98 Information Systems Security Working Group:

Michael Farren, 11th Wing/FMI (703) 693-3874
 michael.farren@bolling.af.mil

William Kelley, AFAA-FSS-A (909) 655-5034
william.kelley@afas.march.af.mil

Eddie Beard, AFCA/SYSR (618) 256-3865 eddie.beard@scott.af.mil

James Clark, AFCIC/SYSC (703) 588-6118 clarkje@af.pentagon.mil

TSgt Jeff Hooks, AFOATS (339) 953-5493 jeff.hooks@afoats.af.mil

SMSgt Mark Fileger, HQ ACC/FMF DSN 574-5743 mark.fileger@langley.af.mil

Larry Hedrick, HQ ACC/FMF DSN 574-5104 lawrence.hedrick@langley.af.mil

Monique Marshall
, HQ AETC/QCXX (210) 652-6954 monique.marshall@randolph.af.mil

MSgt Charles Biggs , HQ AFRS
(210) 652-5257 charles.biggs@rs.af.mil

MSgt Bruce Stauff , HQ AFRS
(210) 652-4898 bruce.stauff@rs.af.mil

SSgt LV McCoy, HQAFRS (210) 652-5256 lv.mccoy@rs.af.mil
55. Standardized Access: Will DTS use a standard approach for remote users accessing the DTS CUI through the Network Control Center IAW AFI 33-115, Vol 1, Network Management Policy? 

ANSWER: See Questions #40 and #48
56. Security Measures: Will Privacy Act information be encrypted using a FIPS 140-1 compliant method prior to deployment? 

ANSWER: Yes.  The actual encryption engine in the KyberPASS software is the RSA BSafe toolkit we are currently testing with version 3.0.  Version 4.0 will be used for deployment because it is being designed to comply with the FIPS 140-1 standard.
57. Recommendation:  Y2K Compliance: Since DTS is DoD funded, AFCIC and AFCA recommend it be added to the OSD Y2K database and be certified compliant using the DoD or Air Force certification process before implementation on AF installations.  Furthermore, please report all interfaces between DTS and Air Force systems to the AF Y2K Program Management Office. 

ANSWER: The DTS Y2K testing efforts currently underway will be more than sufficient to ensure compliance of the CUI system. (Y2K compliance was a requirement in the RFP)
58. Who is going to ensure the DTS server (and subsequent links) are secure from attack? 

ANSWER: The DTS server is in a Class II facility at the contractor’s location (TRW Fairlakes Fairfax, VA)  It will be extremely secure, and pass certification accreditation in accordance with the DITSCAP.
59. What are the configuration changes necessary at the local NCC to support the DTS server? (Manpower standards) 

ANSWER: Not sure what the questioner is asking; the PMO-DTS has no input to the AF manpower standards or requirements.  Configuration changes (software) will be handled just like any software release or update, with complete instructions upon issuance.

60. What is the estimated network load per user? 

ANSWER: The PMO, in conjunction with DISA, is in the process of providing modeling information to arrive at a generic loading simulation for various sized sites.  The modeling information is not available at this time, but will be disseminated as soon as it is available.
61. What is the estimated population at Whiteman that will use the system at any one time? 

ANSWER: The surveys indicate that approximately 19 tickets per day are issued by the CTO at Whiteman.  The extrapolation of data might indicate that double that amount of people would use the system at a time.
62. What additional workload will this levy on the local NCC? 

ANSWER: See above, 38.  Additional people on the net at any one time should be negligible.
63. Who will the local Comm squadron contact for assistance relating to DTS? 

ANSWER:  As outlined in the answer to question #32, the communication squadron is considered part of the administration for Defense Travel.   Questions that the communications squadron will have are likely to be addressed to the DISA help desk for DTS.  This help desk is to be at the Ogden, UT, mega-center.  A draft CONOPS has been developed and will be part of the Phase II and Phase IIIa testing.  


Questions concerning DTS within the local network enclave would be addressed to the TRW Help Desk as part of the software support.  

POC for questions concerning DTS support structure (32, 51, and 63) is CDR Bill Schworer, (703) 607-1498x19, and SMSgt Ken Martin, (703) 607-1498 x6813.  E-mail is martink@osd.pentagon.mil.
64. IAW the matrix that was handed out at the meeting in DC on 17 Dec, HQ AFROTC will not have the DTS Software loaded on machines at the HQ.  All “correspondence” from the Dets to the HQs must be done through the web.  Will the software loaded on machines with a .edu domain deal with a web on the .mil domain? 

ANSWER: We foresee no problem with the process due to the KyberWIN/KyberPASS and Digital signature system.  The vendor has opted to use the digital signature token as the identification and authentication method to allow access to the DTS CUI.  The local restrictions to .mil addresses at a local level are outside DTS control.
65. Currently, for cadet travel to/from field training, travel reservations are made far in advance of orders being published.  Can this be done under the arrangements portion of DTS – or must the orders be done in advance of making the reservations through the CTO? 
ANSWER:  Yes, at this time cadet travel (arrangements only) is obligated outside DTS.  See answer to question 23.

66. If a trip record has not been accomplished within five days after projected completion of travel DTS will notify the AO.  In our case, CUI for HQ Management use (Web only) must the AO check the web daily to ensure all trip reports have been filed?)
ANSWER:  Yes.  Unless the AO uses some other internal suspense log, he/she will be required to access the DTS and run a report to ascertain outstanding travel authorizations.  The email function processes are still being worked with TRW.  In any case, the AO should be proactive in ensuring that his/her organization’s travelers get reimbursed as expeditiously as possible.

67. The AFROTC AO’s are going to be at the HQs, why can’t the DTS software be loaded on the AO’s machines?  This would eliminate going through the Web and may eliminate potential problems. 
ANSWER:  The use of the web version is being considered so that LAN installations are not required at these locations that will have no travelers and CUI access only for management purposes.  Once the CUI is deployed to their location, these initial web users will be able to use the client server version for management as well as their own traveling.  The PMO is still coordinating this with TRW.

68. What is the official form for DTS?  If it is DD Form 1610 produced by DTS, why will this form not have the complete line of accounting to include the EEIC in Block 19?
ANSWER:  DTS produces DD Forms 1610 and 1351-2 and SF 1164.  The forms contain all lines of accounting elements including EEIC.
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