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EXECUTIVE SUMMARY

The Defense Travel System is the product of the Department of Defense (DoD) Temporary Duty (TDY) Travel Reengineering Initiative.  The design of the Defense Travel System delivers a fair and equitable travel system that will


Meet operational requirements,


Improve service to the customers of the Department; and


Reduce overall cost to the Government.


The system is projected to be implemented DoD-wide by the end of Fiscal Year (FY) 2001.  By that time, most traditional travel computation systems and the Service-unique commercial travel contracts used in Temporary Additional Duty (TAD) or TDY travel will have been phased out. 

The checklists contained in this document are generic and will have to be tailored to coincide with each site’s actual travel service contract “option” or “expiration” date.


SECTION 1.
INTRODUCTION

1.1 Overall Deployment Concept.
The Defense Travel System will be fielded in three distinct segments.  The first centers on training and the exchange of information between the Project Management Office (PMO) and the site Point of Contact (POC).  The PMO and TRW will train or make training material available to the local command to train the site's user community and system support personnel before software is installed.  System support personnel will receive advanced training.  Training will be provided on-site for major installations, while personnel from smaller installations must travel to designated regional training sites for instruction.  Checklists and task lists will serve as the primary vehicle for the PMO and site POCs to exchange information.  The second segment involves the actual implementation of the system and includes installing software, creating digital signatures, loading databases, and changing commercial travel service providers.  During this segment, the PMO will make site visits to major installations or provide instructions to smaller installations on how to install the system software and ensure that the system is functional.  The last segment consists of follow-up monitoring to ensure the quality of the system.
1.2
Scope and Purpose.

The deployment plan outlines the essential elements of the fielding process for users of the Defense Travel System.  The document describes:

· What the Defense Travel System is from a  high level perspective

· Who is responsible for specified implementation actions,  and who provides which resources

· Where the system will be fielded, and at what point in time

· When specified actions items are scheduled to occur at a designated site on the process timeline

The plan relies heavily on tasks and actions to be performed prior to fielding.  The Defense Travel System deployment plan is written from the user’s point of view.  Its range of operation is limited to the prospective user community of the system.

This plan describes the process of fielding the system to Military Service and Defense Agency users worldwide by the end of FY 2001.  The Project Management Office, Service and Agency representatives have unified and coordinated their efforts to produce the plan.  It also includes steps necessary to interface with supporting logistical, administrative, security (Defense Information Systems Agency (DISA) Public Key Infrastructure) and financial organizations.  Acquisition for follow-on travel management services is covered by other plans.

The plan is not a stand-alone document; rather it serves as the core knowledge upon which Service, Agency or site implementation teams can construct their own, more detailed implementation plans.  The baseline plan serves as overall guidance for each implementation site, since the large number of installations precludes the establishment of separate Memoranda of Agreement (MOA).  

The plan is not designed to revisit information on system design or operation that other documents address in greater detail.  The reader will benefit most when the plan is used in conjunction with information contained on the PMO website.  The latest version of each of these documents are available at the PMO Website at http://www.dtic.mil/travelink.

Some of the key documents that can accessed a this Website are:

· DoD Substantiation Policy,

· Report on Travel Reengineering,

· Defense Travel System Concept of Operations,

· Defense Travel System Users Guide,

· Local Registration Authority Guide,

· Training Concept of Operations,

· Configuration Management Plan

1.3
Terms and Abbreviations.  

A list of terms, abbreviations, and acronyms, including those unique to this document, are also available at the PMO Website.

1.4 Point of Contact.  

Questions or comments concerning this deployment plan should be directed to the Project Management Office - Defense Travel System, ATTN: Col.  J. A. Kelly, Crystal Square 4, Suite 100, 1745 Jefferson Davis Highway, Arlington, VA  22202-3402, by phone at (703) 607-1498 ext 28 or (DSN) 327-1498 ext 28, or by e-mail at pmodts@osd.pentagon.mil.

SECTION 2.  SYSTEM DESCRIPTION

2.1 Functional and Physical Configuration.  

Functional and physical configuration requirements of The Defense Travel System  are addressed in three areas.

a. Pre-Implementation, System Requirements which encompasses loading all the data elements, specific information, and identifying all the key players necessary to support the engagement of a fully operational system.  These include funding allocations and accounting data, lists of organizations and Authorizing Officials (AO), personal profiles, travel policies and entitlements, and billeting and messing information. These responsibilities are normally associated with the Defense Travel Administration or DTA.

b. Pre-Travel Requirements cover the responsibilities of the traveler, the AO, the Disbursing Office, the Commercial Travel Office (CTO) and a Common User Interface (CUI) that will provide all DoD employees an interface to the Defense Travel System that has the same look, touch and feel.  These include the traveler initiating a travel request with the CUI, which generates a trip record with “should cost” estimates for the AO’s approval, and a lodging and transportation request to the CTO for action.  

c. Post-Travel Requirements addresses actions taken once travel is completed.  This part of the process begins when the traveler submits actual expense data and makes a split disbursement election to the CUI via the trip record.  Next, the AO approves the trip record and actual expenses.  Then the CUI forwards the approved costs to the disbursing office and a completed trip record to a data repository for archives and Management Information System (MIS) purposes.  The intent is for all transactions to be handled in a seamless, paperless environment, using Electronic Commerce/Electronic Data Interchange (EC/EDI).

All functions of the Defense Travel System will be integrated through EC/EDI.  Digital signatures will be used to process trip authorizations and travel claims.  As its acquisition strategy, the Defense Travel System will incorporate changes and improvements to DoD travel into DOD-wide travel services contracts.  These DOD contracts will eventually replace all the current Service and Defense Agency CTO contracts.  For additional information on the functional and physical configuration of the system, please review the Defense Travel System Concept of Operations.

2.2 Major Participants and Roles.  

Deployment of the Defense Travel System will be managed by the PMO-Defense Travel System and implemented worldwide.  The deployment schedule is based upon the expiration dates of current travel service contracts, which are geographically grouped into Defense Travel Regions that they support.  TRW, the system integration contractor, will provide an integrated CUI for all DoD travel support, while various contracted travel service offices will provide travel management services.  TRW, as directed by the Contracting Officer, will develop, field, operate the CUI, and maintain the Defense Travel System.  Contracted services for Defense Travel Region (DTR) Six, the first travel region in which the system will be implemented, include initial formal instruction of Government trainers, installing the system at major deployment sites, and distributing system software to all other sites by Web or Compact Disk–Read Only Memory (CD-ROM).  System implementation will also involve the integration of new policies and procedures into the infrastructure of the user Services and Agencies.  

Future procurement contracts for travel services outside DTR6 may involve different  travel management services contractors.  TRW will maintain responsibility for the maintenance and operation of the CUI.  The Defense Travel System will transition from PMO-Defense Travel System to the US Transportation Command (USTRANSCOM) at an appropriate time after full operational capability (FOC)  has been established. 

The CUI will be the mechanism for official, unclassified, business travel administration within DoD.  All DoD personnel (active, reserve and civilian) traveling in an official capacity are designated CUI users, and are required to use the CUI exclusively to prepare TAD or TDY orders for official business travel.  The CUI will be used only for making travel arrangements under Permanent Change of Station (PCS) and Reserve Duty travel.  In the future, the system will fully support those travelers with CUI services as part of a major system upgrade.  For additional information on major participants and roles, please review the Defense Travel System Concept of Operations.

2.3 Modes of Access. 

The architecture will support four distinct modes of interaction in order to efficiently accommodate the variety of user needs and automated capabilities that will be encountered.  For information on minimum hardware and software requirements associated with each mode, please review Appendix 6.5.1.1.1, Connectivity Questionnaire.  Each user must use a diskette that contains his/her unique digital signature to access the system through identification and authentication.

a. Browser 

It is anticipated that access through a Web browser will be the predominate mode of interaction for casual users.  In this mode, travelers will interact with the CUI software to initiate and/or modify a trip record for his/her travel arrangements. After travel processing of vouchers can also be administered in this mode.  Approving Officials will access centralized traveler request data to approve travel.  Operation in this mode requires a browser interface to DoD’s Non-secure Internet Protocol Routing Network (NIPRNET). The DoD version of Netscape is available free for download from the DISA Website at http://ssed1.ncr.disa.mil/srp/vendlic.html.
b. Client/Server 

This mode will be available to user and workstations connected to the NIPRNET via a Local Area Networks (LAN) access point. It is anticipated that this will be the predominant mode of interaction for travelers, AOs, the Defense Travel Administration (DTA), and other frequent users or individuals that make travel arrange​ments for entire units and/or groups.  In the Client/Server configuration the CUI appli​cations are installed centrally on the LANs application server. LAN attached workstations downloads the client application from the server to enable LAN user access of the system minimizing the adminis​trative burdens on local information systems staff.  However, the complete stand-alone version of the client application can be housed directly on the desktop as deemed neces​sary.  In either case, the client applications will interact with the CUI data server via the NIPRNET.  To provide responsive performance, a reasonably high-speed connection to the NIPRNET is required.

c. Character 

Users who do not have NIPRNET connectivity but who do have access to the telephone network through a modem may interact with the CUI applications.  These applications will execute on the enterprise servers at the regional data centers through an alpha-numeric interface on the user’s personal computer (PC)/workstation running in terminal emulation mode.

d. Telephone/Facsimile 

Travelers without access to the CUI and non-connected travelers may opt to   communicate directly with the commercial travel office via telephone and/or fax if no other preferred method of access is available. This method of access shall be limited to the establishment of travel arrangement for the traveler. The commercial travel office will interact with the CUI document preparation functions to create a trip record in client-server mode via point-to-point connections with the Regional Data Center (RDC).  AOs will access the CUI via previously mentioned methods to review the should-cost estimates, and to approve or disapprove the trip request.

SECTION 3.
DEPLOYMENT SCHEDULES
Training and pre-deployment actions are the major elements of deployment planning.  The PMO Website is the source for training schedules and fielding schedules.  Scheduled events are the result of a variety of constraints and are, therefore, subject to change.  Please check the following URL for the latest information

http://www.dtic.mil/travelink

3.1
Training.
The training schedule lists training sites, official phase-in dates, and training start and end dates.  Data is sorted by training start date in ascending order.  The schedule is maintained by the PMO.  

3.2
Fielding. 

The fielding schedule lists deployment sites, official phase-in dates, the relative size of the travel community at each site, and the approximate date at which the PMO/TRW fielding team will arrive onsite.  Data is sorted by phase-in date in ascending order.  The schedule is maintained by the PMO.  

SECTION 4.
IMPLEMENTATION PROCESS
4.1 Overview.  

The Defense Travel System will be fielded in three major segments.

· Pre-Implementation: actions, such as outreach, training, and verification of system connectivity, which occur at each implementation site before system software is loaded 

· Implementation: system software installation, verification, quality control, and population of critical user files 

· Post-implementation: follow-up and remedial actions, as necessary 

Detailed information regarding these items can be found in Appendices 6.3 and 6.5.  Appendix 6.3, Implementation Process, is a collection of implementation task listings and major milestones in Gantt chart and timeline format.  Responsible parties (PMO, DoD Agencies, TRW, and site POC) are clearly identified.  Appendix 6.5, Checklists, provides a more detailed list of tasks to be accomplished as part of pre-implementation, fielding or post-implementation.  Fielding command checklists comprise those of the PMO/TRW team, while gaining command checklists comprise those of Services/Agencies. 

4.2
Primary Sites.  

Deployment teams from PMO and the system integration contractor will make site visits to approximately 1,200 primary sites worldwide in the course of implementing the Defense Travel System. Primary sites consist of major installations, sites identified in the Defense Travel System procurement contract, major commands and Service or Agency Headquarters.  Within DTR6, the first region to be implemented, approximately 54 primary sites have been identified.  The procurement contract for DTR6 obligates TRW to install system software at 33 of these sites with assistance from the PMO.  Deployment teams from PMO will visit the remaining 21 primary sites.  As additional procurement contracts are awarded for other PMO designated Defense Travel Regions, it is anticipated that similar implementation strategies for primary sites will be developed.  As is the case for DTR6, these site visitation plans will involve participation by both TRW and PMO.  It is anticipated that approximately 90% of the travel request and dollars will originate from Primary sites. Most of the Primary Sites will access the CUI via client/server applications installed on the sites LAN server.

4.2.1
Pre-Implementation.  

The pre-implementation process begins at D-180 on the implementation timeline with a telephone call or Email communication from a member of the PMO deployment team. The designated site primary POC will be the recipient of these pre-implementation communications.  Over the course of the next 90 days, the PMO deployment team and site POC will exchange a wide range of information identified in Appendices 6.3 and 6.5 by fax, telephone and/or email.  Issues to be resolved and items to be addressed include: 

a. coordination of system implementation with local unions, which should have been coordinated well in advance and at a national level, 

b. establishment of the hierarchy of the certificate authority, registration authority, and local registration authority (to be performed by DISA), 

c. identification of the site's training and information technology POCs, DTA personnel, authorizing officials, certifying officials, quality assurance evaluators and outreach contacts,

d. confirmation of training schedules,

e. verification of system connectivity, and 

f. verification that an information dissemination campaign has begun.  

At D-90, the PMO deployment team will compile the results of the 90 day interactions period with the site POC. A  report which specifies the level of site implementation fitness will be generated. This report will be used to determine if and when the implementation process will begin for the designated site(s).

4.2.1.1
Assessment Team.  

At D-60 on the implementation timeline, a member of the PMO deployment team will visit with the site POC. The objective of this visit will be to assist the site POC with any uncompleted Pre-implementation checklist items. In addition to this, the PMO member(s) will  assist the site POC in the establishment of a robust DTA organizational structure.  The Deployment team member(s)   making this trip will be dispatched in conjunction with the joint PMO/TRW training team.

Appendix 6.5.1.1, Pre-Implementation Checklist, identifies the required site information including ; hardware/software requirements; LAN/WAN connectivity requirements;  training requirements; as well as other site fitness requirements.  The Pre-Implementation Checklist, as well as other checklists,  must be completed by the site POC between the D-180 and D-90  time frames. Completion of these checklists will clear the way for the assessment team’s scheduled arrival at D-60.  A method to extrapolate potential system load data is under investigation. Once the methodology has been refined and initiated, it will be disseminated.

In addition to assessing the site fitness to implement the system, the team member and site POC will schedule both the command group in-brief and out-briefs.  The command group would typically consist of the Commanding Officer (or operations manager), Executive Officer (or administrative manager), senior members of the command staff, and DTAs.  This group will be briefed twice during the fielding process in the form of an in-brief and an out-brief.  At D-5 the PMO deployment team will brief the group on the site's fitness and ability to accept fielding of the system.  On D-Day the PMO deployment team will brief the group on the results of system installation activities. In addition the team will review the verification and validation process.  Any problem areas and recommended remedial actions will also be discussed.

4.2.1.2
Outreach Program.  

At D-90 on the implementation timeline, the PMO deployment team will contact the site POC to ensure that outreach materials have arrived at the sites.  By D-45, the PMO deployment team will contact the site POC to verify that group display information is being presented.  All materials for the outreach campaign will have been shipped previously to the coordinating official/contact point of the specific facility or location.  Typically, materials should arrive at D-90, D-DAY, and D+90.

4.2.1.3 Training. 

The PMO is responsible for the overall training program, which consists of functional training which is geared towards the end user/travelers, and the train-the-trainer training which is geared to those individuals who have the responsibility to administer, support, or assist in the further deployment of the system.  The functional training will be given during a three day period of time, at a DTA seminar, which will be scheduled quarterly.  The train-the-trainer course will be given by a PMO training team. The team will be traveling to centrally located sites, conducting training sessions at these locations over a two week period of time. The first week of training will consist of  DTA functional training while the second week of training will focus on instructional concerns that need to be addressed when training travelers and Authorizing officials.  The Governmental  portion of the training will focuses on policies and procedures associated with the Defense Travel System. User operational training materials will include; a computer-based training (CBT) module; links to a Web-based CBT module; an instructional training video; and a training version of the Defense Travel System loaded with sample traveler information.  Currently it is envisioned that PMO will offer training for other personnel who might be involved in fielding the system, e.g. Contracting Officer's Representative (COR), Administrative Contracting Officer's Representative (ACOR) or the Quality Assurance Evaluator (QAE), at a series of semi-annual seminars in the Washington, DC area.  The implementing site will be responsible for any supplemental training of these personnel.

4.2.1.3.1
Concept.  

The Defense Travel System training concept, as defined in the Training Concept of Operations contains a degree of specificity that ensures the training for government trainers is conducted 45-60 days prior to system fielding.  This will allow the trainers ample time to train frequent travelers, authorizing officials and support personnel. As discussed above, Defense Travel System training consists of instruction by PMO on Government policies and procedures and training by TRW on the system.  The delivery method is a combination of lecture, hands-on, and computer-based training.

4.2.1.3.2
Sequence of Training Events.  

At D-150 on the implementation timeline, the PMO training coordinator and/or assistant training coordinator will meet with each service and agency training POC. The purpose of this meeting will be to discuss training strategies and negotiate seat allocations for site training sessions. Coordination activities for the DTA seminar will also be addressed during this meeting.  At D-120, the PMO training coordinator will contact the site training POC to confirm training dates and finalize coordination.  For a period of two weeks, beginning at D-60, PMO will conduct training. This scheduling will allow training personnel adequate time to train their organization before implementation.  (See Appendix 6.3, Implementation Process.)

4.2.1.3.3
Validation.  

At D-30 on the implementation timeline, PMO deployment teams, Service and Agency HQ POCs, and the site POC will confirm the completion of critical pre-implementation requirements. Once completion of critical pre-implementation  requirements have been made, the actual implementation segment of the project will proceed.  (See Appendix 6.5.1.1.2, Readiness Checklist.)  Validation will be performed via telephone contact or by a person-to-person/on-site inspections conducted by  member(s) of the on-site team.  A portion of the validation process will entail an assessment of the effectiveness of the training process.

4.2.1.4
System Connectivity. 

Information Systems Managers at each site should assess existing systems infrastructure and connectivity at their sites.  Special attention should be focused on documentation ,and verification of the following items:

a. All potential users having computer access to the system

b. Type, size and power of PCs connected to the system and the connection type (NIC, modem, transceiver)

c. Speed of the connections

d. Type of transport medium (LAN, WAN, Token Ring, Ethernet, NT, dial-in, etc.)

e. Speed and bandwidth of transport medium

f. Connectivity to NIPRNET 

Modeling and simulation by DISA will replicate DTS loading of the local LAN and impact to the connections to the NIPRNET.

4.2.1.5
DoD Public Key Infrastructure and Digital Signature.
Actions necessary to create the DoD Public Key Infrastructure and digital signature process at implementation sites are outlined in Appendix 6.3, Implementation Process.  Specific tasks that relate to this concept begin at D-180 on the implementation timeline and conclude at D-30.

Digital signatures are necessary in order to use the Defense Travel System.  Digital signatures are required to access the Common User Interface and request travel services.  Digital signatures are also used by the AO to grant travel authorization; by the traveler to submit actual travel expenses as part of a travel claim; and by the AO to approve the travel voucher for payment.

Digital signatures are obtained from an installation’s Local Registration Authority (LRA), who is connected to the DoD Public Key Infrastructure (PKI).  The DoD PKI is the responsibility of DISA and the National Security Agency (NSA).  Software used by the DoD PKI complies with the Federal Information Protocol Standards (FIPS) 140-1.  The National Institute of Standards and Technology (NIST) developed these standards for the PKI Medium Business Assurance Level. 

The primary DoD PKI components are: Certificate Authority (CA), Registration Authority, and LRA.  The CA is a DISA computer, which maintains all of the digital signature certificates on DoD personnel.  Each Service or Agency is responsible for appointing one (or more) Registration Authority personnel, who are probably located at either the Service or Agency Headquarters or Major Command level.  The Registration Authority (RA) is responsible for appointing LRA personnel, who are located in their assigned region.  LRA operators are located primarily at the installation site.  Depending on installation size, there can be more than one LRA. 

The LRA operator is the essential component for distributing digital signatures to travelers.  A trusted list of personnel, by unit organization, should be verified and provided to the LRA operator.  The LRA operator uses this information to forward to the CA for digital signature processing and to print out the user identification and one-time password (one page of information per person).  

The traveler uses his user identification and one-time password to access the CA via a Netscape browser to download the information to a diskette.  The diskette information plus a personal password creates the digital signature.

In descending order, the priority for distributing digital signatures is as follows:

a. Local Registration Authority

b. Defense Travel Administration

c. Authorizing Official

d. Frequent travelers

e. Other travelers

It is important to ensure that personnel in categories (a), (b) and (c) obtain digital signatures before personnel in categories (d) and (e).

Digital signature security is very important.  Each person is responsible for his or her own digital signature diskette.  This diskette should be treated as a credit or bank card.  Only digital signature data should be stored on this diskette.  A person’s password should not be written on the diskette; otherwise, the diskette would be compromised.

If the digital signature diskette is either compromised or lost, the user should contact the local LRA operator immediately.  The LRA operator will cancel (revoke) the old diskette and provide a new document containing the user's identification and one-time password.  The user will then follow the same process previously identified to obtain a new digital signature diskette.
4.2.1.6
Advance Parties.  

At some point between the timeframe of D-30 and D-10, a member of the deployment team will be dispatched to each primary implementation site laying the groundwork for the implementation team to follow up on.  Advance party personal working in conjunction with the site POC will contact key command and support personnel  to insure that administrative and infrastructure requirements are being met. Precursory activities by the Advance Parties will insure that the implementation team will be able to make the most effective use of their time when they visit the site.

This individual will use a pre-established checklist that has been developed with the assistance of Services and Agencies.  (See Appendix 6.5.1.1.2, Readiness Checklist.)  This checklist will be used to obtain information on the command structure of the site/location, the office location of DTAs and AOs, a roster of key decision-makers, and a final determination of site/system fielding readiness.

4.2.2
Fielding.  

System fielding will be a joint effort among TRW, the PMO, and DTAs for the site or installation.  PMO in conjunction with TRW are responsible for onsite system installation, verification, validation, and quality control.  TRW has total responsibility for all functional characteristic of the CUI as well as responsibility for CUI revisions and updates . The DTAs are responsible for loading critical system data, such as user data in the RDC database, budget module information, and other administrative configuration actions.  Local registration authorities are responsible for preparing and issuing digital signatures to system users.  (See Appendix 6.3, Implementation Process, for a complete list of tasks, responsibilities and scheduled completion dates associated with fielding the system.)

Users may access the Defense Travel System from their local workstation after application software has been installed, a digital signature has been obtained, and essential data files have been created.  These steps are outlined below.

a. Installing the Defense Travel System client application on the user’s workstation consists of locating and running the CUI executable on a shared drive.  Successful installation is accomplished after answering two or three questions in a setup wizard.  A Defense Travel System icon is created on the Windows desktop.  The total time required to install the software is less than 5 minutes.

b. Installing the KyberWIN software that supports certificate-based login, digital signature, and the encrypted session path between the user's workstation and the RDC.  The KyberWIN software is installed at the same time that the client application software is installed.  Approximately 1 MB of KyberWIN software is loaded on each user's hard drive during the installation process. The KyberWIN program runs in the background when the Defense Travel System icon is selected and facilitates the PKI  log-on to DTS and digital signature of travel documents
c. Downloading essential user data files from the Defense Manpower Data Center (DMDC). 

TRW is responsible for installing application software.  DISA will train the LRA, while DTAs will download essential user data files.

4.2.2.1
TRW  
A technician from the system integration contractor will accompany Train-the-Trainer-Teams to designated major sites to work with the Site System Administrator to install the Defense Travel System on the site’s LAN.  Two capabilities will be installed  

a. A training version with a training database (for use by Government trainers)
b. The “live” version which will interact with the supporting RDC over the NIPRNET
Initially, this live version will be used by the DTAs to load the database of users and to enter the Defense Travel System administrative setup (organizations, AOs, routing, etc.).  As part of this process, the technician will also familiarize site system administrators with system setup and operation to include loading client software on user PCs.
4.2.2.2
PMO.

A PMO deployment team of approximately four members will arrive at each primary site between D-10 to D-5 on the implementation timeline. Members will perform a series of quality control checks and will validate system operability (Appendix 6.5.1.2, System Validation).  The latter document validates that the system functions properly and requires signatures from the local POC and deployment team leader.  The team departs only after software has been installed and is functioning properly, users have been trained and issued digital signatures, essential data files have been loaded, and supporting infrastructure (AOs, LRAs, DTAs, and help desk) has been established.

4.2.3
Post-Implementation.  

By D+5, the team leader must complete an after action report for the site.  At D+30, D+60 and D+90, a team member will solicit feedback from the site POC by telephone or Email  to determine if both the human and mechanical portions of the system are functioning properly.  Problems will be categorized according to degree of remedial action required and channeled for action to a post-implementation team composed of representatives from PMO, DISA, Defense Finance and Accounting Service (DFAS), DMDC, and TRW to solve specific major system problems.

4.2.3.1
CUI Contingency Plan.  

(PMO is preparing a document that will describe what the site and deployment team should do when the CUI is not available.)

4.3
Other-than-primary Sites.  

Other-than-primary sites consist of larger sites with geographically dispersed elements, such as recruiting commands, Defense Reutilization and Marketing Offices (DRMO), Reserve Officer Training Corps (ROTC) brigades, US Army Recruiting Command (USAREC) battalion headquarters, and Corps of Engineers Divisions.  Tenant sites generally fall under the command of another organization.  Other-than-primary sites may have a wide range of automated access capabilities, ranging from Web browser to stand-alone dial-up access.  The PMO will furnish these locations with system software on a CD‑ROM or via download over the Internet.  A PMO deployment team will provide system verification, validation, and quality control.  The PMO is prepared to send a deployment team to all non-primary sites as required. Grouping of these non-primary sites will be administered via the direction of Services and Agencies.  The exact number of sites to be visited will be determined as needs are identified.

4.3.1
Pre-Implementation. 

4.3.1.1
Assessment Teams.   

A member of the deployment team will contact the POC at each secondary and tertiary implementation site to make a preliminary assessment of capability and readiness. Consistent with the procedures followed for the primary sites,  this preliminary assessment will be initiated  at D-75 on the implementation timeline  All POCs will be contacted via telephone, fax, and/or email in the absence of a face-to-face onsite visit.  Pre-Implementation, Fielding, and Post-Implementation actions will be consistent with actions taken for primary sites. There may be some miner adjustments made to the  methodology in which action are taken at these secondary and tertiary sites.

4.3.1.2
Outreach Program.  

The outreach process will function the same for secondary and tertiary sites as for primary sites.  At D-90 on the implementation timeline, deployment team members will ensure that outreach materials have arrived at the sites and at D-45 will verify that group display information is being presented. 

4.3.1.3
Training.  

The training curriculum for primary and non-primary sites are the same.  However, non-primary site individuals needing training will be required to travel to various designated geographically centralized locations for instruction.

4.3.1.4
System Connectivity.  

The site information systems managers will assess system connectivity in the same manner for secondary and tertiary sites as for primary sites.

4.3.1.5
DoD Public Key Infrastructure and Digital Signature.
The process for establishing DoD Public Key Infrastructure and digital signature processes at secondary and tertiary sites is the same as that for primary sites.
4.3.1.6
Advance Parties.  

As with primary sites, the POC of secondary and tertiary sites will be contacted by a member of the deployment team from D-30 to D-10 on the implementation timeline to lay the groundwork for the fielding team to follow.  However, rather than making a visit to the implementation site, the deployment team member will make contact via, telephone, fax, and/or email.  Advance party actions for secondary and tertiary sites will be consistent with advance parties actions taken for primary sites.

4.3.2
Fielding.  

System fielding for secondary and tertiary sites will be a joint effort among the PMO, TRW, and DTAs.  PMO is responsible for system installation, verification, validation and quality control. DTAs are responsible for loading critical system data, such as user data in the RDC database, checkbook information, and other administrative setup actions, as before.

4.3.2.1
TRW.  

The system integration contractor will not visit these sites in person but will furnish site POCs with system software on a CD‑ROM  which includes instructions for self-installation. Alternatively, instructional files will be made available for download over the Internet.  Sites that access the CUI via the Web will require a minimal amount of security access configuration to enable web access from the site.   The distribution of the CD-ROMs will be made to AOs,  DTAs, and organizations based on hierarchy established by the Service and Agencies The software will be accompanied by a cover letter from PMO.

4.3.2.2
PMO.  

The PMO will perform the same fielding functions at both primary and non-primary sites.  However, the PMO deployment team will consist of less than four members.  The team will arrive onsite between D-10 to D-5 as reflected on the implementation timeline. A detailed account of the actions that will be performed at these non-primary sites are the same as actions performed at the primary sites. These activities have been identified in sections that precede this section. 

4.3.3
Post-Implementation.

Post-Implementation procedures are the same as those post-implementation procedures noted above for the primary sites.

4.3.3.1
CUI Contingency Plan.  

CUI Contingency Planning procedures are the same as those CUI Contingency Planning procedures noted above for primary sites.

SECTION 5.
SUPPORT REQUIREMENTS

5.1
Roles and Responsibilities. 

5.1.1
Project Management Office.  

The PMO-Defense Travel System will develop the requirements for, and acquire, implement and sustain a seamless, paperless temporary duty travel system. This Travel System will meet the needs of travelers, commanders and process owners while reducing costs, supporting mission requirements, and providing superior customer service by performing the following functions:

a.
Plan, manage, develop, and implement programs to

(1)
Provide travel related services to DoD activities worldwide through negotiated contracts established in accordance with the Federal Acquisition Regulations,

(2) Identify Information Technology solutions to satisfy Defense Travel System functional requirements to assure interoperability with all DoD and Commercial users,

(3) Budget through FY00 and execute all financial resources required to implement and sustain the Defense Travel System (excluding hardware and operating system software), and 

(4) Execute the fielding of the Defense Travel System for all Services and Agencies/Activities worldwide.

b.  Provide functional and technical expertise to assist the user communities from post initial operational capability (IOC) through full operational capability (FOC),

c.  Develop and execute Government training curriculum for the Defense Travel System and conduct oversight of vendor training processes in support of the Defense Travel System,

d.  
Develop and maintain Web based information exchange with Government and Industry, 

e.  
Provide Life-cycle support.

5.1.2
TRW.

Deployment requires total team integration, but the Government will play the lead role in the process, due to the requisite interactions that must occur among representatives of the deployment team, military system managers (Defense Accounting and Disbursing Systems, DFAS, DISA, DMDC) and site commands.  TRW is the government's system integration contractor for this initiative. 

Under the direction of PMO, TRW has responsibility for enabling user connectivity to the CUI for all activities worldwide.  TRW will exercise this responsibility by conducting train-the-trainer courses for government trainers, by training DTAs, and by installing the system at all major sites worldwide.  TRW will also mail the system on CD-ROM to other sites designated by the PMO.  TRW will provide a web-based version of the Defense Travel System to users with a web-browser, web access, and who have been established in the system by their DTAs.  Help Desk support will also be available.

5.1.3
Services and Agencies.  

5.1.3.1
Service and Agency Representatives.

Service and Agency Headquarters have appointed representatives to facilitate the implementation of the Defense Travel System within their respective domains. 

Representatives will:

a. Coordinate DTS implementation within a geographic area for all affected Service or agency commands/activities. 

b. Ensure smooth transition from old CTO contract to new CTO contract without any interruption of travel services.  Enforce old contract transition provisions and coordinate the transition with the contractors involved.

c. Assist in all areas of the deployment process and act as a liaison between PMO and Service or Agency major commands/activities.

5.1.3.2
Defense Travel Administration.  

The Defense Travel Administration is a DoD function responsible for managing the administrative aspects of the travel process at an organizational level as determined by each Service or Agency.  The DTA function, which may be performed by more than one person, typically oversees the domains of several AOs.

The Defense Travel Administration will:

a. Identify organizations under their control, 

b. Identify persons assigned relevant roles in the areas of personnel administration, budgeting, finance, information systems, computer security, Local Registration Authorities, and Authorizing Officials,

c. Confirm connectivity with these individuals,

d. Identify travelers in each assigned organization,

e. Provide the names of the individuals that need to obtain digital signatures to the installation/base LRAs, 

f. Obtain personal digital signatures in order to access the CUI to perform database loading tasks, and

g. Enter travelers in database

5.1.3.3
Transportation Officer/Passenger Travel Specialist.

The Transportation Officer (TO) or Passenger Travel Specialist will provide efficient, responsive, and quality transportation services within the assigned geographic area of responsibility and will ensure compliance with governing laws, directives, and regulations.  The TO will report to his or her chain of command.  The TO will provide technical direction, management, and evaluation of the traffic management aspect of the DoD passenger transportation movement program within the assigned geographic area of responsibility.  The TO will be responsible for reconciliation of any associated centrally billed accounts.

5.1.3.4
Local Registration Authority.  

The Local Registration Authority assigns distinguished names for each traveler in his or her organization(s) to be registered in the public key infrastructure that supports digital signature certificates. 

The Local Registration Authority will:

a.
Utilize the procedures developed by DISA for issuance and storage of digital signature diskettes, 

b.   Create one-time passwords and unique user IDs for system users, and

c.   Issue one-time passwords and unique user IDs to system users that will enable each user to create his/her own digital signature diskette

5.1.3.5
Authorizing Official.  

The Authorizing Official is the official at the operational level who has the responsibility for the mission and the authority to obligate funds to support the TDY travel for the mission.  The AO authorizes only travel necessary to accomplish the mission of the government. 

The Authorizing Official will:

a. Identify organizations under his/her command or supervision,

b. Identify persons assigned relevant roles to include Defense Travel Administration, Local Registration Authority, and constituent travelers,

c. Obtain digital signature, and confirm to whom  the AO role has been assigned

5.1.3.6
Certifying Officer.

Certifying Officers shall certify the reasonableness and validity of travel claims in accordance with criteria outlined in the DoD Financial Management Regulation and forward certified claims to the paying office.  Certifying officials are individuals in an organization who have been authorized specifically in writing to certify claims for payment.  Certifying Officers must appoint Accountable Officials in writing advising them of their pecuniary liability.  An appointment letter and signature card shall be used to accomplish the appointment of both the Certifying Officer and the Accountable Official.  See Appendix 6.4, Letters of Appointment, for sample letters and guidance on the process of appointing accountable officials and certifying officers for temporary duty travel claim substantiation.

5.1.3.7
Accountable Officials.  

Accountable Officials involved in the travel management process are located at various control points within an organization.  The following positions shall be designated in writing as Accountable Officials in the management of the TDY travel process as described within the DoD Financial Management Regulation.  

a.  Agency Program Coordinators responsible for the implementation and execution of the travel card program,

b.  Authorizing Officials responsible for authorizing travel,

c.  Resource Managers/Funds Holders responsible for proper assignment of funding, maintenance of funds controls, and certifying funds availability, and

d.  Automated Information System Administrators responsible for operating and maintaining the system used to support travel management, including entitlement, certifying and disbursing processing.

5.1.3.8
Registration Authority.

The Registration Authority will be responsible for approving Local Registration Authorities.

5.1.3.9
Budget/Finance.  

The Budget/Finance office will:

a. Establish and confirm the "checkbook" for assigned organizations, and

b. Obtain digital signature and confirm that the Budget/Finance role has been assigned

5.1.3.10
Traveler.  

The traveler will:

a. Learn to use the system to perform basic task and  functions so that they may;

1. Initiate request to travel

2. Submit proposed arrangements for AO approval

3. Submit expense reports & reimbursement vouchers 

b. Use computer-based training sources to enhance user’s functional knowledge,

c. Obtain and safeguard his/her digital signature diskette, and

d. Enter travel requisitions information and maintain traveler’s preference information, such as aisle seat, non-smoking, and traveler’s local Airport, etc into the system database.

5.1.3.11
Primary Site POC.  

The primary site POC has overall responsibility and accountability for all site related requirements needed to successfully field the system at his/her site. The POC will see that activities necessary to achieve the objective of successful implementation of the system at his/her site are taken care of.   The primary site POC will see that all site related technical, administrative, and/or operational problems and conflicts are resolved.  The Services and Agencies will have the responsibility of identifying site POCs.  Please check the PMO Website for a listing of each service’s implementation team POC.

The implementing activity will 

a.  Assign a knowledgeable POC who will act as liaison between the deployment team and the activity for all planning, arrivals, access, and completion of checklists required for the implementation.  This individual also must be actively involved in the implementation process and serve as the resident POC for follow-up actions after completion of the implementation and departure of the deployment team.  This individual would correspond with a member of the deployment team at D+30, D+60, and D+90.  It is recommended that the implementing activity select an individual with at least a one-year retention in the organization upon completion of the implementation.

b.  
Assign a POC for each tenant organization or subordinate unit to

(1)  Serve as the implementing activity’s primary POC for conversion requirements.

(2)  Provide administrative information to PMO as follows

(a)  Name, rank or civilian grade (if applicable), organization, telephone number, mail and e-mail addresses of the POC, and other personnel involved in planning or conducting the implementation.

(b)  Other amplifying information as requested.

c. 
Coordinate with the deployment team in preparing an implementation event schedule to minimize any adverse affects on the converting activities’ daily operations.

d.  Arrange adequate accommodations at the installation site for work groups, briefings, and discussions.  For primary sites, the POC will also secure a work area for the PMO/TRW training and deployment team and arrange for the necessary equipment to support large meetings and briefings for senior staff.  The work area should be large enough to support as many as 6 personnel from PMO/TRW for as long as two weeks.  Typical equipment requests for meetings or briefings might include such items as a work or conference table for at least 8 personnel within a room which seats as many as 20 personnel, an overhead projector, a flip chart, and access to a copy machine and telephone.

e.  Local assessment of information technology capability.  

5.1.3.12
Site Implementation Team Members.

Each Service or Agency will have its own implementation team as a complement to the PMO implementation team.  Some teams will be centrally managed from headquarters level, while others may be primarily local.  Various functional representatives will participate in the implementation process.  Typical example include transportation, personnel, finance, communications, administrative, and C4I (PKI).
5.1.3.13
Other Local Officials.

a. Quality Assurance Evaluator or Contracting Officer’s Representative – A qualified individual selected by the local command or installation to monitor, evaluate, and accept contract services.  This person will provide technical and managerial oversight In addition this person will possess technical knowledge and experience sufficient to enable him/her to observe contractor performance as well as make the determination whether the service does or does not meet contract standards. This representative will manage contractual issues related to the installation of the Defense Travel System at the local site, including the transitional activities required to successfully migrate from the current commercial travel service provider to the new provider by D-Day.

b. Administrative Contracting Officer’s Representative – will assist the Contracting Officer’s Representative with the estimates of cost, cost accounting, and expense allocations.

5.2
End User Assistance.
A transparent, single point of contact support methodology is employed to provide assistance to users of the Defense Travel System.  A comprehensive help desk support system has been modeled in a three tier support structure.  This support structure is designed to facilitate the mediation of end user problems via a single point of contact. It is anticipated that the vast majority of problems will be resolved at the first level of the support structure involving online user help as well as designated site POCs having advance operational knowledge of the system. If the problem has not been resolved at the first level of the support structure, then the problem will be escalated to the next level of the support structure where a trouble ticket will be entered into an automated problem tracking system. If the users problem cannot be remedied at the second level of the support structure, then the help desk support representative will escalate the problem to the appropriate vendor, contractor, or Agency entity needed to resolve the problem. If the problem can not be resolved at this level a detail description of  the problem will be made for forwarding to vendors, contractors, or Agency entities that are involved with enhancements to future version of the system.

5.2.1
First Tier – End User.

The first tier End User support is user initialized self help which is facilitated by the CUI software, help screens, training material, computer based training, and Frequently Asked Questions (FAQ), that are made user assessable via the PMO Website.  The first tier support structure is comprised of the end-user and the self-help resources that he/she has available to him/her.  The end-user will normally be the traveler or AO.  If the end-user cannot resolve the problem or question using these resources, then the end-user will escalate the concerns to the second tier support structure.  End-user contact with third Tier support is facilitated only through a second tier escalation point.

5.2.2
Second Tier – Defense Travel Administration Help Desk.  

Second tier support includes the Service or Agency’s local DTA function and servicing CTO for those end users near or on travel.  The purpose of the DTA Help Desk is to support the end-user.  The DTA function has as its resources the CUI software with DTA permissions set, training material, computer based training, the TRW and PMO Websites, the CTO, the TRW Help Desk, and the Government Travel card vendor’s Toll-free telephone number.  If the DTA Help Desk is unable to resolve user problems, the DTA may be escalated to the appropriate DoD service support agency, contractor, or system development contact.

5.2.3
Third Tier – DoD Service Support Agency.  

Third tier support is comprised of the Defense Information Systems Agency, the Defense Finance and Accounting Service, and TRW.  These organizations support DTAs with problems that could not be resolved using second tier resources.

5.2.3.1
DISA.  

DISA’s responsibilities for the Defense Travel System encompasses system support of the NIPRNET,  the PKI and digital signature, and network connectivity to the Defense Mega-Centers (DMCs).  DISA will perform third tier problem tracking and internal problem remedial referrals.  When the problem is determined to exist outside DISAs  areas of responsibility, the problem will be referred to the appropriate third tier organization, such as TRW and DFAS, for resolution.  DISA will maintain positive, closed loop tracking on all reported third tier problems that are received.

5.2.3.2
DFAS.  

DFAS responsibilities for the Defense Travel System extend to each function of accounting and finance.  This includes budget, accounting, payment, reporting, and obligation of public funds.  DFAS also has the responsibility to collect overpayments,  provide guidance on travel entitlements, and disburse payments.

5.2.3.3
TRW.

TRW’s primary responsibilities extend to the operation and maintenance of the CUI.

APPENDIX 6.1

KEY CORRESPONDENCE

6.1.1
Letter of Direction from SECDEF.

6.1.2
Letters of Direction from Services and Agencies.

 APPENDIX 6.2

TERMS AND ABBREVIATIONS

6.2.1
Terms.

D- Approximate number of days that an implementing action is scheduled to occur prior to D-DAY.

D+
Number of days that an action is schedule to occur after the Deployment day

D-DAY
Travel contract phase-in date for each site

IMPLEMENTING ACTIVITY
The installation or activity at which the Defense Travel System is fielded.  The term applies to a military Service command, government agency site or commercial travel office.

IMPLEMENTATION PROCEDURES
A set of generic procedures, explanations, and directives that function as guidelines to accomplish the deployment at all levels, excluding delivery and installation of equipment, of the Defense Travel System at a given site.  It encompasses planning activities, training of personnel, validation, and monitoring the installed system.

MONITOR
Tracking the progress of system implementation and/or providing functional and/or technical guidance to an implementing activity during pre-implementation.  In this phase, deployment team members are not actively involved in the actual operation of the system, but will track implementation status by communicating with the site POC through telephonic and/or electronic means.

SHOULD COST
Automated estimate of total trip expenses provided by the CUI to both the traveler and AO for a given trip record.  The estimate is based upon simplified and non-simplified entitlements, encompassing elements of cost that include lodging, meals, incidental expenses, transportation, and miscellaneous expenses.

6.2.2. 
Abbreviations.

ACOR
Administrative Contracting Officer's Representative

ADP
Automatic Data Processing

AO
Authorizing Official

CA
Certificate Authority

CBT
Computer Based Training

CD-ROM
Compact Disk – Read Only Memory

COR
Contracting Officer's Representative

CTO
Commercial Travel Office

CUI
Common User Interface

DFAS
Defense Finance and Accounting Service

DISA
Defense Information Systems Agency

DMC
Defense Mega-Center

DMDC
Defense Manpower Data Center

DoD
Department of Defense

DRMO
Defense Reutilization and Marketing Offices

DSN
Defense Switching Network

DTA
Defense Travel Administration

DTR
Defense Travel Region

EC/EDI
Electronic Commerce/Electronic Data Interchange 

ECPN
Electronic Commerce Processing Node

FAQs
Frequently Asked Questions

FIPS 
Federal Information Protocol Standards 

FOC
Full Operational Capability
FY
Fiscal Year

IOC
Initial Operational Capability

LAN
Local Area Network

LRA
Local Registration Authority

MB
Megabyte

MOA
Memorandum of Agreement

NIPRNET
Non-secure Internet Protocol Routing Network

NIST
National Institute of Standards and Technology
NSA
National Security Agency

PC
Personal Computer

PKI
Public Key Infrastructure

PMO
Project Management Office

POC
Point of Contact

RA
Registration Authority

QAE
Quality Assurance Evaluator

RAM
Random Access Memory

RDC
Regional Data Center

ROTC
Reserve Officer Training Corps

TAD
Temporary Additional Duty

TDY
Temporary Duty

TO
Transportation Officer

TRW
Thompson-Ramo-Wooldridge Corporation, renamed TRW Inc. in 1965

USTRANSCOM
United States Transportation Command

APPENDIX 6.3

IMPLEMENTATION PROCESS

6.3.1
Task Listings.  

System fielding consists of a large number of discrete tasks that must be completed by implementation teams from the PMO, TRW, DISA, DMDC and the site. 

6.3.1.1
Sorted by Start Date.  

Tasks identified below are arranged chronologically in reference to D-DAY, the travel contract phase-in date for each site.  On this date, the Defense Travel System is fully operational, supporting infrastructure and data files are in place, and the new commercial travel service provider is in place.  The earliest set of actions occurs at D-190, approximately six months prior to contract phase-in.  The Deployment Branch is the PMO’s central POC for exchanging information with site POCs.

TASK
STARTDATE
ACTION
COMPLETE

Establish POCs at site
D-190
Site POC, PMO


Make initial contact telephonically with primary site POC.  Fax or otherwise forward questionnaires, checklists, and information packets to the site POC.
D-180
PMO


Site training POC meet with Service/Agency training POC
D-180
Site Training POC, Service/Agency Training POC


Ensure that plans are underway to provide local help desk support to the site, including a means of providing the phone number to users
D-180
PMO, Site POC


Coordinate implementation of the system with local unions
D-180
Site, PMO


Establish procedures or otherwise address situations where Service DTA, Org DTA, or AO is outside the implementing region/area
D-180
Services, Agencies, PMO


Establish the certificate authority, registration authority, and local registration authority procedures, processes and a management hierarchy in accordance with DISA's DoD PKI End User Guide
D-180
Services, Agencies, DISA, Site POC


Select database source of user data (finance, personnel)  (Note: Data for site will be provided by DMDC and DFAS based upon information provided by PMO.)
D-180
DMDC, DFAS, Site POC


Establish contact with training site POC
D-170
PMO


Confirm training schedule dates with training POC
D-170
PMO


Forward Appendix B of the training checklist to training site POC
D-170
PMO, Site Training POC


Establish contact with information technology POC
D-170
PMO, TRW


Identify Local Registration Authority
D-165
Site DTA, Communication/IT POC, DISA


Assess computing capability and identify connectivity issues using the Connectivity Questionnaire
D-165
Site POC, PMO


Ensure training coordinator has met with Service/Agency training POC
D-150
PMO


Identify DTA personnel, AOs, Certifying Officials, and QAEs to the PMO by phone or by fax
D-150
Site POC, PMO


Confirm establishment of certificate authority, registration authority, and local registration authority hierarchy relevant to the site
D-150
Services, Agencies, DISA, Site POC


Appoint personnel serving in Defense Travel Administration and Local Registration Authority roles in writing
D-150
Site DTA, PMO


Appoint accountable officials in writing
D-150
Site DTA, PMO


Return completed copy of Appendix B of the training checklist
D-140
Site Training POC, PMO


Establish site hierarchy (budget module, routing scheme) on site
D-120
Site DTA, PMO


Establish contact with site PAO
D-120
PMO


Advise contracting officer of current CTO that a letter of notification must be issued to current CTO about changeover to new service provider at least 60-90 days beforehand
D-120
Contracting Officer of Current CTO, Services, Agencies, PMO


Schedule GDS (office space survey) and new CTO site visit for staff locations
D-120
Site POC, TRW


Confirm CA, RA, and LRA are established
D-100
Site DTA, PMO


Verify that letter of notification of contract changeover was received by current CTO
D-100
Contracting Officer of Current CTO, PMO


Mail outreach materials to site outreach campaign coordinator
D-100
PMO


Ensure that connection from LRA to PKI is functioning properly
D-90
DISA


Upload personnel data files
D-90
DMDC


Coordinate dates for CTO travel seminar for  travelers
D-90
Site POC, TRW, New CTO, PMO


Complete GDS (office space survey) and CTO site visit
D-90
TRW, New CTO, Site POC


Verify that site PAO received outreach materials 
D-90
PMO


Assess on-ground situation
D-90
PMO


Schedule TDY site visits as required
D-90
PMO


Begin PKI/digital signature training for LRAs and RAs
D-90
DISA


Install PKI equipment (card reader and dedicated printer) for LRA and confirm that the installed system does not  produce any error messages
D-90
DISA


Begin on-site training for LRAs 
D-70
DISA, PMO


Establish local help desk procedures
D-70
Site DTA, PMO


Conduct DTA and "Train-the-Trainer" for identified trainers 
D-60
PMO, TRW


Issue one-time passwords and unique user IDs that will enable DTAs and AOs to create digital certificate diskettes
D-60
Site LRA, PMO


Create digital certificate diskettes
D-60
Site DTA, PMO


Upload data files at site: (a) passenger name records, (b) individual traveler travel preferences, (c) personnel data updates
D-60
Site DTA


Establish procedure to issue one-time passwords and unique user IDs  that will enable users to create digital certificate diskettes
D-60
Site LRA, DISA


Load budget modules
D-60
Site DTA


Define, develop, distribute "organization codes"
D-60
Services, Agencies, Site DTA


Assign organization codes, access and permission levels to AO and travelers
D-60
Site DTA, PMO


Issue one-time passwords and unique user IDs that will enable frequent travelers to create digital certificate diskettes
D-60
Site LRA, PMO


Ensure that budget modules are loaded
D-60
Site DTA, PMO


Initiate outreach campaign on site
D-60
Site PAO, PMO


Begin installation of Defense Travel System software at primary sites
D-60
TRW, PMO, Site IT POC


Mail Defense Travel System CD-ROM to non-primary sites
D-60
TRW


Identify and schedule additional assistance/training as required
D-60
PMO


Confirm that the local help desk is operational and is expecting the workload that may be generated 
D-60
PMO


Confirm that the local help desk phone number is or will be conveniently available to users
D-60
PMO


Verify receipt of Defense Travel System CD-ROM at non-primary sites
D-50
PMO, Site POC


Begin on-site train-the-trainer classes
D-    D-50
Site Training POC, PMO


Begin training for QAEs, Transportation Management Officer, and/or Transportation Officers
D-50
Site, PMO


Begin on-site training for AOs, DTAs and other accountable officers
D-45
Site Training POC, PMO


Issue one-time passwords and unique user IDs that will enable DTAs to create digital certificate diskettes
D-45
Site LRA, PMO


Create digital certificate diskettes
D-45
Site DTA, PMO


Continue outreach campaign and ensure that it is reaching lowest level
D-45
Site PAO, PMO


Conclude on-site training for AOs and DTAs
D-40
Site Training POC, PMO


Ensure that CUI to ECPN connection is functioning properly
D-30
TRW, PMO


Ensure that user connection to CUI is working
D-30
TRW, PMO


Begin installation readiness review via advance parties or phone using Readiness Checklist
D-30
Site POC, PMO


Conduct CTO travel seminar for travelers
D-30
New CTO, TRW, Site POC


Brief Commander/Command Group on implementation status 
D-30
PMO


Ensure that supporting  travel management service provider has software token for non-connected travelers
D-15
DISA, PMO


Issue user certificate-diskettes
D-15
Site LRA, PMO


Begin installation of Defense Travel System software at non-primary sites
D-10
PMO, Site DTA


Conclude installation readiness review via advance parties or phone using Readiness Checklist
D-10
Site POC, PMO


Check status of transition process from current CTO to new CTO
D-10
Site TO, PMO


Verify that current CTO is ready for transition to new CTO
D-5
PMO, Current CTO, New CTO


Validate transition from current CTO to new CTO
D-DAY
Site DTA, PMO


Remove any physical or electronic constraints on the use of the system
D-DAY
Site IT POC


Notify travelers, DTAs, AOs, LRAs, Finance/Budget Officers, CTO,  RDC, and local help desk  that the system is now operational for the site
D-DAY
Site POC


Verify and validate system operability
D-DAY
PMO


Ensure that CTO transition has occurred
D-DAY
PMO


Complete Post-Implementation Checklist 
D-DAY
PMO


Brief Commander/Command Group on implementation status
D-DAY
PMO


Individual traveler loads travel preferences (if not contained in

existing, loadable database)
D+1
Traveler


Brief Commander/Command Group on implementation status
D+30
PMO


Provide follow-up telephonic contact with site
D+30, D+60, D+90
PMO, Site POC


6.3.1.2
Sorted by Responsibility and Start Date.  

Tasks identified below are arranged chronologically by responsible implementation team in reference to D-DAY, the travel contract phase-in date for each site.  The earliest set of actions occurs at D-190, approximately six months prior to contract phase-in.  The Deployment Branch is the PMO’s central POC for exchanging information with site POCs.

TASK
STARTDATE
ACTION
COMPLETE

Advise contracting officer of current CTO that a letter of notification must be issued to current CTO about changeover to new service provider at least 60-90 days beforehand
D-120
Contracting Officer of Current CTO, Services, Agencies, PMO


Verify that letter of notification of contract changeover was received by current CTO
D-100
Contracting Officer of Current CTO, PMO


Ensure that connection from LRA to PKI is functioning properly
D-90
DISA


Begin PKI/digital signature training for LRAs and RAs
D-90
DISA


Install PKI equipment (card reader and dedicated printer) for LRA and confirm that the installed system does not  produce any error messages
D-90
DISA


Begin on-site training for LRAs 
D-70
DISA, PMO


Ensure that supporting  travel management service provider has software token for non-connected travelers
D-15
DISA, PMO


Select database source of user data (finance, personnel)  (Note: Data for site will be provided by DMDC and DFAS based upon information provided by PMO.)
D-180
DMDC, DFAS, Site POC


Upload personnel data files
D-90
DMDC


Conduct CTO travel seminar for travelers
D-30
New CTO, TRW, Site POC


Make initial contact telephonically with primary site POC.  Fax or otherwise forward questionnaires, checklists, and information packets to the site POC.
D-180
PMO


Ensure that plans are underway to provide local help desk support to the site, including a means of providing the phone number to users
D-180
PMO, Site POC


Establish contact with training site POC
D-170
PMO


Confirm training schedule dates with training POC
D-170
PMO


Forward Appendix B of the training checklist to training site POC
D-170
PMO, Site Training POC


Establish contact with information technology POC
D-170
PMO, TRW


Ensure training coordinator has met with Service/Agency training POC
D-150
PMO


Establish contact with site PAO
D-120
PMO


Mail outreach materials to site outreach campaign coordinator
D-100
PMO


Verify that site PAO received outreach materials 
D-90
PMO


Assess on-ground situation
D-90
PMO


Schedule TDY site visits as required
D-90
PMO


Identify and schedule additional assistance/training as required
D-60
PMO


Confirm that the local help desk is operational and is expecting the workload that may be generated 
D-60
PMO


Confirm that the local help desk phone number is or will be conveniently available to users
D-60
PMO


Conduct DTA and "Train-the-Trainer" for identified trainers 
D-60
PMO, TRW


Verify receipt of Defense Travel System CD-ROM at non-primary sites
D-50
PMO, Site POC


Begin installation of Defense Travel System software at non-primary sites
D-10
PMO, Site DTA


Verify that current CTO is ready for transition to new CTO
D-5
PMO, Current CTO, New CTO


Verify and validate system operability
D-DAY
PMO


Ensure that CTO transition has occurred
D-DAY
PMO


Complete Post-Implementation Checklist 
D-DAY
PMO


Brief Commander/Command Group on implementation status
D-DAY
PMO


Brief Commander/Command Group on implementation status
D+30
PMO


Provide follow-up telephonic contact with site
D+30, D+60, D+90
PMO, Site POC


Establish the certificate authority, registration authority, and local registration authority procedures, processes and a management hierarchy in accordance with DISA's DoD PKI End User Guide
D-180
Services, Agencies, DISA, Site POC


Establish procedures or otherwise address situations where Service DTA, Org DTA, or AO is outside the implementing region/area
D-180
Services, Agencies, PMO


Confirm establishment of certificate authority, registration authority, and local registration authority hierarchy relevant to the site
D-150
Services, Agencies, DISA, Site POC


Define, develop, distribute "organization codes"
D-60
Services, Agencies, Site DTA


Identify Local Registration Authority
D-165
Site DTA, Communication/IT POC, DISA


Appoint personnel serving in Defense Travel Administration and Local Registration Authority roles in writing
D-150
Site DTA, PMO


Appoint accountable officials in writing
D-150
Site DTA, PMO


Establish site hierarchy (budget module, routing scheme) on site
D-120
Site DTA, PMO


Confirm CA, RA, and LRA are established
D-100
Site DTA, PMO


Establish local help desk procedures
D-70
Site DTA, PMO


Upload data files at site: (a) passenger name records, (b) individual traveler travel preferences, (c) personnel data updates
D-60
Site DTA


Load budget module
D-60
Site DTA


Create digital certificate diskettes
D-60
Site DTA, PMO


Assign organization codes, access and permission levels to AO and travelers
D-60
Site DTA, PMO


Ensure that budget modules are loaded
D-60
Site DTA, PMO


Create digital certificate diskettes
D-45
Site DTA, PMO


Validate transition from current CTO to new CTO
D-DAY
Site DTA, PMO


Remove any physical or electronic constraints on the use of the system
D-DAY
Site IT POC


Establish procedure to issue one-time passwords and unique user IDs  that will enable users to create digital certificate diskettes
D-60
Site LRA, DISA


Issue one-time passwords and unique user IDs that will enable DTAs and AOs to create digital certificate diskettes
D-60
Site LRA, PMO


Issue one-time passwords and unique user IDs that will enable frequent travelers to create digital certificate diskettes
D-60
Site LRA, PMO


Issue one-time passwords and unique user IDs that will enable DTAs to create digital certificate diskettes
D-45
Site LRA, PMO


Issue user certificate-diskettes
D-15
Site LRA, PMO


Initiate outreach campaign on site
D-60
Site PAO, PMO


Continue outreach campaign and ensure that it is reaching lowest level
D-45
Site PAO, PMO


Establish POCs at site
D-190
Site POC, PMO


Assess computing capability and identify connectivity issues using the Connectivity Questionnaire
D-165
Site POC, PMO


Identify DTA personnel, AOs, Certifying Officials, and QAEs to the PMO by phone or by fax
D-150
Site POC, PMO


Schedule GDS (office space survey) and new CTO site visit for staff locations
D-120
Site POC, TRW


Coordinate dates for CTO travel seminar for  travelers
D-90
Site POC, TRW, New CTO, PMO


Begin installation readiness review via advance parties or phone using Readiness Checklist
D-30
Site POC, PMO


Conclude installation readiness review via advance parties or phone using Readiness Checklist
D-10
Site POC, PMO


Notify travelers, DTAs, AOs, LRAs, Finance/Budget Officers, CTO,  RDC, and local help desk  that the system is now operational for the site
D-DAY
Site POC


Check status of transition process from current CTO to new CTO
D-10
Site TO, PMO


Site training POC meet with Service/Agency training POC
D-180
Site Training POC, Service/Agency Training POC


Return completed copy of Appendix B of the training checklist
D-140
Site Training POC, PMO


Begin on-site train-the-trainer classes
D-    D-50
Site Training POC, PMO


Begin on-site training for AOs, DTAs and other accountable officers
D-45
Site Training POC, PMO


Conclude on-site training for AOs and DTAs
D-40
Site Training POC, PMO


Coordinate implementation of the system with local unions
D-180
Site, PMO


Begin training for QAEs, Transportation Management Officer, and/or Transportation Officers
D-50
Site, PMO


Individual traveler loads travel preferences (if not contained in

existing, loadable database)
D+1
Traveler


Complete GDS (office space survey) and CTO site visit
D-90
TRW, New CTO, Site POC


Mail Defense Travel System CD-ROM to non-primary sites
D-60
TRW


Begin installation of Defense Travel System software at primary sites
D-60
TRW, PMO, Site IT POC


Ensure that CUI to ECPN connection is functioning properly
D-30
TRW, PMO


Ensure that user connection to CUI is working
D-30
TRW, PMO


6.3.2
Gantt Chart.  

In this view of the implementation process, tasks are displayed vertically across a horizontal timeline.  D-Day represents the travel contract phase-in date for each site.  On this date, the Defense Travel System software is installed and functioning properly, supporting infrastructure and data files are in place, and the new commercial travel services provider is onboard.

TASK
ACTION
D

-190
D

-180
D

-170
D

-165
D

-150
D

-140
D

-120
D-100
D

-90
D

-70
D

-60
D

-50
D

-45
D

-40
D

-30
D

-15
D

-10
D

-5
D-DAY
D

+1
D

+30/60/90

Establish POCs at site
Site POC, PMO






















Make initial contact telephonically with primary site POC.  Fax or otherwise forward questionnaires, checklists, and information packets to the site POC.
PMO






















Site training POC meet with Service/Agency training POC
Site Training POC, Service/Agency Training POC






















Ensure that plans are underway to provide local help desk support to the site, including a means of providing the phone number to users
PMO, Site POC






















Coordinate implementation of the system with local unions
Site, PMO






















Establish procedures or otherwise address situations where Service DTA, Org DTA, or AO is outside the implementing region/area
Services, Agencies, PMO






















Establish the certificate authority, registration authority, and local registration authority procedures, processes and a management hierarchy in accordance with DISA's DoD PKI End User Guide
Services, Agencies, DISA, Site POC






















Select database source of user data (finance, personnel)  (Note: Data for site will be provided by DMDC and DFAS based upon information provided by PMO.)
DMDC, DFAS, Site POC






















Establish contact with training site POC
PMO






















Confirm training schedule dates with training POC
PMO






















Forward Appendix B of the training checklist to training site POC
PMO, Site Training POC






















Establish contact with information technology POC
PMO, TRW






















Identify Local Registration Authority
Site DTA, Communication/IT POC, DISA






















Assess computing capability and identify connectivity issues using the Connectivity Questionnaire
Site POC, PMO






















Ensure training coordinator has met with Service/Agency training POC
PMO






















Identify DTA personnel, AOs, Certifying Officials, and QAEs to the PMO by phone or by fax
Site POC, PMO






















Confirm establishment of certificate authority, registration authority, and local registration authority hierarchy relevant to the site
Services, Agencies, DISA, Site POC






















Appoint personnel serving in Defense Travel Administration and Local Registration Authority roles in writing
Site DTA, PMO






















Appoint accountable officials in writing
Site DTA, PMO






















Return completed copy of Appendix B of the training checklist
Site Training POC, PMO






















Establish site hierarchy (budget module, routing scheme) on site
Site DTA, PMO






















Establish contact with site PAO
PMO






















Advise contracting officer of current CTO that a letter of notification must be issued to current CTO about changeover to new service provider at least 60-90 days beforehand
Contracting Officer of Current CTO, Services, Agencies, PMO






















Schedule GDS (office space survey) and new CTO site visit for staff locations
Site POC, TRW






















Confirm CA, RA, and LRA are established
Site DTA, PMO






















Verify that letter of notification of contract changeover was received by current CTO
Contracting Officer of Current CTO, PMO






















Mail outreach materials to site outreach campaign coordinator
PMO






















Ensure that connection from LRA to PKI is functioning properly
DISA






















Upload personnel data files
DMDC






















Coordinate dates for CTO travel seminar for  travelers
Site POC, TRW, New CTO, PMO






















Complete GDS (office space survey) and CTO site visit
TRW, New CTO, Site POC






















Verify that site PAO received outreach materials 
PMO






















Assess on-ground situation
PMO






















Schedule TDY site visits as required
PMO






















Begin PKI/digital signature training for LRAs and RAs
DISA






















Install PKI equipment (card reader and dedicated printer) for LRA and confirm that the installed system does not  produce any error messages
DISA






















Begin on-site training for LRAs 
DISA, PMO






















Establish local help desk procedures
Site DTA, PMO






















Conduct DTA and "Train-the-Trainer" for identified trainers 
PMO, TRW






















Issue one-time passwords and unique user IDs that will enable DTAs and AOs to create digital certificate diskettes
Site LRA, PMO






















Create digital certificate diskettes
Site DTA, PMO






















Upload data files at site: (a) passenger name records, (b) individual traveler travel preferences, (c) personnel data updates
Site DTA






















Establish procedure to issue one-time passwords and unique user IDs  that will enable users to create digital certificate diskettes
Site LRA, DISA






















Load budget module
Site DTA






















Define, develop, distribute "organization codes"
Services, Agencies, Site DTA






















Assign organization codes, access and permission levels to AO and travelers
Site DTA, PMO






















Issue one-time passwords and unique user IDs that will enable frequent travelers to create digital certificate diskettes
Site LRA, PMO






















Ensure that budget modules are loaded
Site DTA, PMO






















Initiate outreach campaign on site
Site PAO, PMO






















Begin installation of Defense Travel System software at primary sites
TRW, PMO, Site IT POC






















Mail Defense Travel System CD-ROM to non-primary sites
TRW






















Identify and schedule additional assistance/training as required
PMO






















Confirm that the local help desk is operational and is expecting the workload that may be generated 
PMO






















Confirm that the local help desk phone number is or will be conveniently available to users
PMO






















Verify receipt of Defense Travel System CD-ROM at non-primary sites
PMO, Site POC






















Begin on-site train-the-trainer classes
Site Training POC, PMO






















Begin training for QAEs, Transportation Management Officer, and/or Transportation Officers
Site, PMO






















Begin on-site training for AOs, DTAs and other accountable officers
Site Training POC, PMO






















Issue one-time passwords and unique user IDs that will enable DTAs to create digital certificate diskettes
Site LRA, PMO






















Create digital certificate diskettes
Site DTA, PMO






















Continue outreach campaign and ensure that it is reaching lowest level
Site PAO, PMO






















Conclude on-site training for AOs and DTAs
Site Training POC, PMO






















Ensure that CUI to ECPN connection is functioning properly
TRW, PMO






















Ensure that user connection to CUI is working
TRW, PMO






















Begin installation readiness review via advance parties or phone using Readiness Checklist
Site POC, PMO






















Conduct CTO travel seminar for travelers
New CTO, TRW, Site POC






















Brief Commander/Command Group on implementation status 
PMO






















Ensure that supporting  travel management service provider has software token for non-connected travelers
DISA, PMO






















Issue user certificate-diskettes
Site LRA, PMO






















Begin installation of Defense Travel System software at non-primary sites
PMO, Site DTA






















Conclude installation readiness review via advance parties or phone using Readiness Checklist
Site POC, PMO






















Check status of transition process from current CTO to new CTO
Site TO, PMO






















Verify that current CTO is ready for transition to new CTO
PMO, Current CTO, New CTO






















Validate transition from current CTO to new CTO
Site DTA, PMO






















Remove any physical or electronic constraints on the use of the system
Site IT POC






















Notify travelers, DTAs, AOs, LRAs, Finance/Budget Officers, CTO,  RDC, and local help desk  that the system is now operational for the site
Site POC






















Verify and validate system operability
PMO






















Ensure that CTO transition has occurred
PMO






















Complete Post-Implementation Checklist 
PMO






















Brief Commander/Command Group on implementation status
PMO






















Individual traveler loads travel preferences (if not contained in

existing, loadable database)
Traveler






















Brief Commander/Command Group on implementation status
PMO






















Provide follow-up telephonic contact with site
PMO, Site POC






















APPENDIX 6.4

LETTERS OF APPOINTMENT

(This section will include the guidance on letters of appointment for accountable officials and a sample appointment letter.)

APPENDIX 6.5

CHECKLISTS

6.5.1
Project Management Office Implementation Checklists.  

6.5.1.1
Pre-Implementation.  

6.5.1.1.1
Connectivity Questionnaire.  

Approximately D-165 on the implementation timeline, a member of the deployment team will contact the POC at each implementation site to make a preliminary assessment of computing capability.  The following questionnaire deals in large part with ADP/connectivity, LAN infrastructure, and base infrastructure requirements.  Typical elements for consideration include dial-up connections, wide area network connectivity, workstation configurations, protocol, operating system and version, electronic mail configuration, software/hardware compatibility, system interface, and digital signature viability.
Part A SITE INFORMATION
A.1 SITE NAME & ADDRESS.  If military installation, camp, post, or base, please list name and state.  If in Federal Office Building (FOB) or Mall/Shopping Center, provide name and actual address.  DO NOT use P.O. Boxes or street intersections.  If overseas and not on a military installation, provide foreign address. 

Name___________________________________________________________________

Street___________________________________________________________________

City____________________State/Country________________Zip Code_____________

List county or counties for this location (USA only)______________________________

A.2 COMMAND STRUCTURE.  To successfully field the Defense Travel System, the Project Management Office and civilian contractor must develop a clear understanding of the command structure for each site.  From the perspective of the site listed in A.1 above, please answer the following items related to command and control.

A.2.1 Support Services Provider.  Please list the command(s) or agencies upon which your commanding officer or senior manager depends for supporting services, such as computing, finance, and travel:

Component___________________     Command ID _____________________________

Point of Contact __________________________________________________________

Mailing Address __________________________________________________________

Phones & Fax: (Comm) _____________ (DSN) ____________ (Fax) _______________

E-Mail _________________________________________________________________

A.2.2 Tenant Commands.  Please list all commands that report to your command for supporting services, such as computing, finance, and travel:

Component
Command ID
POC
Address
Phones & Fax
E-Mail





Com:

DSN:

Fax:






Com:

DSN:

Fax:






Com:

DSN:

Fax:






Com:

DSN:

Fax:






Com:

DSN:

Fax:


A.3 OVERALL SITE POINTS OF CONTACT (POC).  List primary and alternate points of contact.  These individuals should be from the DoD Component that has overall responsibility for implementing the Defense Travel System.  The POCs should: (a) know their command and control and local administrative structures, (b) be familiar with the site's contract for travel services, (c) be able to answer general questions regarding the survey, (d) monitor progress in completing the questionnaire, (e) act as liaison between the site and the PMO DTS, (f) review sections of the questionnaire for completeness, (g) ensure that the survey is accomplished, and (h) forward completed questionnaires to the PMO-DTS by D-170.

Activity
Name and Rank/Grade
Mailing Address
Phones & Fax
E-Mail


Primary POC

Com:

DSN:

Fax:



Alternate POC

Com:

DSN:

Fax:


Part b – ADP/Connectivity
SITE NAME:______________________________________________________________

Users of the Defense Travel System will consist of two basic computer configuration groups.  While travelers will ordinarily be situated at the local command, geographically dispersed commands and agencies may locate AOs, DTAs, and LRAs at central locations.  Users may access the common user interface in one of four ways.  The following table outlines minimum hardware and software requirements associated with each mode of access.

Connection
Interface
Configuration
Minimum Requirements

Network 
Web
Client Workstation

LAN File Server
· PC  386 class or better

· 8MB RAM (32MB recommended)

· 3 ½ inch floppy drive

· Windows 3.1 or later

· Web browser (Netscape 4.06 or later and Internet Explorer 4.0 or later)

· Defense Travel System CUI application launcher

· KyberWIN

· Network client software

· Network operating system (Windows NT, Novell NetWare)

· Web browser (Netscape 4.06 or later and Internet Explorer 4.0 or later)

· Defense Travel System CUI application launcher, if not installed on workstation

· Internet gateway

Network
Client-Server
Client Workstation

LAN File Server
· PC 486 class or better

· 16 MB RAM (32 MB recommended)

· 3 ½ inch floppy drive

· 5 MB free disk space, if CUI is installed on workstation (110 MB recommended)

· Windows 3.1 or later

· Defense Travel System CUI application launcher, if not installed on the LAN file server

· KyberWIN

· Network client software

· 486 PC class or better

· 32 MB RAM

· 100 MB Hard Disk (200 MB recommended)

· 3 ½ floppy drive

· CD-ROM

· Network operating system (e.g., Novell Netware, Windows NT)

· Defense Travel System CUI application launcher, if not installed on workstation  

· Internet gateway

Network
Character Mode
Client Workstation
· PC  386 class or better

· 16 MB RAM (32 MB recommended)

· 3 ½ floppy disk

· Windows 3.1 or later

· Defense Travel System CUI application launcher, if not installed on the LAN file server

· KyberWIN

· TelNet client

· Dial-up networking software

· Network client software with access to an Internet gateway

Dial-up


· Hardware, operating system and application software requirements are as detailed above for the various interface modes

· 9.6 KB modem (56 KB preferred)

· Dial-up networking software capable of supporting a point-to-point (PPP) connection to the Regional Data Center



Local Registration Authority
· PC 486 class or better

· 16 MB RAM

· 3 ½ floppy drive

· 10 MB free disk space

· Token card reader

· Stand-alone printer (isolated from network)

· Access to Windows NT 4.0 or higher operating system in order to process digital certificates

· Access to Netscape Communicator (version  4.06 or higher)

· Able to connect to the NIPRNET

Note: The latest version of Netscape Communicator must be downloaded from DISA’s Website at http://ssed1.ncr.disa.mil/srp/vendlic.html.

Part C – LOCAL AREA NETWORK
(Note: Please complete this part for each unclassified LAN to which users are connected as identified in Sec B.2.)

SITE NAME: ______________________________________________________________

C.1  OFFICE RESPONSIBLE FOR LAN________________________________________

C.2  LAN ADMINISTRATOR.  Name & Rank/Grade: _____________________

Activity: __________________________________________________________________

Commercial Phone Number(s): ________________________________________________

Fax Number(s):_____________________________________________________________

E-Mail Address:____________________________________________________________

DSN Number:______________________________________________________________

C.3  WIDE AREA NETWORK CONNECTIVITY.  The Defense Travel System should be connected only to non-secure networks.  To which of the following WANs is the site LAN connected?   ___ Internet ___ NIPRNET Other(s)   _______

C.4  ENHANCEMENTS.  Please comment on any scheduled and funded LAN enhancements over the next 24 months: 


6.5.1.1.2
Readiness Checklist.  

Between D-30 and D-10 on the implementation timeline, a member of the deployment team will contact the site POC to lay the groundwork for the fielding team to follow.  The site POC will assist the deployment team by contacting key command and support personnel at the site to establish the administrative infrastructure necessary to enable the fielding team to maximize its effectiveness while onsite.

Command






Date





DTS Site Number










Items Required from Gaining Command
Response

ALL SITES


· Is the site ready to field the system?

     - connectivity (hardware/software)

     - Defense Travel System software installed     

     - training (DTA, AOs, LRAs, travelers)


· Roster - decision-makers within the command


· Telephone/Communication - access to two Class A1 phone lines


· Workstation locations - phone numbers and address of rooms where software will be loaded (LAN POC)


· LRA – address, phone number


· DTA – address, phone number


6.5.1.2
System Validation.  

Deployment teams will use the following checklist to validate system operability.

Command






Date




DTS Site Number











ITEM
YES
NO

Outreach program initiated?



Have the DTA functions been established and staffed?



Signed letters on file that appoint accountable officials and DTAs?



Digital signatures issued to DTA, AOs, CTO, TOs/Passenger Travel Specialists, and travelers?



Have the trainers completed training for:

- DTA?

- AOs?

- government clerks (if applicable)?

- frequent travelers?

- infrequent travelers?



Training system installed and operating?



Data files loaded?

- budget modules

- user profiles



Defense Travel System installed and functioning properly w/o error messages?



Connections functioning properly?

- LRA to PKI

- CUI to NIPRNET

- user connections to CUI



Local help desk operational and ready?



CTO operational and ready?



 Comments:

Signatures

Site POC




PMO

E-mail completed form to:

Fax completed form to:

mazurr@osd.pentagon.mil

PMO-DTS, ATTN: Deployment Team

 




Voice (703) 607-1498 ext 21
Fax (703) 602-8570

6.5.2
Service and Agency Implementation Checklists.  

(Need prototype input from Army and Air Force)
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