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Executive Summary


The Business Enterprise Architecture (BEA) Version 1.0 was completed under the auspices of the Business Management Modernization Program (BMMP). The BEA and associated Transition Plan provide an integrated strategic view of Department of Defense (DoD) business operations across Domains (functional areas) and DoD Components (services and agencies).   They provide a mechanism to better structure complex systems and organizational interrelationships and manage the DoD’s business operations.  The BEA serves as a blueprint to guide and constrain investments in DoD organizations, operations, and systems as they relate to or impact business operations.  It provides a basis for the planning, development, and implementation of financial and business management systems that comply with Federal mandates and requirements and produce accurate, reliable, timely, and compliant information to DoD managers and decision makers.  In essence, the BEA serves as a roadmap for transformation of DoD business operations in support of the warfighter.


The transformation must now begin to move to the “To Be” environment that is represented by the BEA and the associated Transition Plan. A collaborative effort by BMMP, the Domains and the DoD Components will refine the segments identified in the Transition Plan to produce solutions that can be delivered and integrated into the business operations of DoD.


The BEA Architecture Development Methodology (ADM) contained within this document describes a systematic process and associated techniques and notations for 


· On-going evolution of the Enterprise Architecture (BEA and Transition Plan);


· The extension of a Segment of the Enterprise Architecture through Solution Development Life Cycle; and


· The associated management framework for Architectural Governance  


A number of industry and DoD leading practice methodologies exist for architecture definition, processes re-engineering, systems engineering, and software design.  ADM is not intended to be a replacement for any of those methodologies.  It borrows heavily from these leading practices and describes the minimal activities and work products necessary for the on-going evolution of the enterprise architecture, the elaboration of a portion of the enterprise architecture through solution development life cycle, and the decision check-points to enable effective Architectural Governance.  As such, it can be augmented by suitable approaches and techniques, based on the specific type of solution under consideration.


This interim draft version of the methodology document provides a detailed outline for the overall Architecture Development Methodology and reflects the areas that will be expanded upon and completed in the next draft of the document.


1. Introduction 


The Business Enterprise Architecture (BEA) Version 1.0 was completed under the auspices of the Business Management Modernization Program. The transformation must now begin to move to the “To Be” environment that is represented by the BEA and the associated Transition Plan. A collaborative effort by BMMP, the Domains and the DoD Components must now elaborate the definition of selected high impact segments identified in the Transition Plan to produce solutions that can be delivered and integrated into the business operations of DoD.


There is a need for a structured approach for identification, prioritization, and definition of segments that will be moved forward in the transformation process through the solution development life cycle. The Architecture Development Methodology (ADM) put forward by this document will provide the structure for achieving this goal in a manner that involves the Domains, DoD Components, BEA development team, and other stakeholders.  


1.1  Purpose 


The purpose and the primary focus of ADM is to articulate the minimal activities and work products necessary for the ongoing evolution of the enterprise architecture, the elaboration of a portion of the enterprise architecture through the solution development life cycle, and the decision check-points to promote effective Architectural Governance.  


The ADM has the following objectives:


1. Describe the workings of Architecture Board and its relationship to Investment Review Board and other executive bodies.   


2. Identify linkages between BEA and investment management activities.


3. Maintain the vitality and the value-added of the BEA to DoD.


4. Define the linkages between “Maintain/Evolve” the BEA and “Extend” the architecture into architectural segments to achieve program/project specific architectures.


5. Identify additional sub-methods needed for consistency and synchronization across various architecture activities.


6. Provide a context for identification of tools that will facilitate the end-to-end ADM processes.


These objectives will be satisfied as the document evolves from the interim draft to the final version.


1.2 Performance Work Statement (PWS) Requirements 


The ADM will become a comprehensive integrated methodology that satisfies architecture development requirements from the enterprise level down to the transformation initiative level.  It applies lessons learned and develops a process-efficient, integrated methodology for both the enterprise level and the transformation initiative level.  


1.3 Deliverable Description 


The ADM will augment the DoD/C4ISR Architecture Framework products as necessary to provide a comprehensive solution (e.g., process models) that satisfies transformation initiative needs.  The augmented methodology shall provide for an integrated transition between enterprise level architecture and lower level process activities. 

1.4 Criteria for Acceptance


This document is an interim draft that will be followed by a subsequent draft in Call 006A.  This version of the document provides a detailed outline for the overall Architecture Development Methodology and reflects the areas that will be expanded upon and completed in the next draft of the document. This version of the document should be accepted if the current outline and structure meet government approval.


1.5 Organization 


This document is comprised on of six (6) sections and one (1) appendix.


1.6 Audience 


The ADM was written with the following audiences in mind:


Table 1-1 – ADM Audience Description and Purposes


		Audience

		Description

		Purpose



		BMMP Architects

		BMSI oversees the BEA program.

		Will need to understand the methodology used to both maintain and extend the architecture as well as the overall governance structure.



		Domain Project Managers, Technical Architects, Business Architects, and Transition Planners

		The Domain and their support staff will be key in refining, prioritizing, and extending segments.

		Will need to understand the methodology used to both maintain and extend the architecture as well as the overall governance structure.



		DoD Components

		The DoD Components will work with the Domains to refine, prioritize, and extend segments.

		Will need to understand the methodology used to both maintain and extend the architecture as well as the overall governance structure.



		Architects from DoD CIO Office

		The CIO develops recommendations for information technology management policies, procedures, and standards.

		Will need to understand the methodology used to both maintain and extend the architecture as well as the overall governance structure.





1.7 Scope 


This document provides an overall description of the methods and linkages that in combination serve as a roadmap for evolution of the BEA and extending the BEA where necessary to support BMMP objectives. It focuses on the minimal activities and work products necessary for the ongoing evolution of the enterprise architecture, the elaboration of a portion of the enterprise architecture through the solution development life cycle, and the decision check-points to promote effective Architectural Governance.    


The methodology for Architectural Segment Definition focuses primarily on the Concept and the Definition Phase of a typical solution development life cycle as discussed in section 5.  During the mid-point of the Definition Phase, it is expected that the segment architecture would be at a level of elaboration necessary to begin the procurement cycle.  From an architectural governance perspective, it is important to ensure that the segment definition is complaint with the BEA baseline before the procurement cycle is initiated.  Once the procurement is completed and the program moves into the design and Development Phase, it is expected that the Physical level of elaboration of the architecture will continue within the boundaries and standards established during the Logical level.  As such, a few Architecture Board Decision Check Points are defined during these subsequent phases to promote continued compliance.   


This document assumes a generic understanding of system engineering methods and approaches.


2. Architecture Development Methodology Concepts and Context


This section will cover the various elements that comprise ADM. The concepts and terms employed by the ADM will be defined to promote a common understanding of the methods of this document and to facilitate discussions pertaining to execution of the BMMP plan.  The concepts and terms will be covered in the sections that follow.  A Glossary of Terms is also provided in Appendix A for reference.


2.1 Enterprise Architecture Definition and Purpose


The Federal CIO Council defines Enterprise Architecture (EA) as “A strategic information asset base, which defines the business mission, the information necessary to perform the mission, the technologies necessary to perform the mission, and the transitional processes for implementing new technologies in response to the changing mission needs.  Enterprise Architecture includes a baseline architecture, target architecture, and transition plan.”  It represents an integrated strategic view of the enterprise across functional areas.


The primary purpose of an EA is to guide multiple business processes and solutions/systems within the organization towards common goals. An effective Enterprise Architecture defines WHAT is permissible within the organization and also defines HOW a category of business processes and solutions must be implemented.


An EA is documented in prescribed architectural views that are translated into a set of transition activities that must be planned and executed to move to the target environment.


2.1.1 Architecture Views and Transition Plan


The enterprise architecture is documented in a formal manner using a disciplined approach. In the case of the BEA, it follows the guidelines established by the C4ISR/DoD Architecture Framework (DoDAF) Version 1.0 Final Draft, January 15, 2003.  The framework prescribes three (3) views of enterprise architecture as noted below:


Operational View (OV) - The operational view is a description of the tasks and activities, operational nodes, and information exchanges between nodes.  


Systems View (SV) - The systems view is a graphical and textual description of systems and interconnections used to satisfy operational needs.


Technical View (TV) - The technical view is the minimal set of rules governing the arrangement, interaction, and interdependence of system parts or elements.


Figure 2-1 in taken from DoDAF and depicts the relationships between the views.  A general understanding of DoDAF and C4ISR concepts and terminology is assumed and is not restated within this document.


A Transition Plan is considered a part of the BEA and provides a roadmap for transformation from the current environment to the target environment as documented by the BEA. 
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Figure 2‑1 Linkage Among Views


The BEA and its Transition Plan provide the starting point for definition of the ADM described by this document.  The BEA and Transition Plan in combination will be cornerstones that are used by Domain and Component organizations as discussed in Section 3.2.


The former BEA reference is Financial Management Enterprise Architecture (FMEA) Version 1.0, April 30, 2003. All future references to this architecture will use BEA.


2.1.2 Architecture Levels of Elaboration


Architecture development involves continuous refinement of concepts by adding more levels of detail.  This approach is often referred to as levels of elaboration or abstraction.  Typically three levels of elaboration namely Conceptual, Logical, and Physical are recognized.  The relationship between architectural views and levels of elaboration are depicted in Figure 2-2. These levels of elaboration of the architecture are defined below:


Conceptual Level – Identifies the key business, data, application, and technology concepts of the architecture.  Collectively these concepts constitute the high level requirements.  Conceptual level defines planner level view of the architecture and represents the strategic direction of the enterprise.  At this level the focus is more on defining WHAT is permissible within the enterprise.     


Logical Level – This level further refines and specifies the business, data, application, and technology concepts with well defined process, functional requirements, non-functional requirements, system interface needs, and applicable technologies. At this level of elaboration system functions are packaged together to form deployable components.  This level corresponds to the owner view of the enterprise architecture.   This level identifies technology needs from a product agnostic perspective.   


The DoD BEA Logical level is further sub-divided into Implementable and Executable levels:


· Implementable Level: an architecture that has been validated to enable feasibility of eventual development and deployment.  In other words, there are no legal or technical barriers for eventual implementation.


· Executable Level:  at this level the architecture has been specified to a degree of detail necessary to perform one or more of the following:


· Derive requirements to facilitate COTS package procurement.


· To decide the need for custom application development, since no COTS package meets the requirements.


· To determine the feasibility of Business Process Outsourcing.


· To determine the scope for process improvement and optimization leveraging existing systems.


Logical level of elaboration involves one or more of the following:


· High level business process modeling.


· Use Case definition.


· Non-functional requirements definition.


· Data modeling.


· Component modeling and technology specification.


The Logical level of elaboration is performed within specified scope and boundaries of an architectural segment defined during the Conceptual Level.


Physical Level – This level reflects the actual implementation of the processes and systems.  This level of elaboration is often done during the design and development phase of the solution development life cycle.  It represents the designer / developer view of the architecture.  At this point the product decisions have already been finalized through procurement.  As such the logical level architecture must be refined to reflect the selected packages and products.   At this level the architecture would also reflect how exactly the derived functional and non-functional requirements are addressed by the eventual deployment of the segment.  If the solution is oriented towards process optimization leveraging existing solutions, this level of elaboration describes the procedures for the reengineered process.


Closure of capability gaps within the BMMP requires definition and execution of projects that will result in deployment of new capabilities into the enterprise.  These projects are currently identified in terms of segments within the Transition Plan. 
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Figure 2‑2 Architecture Levels of Elaboration


2.1.3 Segments


A Segment is represented by the combination of architectural and transition aspects and will result in a release, not just of software, but also of people, processes, and technology capabilities to achieve the "To Be" BEA. Figure 2-3 graphically positions segments in the context of architecture views and the levels of elaboration.

The Federal CIO Council defines an Architectural Segment as: “Consists of focused architecture efforts on major cross-cutting business areas….  It represents a portion of the overall enterprise architecture.”


An architectural segment is an implementable grouping of architecture elements (e.g., operational activities, roles, systems entities, system functions, and technology standards) with a well-defined scope and boundary.  An architectural segment is a portion of the enterprise architecture that can be advantageously developed and deployed as a unit.


The BEA currently defines the architectural segments at a conceptual level.  Some elaboration into the Logical level is planned for BEA with the remaining elaboration into Logical level and Physical levels defined in each Program Architecture. 


Each Architectural Segment has a corresponding Transition Segment that includes support activities, resource plan, and schedule.  


As shown in Figure 2-3 there may be multiple segments that are driven by the needs of the enterprise. In fact, a given project may require implementation of one or more architectural segments to meet business goals. Also, a given architectural segment may be required to support the business objectives of one or more projects. This point is also expanded upon during the discussion on Domains in section 2.2.
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Figure 2‑3  Segments


The BEA defines architectural segments at the conceptual level.  A given architectural segment within BEA as depicted by Figure 2-4 is comprised of a combination of OV, SV, TV, and Transition Plan work products. 


The elaboration into Logical and Physical levels within the defined scope is typically referred to as solution architecture development that would use the conceptual level architectural segment as the starting point. 
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Figure 2‑4 BEA Conceptual Representation of Segments


2.2 Interworking of BEA, Domains, and DoD Components


The BEA is the overarching framework that will guide BMMP projects.  It will be the primary reference for definition of projects and the high level architectural constraints to be imposed.

The BMMP program has established the following Domains:


· Acquisition/Procurement


· Finance, Accounting Operations & Financial Management


· Logistics


· Strategic, Planning, & Budgeting


· Installation & Environment


· Technical Infrastructure


The Domains have been assigned the following responsibilities:


· Leading business transformation.


· Establishing and maintaining a governance process to promote representation of the Services, Defense Agencies, DoD Field Activities, and appropriated Federal agencies.


· Performing system reviews and approving initiative funding as part of portfolio management.


· Developing the architecture.


· Enforcing compliance with the BEA and Transition Plan.


· Guiding execution activities.


· Representing the Domain on cross-Domain issues.  
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Figure 2‑5 Identification and Management of Architectural Segments


These responsibilities are met through a collaborative effort between the Domains and DoD Components. The projects that are sponsored by a given Domain will have applicability across DoD Components and in some cases, across Domains.  These relationships are reflected in Figure 2-6 by the cross-hatch arrangement between the Domain vertical bars and the services horizontal bars. Establishment of working relationship that embellishes these concepts will be crucial to the success of BMMP.


The outcome of the Domain/DoD Component relationship will be the refinement and formalization of transition segments as defined in section 2.1.3.  Each Domain must establish a priority for closing the gaps that have been or will be identified in its area of responsibility.  The starting point for achieving this understanding is the Transition Plan. The Domain will collaborate with the components to define the required projects and architectural segments, and will establish priorities within the Domain. 


2.3 Segment Categorization


Segments will be categorized to reflect DoD policy. Categorization is important since the development approach and level of constraints imposed will vary by category. The definition of the categories is provided below:


Common – Common solutions implement segments that are applicable across multiple Domains and DoD Components. These are represented in Figure 2-5 by segments that span horizontal and vertical bars.


Isolated – These solutions may be unique to a service or agency but may still be required to adhere to a subset of the BEA.


Integrated – Integrated solutions are a subset of BEA functionality designed to optimize the function of a community within a single Domain, Service, Agency or other functional area or organization.


Each of these major categories is further refined into solution types.


2.4 Solution Types


Segments will result in definition and development of solutions in the categories defined in section 2.3. A solution in any one of the categories may be one of the following types:


Change processes and procedures – internal effort to revamp processes and procedures.


Business process outsourcing – external effort to do business process re-engineering.


Transactional systems - solutions implemented through COTS, GOTS, custom development, modification to existing system, or a hybrid implementation. 


Business intelligence, decision support, and information aggregation systems – new COTS and GOTS for business intelligence/decision support, customization, or an update to existing business intelligence/decision support applications.


The latter two types are currently the focus of this document. Other types may be addressed in the future.


The Transition Plan identifies and defines six (6) segment types.  Table 2-1 provides an initial mapping between the solution types identified above and the TP segments.


Table 2-1 – ADM Solution Type Mapping to Transition Plan Segment Types


		Transition Plan


Segment Types

		ADM Solution Types



		

		Change process and procedures

		Business process outsourcing

		Transactional systems

		Business intelligence and decision support



		Change of policy or process

		X

		

		

		



		Outsourcing

		

		X

		

		



		Further BPR

		X

		

		X

		



		Modification of legacy system

		

		

		X

		X



		Modification of existing procurement

		

		

		X

		X



		Acquisition of product and implementation

		

		

		X

		X





2.5 Programs/Projects/Initiatives


Program, project, and initiative are used interchangeably throughout this document. They are mechanisms through which DoD applies resources to architect, design, develop, and deploy one or more architectural segments.  A project or an initiative may focus only on one phase of the overall solution development life cycle. 


Section 2.6 provides an overall context within which the activities associated with an initiative and segment will be executed.


2.6 Architecture Development Methodology Context


This section further positions elements of ADM discussed to this point and provides a context for ADM topics that will be covered in subsequent sections of the document. 


The complexity of the BEA, the number of entities involved in refinement of segments, and the need for systems compliance to the BEA all highlight the need for an overall governance process. Responsibility for governance will be vested in the three (3) Boards shown at the top of Figure 2-6. Governance and the Board structure are discussed in section 3.


The BEA will continue to be influenced by external architecture efforts (e.g., Global Information Grid Architecture, Federal Enterprise Architecture) and external DoD compliance requirements (e.g. Title 10). Maintaining the vitality and managing the evolution of the BEA are covered in section 4.


A key outcome of the architecture development methodology will be the successful definition and launch of transformation projects. Earlier sections discussed using the BEA and its constituent products (OV, SV, TV, and TP) as the foundation for Domains that in collaboration with DoD Components will refine segments that will in turn drive development of architectural segments. The life cycle for an architectural segment is covered in Section 5.


The evolution of BEA and definition of new segments are depicted in Figure 2-6 as coming together to produce new programs or improvements to existing programs. These two possibilities are shown as the two (2) ovals on the right side of the figure. Both existing and new programs will go through a formal set of checkpoints as part of the overall governance process.
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Figure 2‑6 Architecture Development Methodology Context

3. Architecture Governance


The evolution of the BEA and the development of Domain sponsored segments are controlled through a governance process. This is necessary to maintain proper linkages between segment development activities and the BEA. More importantly, this will permit the BEA to evolve in a manner that is consistent with the needs of the business, the services, defense agencies, and other constituents, while minimizing expense. The primary mechanisms for establishing this controlled process are an Investment Review Board (IRB) and Architecture Board (AB) as show in Figure 2-6.  The IRB and the AB have a DoD-wide focus with a full understanding of the business imperatives and priorities. AB makes investment recommendations to IRB based on the compliance / non-compliance of a specific program to BEA.  The IRB allocates and releases funding. 


3.1 Investment Review Board


The main objective of the IRB is to align investment decisions to DoD strategic objectives and business plans. This formal body will oversee and execute governance processes at the executive level.  The IRB will meet on a regular basis to:


· Screen project proposals.


· Analyze project risks, benefits, and cost.


· Prioritize projects based on risk and return.


· Make funding decisions.


· Monitor projects/systems against projected costs, schedule, and performance, and take actions to correct deficiencies.


· Conduct post implementation reviews and decide on adjustments.


· Modify processes based on lessons learned.


The IRB will direct the AB and/or other entities to perform technical studies or other activities required in support of the IRB decision making process. The IRB will forward investment decisions to the AB and allocate funding releases.


3.2 Architecture Board


The AB is a formal body having representation from the Domains, services, and defense agencies. This body meets on a regular basis to: 


· Guide the development of BEA and architectural segments.


· Check that the requirements of DoD are well satisfied in a cost effective manner.


· Monitor and manage deviations from the BEA.


· Safeguard the integrity of the BEA, associated deliverables, and the interoperability of the Domains.


This governance body centralizes the decision making process associated with re-engineering initiatives, information technology strategy, new technology, and infrastructure.  


The AB will charter the development of the inter-Domain business and information technology architectures with and through the Domains, services, and defense agencies. Areas where guidance will be provided to segment efforts are listed below:


· Establishment of common goals and objectives resulting in less duplication, minimizing expense, and maximizing agility.


· Establishing the initial inter-Domain architecture direction. 


· Reviewing and approving all changes to the agreed upon inter-functional architecture.


· Establishing standards and common building blocks at the appropriate level.


· Developing evaluation criteria to determine if architectural segments adhere to the BEA.


· Responding to technical questions and performing technical studies as requested by the IRB, or self-generated by the AB.  


· Performing project reviews as acquisition, development, or deployment efforts move through their life cycle.


· Performing compliance reviews as needed on deployed projects to assess compliance with the BEA.


· Performing end-to-end scenario reviews that focus on cross-Domain tasks.


3.3 Configuration Control Board


The Configuration Control Board (CCB) is a central element in the change control process for the architecture and requirements. The CCB executes on decisions from the AB.  It establishes baselines, approves discrepancy resolutions, directs revisits to life cycle stages, and authorizes updates to the baselines.  The CCB will have the authority for approving the promotion of all configuration items and all changes to these baselines for architecture deliverables and work products.  The CCB will leverage requirements and architecture sub-teams to implement configuration management processes.  


The makeup and operation of the AB, IRB, and CCB will be detailed in the BMMP BEA Governance Process that will be developed as a companion document to future releases of this ADM document. The board responsibilities referenced above may change as the governance process is refined.


4. Enterprise Architecture Evolution


The vitality and integrity of the BEA is maintained through the BEA Architecture Evolution method. This section will cover the triggers for change, change processing and resulting work products, and will identify linkages to other sub-methods. These items will be discussed in the context of phases associated with traditional enterprise architecture development as depicted in Figure 4-1. 


4.1 Understand Current Environment 


The BEA is managed through a change control process, which is part of the overall governance process.  The BEA will only be updated as a result of an approved change request, which is represented by the arrow on the left side of Figure 4-1.  A change request will fall into one of the following categories:


Architecture defect – This change is direct result of a defect being discovered in one or more BEA work products.


Architecture vitality – A change in this category may result from a tool change, discovery of a better approach for architecture representation, or from alignment with other DoD architecture areas.


Architectural segment related – This change results from the need to support the development of an architectural segment.


All of these change types require an understanding of the environment and context of the change.  The major activities covered in this phase are listed below:


· Analyze the change request and assess impact - This activity will support the overall governance process by exploring and identifying potential impact areas across the BEA.  The potential impact areas are the architecture work products, BPR process models, and transition plan.


· Review traceability to BMMP requirements - Requirements may be added or deleted based on the nature of the change. Accurate traceability of requirements to/from the BEA is required to maintain the integrity of the architecture.  


· Schedule the change - The actual updates to impacted work products must be planned and executed consistent with the overall project plan for the segment.
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Figure 4‑1 BEA Evolution Management


4.2 Define Proposed “To Be” Environment


The analysis and planning information developed during the Understand Current Environment phase is the basis for implementing the changes to impacted work products. This work consists of the following activities. 


· Update BEA views and work products - The details of the required changes to OV, SV, and TV will be specified and updates will be made using internal development processes. This work will be done using the documented modeling rules and conventions.


· Integrate BEA views and products - The linkages must be maintained between OV, SV, and TV work products. This applies to enterprise views as well as any Domain specific views that are impacted.


· Verify BEA product updates - Peer reviews and cross-view audits will be done to determine if changes have been properly propagated across views and across the architecture.


· Update traceability to requirements - Requirements traceability within DOORS must be updated to maintain the 2-way linkages between requirements and the work products that implement them.


· Update business scenarios - Business scenarios are used to assess the accuracy and completeness of the architecture. As new requirements are accepted and business processes are transformed, updates will be made to the scenarios.


· Verify and validate the architecture - Some changes may be extensive enough to require execution of business scenarios to re-verify the completeness of the architecture.


· Update BPR process models - The BEA will evolve to contain BPR process models as part of the base.  These models will also need to be maintained under change control and will be updated using BPR maintenance processes.


· Publish/communicate to stakeholders - This activity covers tasks associated with making the updated BEA available DoD-wide.


· Update/maintain rules and conventions - BEA has established a base of rules and conventions that guide the modeling and documentation activities.  This base will also evolve in a controlled manner.


Some of these activities may not be required depending on the type of change. 


4.3 Develop Transition Plan


This phase of BEA evolution provides for updates to the Transition Plan and System Compliance Assessment documents. Changes to requirements or the architecture work products impact both of these documents. The sub-methods that support these updates are an integral part of BEA evolution. Section 6.6 provides an overview of Transition Planning.


The details of the BEA Evolution Sub-method will be developed as a companion document to future releases of this ADM document.


5. Architectural Segment Definition


Architectural segments were introduced in section 2.1.3 as an implementable grouping of operational activities, roles, system entities, systems functions, and technology standards with a well-defined scope and boundary. This section provides an overview of the life cycle for an architectural segment from concept through end of life. As noted earlier, the primary focus of this ADM document will be the Concept and Definition phases. The activities referenced will be executed by a combination of BMSI, Domain, and DoD Component resources.


5.1 Life Cycle Phases


Figure 5-1 depicts the life cycle phases for an architectural segment. As previously discussed, an architectural segment has its genesis as a segment in the Transition Plan that is refined through collaboration between the Domains and DoD Components. This activity is completed in the Concept phase of the life cycle.
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Figure 5‑1 Architectural Segment Life Cycle


5.1.1 Concept


The key activities in Concept phase are to understand and document requirements and develop an agreed to concept and business case. Major activities are: 


· Review and validate segment description, derived requirements, and associated BEA work products


· Identify segment specific objectives and critical success factors (e.g., metrics and benefits).


· Develop business context diagrams and system context diagrams.


· Create segment linkage diagrams.


· Identify business processes – review current.


· Prioritize core processes to focus on by linking processes to segment specific objectives (Six Sigma) 


· Define conceptual system function model (system component diagram, roles, functionality, objects).


· Define/recapture mission needs.


· Business case analysis and cost benefit analysis.


· Complete BEA compliance self-assessment.


· Prepare for Architecture Board Decision Check Point (Summarize deviation from BEA, recommendations for BEA refinement and justification)


· Architecture Board Decision Check Point 


· Conduct Milestone A review.


Segments will be considered to be DoD-wide. Specialization of a segment by service area or user group may only be authorized as an exception, and is identified in the concept phase. An example is ship maintenance versus building maintenance. They both require inventory systems, but the requirements will vary.


5.1.2 Definition


The activities and tasks associated with completing this phase will result in an executable level architecture for the Segment under consideration. In other words, the architecture of the Segment would be specified to a degree of detail necessary begin procurement cycle.  This is accomplished through refining the outputs of the Concept phase in addition to the following major activities:


· Develop business process models with swim lanes along with system and data models.


· Determine simulation needs and conduct simulation.


· Identify key Use Cases for special requirements.


· Identify non-functional requirements.


· Conduct data analysis by application of data strategy (data relationships and transformations).


· Specify system interfaces at the Logical Level (system collaboration).


· Complete behavioral modeling of system components (logical level technical architecture).


· Identify COTS or need for Custom Development or Hybrid.


· Plan Transition.


· Complete costs benefit analysis.


· Prepare for Architecture Board Decision Check Point (Summarize deviation from BEA, recommendations for BEA refinement and justification).


· Architecture Board Decision Check Point.


· Derive operational requirements from the architecture.


· Perform COTS evaluation and selection.


5.1.3 Develop


The primary purpose of this phase is to develop and verify that the implementation meets the defined specifications.  This phase includes all aspects of system engineering/design, integration and verification, development, implementation, customer service and support structure definition, architecture, performance, and risk assessments. The purpose of this phase will vary based on the architecture segment type. For instance, if the segment type is a single COTS product, the activities are limited to the construction of a scaled model suitable for integration and functional verification testing. The major activities of this phase are listed below: 


· Business requirement verification.


· Develop life cycle management plan. 


· Draft contracts and deployment plans.


· Complete funding review and interlock.


· Estimate ongoing support costs.


· Complete implementation (code & unit testing).


· Create builds and qualify test cases.


· Develop plan for system test, execute development test plan.


The development phase activities will be executed by the Domains and DoD Components.


5.1.4 Validate


The objective of this phase is to perform the performance and capacity testing and generally certify the implementation of the architecture segment with respect to all non-functional requirements and Service Level Agreements (SLA). The major activities follow:


· Validate deployment plans.


· Perform deployment readiness review.


· Complete regulatory compliance certification and/or risk acceptance documentation.


· Ensure announcement readiness.


· Execute all performance and capacity test plans.


· Confirm contracts and agreed funding for operations and support.


· Validate business case.


The validate phase will be executed by the Domains and DoD Components.


5.1.5 Deploy


Deploy results in delivery of the solution to end users, conducting support group and end user training, closing the development project, and transitioning the deployment to life cycle management. Major activities are listed below:


· Complete education and training.


· Review maintenance plans and service level agreements. 


· Review deployment and announcement plans.


· Review and approve measurements and corresponding plans.


· Initiate of maintenance and operational activities.


· Close out the project.


The deploy phase will be executed by the Domains and DoD Components.


5.1.6 Operations and Support


At this point the segment is manifest as a steady state operation of systems and personnel integral to the business operations of DoD.  Major activities that are performed as part of periodic maintenance and support are listed below:


· Execute all pertinent plans.


· Periodically renew contracts and funding for operations and support.


· Perform regular review of business and operational measurements.


· Execute sunset plans when applicable.


The operations and support phase will be executed by the Domains and DoD Components.


5.2 Architectural Segment Work Products


Work products will be produced during each of the phases discussed in section 5.1. As noted earlier, the Develop, Validate, Deploy and Operation & Support phases of the life cycle are defined and executed largely by the Domains and DoD Components, which will also define content and format of the work products.  The definition and content or work products used by the Concept and Definition phases will be determined as part of refining the details of the architectural segment sub-method. 


It is important to acknowledge that the Definition phase of an architectural segment may require extensions to the architecture that will be defined and developed by the Domains.  In this instance, C4ISR work products may be used by the Domains to meet their development requirements or the Domains may choose to use more traditional forms of systems engineering documentation (e.g. requirements specifications, system/application architecture documentation, high-level design specification, etc.). 


5.3 Integration of BEA Evolution and Architectural Segment Definition Processes


It is apparent from the list activities and work products in the Conceptual and Definition phases that there will be a substantial level of interaction between Architectural Segment Definition personnel and those responsible for Architecture Evolution. These interactions along with other process details will be addressed in the Architectural Segment Definition Process that will be developed as a companion document to future releases of this ADM document.


6. Architecture Development Sub-Methods


There are thirteen (13) sub-methods that comprise the Architecture Development Methodology. These sub-methods are invoked at various points during the architectural evolution and during the architectural segment life cycles. The sub-methods are listed below:


1. Architecture Governance


2. Enterprise Architecture Evolution


3. Architectural Segment Definition


4. Requirements Management 


5. Business Process Modeling and Simulation


6. Transition Planning


7. Extension of Enterprise Services


8. Data Management


9. Information Assurance 


10. Validation and Verification


11. System Assessment


12. Configuration Management


13. Quality Management


An overview of each sub-method will be provided in the following sections. For some sub-methods, an inventory of applicable methods, standards, and tools have been identified. The details of the sub-method will be provided by a separate linked companion document. Each sub-method document will cover the following areas:


· Definition of the sub-method.


· Identification by phase the activities, tasks, roles, pre-requisite work products, and work products to be produced.


· Process to apply the sub-method.


· Identification of tools that are needed.


· Identification of existing standards and constraints.


6.1 Architecture Governance


This section in conjunction with the associated Architecture Governance companion document will provide the details of how the various Boards will interact with one another, architectural segment teams, transition segment teams, and architecture evolution teams to manage new initiatives and the BEA through their respective life cycles.


6.2 Enterprise Architecture Evolution


The method developed to support Enterprise Architecture Evolution is designed to manage the configuration of the base-lined BEA, while maintaining the integrity of its architectural products, as it adapts to the changing needs of business, technologies, and technology standards. This method employs a BEA-Evolution Management (BEM) process that invokes both event-driven and process-driven activities, to support the following types of program goals:


· Communicating BEA merits.


· Validating BEA “Integrity.”


· Enabling BEA segment implementation.


· Facilitating BEA compliance certification.


All BEM-supporting activities, whether event- or process-driven, rely upon specific inputs and important enablers, and are designed to produce certain work products within recognized constraints, as described below:


1. Inputs (or Triggers):


a. Baselined BEA Architecture.

b. Proposed BEA change request(s).


2. Enablers:


a. Architecture modeling rules and conventions for analysis.


b. Architecture modeling tools (e.g., Popkin Systems Architect).


c. Verification and Validation tools and techniques (e.g., Business Scenarios).


d. Requirements management method and tools (e.g., DOORS).


3. Constraints:


a. Scope of the current PWS.


b. Governance Process (e.g., Architecture Board and CCB).


c. Applicable related architectures (e.g., the Global Information Grid and the Federal Enterprise Architecture).


d. Modeling rules and conventions.


4. Outputs (Event-driven): 


a. New product release (production baseline).


b. Product update (development baseline).


The event-driven BEM activities resulting from architecture change proposals are listed below:


1. Review Received Changes/Proposals


2. Support CCB Decision-Processes


3. Incorporate Approved Changes


4. Support Transition Planning


The process-driven BEM activities that are performed to satisfy program prescribed processes are listed below:


1. Update, Maintain Rules and Conventions


2. Communicate BEA Views and Products


3. Support Compliance Assessments


6.2.1 Method Inventory


1. FMEA Architecture Methodology Description, Version 2.0, April 7, 2003.

2. Global Information Grid

3. C4ISR Architecture Framework

4. DoD Architecture Framework

5. Federal Enterprise Architecture

6. CADM

The above approaches will be extended as required to meet program objectives.


6.2.2 Applicable DoD/Standards


1. Global Information Grid

2. C4ISR Architecture Framework

3. DoD Architecture Framework

4. Federal Enterprise Architecture

5. CADM


6.2.3 Tool Requirements


Tools required are listed below:


· Microsoft Project


· Microsoft Office (Excel, Word, PowerPoint)


· Popkin System Architect


· DOORS


This sub-method will be detailed in BMMP BEA Enterprise Architecture Evolution document that will be provided as a companion document to future releases of this ADM document.


6.3 Architectural Segment Definition


An overview of the phases and activities that will be conducted for this sub-method is provided in section 5. 


6.3.1 Method Inventory


The following documents reflect the approaches used within this sub-method:


1. C4ISR/DoD Architecture Framework.


2. Global Information Grid.


3. Integration Definition for Function Modeling (IDEF0), December 1993.


4. Core Architecture Data Model


5. Federal Enterprise Architecture


6.3.2 DoD/OMB Standards


1. C4ISR/DoD Architecture Framework.

2. Global Information Grid.

3. Integration Definition for Function Modeling (IDEF0), December 1993.

4. Core Architecture Data Model

5. Federal Enterprise Architecture

6.3.3 Required Tools


Tools that will be used by this sub-method are listed below:


· Microsoft Project


· Microsoft Office (Excel, Word, PowerPoint)


· Popkin System Architect


· DOORS


This section in conjunction with the associated Architecture Segment Definition sub-method companion document will provide the details of the sub-method mapped against each of the phases referenced by section 5.


6.4 Requirements Management


The Requirements Management sub-method provides for the maintenance and availability of a repository of BEA requirements. The repository contains derived requirements (which also reflect “external” or “regulatory” requirements). This sub-method employs a BEA Requirements Management (BRM) process that contains both event-driven and process-driven activities. The sub-method will support the following program goals:


· Capturing another view of the BEA requirements – the BEA represents one view, the requirements repository is a second view.


· Facilitating BEA compliance certification.


All BRM supporting activities, whether event or process driven, rely upon specific inputs and important enablers, and are designed to produce certain work products within recognized constraints, as described below:


1. Inputs (or Triggers):


a. Base-lined BEA.


b. Potential BEA change request(s).


2. Enablers:


a. Requirements rules and conventions.


b. Requirements management tools (e.g., DOORS).


c. Verification and validation tools and techniques (e.g., Business Scenarios).


d. BEA Evolution Management and tools (e.g., Popkin SA).


3. Constraints:


a. Scope of the current PWS.


b. Governance Process (e.g., Architecture Board and CCB).


c. Requirements management rules and conventions.


4. Outputs (Event-driven): 


a. New requirements product baseline (production baseline).


b. Interim requirements repository updates.


The event-driven BRM activities that result from architecture change proposals are listed below:


1. Discover/capture requirements.

2. Review/analyze requirements.

3. Negotiate requirements.

4. Update EA requirements.

5. Validate EA requirements.

The process-driven BRM activities that are performed to satisfy the program requirements are listed below:


1. Update and maintain rules and conventions.

2. Communicate BEA views and products.

3. Monitor Domain level requirements management.

6.4.1 Method Inventory


The list of applicable method documents is provided below:


1. FMEA Requirements Management Process Version 2.0, January 13, 2003.


2. FMEA Criteria for Assessing Compliance Against the Architecture Version 3.0, April 23, 2003.


3. DOORS.


6.4.2 DoD/OMB Standards
There are numerous DoD documents that serve as requirements sources.


6.4.3 Tools Required


Tools required for the sub-method are listed below:


· DOORS.


· Popkin System Architect.


· System Compliance Assessment tools.


This sub-method will be detailed in BMMP BEA Requirements Management document that will be provided as a companion document to future releases of this ADM document.


6.5 Business Process Modeling and Simulation


Modeling activities span the full life cycle of the BMMP. Business, organizational, and data models can provide a clear and complete graphic representation of the current level of information and requirements at each phase of BMMP life cycle. These graphics can play a vital role in communicating key information throughout DoD and keeping implementations focused on business and technical objectives.


From the point where possible modernization segments are being selected through the point where the implementation of the segments begins, modeling can provide the following services:


· During the initial or baselining phases, modeling activities document the current “As Is” state of the organization. Modeling can highlight the constraints on modernization and the critical areas for improvement.


· As modernization activities are being considered, modeling techniques can be used to identify potential modernization segments and to align the organizational objectives with the identified modernization segments.  Modeling techniques can also be used at this point to identify areas of critical importance to the success of the modernization effort (critical success factors).


· Once modernization segments are identified, modeling efforts can play a vital role in scooping and prioritizing the modernization efforts. This effort, especially when the prior steps are completed, provides an indispensable link with the business objectives and the metrics identified to measure success.


· To meet the objectives of modernization, segments will require standardization, optimization, and simplifications. Modeling can provide many vital services to support these overriding objectives including:


· Designing and graphically representing new processes that meet the business objectives.


· Minimizing the silo-effect through integrating of individual processes into holistic views of the organization.


· Identifying critical and possibly unique requirements that must be included in modernization implementations.


· Conducting conference room pilot simulations of critical processes to demonstrate “workability.”


· Managing the information gathering process so that the appropriate amount and type of information is organized in such a way that the implementation of the modernization increment can move forward in the most effective and beneficial way possible.


Modeling efforts can also provide vital and numerous types of support during and after the implementation of the modernization segments.  These types of support will depend on the types of implementations that are decided on and will be elaborated on in follow-on documentation.


6.5.1 Method Inventory


The following documents represent existing approaches:


1. C4ISR/DoD Architecture Framework.

2. GIG.

3. IDEFs (IDEF0, IDEF1X, IDEF3).

 Other technical methodologies will need to be applied to support business alignment with technical requirements in the following areas:


· Aligning business objectives with technology rollouts.

· Describing work flow and business processes.

· Documenting roles and responsibilities aligned with the processes.

6.5.2 Standards


Business Process Management Initiative (BPMI) Standards for process modeling must be considered. Items that must be covered via a standard are listed below:


· Naming and syntax conventions.


· Model leveling standards.


· Dictionary design standards. 


· Glossary


6.5.3 Tool Requirements


Process modeling software must support the following:


· Process-dependency diagrams.


· Swim lanes or Pietre-net diagrams that identify:


· Triggers.


· Activities.


· Documents.


· Decision branches.


· Information flows.


· Automatic consistency checking horizontally and vertically through the model and provide reports for the following:


· Identification of orphan inputs, outputs, and triggers that do not have matching counterparts.


· Base lining and version control of models to do “what ifs.”


· Supports business simulation.


· Provides the following reports:


· Diagrams.


· Lists of names of elements and where they are linked.


· Decomposition hierarchy.


· Error lists.


· Maintains decomposition consistency.


· Provides text capability for each element so that descriptions can be added.


· Supports BPMI standards.


The details of the Business Process Modeling and Simulation sub-method will be provided in a companion document.


6.6 Transition Planning


Transition Planning provides a framework for developing a Transition Plan that will move the DoD to the "To Be" BEA in a cost effective, efficient, and timely manner, minimizing the impact of the transition upon current operations, organizations and personnel.  The Transition Strategy guides the development of a phased, real-world, and implementable Transition Plan that provides effective collaboration, alignment, and compliance with existing DoD processes (such as Planning, Programming & Budgeting System (PPBS)), applicable DoD architecture efforts, DoD financial management requirements, and related DoD, component, and business area initiatives.


6.6.1 Method Inventory


The list of applicable method documents is provided below:


1. BMMP Transition Plan Strategy version 3.0.


2. FMMP Transition Plan version 2003-1.


3. Financial Management Modernization Program Real Property Transition Plan Baseline Document, Version 1.0, DRAFT FINAL, March 25, 2003.


4. Financial Statements Initiative Transition Plan, Call 0005 – Task 4.4, 26 March 2003 Final.

The content of these documents will need to be extended to build-out domain and implementation planning content.


6.6.2 Applicable DoD/OMB Standards


1. Clinger-Cohen Act of 1996 (formerly, Information Technology Management Reform Act [ITMRA]), Public Law 104-106.  February 10, 1996.

2. Executive Order 13111, President Clinton, January 12, 1999.  Task Force on Federal Training Technology.

3. Program Executive Office for Information Technology, Joint Program Management Office, Defense Integrated Military Human Resources System (Personnel and Pay) (DIMHRS (Pers/Pay)), Training Strategy Document, Version 1.0.0.0, November 27, 2002.

4. OMB Leadership Critical to Making Needed Enterprise Architecture and E‑government Progress, GAO-02-389T, March 21, 2002.

5. Financial Management Modernization Program, Program Management Office, Change Management Strategy, Version 1.0, February 5, 2003.

6. Financial Management Modernization Program, Program Management Office, Draft FMMP Governance Strategy, Version 1.1, February 12, 2003.

7. Joint Vision 2020 (http://www.dtic.mil/jointvision/).

8. Transforming Department of Defense Financial Management – A Strategy for Change (Friedman Report), April 13, 2001.

9. Government Management Reform Act of 1994 www.npr.gov/npr/library/misc/s2170.html.

10. Government Performance and Results Act of 1993 www.doi.gov/gpra.

11. CFO Act The Chief Financial Officers (CFO) Act of 1990. (Public Law 101-576)  www.gao.gov/policy/12_19_4.pdf.

12. Quadrennial Defense Review Report 9/30/01 www.defenselink.mil/pubs/qdr2001.pdf.

13. C4ISR Architecture Framework, Version 2.0, 18 December 1997.

14. DoD Architecture Framework, Version 1.0, January 15, 2003.

15. Financial Management Modernizations Program, Program Management Office, Transition Plan Strategy Version 2.1, March 04, 2003.

16. DOD Transformation Planning Guidance, (Secretary of Defense), April 2003.

17. National Defense Authorization Act for FY-2003 (P.L. 107-314.


6.6.3 Tool Requirements


The current list of tools is provided below:


· DOORS.


· Popkin System Architect.


· Microsoft Project.


· ACES.


· SEER SEM.


A Cost Tool will be recommended for future use.


This sub-method will be detailed in BMMP BEA Transition Plan document that will be provided as a companion document to future releases of this ADM document.


6.7 Extension to Enterprise Services


Enterprise Services are the key building blocks of BEA. They bridge the gap between operational functions and the technologies that will enable those functions. They also provide a standard interface to the DoD Global Information Grid (GIG). Through this interface the BEA will confirm that it implements system functions that will be able to communicate with other GIG-compliant frameworks. The BEA Enterprise Services will align with the evolving GIG Enterprise Services (GES) to maintain full GIG compliance. The Enterprise Services sub-method is decomposed into the following focus areas:


· Application Services


· Discovery Services


· Mediation Services


· Security Services


· Collaboration Services


· Enterprise Management


· Messaging Services


· Storage Services


· User Assistance Services


6.7.1 Method Inventory


The list of applicable method documents is provided below:


1. DoD Global Information Grid Enterprise Services.

2. DoD FMMP Financial Management Enterprise Architecture – System Interface Description (SV-1).

3. DoD FMMP Systems Activity Sequence and Timing Descriptions – Systems Event/Trace Description (SV-10c).

4. DoD FMMP Financial Management Enterprise Architecture –  System View to Technical View Linkage Matrix (Call 0006-SV Task).

5. DoD FMMP Financial Management Enterprise Architecture –  Enterprise Services to System Entity Linkage Matrix (Call 0006-SV Task).

6. DoD FMMP Financial Management Enterprise Architecture – Enterprise Services Supplement (Call 0006-SV Task).


Several of the products referenced above will need to be revised and expanded.  Specifically, revisions to the following work products should be expected:


1. System Interface Description (SV-1).


2. Systems Activity Sequence and Timing Descriptions – Systems Event/Trace Description (SV-10c).


3. System View to Technical View Linkage Matrix.


4. Enterprise Services to System Entity Linkage Matrix


5. Enterprise Services Supplement.


6.7.2 DoD/OMB Standards


1. Clinger-Cohen Act of 1996 (formerly, Information Technology Management Reform Act [ITMRA]), Public Law 104-106.  February 10, 1996.

2. Financial Management Modernization Program, Program Management Office, Draft FMMP Governance Strategy, Version 1.1, February 12, 2003.

3. CFO Act The Chief Financial Officers (CFO) Act of 1990. (Public Law 101-576).

4. Joint Vision 2020.

5. C4ISR Architecture Framework, Version 2.0, 18 December 1997.

6. DoD Architecture Framework, Version 1.0, January 15, 2003.

7. Section 508 of the Rehabilitation Act (29 U.S.C. 794d), as amended by the Workforce Investment Act of 1998 (Public Law 105-220), August 7, 1998.

6.7.3 Tool Requirements


Tools required are listed below:


· Microsoft Project


· Microsoft Office (Excel, Word, PowerPoint)


· Popkin System Architect


· DOORS


· Adobe Acrobat


6.8 Data Management


The Data Management vision is based on the concept of the DoD becoming an agile enterprise. The agile enterprise is one that is very responsive to business events and iteratively capable of adjusting strategic and tactical plans as required. More concisely, the vision is to provide accurate, quality, and timely performance information to improve the cycle time and effectiveness of strategic, tactical, and operational planning activities. The Data Management sub-method will define the phased tasks, work products, and templates to meet the data principles in consonance with DoD direction.


The Data Management architecture principles identified at this point are listed below:


· All data will have identified business owner(s) responsible for the accuracy of the data, and the definition of rules concerning its usage and protection.


· Shareable data will be maintained at the required level of currency and will be available to all applications and locations requiring access.


· Data will be captured once. Primary data will be stored in one location.  Exceptions will be to accommodate performance or availability requirements.


· Enable scaleable solutions by ensuring there are no inhibitors that restrict the capture, storage, growth, processing and management of data.


· The logical structure of shared data will be independent of applications, and will conform to defined conceptual/logical data models and common data formats.


· Metadata will act as a lynchpin to the data environment.


6.8.1 Method Inventory


The following documents will be used to guide the methodology:


4. Global Information Grid Architecture (GIG).

5. GIG Enterprise Services (GES) Data Management Strategy.

6. Financial Management Information Database (FMIDB), Architecture Proposal.

7. FIPS 184.

6.8.2 DoD/OMB Standards


1. Core Architecture Data Model (CADM)


2. GIG


3. NetCentric Data Strategy


6.8.3 Tool Requirements


Tools required are listed below:


· Erwin


· Bpwin


· Rational Rose


· Metadata Tool (Rochade, Advantage Repository, Unicorn, Metis, etc.)


This sub-method will be detailed in BMMP BEA Data Management document that will be provided as a companion document to future releases of this ADM document.


6.9 Information Assurance


Information Assurance (IA) is defined in DoD Directive 8500.1, "Information Assurance," dated October 24, 2002, as “measures that protect and defend information and information systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation. This includes providing for restoration of information systems by incorporating protection, detection, and reaction capabilities.”  


BEA IA requirements implementation provides for the integration of adequate IA technologies, products, and supporting procedures in the BEA-compliant information technologies and information systems and networks acquired by the Department.  IA requirements are addressed in several architecture products.  


The BEA IA requirements must harmonize the IA requirements of multiple DoD Directives. BEA will accomplish this through development of the IA components of BEA IA, coordination of IA across multiple investments (initiatives and segments), and clear assignment of organizational roles and responsibilities. 


The BEA assigns IA roles and behavior to BEA IT assets, and prescribes rules for interaction and interconnection. This provides a uniform and systematic way to assess and specify IA across the BEA. BEA IA will utilize planning guidance to identify shortfalls in the current IA operational or technical configuration; support strategic operational and acquisition decisions; promote maximum use of supporting IA infrastructures; and promote the use of IA standards and evaluated or validated products.


IA is an ongoing process, not a product.  Since the environment and threats continue to change, IA must evolve continuously. Therefore, IA is also a driver for maintaining the evolutionary character of the architecture, since failures will eventually occur if the architecture becomes static.


The IA sub-method will be detailed in BMMP BEA Information Assurance document that will be provided as a companion document to future releases of this ADM document.


6.10 Validation and Verification


By developing and executing “Evaluation Cases” within the context of Domain-defined (and refined) Business Scenarios, the method developed to support BEA Verification and Validation (BVV) is designed to test the BEA (both within and across Domains) in a manner that exposes opportunities to improve various aspects and features of the BEA. This BVV method employs a Verification and Validation (V&V) process that invokes both event-driven and process-driven activities, to execute Business Scenarios as a V&V technique in support of the following program goals:


1. Demonstrate responsiveness of the BEA to declared BMMP objectives and the Domain-sponsored business needs (i.e., within the bounds of applicable “regulatory” constraints).


2. Assessing the extent to which BMMP General Principles and higher-priority Leading Practices are enabled (or facilitated) by the architecture.


All BVV supporting activities, whether event or process driven, rely upon specific inputs, important enablers, and are designed to produce certain work products within recognized constraints, as described below:


1. Inputs (or Triggers):


a. Base-lined BEA Architecture.


b. Identified PWS-Task and Schedule.


2. Enablers:


a. Process modeling tools (e.g., Popkin Systems Architect).


b. Issue tracking tool (e.g., PVCS).


3. Constraints:


a. Scope of the current PWS.


b. Guidelines and conventions for analysis.


4. Outputs (Event-driven): 


a. List of identified architecture issues.


b. Architecture Evaluation Results Report.


The event-driven BVV activities that result from architecture change proposals are listed below:


· Qualify business scenarios.


· Design and proof business scenarios.


· Conduct architecture verification.


· Validate results and report findings.


The process-driven BVV activities that are performed to satisfy program requirements are listed below:


· Update V&V Strategy and Plan.


· Communicate Verification progress.


· Support CCB (and configuration management).


6.10.1 Method Inventory


The list of applicable method documents is provided below:


1. Business scenarios (Call 0006 approach).


6.10.2 DoD/OMB Standards


6.10.3 Tool Requirements


The current list of tools is provided below:


· Issue tracking tool (e.g., PVCS)


· Process modeling tool (e.g., Popkin System Architect)


This sub-method will be detailed in BMMP BEA Validation and Verification document that will be provided as a companion document to future releases of this ADM document.


6.11 System Assessment


The system assessment process and evaluation criteria facilitate the current system approval process by providing a mechanism to assess existing systems and new acquisition solutions for BEA compliance.  


The system assessment process and evaluation criteria should be used by Domain Owners and Business Modernization System Integration (BMSI), who are responsible for self-assessment and evaluation for BEA compliance.  The Domain Owners and BMSI must provide individual(s) with skills and experience in the business areas, system and technical areas, and BEA work products.  


The system assessment process and evaluation criteria are detailed in this document through a discussion of the following areas:


1. Usage – system assessment timing, users, and skill levels.


2. System Assessment Approach – criteria sources and approach.


3. System Assessment Process – end-to-end process to apply the criteria.


4. System Assessment Process Maintenance – evaluation criteria and related process governance.


6.11.1 Method Inventory


The list of applicable method documents is provided below:


1. Current Process:  http://defenselink.mil/comptroller/bmmp/evals.htm.


2. Proposed Process:   Financial Management Enterprise Architecture (FMEA) Criteria for Assessing Compliance Against the Architecture version 3.0 of 23 April 2003.


The process requires more tools support. It is new and unproven. Buy-in is required from the domains.


6.11.2 Applicable DoD/OMB Standards


1. National Defense Authorization Act for FY-2003 (P.L. 107-314) Section 1004 (d) requires system review of any obligation for financial system improvements in excess of $1M.


2. Supporting OSD memos implementing this law.


6.11.3 Tool Requirements


The current list of tools is provided below:


· DOORS


· Popkin System Architect


· Microsoft Excel Macros


A tool recommendation is a Call 0006A deliverable.


This sub-method will be detailed in BMMP BEA System Assessment document that will be provided as a companion document to future releases of this ADM document.


6.12 Configuration Management


Configuration Management (CM) is a disciplined set of processes and procedures that allows for the control of an organized development activity.  The processes and procedures will be documented in the CM sub-method that will be provided as a companion document to the next release of this ADM document. The sub-method will cover the following areas:


1. Provides a coherent view of the process and procedures used to manage FMEA configuration items associated with the FMEA baseline, transition and objective architectures.


2. Defines FMEA configuration items.


3. Defines the approach to configuration definition and control of configuration items.


4. Defines the approach to configuration status accounting.


5. Defines the approach to configuration item audits.


This sub-method will be detailed in the BMMP BEA Configuration Management document that will be provided as a companion document to future releases of this ADM document. The current FMEA Configuration Management Plan and Procedures, Version 1.3.1, November 26, 2002 will be a starting point for this sub-method.


6.13 Quality Management


The Quality Management sub-method will perform the activities and develop processes/procedures to promote completeness, integrity, quality and control of the BEA and associated work products. The following areas are within scope for this sub-method:


1. Architecture build/integration procedures.


2. Archiving procedures.


3. Configuration items maintenance.


4. Configuration Control Board process.


5. Quality Control of architecture work products.


6. Refine and execute quality control procedures.


7. Peer reviews.


8. Independent assessments.


9. Audits.


This sub-method will be detailed in the BMMP BEA Quality Management document that will be provided as a companion document to future releases of this ADM document. The FMEA Configuration Management Plan and Procedures document will be reference for this sub-method.


Appendix A – Glossary of Terms 

This glossary will include terms used within the body of this document and the associated sub-methodology documents referenced by section 6.


		Term

		Explanation



		Business Process Modeling

		The documentation of the step-by-step activities in an end-to-end process, which comprise a particular functional area within an organization. It serves as a platform for change within an organization and can be used to identify potentials for process improvement and/or cost savings.



		Business Process Reengineering

		A deliberate methodology to address changes in the way in which an organization performs its business activities. It may involve a fundamental re-think of the business processes followed by a redesign of business activities to enhance all or most of its critical measures, costs, quality of service etc.



		Business Transformation

		A qualitative and/or quantitative change in a business process, which is intended to improve the current process. This can include many components of transformation such as “as-is” assessments and modeling, identifying future objectives, developing plans for change, and determining comprehensive risk analysis and corresponding cost benefit analysis.



		Community of Interest

		The collection of people that are concerned with the management of data and information that supports a specific business or functional area. Consists of users/operators that have information management requirements, the system builders that develop systems based upon the users’ requirements, and the functional proponents that define requirements and acquire systems for these users.



		Domains

		There are seven Domains and Domain Owners that DoD has identified and designated to be held responsible and accountable for FMMP implementation within DoD’s business areas.


1. Finance, Accounting Operations, and Financial Management Domain - USD (C) is responsible as Domain Owner.


2. Strategic Planning and Budgeting Domain - USD (C) is responsible as Domain Owner. 


3. Human Resource Management Domain - USD(P&R) is responsible as Domain Owner. 


4. Installations and Environment Domain - USD (AT&L) is responsible as Domain Owner. 


5. Acquisition/Procurement Domain - USD (AT&L) is responsible as Domain Owner.


6. Logistics Domain – USD (AT&L) is responsible as Domain Owner.  


7. Technical Infrastructure Domain – ASD (C3I) is responsible as Domain Owner 


The Domain owners are responsible for developing Domain Transition Plans, Domain Support Plans, and oversight of Domain area of the Department’s business and war-fighter support functions to provide for BEA compliance for business processes, systems, information, and investments.  Domains will work collaboratively with the services and agencies.



		Enterprise Architecture

		“A strategic information asset base, which defines the business mission, the information necessary to perform the mission, the technologies necessary to perform the mission, and the transitional processes for implementing new technologies in response to the changing mission needs.  Enterprise Architecture includes a baseline architecture, target architecture, transition plan.” – Federal CIO Council


Represents an integrated strategic view of the enterprise across functional areas


Primary purpose of Enterprise Architecture is to guide multiple business processes and solutions/systems within the organization towards common goals.


An effective Enterprise Architecture defines WHAT is permissible within the organization and also defines HOW a category of business processes and solutions must be implemented.



		Lead Domain

		



		Levels of Elaboration 




		Architecture development involves continuous refinement of concepts by adding more levels of details.  This approach is often referred to as levels of elaboration or abstraction.  Typically the following 3 levels are recognized


Conceptual Level - Identifies the key business, data, application, and technology concepts of the architecture.  Collectively these concepts constitute the high level requirements.  Conceptual level defines planner level view of the architecture and represents the strategic direction of the enterprise.  At this level the focus is more on defining WHAT is permissible within the enterprise.     


Logical Level - Further refines and specifies the business, data, application, and technology concepts with well defined process, functional requirements, non-functional requirements, system interface needs, and applicable technologies. At this level of elaboration system functions are packaged together to form deployable components.  This level corresponds to the owner view of the enterprise architecture.   This level identifies technology needs however is product agnostic.   


With DoD BEA we have further sub-divided the Logical level into Implementable and Executable levels:


· Implementable Level: an architecture that has been validated to ensure feasibility of eventual development and deployment.  In other words there are no legal or technical barriers for eventual implementation.


· Executable Level:  at this level the architecture has been specified to a degree of detail necessary to perform one or more of the following:


· Derive requirements to facilitate COTS package procurement 


· To decide the need for custom application development since no COTS package meets the requirements


· To determine the feasibility of Business Process Outsourcing 


· To determine the scope for process improvement and optimization leveraging existing systems


Logical level of elaboration involves one or more of the following: High Level Business Process Modeling, Use Case Definition, Non-functional Requirements Definition, Data Modeling, Component Modeling and Technology specification.  This level of elaboration is performed within specified scope and boundaries of an architectural segment defined during the Conceptual Level.


Physical Level - This level reflects the actual implementation of the processes and systems.  This level of elaboration is often done during the design and development phase of the solution development life cycle.  It represents the designer / developer view of the architecture.  At this point the product decisions have already been finalized through procurement.  As such the logical level architecture must be refined to reflect the selected packages and products.   At this level the architecture would also reflect how exactly the derived functional and non-functional requirements are addressed by the eventual deployment of the segment.  If the solution is oriented towards process optimization leveraging existing solutions, this level of elaboration describes the procedures for the reengineered process.



		Modeling & Simulation

		Model of a proposed business solution with process flows or like diagrams to simulate and analyze “what if” scenarios. Identifies bottlenecks and constraints to simulate business decisions.



		Partner / Stewart Domain

		



		Pilot

		Pilot is an accelerated definition and implementation of the Architectural Segment or a portion of the Segment.  Pilots demonstrate and implement a portion of the architecture as an Initial Operational Capability (IOC).  The implemented pilot is expected to be useable across Domains and/or DoD Components.



		Program/Project/Transformation Initiative

		This is a mechanism through which DoD applies resources to architect, design, develop, and deploy one or more architectural segment.  A project or an initiative may focus only on one phase of the overall solution development life cycle.



		Quick Win

		Improvements based on the architecture that can be implemented with significant ROI and in less than 1 year.  These are identified to primarily build/maintain program momentum and initiate or support larger, more complex solutions. (Need further clarification on the relationship to Segments)



		Segment

		Architectural Segment: “Consists of focused architecture efforts on major cross-cutting business areas….  It represents a portion of the overall enterprise architecture” – Federal CIO Council


· An architectural segment is an implementable grouping of architecture elements (e.g., operational activities, roles, systems entities, system functions, and technology standards) with a well-defined scope and boundary.  


· An architectural segment is a portion of the enterprise architecture that can be advantageously developed and deployed as a unit.


· BEA currently defines the architectural segments at a conceptual level.  Some elaboration into the Logical level is planned for BEA with the remaining elaboration into Logical level and Physical levels defined in each Program Architecture. 


Transition Segment:  Architectural Segment has a corresponding Transition Segment that includes support activities, resource plan, and schedule.  


A Segment represented by the combination of Architectural and Transition aspects will result in a release, not just of software, but also of people, processes, and technology capabilities to achieve to achieve the "To Be" BEA.



		Solution

		 The people, process, and information technology changes defined by a segment and implemented by a program.  Solution is the end result of a program.



		Transition Package

		A package is a combination of interrelated segments that are planned to be organized together as a group.  
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Executive Summary


The Business Enterprise Architecture (BEA) Version 1.0 was completed under the auspices of the Business Management Modernization Program (BMMP). The BEA and associated Transition Plan provide an integrated strategic view of Department of Defense (DoD) business operations across Domains (functional areas) and DoD Components (services and agencies).   They provide a mechanism to better structure complex systems and organizational interrelationships and manage the DoD’s business operations.  The BEA serves as a blueprint to guide and constrain investments in DoD organizations, operations, and systems as they relate to or impact business operations.  It provides a basis for the planning, development, and implementation of financial and business management systems that comply with Federal mandates and requirements and produce accurate, reliable, timely, and compliant information to DoD managers and decision makers.  In essence, the BEA serves as a roadmap for transformation of DoD business operations in support of the warfighter.


The transformation must now begin to move to the “To Be” environment that is represented by the BEA and the associated Transition Plan. A collaborative effort by BMMP, the Domains and the DoD Components will refine the segments identified in the Transition Plan to produce solutions that can be delivered and integrated into the business operations of DoD.


The BEA Architecture Development Methodology (ADM) contained within this document describes a systematic process and associated techniques and notations for 


· On-going evolution of the Enterprise Architecture (BEA and Transition Plan);


· The extension of a Segment of the Enterprise Architecture through Solution Development Life Cycle; and


· The associated management framework for Architectural Governance  


A number of industry and DoD leading practice methodologies exist for architecture definition, processes re-engineering, systems engineering, and software design.  ADM is not intended to be a replacement for any of those methodologies.  It borrows heavily from these leading practices and describes the minimal activities and work products necessary for the on-going evolution of the enterprise architecture, the elaboration of a portion of the enterprise architecture through solution development life cycle, and the decision check-points to enable effective Architectural Governance.  As such, it can be augmented by suitable approaches and techniques, based on the specific type of solution under consideration.


This interim draft version of the methodology document provides a detailed outline for the overall Architecture Development Methodology and reflects the areas that will be expanded upon and completed in the next draft of the document.


1. Introduction 


The Business Enterprise Architecture (BEA) Version 1.0 was completed under the auspices of the Business Management Modernization Program. The transformation must now begin to move to the “To Be” environment that is represented by the BEA and the associated Transition Plan. A collaborative effort by BMMP, the Domains and the DoD Components must now elaborate the definition of selected high impact segments identified in the Transition Plan to produce solutions that can be delivered and integrated into the business operations of DoD.


There is a need for a structured approach for identification, prioritization, and definition of segments that will be moved forward in the transformation process through the solution development life cycle. The Architecture Development Methodology (ADM) put forward by this document will provide the structure for achieving this goal in a manner that involves the Domains, DoD Components, BEA development team, and other stakeholders.  


1.1  Purpose 


The purpose and the primary focus of ADM is to articulate the minimal activities and work products necessary for the ongoing evolution of the enterprise architecture, the elaboration of a portion of the enterprise architecture through the solution development life cycle, and the decision check-points to promote effective Architectural Governance.  


The ADM has the following objectives:


1. Describe the workings of Architecture Board and its relationship to Investment Review Board and other executive bodies.   


2. Identify linkages between BEA and investment management activities.


3. Maintain the vitality and the value-added of the BEA to DoD.


4. Define the linkages between “Maintain/Evolve” the BEA and “Extend” the architecture into architectural segments to achieve program/project specific architectures.


5. Identify additional sub-methods needed for consistency and synchronization across various architecture activities.


6. Provide a context for identification of tools that will facilitate the end-to-end ADM processes.


These objectives will be satisfied as the document evolves from the interim draft to the final version.


1.2 Performance Work Statement (PWS) Requirements 


The ADM will become a comprehensive integrated methodology that satisfies architecture development requirements from the enterprise level down to the transformation initiative level.  It applies lessons learned and develops a process-efficient, integrated methodology for both the enterprise level and the transformation initiative level.  


1.3 Deliverable Description 


The ADM will augment the DoD/C4ISR Architecture Framework products as necessary to provide a comprehensive solution (e.g., process models) that satisfies transformation initiative needs.  The augmented methodology shall provide for an integrated transition between enterprise level architecture and lower level process activities. 

1.4 Criteria for Acceptance


This document is an interim draft that will be followed by a subsequent draft in Call 006A.  This version of the document provides a detailed outline for the overall Architecture Development Methodology and reflects the areas that will be expanded upon and completed in the next draft of the document. This version of the document should be accepted if the current outline and structure meet government approval.


1.5 Organization 


This document is comprised on of six (6) sections and one (1) appendix.


1.6 Audience 


The ADM was written with the following audiences in mind:


Table 1-1 – ADM Audience Description and Purposes


		Audience

		Description

		Purpose



		BMMP Architects

		BMSI oversees the BEA program.

		Will need to understand the methodology used to both maintain and extend the architecture as well as the overall governance structure.



		Domain Project Managers, Technical Architects, Business Architects, and Transition Planners

		The Domain and their support staff will be key in refining, prioritizing, and extending segments.

		Will need to understand the methodology used to both maintain and extend the architecture as well as the overall governance structure.



		DoD Components

		The DoD Components will work with the Domains to refine, prioritize, and extend segments.

		Will need to understand the methodology used to both maintain and extend the architecture as well as the overall governance structure.



		Architects from DoD CIO Office

		The CIO develops recommendations for information technology management policies, procedures, and standards.

		Will need to understand the methodology used to both maintain and extend the architecture as well as the overall governance structure.





1.7 Scope 


This document provides an overall description of the methods and linkages that in combination serve as a roadmap for evolution of the BEA and extending the BEA where necessary to support BMMP objectives. It focuses on the minimal activities and work products necessary for the ongoing evolution of the enterprise architecture, the elaboration of a portion of the enterprise architecture through the solution development life cycle, and the decision check-points to promote effective Architectural Governance.    


The methodology for Architectural Segment Definition focuses primarily on the Concept and the Definition Phase of a typical solution development life cycle as discussed in section 5.  During the mid-point of the Definition Phase, it is expected that the segment architecture would be at a level of elaboration necessary to begin the procurement cycle.  From an architectural governance perspective, it is important to ensure that the segment definition is complaint with the BEA baseline before the procurement cycle is initiated.  Once the procurement is completed and the program moves into the design and Development Phase, it is expected that the Physical level of elaboration of the architecture will continue within the boundaries and standards established during the Logical level.  As such, a few Architecture Board Decision Check Points are defined during these subsequent phases to promote continued compliance.   


This document assumes a generic understanding of system engineering methods and approaches.


2. Architecture Development Methodology Concepts and Context


This section will cover the various elements that comprise ADM. The concepts and terms employed by the ADM will be defined to promote a common understanding of the methods of this document and to facilitate discussions pertaining to execution of the BMMP plan.  The concepts and terms will be covered in the sections that follow.  A Glossary of Terms is also provided in Appendix A for reference.


2.1 Enterprise Architecture Definition and Purpose


The Federal CIO Council defines Enterprise Architecture (EA) as “A strategic information asset base, which defines the business mission, the information necessary to perform the mission, the technologies necessary to perform the mission, and the transitional processes for implementing new technologies in response to the changing mission needs.  Enterprise Architecture includes a baseline architecture, target architecture, and transition plan.”  It represents an integrated strategic view of the enterprise across functional areas.


The primary purpose of an EA is to guide multiple business processes and solutions/systems within the organization towards common goals. An effective Enterprise Architecture defines WHAT is permissible within the organization and also defines HOW a category of business processes and solutions must be implemented.


An EA is documented in prescribed architectural views that are translated into a set of transition activities that must be planned and executed to move to the target environment.


2.1.1 Architecture Views and Transition Plan


The enterprise architecture is documented in a formal manner using a disciplined approach. In the case of the BEA, it follows the guidelines established by the C4ISR/DoD Architecture Framework (DoDAF) Version 1.0 Final Draft, January 15, 2003.  The framework prescribes three (3) views of enterprise architecture as noted below:


Operational View (OV) - The operational view is a description of the tasks and activities, operational nodes, and information exchanges between nodes.  


Systems View (SV) - The systems view is a graphical and textual description of systems and interconnections used to satisfy operational needs.


Technical View (TV) - The technical view is the minimal set of rules governing the arrangement, interaction, and interdependence of system parts or elements.


Figure 2-1 in taken from DoDAF and depicts the relationships between the views.  A general understanding of DoDAF and C4ISR concepts and terminology is assumed and is not restated within this document.


A Transition Plan is considered a part of the BEA and provides a roadmap for transformation from the current environment to the target environment as documented by the BEA. 
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Figure 2‑1 Linkage Among Views


The BEA and its Transition Plan provide the starting point for definition of the ADM described by this document.  The BEA and Transition Plan in combination will be cornerstones that are used by Domain and Component organizations as discussed in Section 3.2.


The former BEA reference is Financial Management Enterprise Architecture (FMEA) Version 1.0, April 30, 2003. All future references to this architecture will use BEA.


2.1.2 Architecture Levels of Elaboration


Architecture development involves continuous refinement of concepts by adding more levels of detail.  This approach is often referred to as levels of elaboration or abstraction.  Typically three levels of elaboration namely Conceptual, Logical, and Physical are recognized.  The relationship between architectural views and levels of elaboration are depicted in Figure 2-2. These levels of elaboration of the architecture are defined below:


Conceptual Level – Identifies the key business, data, application, and technology concepts of the architecture.  Collectively these concepts constitute the high level requirements.  Conceptual level defines planner level view of the architecture and represents the strategic direction of the enterprise.  At this level the focus is more on defining WHAT is permissible within the enterprise.     


Logical Level – This level further refines and specifies the business, data, application, and technology concepts with well defined process, functional requirements, non-functional requirements, system interface needs, and applicable technologies. At this level of elaboration system functions are packaged together to form deployable components.  This level corresponds to the owner view of the enterprise architecture.   This level identifies technology needs from a product agnostic perspective.   


The DoD BEA Logical level is further sub-divided into Implementable and Executable levels:


· Implementable Level: an architecture that has been validated to enable feasibility of eventual development and deployment.  In other words, there are no legal or technical barriers for eventual implementation.


· Executable Level:  at this level the architecture has been specified to a degree of detail necessary to perform one or more of the following:


· Derive requirements to facilitate COTS package procurement.


· To decide the need for custom application development, since no COTS package meets the requirements.


· To determine the feasibility of Business Process Outsourcing.


· To determine the scope for process improvement and optimization leveraging existing systems.


Logical level of elaboration involves one or more of the following:


· High level business process modeling.


· Use Case definition.


· Non-functional requirements definition.


· Data modeling.


· Component modeling and technology specification.


The Logical level of elaboration is performed within specified scope and boundaries of an architectural segment defined during the Conceptual Level.


Physical Level – This level reflects the actual implementation of the processes and systems.  This level of elaboration is often done during the design and development phase of the solution development life cycle.  It represents the designer / developer view of the architecture.  At this point the product decisions have already been finalized through procurement.  As such the logical level architecture must be refined to reflect the selected packages and products.   At this level the architecture would also reflect how exactly the derived functional and non-functional requirements are addressed by the eventual deployment of the segment.  If the solution is oriented towards process optimization leveraging existing solutions, this level of elaboration describes the procedures for the reengineered process.


Closure of capability gaps within the BMMP requires definition and execution of projects that will result in deployment of new capabilities into the enterprise.  These projects are currently identified in terms of segments within the Transition Plan. 
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Figure 2‑2 Architecture Levels of Elaboration


2.1.3 Segments


A Segment is represented by the combination of architectural and transition aspects and will result in a release, not just of software, but also of people, processes, and technology capabilities to achieve the "To Be" BEA. Figure 2-3 graphically positions segments in the context of architecture views and the levels of elaboration.

The Federal CIO Council defines an Architectural Segment as: “Consists of focused architecture efforts on major cross-cutting business areas….  It represents a portion of the overall enterprise architecture.”


An architectural segment is an implementable grouping of architecture elements (e.g., operational activities, roles, systems entities, system functions, and technology standards) with a well-defined scope and boundary.  An architectural segment is a portion of the enterprise architecture that can be advantageously developed and deployed as a unit.


The BEA currently defines the architectural segments at a conceptual level.  Some elaboration into the Logical level is planned for BEA with the remaining elaboration into Logical level and Physical levels defined in each Program Architecture. 


Each Architectural Segment has a corresponding Transition Segment that includes support activities, resource plan, and schedule.  


As shown in Figure 2-3 there may be multiple segments that are driven by the needs of the enterprise. In fact, a given project may require implementation of one or more architectural segments to meet business goals. Also, a given architectural segment may be required to support the business objectives of one or more projects. This point is also expanded upon during the discussion on Domains in section 2.2.
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Figure 2‑3  Segments


The BEA defines architectural segments at the conceptual level.  A given architectural segment within BEA as depicted by Figure 2-4 is comprised of a combination of OV, SV, TV, and Transition Plan work products. 


The elaboration into Logical and Physical levels within the defined scope is typically referred to as solution architecture development that would use the conceptual level architectural segment as the starting point. 
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Figure 2‑4 BEA Conceptual Representation of Segments


2.2 Interworking of BEA, Domains, and DoD Components


The BEA is the overarching framework that will guide BMMP projects.  It will be the primary reference for definition of projects and the high level architectural constraints to be imposed.

The BMMP program has established the following Domains:


· Acquisition/Procurement


· Finance, Accounting Operations & Financial Management


· Logistics


· Strategic, Planning, & Budgeting


· Installation & Environment


· Technical Infrastructure


The Domains have been assigned the following responsibilities:


· Leading business transformation.


· Establishing and maintaining a governance process to promote representation of the Services, Defense Agencies, DoD Field Activities, and appropriated Federal agencies.


· Performing system reviews and approving initiative funding as part of portfolio management.


· Developing the architecture.


· Enforcing compliance with the BEA and Transition Plan.


· Guiding execution activities.


· Representing the Domain on cross-Domain issues.  
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Figure 2‑5 Identification and Management of Architectural Segments


These responsibilities are met through a collaborative effort between the Domains and DoD Components. The projects that are sponsored by a given Domain will have applicability across DoD Components and in some cases, across Domains.  These relationships are reflected in Figure 2-6 by the cross-hatch arrangement between the Domain vertical bars and the services horizontal bars. Establishment of working relationship that embellishes these concepts will be crucial to the success of BMMP.


The outcome of the Domain/DoD Component relationship will be the refinement and formalization of transition segments as defined in section 2.1.3.  Each Domain must establish a priority for closing the gaps that have been or will be identified in its area of responsibility.  The starting point for achieving this understanding is the Transition Plan. The Domain will collaborate with the components to define the required projects and architectural segments, and will establish priorities within the Domain. 


2.3 Segment Categorization


Segments will be categorized to reflect DoD policy. Categorization is important since the development approach and level of constraints imposed will vary by category. The definition of the categories is provided below:


Common – Common solutions implement segments that are applicable across multiple Domains and DoD Components. These are represented in Figure 2-5 by segments that span horizontal and vertical bars.


Isolated – These solutions may be unique to a service or agency but may still be required to adhere to a subset of the BEA.


Integrated – Integrated solutions are a subset of BEA functionality designed to optimize the function of a community within a single Domain, Service, Agency or other functional area or organization.


Each of these major categories is further refined into solution types.


2.4 Solution Types


Segments will result in definition and development of solutions in the categories defined in section 2.3. A solution in any one of the categories may be one of the following types:


Change processes and procedures – internal effort to revamp processes and procedures.


Business process outsourcing – external effort to do business process re-engineering.


Transactional systems - solutions implemented through COTS, GOTS, custom development, modification to existing system, or a hybrid implementation. 


Business intelligence, decision support, and information aggregation systems – new COTS and GOTS for business intelligence/decision support, customization, or an update to existing business intelligence/decision support applications.


The latter two types are currently the focus of this document. Other types may be addressed in the future.


The Transition Plan identifies and defines six (6) segment types.  Table 2-1 provides an initial mapping between the solution types identified above and the TP segments.


Table 2-1 – ADM Solution Type Mapping to Transition Plan Segment Types


		Transition Plan


Segment Types

		ADM Solution Types



		

		Change process and procedures

		Business process outsourcing

		Transactional systems

		Business intelligence and decision support



		Change of policy or process

		X

		

		

		



		Outsourcing

		

		X

		

		



		Further BPR

		X

		

		X

		



		Modification of legacy system

		

		

		X

		X



		Modification of existing procurement

		

		

		X

		X



		Acquisition of product and implementation

		

		

		X

		X





2.5 Programs/Projects/Initiatives


Program, project, and initiative are used interchangeably throughout this document. They are mechanisms through which DoD applies resources to architect, design, develop, and deploy one or more architectural segments.  A project or an initiative may focus only on one phase of the overall solution development life cycle. 


Section 2.6 provides an overall context within which the activities associated with an initiative and segment will be executed.


2.6 Architecture Development Methodology Context


This section further positions elements of ADM discussed to this point and provides a context for ADM topics that will be covered in subsequent sections of the document. 


The complexity of the BEA, the number of entities involved in refinement of segments, and the need for systems compliance to the BEA all highlight the need for an overall governance process. Responsibility for governance will be vested in the three (3) Boards shown at the top of Figure 2-6. Governance and the Board structure are discussed in section 3.


The BEA will continue to be influenced by external architecture efforts (e.g., Global Information Grid Architecture, Federal Enterprise Architecture) and external DoD compliance requirements (e.g. Title 10). Maintaining the vitality and managing the evolution of the BEA are covered in section 4.


A key outcome of the architecture development methodology will be the successful definition and launch of transformation projects. Earlier sections discussed using the BEA and its constituent products (OV, SV, TV, and TP) as the foundation for Domains that in collaboration with DoD Components will refine segments that will in turn drive development of architectural segments. The life cycle for an architectural segment is covered in Section 5.


The evolution of BEA and definition of new segments are depicted in Figure 2-6 as coming together to produce new programs or improvements to existing programs. These two possibilities are shown as the two (2) ovals on the right side of the figure. Both existing and new programs will go through a formal set of checkpoints as part of the overall governance process.
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Figure 2‑6 Architecture Development Methodology Context

3. Architecture Governance


The evolution of the BEA and the development of Domain sponsored segments are controlled through a governance process. This is necessary to maintain proper linkages between segment development activities and the BEA. More importantly, this will permit the BEA to evolve in a manner that is consistent with the needs of the business, the services, defense agencies, and other constituents, while minimizing expense. The primary mechanisms for establishing this controlled process are an Investment Review Board (IRB) and Architecture Board (AB) as show in Figure 2-6.  The IRB and the AB have a DoD-wide focus with a full understanding of the business imperatives and priorities. AB makes investment recommendations to IRB based on the compliance / non-compliance of a specific program to BEA.  The IRB allocates and releases funding. 


3.1 Investment Review Board


The main objective of the IRB is to align investment decisions to DoD strategic objectives and business plans. This formal body will oversee and execute governance processes at the executive level.  The IRB will meet on a regular basis to:


· Screen project proposals.


· Analyze project risks, benefits, and cost.


· Prioritize projects based on risk and return.


· Make funding decisions.


· Monitor projects/systems against projected costs, schedule, and performance, and take actions to correct deficiencies.


· Conduct post implementation reviews and decide on adjustments.


· Modify processes based on lessons learned.


The IRB will direct the AB and/or other entities to perform technical studies or other activities required in support of the IRB decision making process. The IRB will forward investment decisions to the AB and allocate funding releases.


3.2 Architecture Board


The AB is a formal body having representation from the Domains, services, and defense agencies. This body meets on a regular basis to: 


· Guide the development of BEA and architectural segments.


· Check that the requirements of DoD are well satisfied in a cost effective manner.


· Monitor and manage deviations from the BEA.


· Safeguard the integrity of the BEA, associated deliverables, and the interoperability of the Domains.


This governance body centralizes the decision making process associated with re-engineering initiatives, information technology strategy, new technology, and infrastructure.  


The AB will charter the development of the inter-Domain business and information technology architectures with and through the Domains, services, and defense agencies. Areas where guidance will be provided to segment efforts are listed below:


· Establishment of common goals and objectives resulting in less duplication, minimizing expense, and maximizing agility.


· Establishing the initial inter-Domain architecture direction. 


· Reviewing and approving all changes to the agreed upon inter-functional architecture.


· Establishing standards and common building blocks at the appropriate level.


· Developing evaluation criteria to determine if architectural segments adhere to the BEA.


· Responding to technical questions and performing technical studies as requested by the IRB, or self-generated by the AB.  


· Performing project reviews as acquisition, development, or deployment efforts move through their life cycle.


· Performing compliance reviews as needed on deployed projects to assess compliance with the BEA.


· Performing end-to-end scenario reviews that focus on cross-Domain tasks.


3.3 Configuration Control Board


The Configuration Control Board (CCB) is a central element in the change control process for the architecture and requirements. The CCB executes on decisions from the AB.  It establishes baselines, approves discrepancy resolutions, directs revisits to life cycle stages, and authorizes updates to the baselines.  The CCB will have the authority for approving the promotion of all configuration items and all changes to these baselines for architecture deliverables and work products.  The CCB will leverage requirements and architecture sub-teams to implement configuration management processes.  


The makeup and operation of the AB, IRB, and CCB will be detailed in the BMMP BEA Governance Process that will be developed as a companion document to future releases of this ADM document. The board responsibilities referenced above may change as the governance process is refined.


4. Enterprise Architecture Evolution


The vitality and integrity of the BEA is maintained through the BEA Architecture Evolution method. This section will cover the triggers for change, change processing and resulting work products, and will identify linkages to other sub-methods. These items will be discussed in the context of phases associated with traditional enterprise architecture development as depicted in Figure 4-1. 


4.1 Understand Current Environment 


The BEA is managed through a change control process, which is part of the overall governance process.  The BEA will only be updated as a result of an approved change request, which is represented by the arrow on the left side of Figure 4-1.  A change request will fall into one of the following categories:


Architecture defect – This change is direct result of a defect being discovered in one or more BEA work products.


Architecture vitality – A change in this category may result from a tool change, discovery of a better approach for architecture representation, or from alignment with other DoD architecture areas.


Architectural segment related – This change results from the need to support the development of an architectural segment.


All of these change types require an understanding of the environment and context of the change.  The major activities covered in this phase are listed below:


· Analyze the change request and assess impact - This activity will support the overall governance process by exploring and identifying potential impact areas across the BEA.  The potential impact areas are the architecture work products, BPR process models, and transition plan.


· Review traceability to BMMP requirements - Requirements may be added or deleted based on the nature of the change. Accurate traceability of requirements to/from the BEA is required to maintain the integrity of the architecture.  


· Schedule the change - The actual updates to impacted work products must be planned and executed consistent with the overall project plan for the segment.
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Figure 4‑1 BEA Evolution Management


4.2 Define Proposed “To Be” Environment


The analysis and planning information developed during the Understand Current Environment phase is the basis for implementing the changes to impacted work products. This work consists of the following activities. 


· Update BEA views and work products - The details of the required changes to OV, SV, and TV will be specified and updates will be made using internal development processes. This work will be done using the documented modeling rules and conventions.


· Integrate BEA views and products - The linkages must be maintained between OV, SV, and TV work products. This applies to enterprise views as well as any Domain specific views that are impacted.


· Verify BEA product updates - Peer reviews and cross-view audits will be done to determine if changes have been properly propagated across views and across the architecture.


· Update traceability to requirements - Requirements traceability within DOORS must be updated to maintain the 2-way linkages between requirements and the work products that implement them.


· Update business scenarios - Business scenarios are used to assess the accuracy and completeness of the architecture. As new requirements are accepted and business processes are transformed, updates will be made to the scenarios.


· Verify and validate the architecture - Some changes may be extensive enough to require execution of business scenarios to re-verify the completeness of the architecture.


· Update BPR process models - The BEA will evolve to contain BPR process models as part of the base.  These models will also need to be maintained under change control and will be updated using BPR maintenance processes.


· Publish/communicate to stakeholders - This activity covers tasks associated with making the updated BEA available DoD-wide.


· Update/maintain rules and conventions - BEA has established a base of rules and conventions that guide the modeling and documentation activities.  This base will also evolve in a controlled manner.


Some of these activities may not be required depending on the type of change. 


4.3 Develop Transition Plan


This phase of BEA evolution provides for updates to the Transition Plan and System Compliance Assessment documents. Changes to requirements or the architecture work products impact both of these documents. The sub-methods that support these updates are an integral part of BEA evolution. Section 6.6 provides an overview of Transition Planning.


The details of the BEA Evolution Sub-method will be developed as a companion document to future releases of this ADM document.


5. Architectural Segment Definition


Architectural segments were introduced in section 2.1.3 as an implementable grouping of operational activities, roles, system entities, systems functions, and technology standards with a well-defined scope and boundary. This section provides an overview of the life cycle for an architectural segment from concept through end of life. As noted earlier, the primary focus of this ADM document will be the Concept and Definition phases. The activities referenced will be executed by a combination of BMSI, Domain, and DoD Component resources.


5.1 Life Cycle Phases


Figure 5-1 depicts the life cycle phases for an architectural segment. As previously discussed, an architectural segment has its genesis as a segment in the Transition Plan that is refined through collaboration between the Domains and DoD Components. This activity is completed in the Concept phase of the life cycle.
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Figure 5‑1 Architectural Segment Life Cycle


5.1.1 Concept


The key activities in Concept phase are to understand and document requirements and develop an agreed to concept and business case. Major activities are: 


· Review and validate segment description, derived requirements, and associated BEA work products


· Identify segment specific objectives and critical success factors (e.g., metrics and benefits).


· Develop business context diagrams and system context diagrams.


· Create segment linkage diagrams.


· Identify business processes – review current.


· Prioritize core processes to focus on by linking processes to segment specific objectives (Six Sigma) 


· Define conceptual system function model (system component diagram, roles, functionality, objects).


· Define/recapture mission needs.


· Business case analysis and cost benefit analysis.


· Complete BEA compliance self-assessment.


· Prepare for Architecture Board Decision Check Point (Summarize deviation from BEA, recommendations for BEA refinement and justification)


· Architecture Board Decision Check Point 


· Conduct Milestone A review.


Segments will be considered to be DoD-wide. Specialization of a segment by service area or user group may only be authorized as an exception, and is identified in the concept phase. An example is ship maintenance versus building maintenance. They both require inventory systems, but the requirements will vary.


5.1.2 Definition


The activities and tasks associated with completing this phase will result in an executable level architecture for the Segment under consideration. In other words, the architecture of the Segment would be specified to a degree of detail necessary begin procurement cycle.  This is accomplished through refining the outputs of the Concept phase in addition to the following major activities:


· Develop business process models with swim lanes along with system and data models.


· Determine simulation needs and conduct simulation.


· Identify key Use Cases for special requirements.


· Identify non-functional requirements.


· Conduct data analysis by application of data strategy (data relationships and transformations).


· Specify system interfaces at the Logical Level (system collaboration).


· Complete behavioral modeling of system components (logical level technical architecture).


· Identify COTS or need for Custom Development or Hybrid.


· Plan Transition.


· Complete costs benefit analysis.


· Prepare for Architecture Board Decision Check Point (Summarize deviation from BEA, recommendations for BEA refinement and justification).


· Architecture Board Decision Check Point.


· Derive operational requirements from the architecture.


· Perform COTS evaluation and selection.


5.1.3 Develop


The primary purpose of this phase is to develop and verify that the implementation meets the defined specifications.  This phase includes all aspects of system engineering/design, integration and verification, development, implementation, customer service and support structure definition, architecture, performance, and risk assessments. The purpose of this phase will vary based on the architecture segment type. For instance, if the segment type is a single COTS product, the activities are limited to the construction of a scaled model suitable for integration and functional verification testing. The major activities of this phase are listed below: 


· Business requirement verification.


· Develop life cycle management plan. 


· Draft contracts and deployment plans.


· Complete funding review and interlock.


· Estimate ongoing support costs.


· Complete implementation (code & unit testing).


· Create builds and qualify test cases.


· Develop plan for system test, execute development test plan.


The development phase activities will be executed by the Domains and DoD Components.


5.1.4 Validate


The objective of this phase is to perform the performance and capacity testing and generally certify the implementation of the architecture segment with respect to all non-functional requirements and Service Level Agreements (SLA). The major activities follow:


· Validate deployment plans.


· Perform deployment readiness review.


· Complete regulatory compliance certification and/or risk acceptance documentation.


· Ensure announcement readiness.


· Execute all performance and capacity test plans.


· Confirm contracts and agreed funding for operations and support.


· Validate business case.


The validate phase will be executed by the Domains and DoD Components.


5.1.5 Deploy


Deploy results in delivery of the solution to end users, conducting support group and end user training, closing the development project, and transitioning the deployment to life cycle management. Major activities are listed below:


· Complete education and training.


· Review maintenance plans and service level agreements. 


· Review deployment and announcement plans.


· Review and approve measurements and corresponding plans.


· Initiate of maintenance and operational activities.


· Close out the project.


The deploy phase will be executed by the Domains and DoD Components.


5.1.6 Operations and Support


At this point the segment is manifest as a steady state operation of systems and personnel integral to the business operations of DoD.  Major activities that are performed as part of periodic maintenance and support are listed below:


· Execute all pertinent plans.


· Periodically renew contracts and funding for operations and support.


· Perform regular review of business and operational measurements.


· Execute sunset plans when applicable.


The operations and support phase will be executed by the Domains and DoD Components.


5.2 Architectural Segment Work Products


Work products will be produced during each of the phases discussed in section 5.1. As noted earlier, the Develop, Validate, Deploy and Operation & Support phases of the life cycle are defined and executed largely by the Domains and DoD Components, which will also define content and format of the work products.  The definition and content or work products used by the Concept and Definition phases will be determined as part of refining the details of the architectural segment sub-method. 


It is important to acknowledge that the Definition phase of an architectural segment may require extensions to the architecture that will be defined and developed by the Domains.  In this instance, C4ISR work products may be used by the Domains to meet their development requirements or the Domains may choose to use more traditional forms of systems engineering documentation (e.g. requirements specifications, system/application architecture documentation, high-level design specification, etc.). 


5.3 Integration of BEA Evolution and Architectural Segment Definition Processes


It is apparent from the list activities and work products in the Conceptual and Definition phases that there will be a substantial level of interaction between Architectural Segment Definition personnel and those responsible for Architecture Evolution. These interactions along with other process details will be addressed in the Architectural Segment Definition Process that will be developed as a companion document to future releases of this ADM document.


6. Architecture Development Sub-Methods


There are thirteen (13) sub-methods that comprise the Architecture Development Methodology. These sub-methods are invoked at various points during the architectural evolution and during the architectural segment life cycles. The sub-methods are listed below:


1. Architecture Governance


2. Enterprise Architecture Evolution


3. Architectural Segment Definition


4. Requirements Management 


5. Business Process Modeling and Simulation


6. Transition Planning


7. Extension of Enterprise Services


8. Data Management


9. Information Assurance 


10. Validation and Verification


11. System Assessment


12. Configuration Management


13. Quality Management


An overview of each sub-method will be provided in the following sections. For some sub-methods, an inventory of applicable methods, standards, and tools have been identified. The details of the sub-method will be provided by a separate linked companion document. Each sub-method document will cover the following areas:


· Definition of the sub-method.


· Identification by phase the activities, tasks, roles, pre-requisite work products, and work products to be produced.


· Process to apply the sub-method.


· Identification of tools that are needed.


· Identification of existing standards and constraints.


6.1 Architecture Governance


This section in conjunction with the associated Architecture Governance companion document will provide the details of how the various Boards will interact with one another, architectural segment teams, transition segment teams, and architecture evolution teams to manage new initiatives and the BEA through their respective life cycles.


6.2 Enterprise Architecture Evolution


The method developed to support Enterprise Architecture Evolution is designed to manage the configuration of the base-lined BEA, while maintaining the integrity of its architectural products, as it adapts to the changing needs of business, technologies, and technology standards. This method employs a BEA-Evolution Management (BEM) process that invokes both event-driven and process-driven activities, to support the following types of program goals:


· Communicating BEA merits.


· Validating BEA “Integrity.”


· Enabling BEA segment implementation.


· Facilitating BEA compliance certification.


All BEM-supporting activities, whether event- or process-driven, rely upon specific inputs and important enablers, and are designed to produce certain work products within recognized constraints, as described below:


1. Inputs (or Triggers):


a. Baselined BEA Architecture.

b. Proposed BEA change request(s).


2. Enablers:


a. Architecture modeling rules and conventions for analysis.


b. Architecture modeling tools (e.g., Popkin Systems Architect).


c. Verification and Validation tools and techniques (e.g., Business Scenarios).


d. Requirements management method and tools (e.g., DOORS).


3. Constraints:


a. Scope of the current PWS.


b. Governance Process (e.g., Architecture Board and CCB).


c. Applicable related architectures (e.g., the Global Information Grid and the Federal Enterprise Architecture).


d. Modeling rules and conventions.


4. Outputs (Event-driven): 


a. New product release (production baseline).


b. Product update (development baseline).


The event-driven BEM activities resulting from architecture change proposals are listed below:


1. Review Received Changes/Proposals


2. Support CCB Decision-Processes


3. Incorporate Approved Changes


4. Support Transition Planning


The process-driven BEM activities that are performed to satisfy program prescribed processes are listed below:


1. Update, Maintain Rules and Conventions


2. Communicate BEA Views and Products


3. Support Compliance Assessments


6.2.1 Method Inventory


1. FMEA Architecture Methodology Description, Version 2.0, April 7, 2003.

2. Global Information Grid

3. C4ISR Architecture Framework

4. DoD Architecture Framework

5. Federal Enterprise Architecture

6. CADM

The above approaches will be extended as required to meet program objectives.


6.2.2 Applicable DoD/Standards


1. Global Information Grid

2. C4ISR Architecture Framework

3. DoD Architecture Framework

4. Federal Enterprise Architecture

5. CADM


6.2.3 Tool Requirements


Tools required are listed below:


· Microsoft Project


· Microsoft Office (Excel, Word, PowerPoint)


· Popkin System Architect


· DOORS


This sub-method will be detailed in BMMP BEA Enterprise Architecture Evolution document that will be provided as a companion document to future releases of this ADM document.


6.3 Architectural Segment Definition


An overview of the phases and activities that will be conducted for this sub-method is provided in section 5. 


6.3.1 Method Inventory


The following documents reflect the approaches used within this sub-method:


1. C4ISR/DoD Architecture Framework.


2. Global Information Grid.


3. Integration Definition for Function Modeling (IDEF0), December 1993.


4. Core Architecture Data Model


5. Federal Enterprise Architecture


6.3.2 DoD/OMB Standards


1. C4ISR/DoD Architecture Framework.

2. Global Information Grid.

3. Integration Definition for Function Modeling (IDEF0), December 1993.

4. Core Architecture Data Model

5. Federal Enterprise Architecture

6.3.3 Required Tools


Tools that will be used by this sub-method are listed below:


· Microsoft Project


· Microsoft Office (Excel, Word, PowerPoint)


· Popkin System Architect


· DOORS


This section in conjunction with the associated Architecture Segment Definition sub-method companion document will provide the details of the sub-method mapped against each of the phases referenced by section 5.


6.4 Requirements Management


The Requirements Management sub-method provides for the maintenance and availability of a repository of BEA requirements. The repository contains derived requirements (which also reflect “external” or “regulatory” requirements). This sub-method employs a BEA Requirements Management (BRM) process that contains both event-driven and process-driven activities. The sub-method will support the following program goals:


· Capturing another view of the BEA requirements – the BEA represents one view, the requirements repository is a second view.


· Facilitating BEA compliance certification.


All BRM supporting activities, whether event or process driven, rely upon specific inputs and important enablers, and are designed to produce certain work products within recognized constraints, as described below:


1. Inputs (or Triggers):


a. Base-lined BEA.


b. Potential BEA change request(s).


2. Enablers:


a. Requirements rules and conventions.


b. Requirements management tools (e.g., DOORS).


c. Verification and validation tools and techniques (e.g., Business Scenarios).


d. BEA Evolution Management and tools (e.g., Popkin SA).


3. Constraints:


a. Scope of the current PWS.


b. Governance Process (e.g., Architecture Board and CCB).


c. Requirements management rules and conventions.


4. Outputs (Event-driven): 


a. New requirements product baseline (production baseline).


b. Interim requirements repository updates.


The event-driven BRM activities that result from architecture change proposals are listed below:


1. Discover/capture requirements.

2. Review/analyze requirements.

3. Negotiate requirements.

4. Update EA requirements.

5. Validate EA requirements.

The process-driven BRM activities that are performed to satisfy the program requirements are listed below:


1. Update and maintain rules and conventions.

2. Communicate BEA views and products.

3. Monitor Domain level requirements management.

6.4.1 Method Inventory


The list of applicable method documents is provided below:


1. FMEA Requirements Management Process Version 2.0, January 13, 2003.


2. FMEA Criteria for Assessing Compliance Against the Architecture Version 3.0, April 23, 2003.


3. DOORS.


6.4.2 DoD/OMB Standards
There are numerous DoD documents that serve as requirements sources.


6.4.3 Tools Required


Tools required for the sub-method are listed below:


· DOORS.


· Popkin System Architect.


· System Compliance Assessment tools.


This sub-method will be detailed in BMMP BEA Requirements Management document that will be provided as a companion document to future releases of this ADM document.


6.5 Business Process Modeling and Simulation


Modeling activities span the full life cycle of the BMMP. Business, organizational, and data models can provide a clear and complete graphic representation of the current level of information and requirements at each phase of BMMP life cycle. These graphics can play a vital role in communicating key information throughout DoD and keeping implementations focused on business and technical objectives.


From the point where possible modernization segments are being selected through the point where the implementation of the segments begins, modeling can provide the following services:


· During the initial or baselining phases, modeling activities document the current “As Is” state of the organization. Modeling can highlight the constraints on modernization and the critical areas for improvement.


· As modernization activities are being considered, modeling techniques can be used to identify potential modernization segments and to align the organizational objectives with the identified modernization segments.  Modeling techniques can also be used at this point to identify areas of critical importance to the success of the modernization effort (critical success factors).


· Once modernization segments are identified, modeling efforts can play a vital role in scooping and prioritizing the modernization efforts. This effort, especially when the prior steps are completed, provides an indispensable link with the business objectives and the metrics identified to measure success.


· To meet the objectives of modernization, segments will require standardization, optimization, and simplifications. Modeling can provide many vital services to support these overriding objectives including:


· Designing and graphically representing new processes that meet the business objectives.


· Minimizing the silo-effect through integrating of individual processes into holistic views of the organization.


· Identifying critical and possibly unique requirements that must be included in modernization implementations.


· Conducting conference room pilot simulations of critical processes to demonstrate “workability.”


· Managing the information gathering process so that the appropriate amount and type of information is organized in such a way that the implementation of the modernization increment can move forward in the most effective and beneficial way possible.


Modeling efforts can also provide vital and numerous types of support during and after the implementation of the modernization segments.  These types of support will depend on the types of implementations that are decided on and will be elaborated on in follow-on documentation.


6.5.1 Method Inventory


The following documents represent existing approaches:


1. C4ISR/DoD Architecture Framework.

2. GIG.

3. IDEFs (IDEF0, IDEF1X, IDEF3).

 Other technical methodologies will need to be applied to support business alignment with technical requirements in the following areas:


· Aligning business objectives with technology rollouts.

· Describing work flow and business processes.

· Documenting roles and responsibilities aligned with the processes.

6.5.2 Standards


Business Process Management Initiative (BPMI) Standards for process modeling must be considered. Items that must be covered via a standard are listed below:


· Naming and syntax conventions.


· Model leveling standards.


· Dictionary design standards. 


· Glossary


6.5.3 Tool Requirements


Process modeling software must support the following:


· Process-dependency diagrams.


· Swim lanes or Pietre-net diagrams that identify:


· Triggers.


· Activities.


· Documents.


· Decision branches.


· Information flows.


· Automatic consistency checking horizontally and vertically through the model and provide reports for the following:


· Identification of orphan inputs, outputs, and triggers that do not have matching counterparts.


· Base lining and version control of models to do “what ifs.”


· Supports business simulation.


· Provides the following reports:


· Diagrams.


· Lists of names of elements and where they are linked.


· Decomposition hierarchy.


· Error lists.


· Maintains decomposition consistency.


· Provides text capability for each element so that descriptions can be added.


· Supports BPMI standards.


The details of the Business Process Modeling and Simulation sub-method will be provided in a companion document.


6.6 Transition Planning


Transition Planning provides a framework for developing a Transition Plan that will move the DoD to the "To Be" BEA in a cost effective, efficient, and timely manner, minimizing the impact of the transition upon current operations, organizations and personnel.  The Transition Strategy guides the development of a phased, real-world, and implementable Transition Plan that provides effective collaboration, alignment, and compliance with existing DoD processes (such as Planning, Programming & Budgeting System (PPBS)), applicable DoD architecture efforts, DoD financial management requirements, and related DoD, component, and business area initiatives.


6.6.1 Method Inventory


The list of applicable method documents is provided below:


1. BMMP Transition Plan Strategy version 3.0.


2. FMMP Transition Plan version 2003-1.


3. Financial Management Modernization Program Real Property Transition Plan Baseline Document, Version 1.0, DRAFT FINAL, March 25, 2003.


4. Financial Statements Initiative Transition Plan, Call 0005 – Task 4.4, 26 March 2003 Final.

The content of these documents will need to be extended to build-out domain and implementation planning content.


6.6.2 Applicable DoD/OMB Standards


1. Clinger-Cohen Act of 1996 (formerly, Information Technology Management Reform Act [ITMRA]), Public Law 104-106.  February 10, 1996.

2. Executive Order 13111, President Clinton, January 12, 1999.  Task Force on Federal Training Technology.

3. Program Executive Office for Information Technology, Joint Program Management Office, Defense Integrated Military Human Resources System (Personnel and Pay) (DIMHRS (Pers/Pay)), Training Strategy Document, Version 1.0.0.0, November 27, 2002.

4. OMB Leadership Critical to Making Needed Enterprise Architecture and E‑government Progress, GAO-02-389T, March 21, 2002.

5. Financial Management Modernization Program, Program Management Office, Change Management Strategy, Version 1.0, February 5, 2003.

6. Financial Management Modernization Program, Program Management Office, Draft FMMP Governance Strategy, Version 1.1, February 12, 2003.

7. Joint Vision 2020 (http://www.dtic.mil/jointvision/).

8. Transforming Department of Defense Financial Management – A Strategy for Change (Friedman Report), April 13, 2001.

9. Government Management Reform Act of 1994 www.npr.gov/npr/library/misc/s2170.html.

10. Government Performance and Results Act of 1993 www.doi.gov/gpra.

11. CFO Act The Chief Financial Officers (CFO) Act of 1990. (Public Law 101-576)  www.gao.gov/policy/12_19_4.pdf.

12. Quadrennial Defense Review Report 9/30/01 www.defenselink.mil/pubs/qdr2001.pdf.

13. C4ISR Architecture Framework, Version 2.0, 18 December 1997.

14. DoD Architecture Framework, Version 1.0, January 15, 2003.

15. Financial Management Modernizations Program, Program Management Office, Transition Plan Strategy Version 2.1, March 04, 2003.

16. DOD Transformation Planning Guidance, (Secretary of Defense), April 2003.

17. National Defense Authorization Act for FY-2003 (P.L. 107-314.


6.6.3 Tool Requirements


The current list of tools is provided below:


· DOORS.


· Popkin System Architect.


· Microsoft Project.


· ACES.


· SEER SEM.


A Cost Tool will be recommended for future use.


This sub-method will be detailed in BMMP BEA Transition Plan document that will be provided as a companion document to future releases of this ADM document.


6.7 Extension to Enterprise Services


Enterprise Services are the key building blocks of BEA. They bridge the gap between operational functions and the technologies that will enable those functions. They also provide a standard interface to the DoD Global Information Grid (GIG). Through this interface the BEA will confirm that it implements system functions that will be able to communicate with other GIG-compliant frameworks. The BEA Enterprise Services will align with the evolving GIG Enterprise Services (GES) to maintain full GIG compliance. The Enterprise Services sub-method is decomposed into the following focus areas:


· Application Services


· Discovery Services


· Mediation Services


· Security Services


· Collaboration Services


· Enterprise Management


· Messaging Services


· Storage Services


· User Assistance Services


6.7.1 Method Inventory


The list of applicable method documents is provided below:


1. DoD Global Information Grid Enterprise Services.

2. DoD FMMP Financial Management Enterprise Architecture – System Interface Description (SV-1).

3. DoD FMMP Systems Activity Sequence and Timing Descriptions – Systems Event/Trace Description (SV-10c).

4. DoD FMMP Financial Management Enterprise Architecture –  System View to Technical View Linkage Matrix (Call 0006-SV Task).

5. DoD FMMP Financial Management Enterprise Architecture –  Enterprise Services to System Entity Linkage Matrix (Call 0006-SV Task).

6. DoD FMMP Financial Management Enterprise Architecture – Enterprise Services Supplement (Call 0006-SV Task).


Several of the products referenced above will need to be revised and expanded.  Specifically, revisions to the following work products should be expected:


1. System Interface Description (SV-1).


2. Systems Activity Sequence and Timing Descriptions – Systems Event/Trace Description (SV-10c).


3. System View to Technical View Linkage Matrix.


4. Enterprise Services to System Entity Linkage Matrix


5. Enterprise Services Supplement.


6.7.2 DoD/OMB Standards


1. Clinger-Cohen Act of 1996 (formerly, Information Technology Management Reform Act [ITMRA]), Public Law 104-106.  February 10, 1996.

2. Financial Management Modernization Program, Program Management Office, Draft FMMP Governance Strategy, Version 1.1, February 12, 2003.

3. CFO Act The Chief Financial Officers (CFO) Act of 1990. (Public Law 101-576).

4. Joint Vision 2020.

5. C4ISR Architecture Framework, Version 2.0, 18 December 1997.

6. DoD Architecture Framework, Version 1.0, January 15, 2003.

7. Section 508 of the Rehabilitation Act (29 U.S.C. 794d), as amended by the Workforce Investment Act of 1998 (Public Law 105-220), August 7, 1998.

6.7.3 Tool Requirements


Tools required are listed below:


· Microsoft Project


· Microsoft Office (Excel, Word, PowerPoint)


· Popkin System Architect


· DOORS


· Adobe Acrobat


6.8 Data Management


The Data Management vision is based on the concept of the DoD becoming an agile enterprise. The agile enterprise is one that is very responsive to business events and iteratively capable of adjusting strategic and tactical plans as required. More concisely, the vision is to provide accurate, quality, and timely performance information to improve the cycle time and effectiveness of strategic, tactical, and operational planning activities. The Data Management sub-method will define the phased tasks, work products, and templates to meet the data principles in consonance with DoD direction.


The Data Management architecture principles identified at this point are listed below:


· All data will have identified business owner(s) responsible for the accuracy of the data, and the definition of rules concerning its usage and protection.


· Shareable data will be maintained at the required level of currency and will be available to all applications and locations requiring access.


· Data will be captured once. Primary data will be stored in one location.  Exceptions will be to accommodate performance or availability requirements.


· Enable scaleable solutions by ensuring there are no inhibitors that restrict the capture, storage, growth, processing and management of data.


· The logical structure of shared data will be independent of applications, and will conform to defined conceptual/logical data models and common data formats.


· Metadata will act as a lynchpin to the data environment.


6.8.1 Method Inventory


The following documents will be used to guide the methodology:


4. Global Information Grid Architecture (GIG).

5. GIG Enterprise Services (GES) Data Management Strategy.

6. Financial Management Information Database (FMIDB), Architecture Proposal.

7. FIPS 184.

6.8.2 DoD/OMB Standards


1. Core Architecture Data Model (CADM)


2. GIG


3. NetCentric Data Strategy


6.8.3 Tool Requirements


Tools required are listed below:


· Erwin


· Bpwin


· Rational Rose


· Metadata Tool (Rochade, Advantage Repository, Unicorn, Metis, etc.)


This sub-method will be detailed in BMMP BEA Data Management document that will be provided as a companion document to future releases of this ADM document.


6.9 Information Assurance


Information Assurance (IA) is defined in DoD Directive 8500.1, "Information Assurance," dated October 24, 2002, as “measures that protect and defend information and information systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation. This includes providing for restoration of information systems by incorporating protection, detection, and reaction capabilities.”  


BEA IA requirements implementation provides for the integration of adequate IA technologies, products, and supporting procedures in the BEA-compliant information technologies and information systems and networks acquired by the Department.  IA requirements are addressed in several architecture products.  


The BEA IA requirements must harmonize the IA requirements of multiple DoD Directives. BEA will accomplish this through development of the IA components of BEA IA, coordination of IA across multiple investments (initiatives and segments), and clear assignment of organizational roles and responsibilities. 


The BEA assigns IA roles and behavior to BEA IT assets, and prescribes rules for interaction and interconnection. This provides a uniform and systematic way to assess and specify IA across the BEA. BEA IA will utilize planning guidance to identify shortfalls in the current IA operational or technical configuration; support strategic operational and acquisition decisions; promote maximum use of supporting IA infrastructures; and promote the use of IA standards and evaluated or validated products.


IA is an ongoing process, not a product.  Since the environment and threats continue to change, IA must evolve continuously. Therefore, IA is also a driver for maintaining the evolutionary character of the architecture, since failures will eventually occur if the architecture becomes static.


The IA sub-method will be detailed in BMMP BEA Information Assurance document that will be provided as a companion document to future releases of this ADM document.


6.10 Validation and Verification


By developing and executing “Evaluation Cases” within the context of Domain-defined (and refined) Business Scenarios, the method developed to support BEA Verification and Validation (BVV) is designed to test the BEA (both within and across Domains) in a manner that exposes opportunities to improve various aspects and features of the BEA. This BVV method employs a Verification and Validation (V&V) process that invokes both event-driven and process-driven activities, to execute Business Scenarios as a V&V technique in support of the following program goals:


1. Demonstrate responsiveness of the BEA to declared BMMP objectives and the Domain-sponsored business needs (i.e., within the bounds of applicable “regulatory” constraints).


2. Assessing the extent to which BMMP General Principles and higher-priority Leading Practices are enabled (or facilitated) by the architecture.


All BVV supporting activities, whether event or process driven, rely upon specific inputs, important enablers, and are designed to produce certain work products within recognized constraints, as described below:


1. Inputs (or Triggers):


a. Base-lined BEA Architecture.


b. Identified PWS-Task and Schedule.


2. Enablers:


a. Process modeling tools (e.g., Popkin Systems Architect).


b. Issue tracking tool (e.g., PVCS).


3. Constraints:


a. Scope of the current PWS.


b. Guidelines and conventions for analysis.


4. Outputs (Event-driven): 


a. List of identified architecture issues.


b. Architecture Evaluation Results Report.


The event-driven BVV activities that result from architecture change proposals are listed below:


· Qualify business scenarios.


· Design and proof business scenarios.


· Conduct architecture verification.


· Validate results and report findings.


The process-driven BVV activities that are performed to satisfy program requirements are listed below:


· Update V&V Strategy and Plan.


· Communicate Verification progress.


· Support CCB (and configuration management).


6.10.1 Method Inventory


The list of applicable method documents is provided below:


1. Business scenarios (Call 0006 approach).


6.10.2 DoD/OMB Standards


6.10.3 Tool Requirements


The current list of tools is provided below:


· Issue tracking tool (e.g., PVCS)


· Process modeling tool (e.g., Popkin System Architect)


This sub-method will be detailed in BMMP BEA Validation and Verification document that will be provided as a companion document to future releases of this ADM document.


6.11 System Assessment


The system assessment process and evaluation criteria facilitate the current system approval process by providing a mechanism to assess existing systems and new acquisition solutions for BEA compliance.  


The system assessment process and evaluation criteria should be used by Domain Owners and Business Modernization System Integration (BMSI), who are responsible for self-assessment and evaluation for BEA compliance.  The Domain Owners and BMSI must provide individual(s) with skills and experience in the business areas, system and technical areas, and BEA work products.  


The system assessment process and evaluation criteria are detailed in this document through a discussion of the following areas:


1. Usage – system assessment timing, users, and skill levels.


2. System Assessment Approach – criteria sources and approach.


3. System Assessment Process – end-to-end process to apply the criteria.


4. System Assessment Process Maintenance – evaluation criteria and related process governance.


6.11.1 Method Inventory


The list of applicable method documents is provided below:


1. Current Process:  http://defenselink.mil/comptroller/bmmp/evals.htm.


2. Proposed Process:   Financial Management Enterprise Architecture (FMEA) Criteria for Assessing Compliance Against the Architecture version 3.0 of 23 April 2003.


The process requires more tools support. It is new and unproven. Buy-in is required from the domains.


6.11.2 Applicable DoD/OMB Standards


1. National Defense Authorization Act for FY-2003 (P.L. 107-314) Section 1004 (d) requires system review of any obligation for financial system improvements in excess of $1M.


2. Supporting OSD memos implementing this law.


6.11.3 Tool Requirements


The current list of tools is provided below:


· DOORS


· Popkin System Architect


· Microsoft Excel Macros


A tool recommendation is a Call 0006A deliverable.


This sub-method will be detailed in BMMP BEA System Assessment document that will be provided as a companion document to future releases of this ADM document.


6.12 Configuration Management


Configuration Management (CM) is a disciplined set of processes and procedures that allows for the control of an organized development activity.  The processes and procedures will be documented in the CM sub-method that will be provided as a companion document to the next release of this ADM document. The sub-method will cover the following areas:


1. Provides a coherent view of the process and procedures used to manage FMEA configuration items associated with the FMEA baseline, transition and objective architectures.


2. Defines FMEA configuration items.


3. Defines the approach to configuration definition and control of configuration items.


4. Defines the approach to configuration status accounting.


5. Defines the approach to configuration item audits.


This sub-method will be detailed in the BMMP BEA Configuration Management document that will be provided as a companion document to future releases of this ADM document. The current FMEA Configuration Management Plan and Procedures, Version 1.3.1, November 26, 2002 will be a starting point for this sub-method.


6.13 Quality Management


The Quality Management sub-method will perform the activities and develop processes/procedures to promote completeness, integrity, quality and control of the BEA and associated work products. The following areas are within scope for this sub-method:


1. Architecture build/integration procedures.


2. Archiving procedures.


3. Configuration items maintenance.


4. Configuration Control Board process.


5. Quality Control of architecture work products.


6. Refine and execute quality control procedures.


7. Peer reviews.


8. Independent assessments.


9. Audits.


This sub-method will be detailed in the BMMP BEA Quality Management document that will be provided as a companion document to future releases of this ADM document. The FMEA Configuration Management Plan and Procedures document will be reference for this sub-method.


Appendix A – Glossary of Terms 

This glossary will include terms used within the body of this document and the associated sub-methodology documents referenced by section 6.


		Term

		Explanation



		Business Process Modeling

		The documentation of the step-by-step activities in an end-to-end process, which comprise a particular functional area within an organization. It serves as a platform for change within an organization and can be used to identify potentials for process improvement and/or cost savings.



		Business Process Reengineering

		A deliberate methodology to address changes in the way in which an organization performs its business activities. It may involve a fundamental re-think of the business processes followed by a redesign of business activities to enhance all or most of its critical measures, costs, quality of service etc.



		Business Transformation

		A qualitative and/or quantitative change in a business process, which is intended to improve the current process. This can include many components of transformation such as “as-is” assessments and modeling, identifying future objectives, developing plans for change, and determining comprehensive risk analysis and corresponding cost benefit analysis.



		Community of Interest

		The collection of people that are concerned with the management of data and information that supports a specific business or functional area. Consists of users/operators that have information management requirements, the system builders that develop systems based upon the users’ requirements, and the functional proponents that define requirements and acquire systems for these users.



		Domains

		There are seven Domains and Domain Owners that DoD has identified and designated to be held responsible and accountable for FMMP implementation within DoD’s business areas.


1. Finance, Accounting Operations, and Financial Management Domain - USD (C) is responsible as Domain Owner.


2. Strategic Planning and Budgeting Domain - USD (C) is responsible as Domain Owner. 


3. Human Resource Management Domain - USD(P&R) is responsible as Domain Owner. 


4. Installations and Environment Domain - USD (AT&L) is responsible as Domain Owner. 


5. Acquisition/Procurement Domain - USD (AT&L) is responsible as Domain Owner.


6. Logistics Domain – USD (AT&L) is responsible as Domain Owner.  


7. Technical Infrastructure Domain – ASD (C3I) is responsible as Domain Owner 


The Domain owners are responsible for developing Domain Transition Plans, Domain Support Plans, and oversight of Domain area of the Department’s business and war-fighter support functions to provide for BEA compliance for business processes, systems, information, and investments.  Domains will work collaboratively with the services and agencies.



		Enterprise Architecture

		“A strategic information asset base, which defines the business mission, the information necessary to perform the mission, the technologies necessary to perform the mission, and the transitional processes for implementing new technologies in response to the changing mission needs.  Enterprise Architecture includes a baseline architecture, target architecture, transition plan.” – Federal CIO Council


Represents an integrated strategic view of the enterprise across functional areas


Primary purpose of Enterprise Architecture is to guide multiple business processes and solutions/systems within the organization towards common goals.


An effective Enterprise Architecture defines WHAT is permissible within the organization and also defines HOW a category of business processes and solutions must be implemented.



		Lead Domain

		



		Levels of Elaboration 




		Architecture development involves continuous refinement of concepts by adding more levels of details.  This approach is often referred to as levels of elaboration or abstraction.  Typically the following 3 levels are recognized


Conceptual Level - Identifies the key business, data, application, and technology concepts of the architecture.  Collectively these concepts constitute the high level requirements.  Conceptual level defines planner level view of the architecture and represents the strategic direction of the enterprise.  At this level the focus is more on defining WHAT is permissible within the enterprise.     


Logical Level - Further refines and specifies the business, data, application, and technology concepts with well defined process, functional requirements, non-functional requirements, system interface needs, and applicable technologies. At this level of elaboration system functions are packaged together to form deployable components.  This level corresponds to the owner view of the enterprise architecture.   This level identifies technology needs however is product agnostic.   


With DoD BEA we have further sub-divided the Logical level into Implementable and Executable levels:


· Implementable Level: an architecture that has been validated to ensure feasibility of eventual development and deployment.  In other words there are no legal or technical barriers for eventual implementation.


· Executable Level:  at this level the architecture has been specified to a degree of detail necessary to perform one or more of the following:


· Derive requirements to facilitate COTS package procurement 


· To decide the need for custom application development since no COTS package meets the requirements


· To determine the feasibility of Business Process Outsourcing 


· To determine the scope for process improvement and optimization leveraging existing systems


Logical level of elaboration involves one or more of the following: High Level Business Process Modeling, Use Case Definition, Non-functional Requirements Definition, Data Modeling, Component Modeling and Technology specification.  This level of elaboration is performed within specified scope and boundaries of an architectural segment defined during the Conceptual Level.


Physical Level - This level reflects the actual implementation of the processes and systems.  This level of elaboration is often done during the design and development phase of the solution development life cycle.  It represents the designer / developer view of the architecture.  At this point the product decisions have already been finalized through procurement.  As such the logical level architecture must be refined to reflect the selected packages and products.   At this level the architecture would also reflect how exactly the derived functional and non-functional requirements are addressed by the eventual deployment of the segment.  If the solution is oriented towards process optimization leveraging existing solutions, this level of elaboration describes the procedures for the reengineered process.



		Modeling & Simulation

		Model of a proposed business solution with process flows or like diagrams to simulate and analyze “what if” scenarios. Identifies bottlenecks and constraints to simulate business decisions.



		Partner / Stewart Domain

		



		Pilot

		Pilot is an accelerated definition and implementation of the Architectural Segment or a portion of the Segment.  Pilots demonstrate and implement a portion of the architecture as an Initial Operational Capability (IOC).  The implemented pilot is expected to be useable across Domains and/or DoD Components.



		Program/Project/Transformation Initiative

		This is a mechanism through which DoD applies resources to architect, design, develop, and deploy one or more architectural segment.  A project or an initiative may focus only on one phase of the overall solution development life cycle.



		Quick Win

		Improvements based on the architecture that can be implemented with significant ROI and in less than 1 year.  These are identified to primarily build/maintain program momentum and initiate or support larger, more complex solutions. (Need further clarification on the relationship to Segments)



		Segment

		Architectural Segment: “Consists of focused architecture efforts on major cross-cutting business areas….  It represents a portion of the overall enterprise architecture” – Federal CIO Council


· An architectural segment is an implementable grouping of architecture elements (e.g., operational activities, roles, systems entities, system functions, and technology standards) with a well-defined scope and boundary.  


· An architectural segment is a portion of the enterprise architecture that can be advantageously developed and deployed as a unit.


· BEA currently defines the architectural segments at a conceptual level.  Some elaboration into the Logical level is planned for BEA with the remaining elaboration into Logical level and Physical levels defined in each Program Architecture. 


Transition Segment:  Architectural Segment has a corresponding Transition Segment that includes support activities, resource plan, and schedule.  


A Segment represented by the combination of Architectural and Transition aspects will result in a release, not just of software, but also of people, processes, and technology capabilities to achieve to achieve the "To Be" BEA.



		Solution

		 The people, process, and information technology changes defined by a segment and implemented by a program.  Solution is the end result of a program.



		Transition Package

		A package is a combination of interrelated segments that are planned to be organized together as a group.  
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