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 Preface



The Overview and Summary Information (AV-1) document provides overview and summary information on the Financial Management Enterprise Architecture (FMEA).  



An architecture is “the structure of components, their relationships and the principles and guidelines governing their design and evolution over time.”  (Reference: C4ISR Architecture Framework Version 2.0, December 18, 1997).



AV-1 contains the following sections on the FMEA: Identification, Purpose, Scope, Context, and Tools.  The AV-1 serves two purposes: (1) during architecture development it serves as a planning guide, and (2) upon completion of the architecture, the AV-1 product will be revised to document the lessons learned in its development.  Findings and lessons learned will be addressed in Section 5. 



1 Identification



Name: Financial Management Enterprise Architecture (FMEA) Version 4.8.


Chief Architect: Team IBM, under the direction of the Under Secretary of Defense (Comptroller) in coordination with the Under Secretaries of Defense for Acquisition, Technology and Logistics (AT&L) and Personnel and Readiness (P&R) and DoD’s Chief Information Officer (CIO). 



When Developed: April 2002 to April 2003.



Tasking Leading to Architecture Effort:  Secretary of Defense Memorandum dated July 19, 2001, Subject: Financial Management Information within the Department of Defense.



Linkages to Other Architectures: The FMEA is being developed and described based on the C4ISR/DoD Architecture Framework and will tie with existing government architectures.  The primary enterprise architectures related to the FMEA consist of:


· Federal Enterprise Architecture 



· The Business Reference Model, Version 1.0



· Global Information Grid (GIG) Architecture, Version 1.0, January 2002



Figure 1 depicts the relationships between the referenced architectures.  The Office of Management and Budget (OMB) Business Reference Model (BRM) is one of five emerging Federal Enterprise Architecture (FEA) reference models. The other four are still under development and are listed below:



1. Business Reference Model (BRM) – provides an organized, hierarchical construct for describing the day-to-day business operations of the federal government.



2. Performance Reference Model (PRM) – will identify a common set of general performance outcomes and metrics that agencies use to achieve much broader program goals and objectives.



3. Data and Information Reference Model (DRM) – describes at an aggregate level the data and information that support program and business line operations.



4. Application-Capability Reference Model (ARM) – identifies and classifies horizontal and vertical information technology capabilities that support federal agencies.



5. Technical Reference Model (TRM) – provides a hierarchical foundation to describe how technology is supporting the delivery of the application capability.



Work is underway to coordinate the FEA BRM with the FMEA. Similarly, work efforts will need to be put in place to understand touch points with the FMEA as additional FEA reference models are developed. 



The GIG is a key architecture source for FMEA technical guidance and development.  It is focused on interoperability and end-to-end integration of automated information systems in support of the warfighter. The primary linkage between the two architectures will be in the form of requirements that the GIG imposes on the FMEA. 



FMEA is committed to obtaining compliance with the Core Architecture Data Model (CADM) Version 2. The method of achieving this will be to leverage the Popkin System Architect to CADM tool being developed for the GIG Architecture.  



All the architectures noted above will in turn reference standards and other architectures.  The FMEA will extract from the total set of references as needed to meet program requirements.
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Figure 1. Relationship of Architectures



2 
Purpose and Viewpoint



The purpose of the Financial Management Enterprise Architecture is to serve as a roadmap for transformation of Department of Defense (DoD) business operations in support of the warfighter.



The FMEA is an enterprise architecture, not an executable architecture. The objective of the FMEA is to establish the framework, standards, and guidelines which define the environment in which “To-Be” systems can be acquired and built. FMEA, as currently delivered was not intended to provide all the detail necessary to procure and build systems. The framework, if it is followed in subsequent phases, enables the “To-Be” systems to work together to provide accurate, reliable, and timely information in support of the warfighter. The scope and extent of the architectural products which define the FMEA have been tailored in accordance with the C4ISR/DoD Architecture Framework and are described in Appendix C to this document and in the FMEA Architecture Methodology Description Document.  



With the delivery of the FMEA Version 1.0, the initial framework is complete. It anticipated that this enterprise architecture will be refined and extended through subsequent work to provide the detail necessary to provide an executable architecture.


2.1 Introduction



Overhauling financial management represents a major management challenge that goes far beyond financial accounting to the very fiber of the DoD’s range of business operations and management culture.  The DoD, over the past several decades, has tried to address these problems in various ways but has largely been unsuccessful.  In a memorandum dated July 19, 2001, Secretary of Defense Rumsfeld established the DoD Financial Management Modernization Program (FMMP), which is chartered to develop a DoD-wide Enterprise Architecture that will guide business transformation by providing a disciplined approach to manage the integration of business operations and technical solutions. The core message of this memo is captured in the following vision statement:
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The FMMP vision is:



When the FMEA is developed, the DoD will have a framework to evaluate future financial and financial-related Information Technology (IT) investments.  As the DoD implements the FMEA, the expected results are fewer, more capable integrated systems, reduced business operations costs, and better informed decisions. As Secretary Rumsfeld acknowledged in his January 31, 2002 speech on “21st Century Transformation” of U.S. Armed Forces, significant improvement in business operations is required to support the necessary force transformation now underway.



2.2 Objectives



This vision is supported by the following objectives: 



1. Continually transform Defense business operations in support of the warfighter.



2. Leading practices will be adopted where appropriate to optimize business operations.



3. Common business processes will be established across all components in the DoD.



4. Knowledge will be a “corporate” asset driven by standard shared information.



5. Business processes will be enabled by systems and technology.



6. Policies will enable efficient and effective business operations.



7. The DoD will have a workforce of information managers who make effective business decisions.



8. All business processes throughout the enterprise will be interoperable.



9. The overarching Enterprise Architecture will effect changes through increasing efficiency and economy of scale.



10. The FMEA will comply with applicable federal financial management requirements.



2.3 Guiding Principles



Achievement of these objectives within the FMEA will be guided by the following principles:



1. Enable efficient and effective business operations.



2. Promote the use of industry leading practices.



3. Eliminate duplication, incompatibility, and redundancy of systems and business processes.



4. Provide information integrity.



5. Capture and validate information once, then reuse it across the enterprise.



6. Place greater significance on cooperative strategies for satisfying the common needs of multiple business units across the enterprise.



7. Incorporate standards that promote “open systems”, provide a seamless integration, and establish an enterprise-wide perspective.



8. Create consistent Enterprise Architecture products that are at a sufficient level of detail to be implementable.



9. Accelerate sound decision-making.



10. Provide security and protection of sensitive information.



11. Reduce the total cost of ownership.



12. Reuse before buy; buy before build, utilizing industry standards.



13. Standardize business rules, processes, and information across the enterprise.



2.4 Strategy



FMEA strategy is “business-driven.” That is, the DoD will be viewed as a business, and core DoD business functions will drive the development of the FMEA, depicted in Figure 2.



Figure 2 shows two FMMP functions: FMEA Development and FMEA Implementation. Vertical arrows between the functions represent the flow of architecture content between Enterprise Architecture builders and business transformation initiative architects. Numerous business transformation initiatives will be required to completely implement the FMEA. Some of these initiatives are sponsored by, and managed within, the FMMP. Others will be sponsored by DoD Services and Agencies. Regardless of initiative ownership, all initiatives are expected to reuse and refine FMEA content.



The development of the Enterprise Architecture will be performed in two phases.  Phase I will document the “As Is” architecture and produce a strawman “To Be” architecture, which will be built based on leading practices from government and industry.  The leading practices propose a new set of business processes, business rules, policies and procedures to how DoD performs business and financial management.



The strawman “To Be” architecture was built without regard to the constraints of current laws or regulations, whether congressionally or policy mandated. Most important of these are current laws and regulations that would unnecessarily limit the use of leading practices.



Phase II validated and refined the “To Be” architecture and apply constraints (e.g., laws, regulations) that were set aside during the generation of the Phase I strawman. These external requirements will serve to some degree to constrain the architecture.  The requirements are being captured in the DOORS tool and linked to the architecture in System Architect.  The external requirements with derived requirements from the architecture will be used by the Transition Plan with the architecture itself to define the contents of the packages and segments associated with the transition plan. The FMEA Architecture Methodology Description document, Version 1.0, describes in detail how requirements are integrated into the development process.  The Phase II constrained architecture will be used as the basis for development of a Transition Plan that will show how the DoD will be transformed by implementing the “To Be” architecture.  
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Figure 2.  FMEA Development



FMEA development is in response to the recommendations identified in Transforming the Department of Defense Financial Management:  A Strategy for Change, published in April 13, 2001, referred to as the Friedman Report.  The study group recommended a framework for a twin-track program for financial information transformation:



· Structural Change (Track 1) recommends establishing a centralized oversight process under the Comptroller for implementing the recommended structural changes and developing standard and integrated financial information systems. In addition, a phased approach should be taken which would allow for important incremental success yearly (e.g., with defined systems architecture and incremental improvements).



· Close-in Success (Track 2) recommends selecting and overseeing the implementation of a limited number of intra-service/cross-service projects for major cost savings or other high-value benefit under a process led by the Comptroller.



FMEA products will comply with the definitions and guidelines presented in the Command, Control, Communications, Computer, Intelligence, Surveillance, and Reconnaissance Architecture Framework Version 2.0 and its revision, the DoD Architecture Framework Version 1.0, generally referred to as “the framework.” 



FMMP is intended to provide decision-makers with a single, secure, end-to-end business system capable of providing accurate, reliable and timely information.  DoD users will have access to shared information and applications, regardless of location, supported by a robust infrastructure.



The FMEA is a model of processes, organizations, systems and technologies. As such, it can be used to simulate real or future processes, organizations and systems. By simulating scenarios, the architecture can be used to identify where processes, organizations, systems and information should be added, modified, deleted or integrated. Making these changes to an architecture model is much less expensive and much more efficient than changing the real thing. 



2.5 Need and Intended Use for the Architecture



The DoD business operations and systems span numerous organizations, functions, and financial areas.  Effectively managing the DoD’s investments in management operations and systems across such a complex array of activities represents a formidable challenge.  Changes to the DoD’s management operations and systems are required in order to produce accurate, reliable, and timely information and, at a minimum, provide compliance with applicable Federal and DoD business and financial management requirements.



The current DoD business operations environment does not meet the goals of accurate, reliable, timely, and compliant business information.  In the current environment, there are many systems of varying capabilities for providing DoD business information.  While some business areas are addressing this shortcoming, a Department-wide initiative will provide broader solutions. The current environment is further characterized by the following bullets:



· Historically, DoD has had no designated center(s) of responsibility for DoD-wide   business processes and systems.  This has limited the coordination of both management and supporting feeder systems that support the end-to-end processing of financial, acquisition, logistics, personnel, and C3I operational information.



· DoD major components and business areas have each developed individual methodologies, with their own information, processes, and systems.  These ambitious initiatives have been supported as an attempt to modernize and rationalize their part of the DoD environment.



· DoD chart of accounts, financial management information, and processes are not implemented in a standard manner across DoD components or business areas, and are often not compliant with Federal and DoD business operations requirements.



· Most of DoD’s critical management and feeder systems, and thousands of less critical systems, are neither standardized nor compliant with laws, regulations and policies.



· DoD exists in an ever-changing external world of Congressional mandates, related Federal organizations, and a private sector which is undergoing fast-paced changes as the information revolution continues to evolve.



A well-conceived, DoD-wide Enterprise Architecture will provide a mechanism to better structure the complex systems and organizational interrelationships and manage the DoD’s business operations.  The FMEA will serve as a blueprint to guide and constrain investments in DoD organization, operations, and systems as they relate to or impact business operations.  It will provide the basis for the planning, development, and implementation of financial and business management systems that comply with Federal mandates and requirements and produce accurate, reliable, timely, and compliant information to DoD managers and decision makers.



The FMEA will:



· Identify the right points and process to capture reliable cost information associated with operations.



· Specify an integrated set of processes and systems to convey cost information to warfighters.



· Specify processes and systems capable of tracking costs against budgets.



· Specify processes and systems that will support integration of analysis financial information with the planning, programming and budgeting process.



Indirectly, the FMEA will support the warfighter by specifying processes and systems that minimize waste, loss and misallocation of funding. This will increase the amount of funding available for the warfighter to achieve his or her mission.



2.6 Types of Analysis and Decisions



The following paragraphs describe the views of the architecture that will be produced within the FMEA and the major types of analysis and decisions associated with each view.



2.6.1 Architectural Aspects That Concern All Views (AV)



There are some overarching aspects of an architecture that relate to Operational, Systems, and Technical views.  These aspects are the scope and context for the architecture and will be found in the AV products.



Analysis and decisions associated with AV: 



· The AV-2 is the Integrated Dictionary for the architecture. It defines the terms used in the architecture.  Each labeled item (e.g., icon, box, connecting line) in the graphical representation has a corresponding entry in the Integrated Dictionary.  Each item from a textual representation of an architectural product also has a corresponding entry in the Integrated Dictionary.



· AV products, especially this document, express the vision, objectives, scope and context that should be reflected in the architecture.  As such, the AV-1 will be analyzed with regard to whether vision, objectives, scope and context are appropriate to drive the FMEA. This analysis may lead to a decision to restate in whole or part the vision, objectives, scope and context specified in the AV-1.



· As the FMEA reaches major completion milestones, it will be checked against the vision, objectives, scope and context expressed in the AV-1. This analysis may lead to a decision to extend or modify the FMEA so that it fully supports these aspects of AV-1.



· Finally, the AV-1 specifies which products will be produced in the FMEA, what level of detail these products will be developed to and more specific statements of product scope. As architecture work proceeds, it is important to analyze the impact that FMEA products are having in support of financial management modernization. This analysis may lead to a decision to change the specification of products that need to be developed and the schedule of when these products need to be developed.



Analysis concerning the relative capability of both the “As Is” and “To Be” architectures is conducted in the AV-3, Capability Maturity Profile. This AV-3 work product is not a part of the current draft DoD Architecture Framework but is required by the Call 6 Performance Work Statement.


2.6.2 Role of the Operational View (OV)



The OV will provide the DoD with a depiction of the organization-wide business environment and activities both from an “As Is” and a “To Be” viewpoint.  It is a logical model that defines what changes need to occur to achieve the “To Be” state for business and financial management and to optimize the performance of major DoD functional areas such as Personnel, Logistics, C3I, and Operations. 



The OV within the FMEA will describe the “To Be” business environment primarily in terms of activities that will be performed and the information on which those activities will operate.  In building the “To Be”, the team will leverage industry and government leading practices, examine doctrinal and policy implications, and define operational requirements.  This will facilitate interoperability, customer focus, and improved decision-making. 



Performance measures provided within the OV are related to mission effectiveness—such things as the accuracy and timeliness of business and financial information, the availability of critical decision support information, and the minimization of operational risk.  The architecture makes these measures available in the form of interactions between and among various operational nodes, the information that is exchanged, and the projected risks of failure.



The OV specifies the new processes and information that will support warfighter resource allocation decisions. Specifically, the OV is the architecture view used to identify the business and financial information that is most relevant to warfighter decision making.



Analysis and decisions associated with OV: 



· High level operational analysis is conducted to generate the OV-1, High Level Operational Concept Graphic. Functional decomposition and analysis is conducted and then documented in the OV-5, Activity Model. This analysis leads to decisions regarding the future business processes and activities. This information is used to generate an OV-2, Operational Node Connectivity Description which is role based. It also forms the basis for capturing the business rules, state transitions, and a role based organization hierarchy in the OV-6a, OV-6b, and OV-4 respectively. This activity and information exchange information is also used in developing the OV-7, Logical Data Model.



· Two forms of analysis are fundamental to developing and validating the OV. Connectivity analysis seeks to identify the sufficiency of inputs to processes and the relevancy of outputs from processes. Scenario analysis traces the response to a business scenario assuming the response was carried out as specified in the OV.



Both types of analysis lead to decisions regarding OV completeness and consistency. They also support decisions regarding the fidelity of the OV to DoD business and financial management requirements. In both cases, OV extensions and corrections are the likely results of these decisions.  These decisions may also lead to additional requirements gathering and scenario generation. 



2.6.3 Role of the Systems View (SV)



The SV will describe the set of system capabilities that will provide DoD decision makers with accurate, reliable, and timely access to business management and associated financial information required to operate in key DoD enterprise business areas.  



It is in the systems view that the business needs defined in the OV are connected to system capabilities and system hardware and software elements.  It is also where system elements are linked to the technical standards in the Technical View and to current and forecasted offerings of technology.  The systems view describes how the system is expected to evolve over its lifetime and how technology will support that evolution.  



The SV specifies a new set of integrated system functions/capabilities that will capture and communicate business and financial information to the warfighter in an accurate, reliable and timely way. The SV also specifies system functions/capabilities that automate the analysis of business and financial information. This will improve both the quality and speed of warfighter decision making.



Analysis and decisions associated with SV: 



· Analysis and decisions made concerning the identification and relationship of system functions are based on the functional decomposition of the OV products and are documented in the SV-4 (System Functionality Description). Analysis and decisions concerning the grouping of system functions into system entities and system nodes are conducted and documented in the SV-1 (System Interface Description). The relationship between operational activities and system functions is analyzed in the context of the SV-4 and OV-5, and is documented in the SV-5 (System Function to Operational Activity Matrix). System interfaces are established by the SV-4 and SV-1, and are documented in the SV-3 (Systems Matrix) and SV-6 (System Information Exchange Matrix).



· Decisions regarding feasibility, desirability and extent of implementing the OV with IT technology are uniquely associated with the SV.



· Additional analyses and decisions will be made in the following areas:



· How and when to streamline and standardize business and financial management systems, (specifically, what systems to keep, upgrade, acquire, or retire based upon compliance with system communication and information exchange requirements, network and operating system requirements, and associated technical standards).



· How to align systems and technology with business process, policy and organization.




2.6.4 Role of the Technical View (TV)



The TV will contain the set of rules that govern system implementation and operation.  TV, tightly coupled with elements from SV, provides a profile of the technical standards and technical services that govern how hardware and software may be used.



The standards specified in the TV may be interface standards or product/component standards.  Interface standards may be de facto industry standards or from industry consortia.  Product standards may also have associated interface standards that specify how to interface with the standard components.



The TV focuses on the new and existing standards that will be needed to support the applications and operational environment to be deployed in support of the FMEA.  It will permit the forecasting of future changes to standards and technical services that will be needed to support emerging capabilities and processing requirements.  The TV will define new application and technology standards that are compatible with existing and future applications. 



Specific TV products are the TV-1 and TV-2. When applied to an information processing system the TV-1 reports the technical services and their subordinate standards that are employed within the subject system. The TV-1 further organizes the technical services into higher order



“technology service areas.” However, when developing the TV-1 of an architecture such as the FMEA, the product will differ from this description with regard to the scope and number of technical services and standards reported. Specifically, the architecture outlines a broader range



of technical services and standards from which a FMEA compliant system “could be” constructed, versus the narrow collection of services and standards from which a FMEA compliant system “is” constructed.



The TV-2 is designed to offer forecast information for each standard recorded within the TV-1. These forecasts, with associated confidence factors, are ordered into near-term, mid-term and long-term time frames. The TV-2 provides useful information to system designers who require



visibility into the evolutionary path of a technology and must consider how future changes might impact the system's design.


Analysis and decisions associated with TV: 



Analysis of the rate of development and acceptance of IT standards is very important to the TV. As a result of this analysis, a particular standard may or may not be chosen. This analysis will also lead to decisions about when accepted standards need to be established within the DoD.



2.7  Expected Results



The FMEA will provide the DoD with the means to produce significant improvements in a consistent and organized manner.  As consistency of the business and financial processes and supporting systems across the DoD is achieved, significant benefits will accrue to the DoD.  By providing a framework for transformation, it will support DoD efforts to:



· Improve the quality of information produced.



· Streamline business and financial operations.



· Improve productivity.



· Leverage DoD business and financial management resources.



· Reduce costs.



This will lead to reduction of redundant systems and the standardization and integration of activities. Implementation of the FMEA will provide the DoD leadership with integrated financial management information that will enable them to view the financial health of the entire DoD or any segment therein.



3 Scope



The FMEA will impact numerous DoD policies, processes, organizations, and systems.  This section will address how the FMEA will use the three C4ISR/DoD Architecture Framework views and their products to describe and understand this impact.  It will then discuss how the FMEA will use an “As Is” and “To Be” temporal framework in a two-phased approach.  Finally, it will discuss how the views and products will be integrated into contextual themes.  These themes are used to better understand the short and long-term implications of transforming the “As Is” DoD business and financial management infrastructure to the unified “To Be” Enterprise Architecture.



3.1 View and Product Integration



This section presents a view of how the individual framework products fit together or integrate both within and across views. This integration view applies to both “As Is” and “To Be” architectures.



3.1.1 Understanding the Architecture in Thematic Terms



To integrate the architecture, the FMEA will use concepts that are understandable in operational terms.  The FMEA will leverage the strength of the framework, by applying operational business concepts of the DoD to the architecture.  The FMEA will divide the OV's into Policy, Organizational, and Essential Activity (process) themes.  It will divide the SV's into Business-Related and Business-Neutral themes.



Figure 3 shows that both the “As Is” and “To Be” FMEA will have these five themes within the major Framework views.  These themes are functional groupings of products/diagrams within the major views.
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Figure 3.  Five Themes Within The Three C4ISR/DoD Architecture Framework Views



The Operational View themes:



· Essential Activity Theme – this theme contains the activities and informational interfaces between activities.



· Policy Theme – this theme contains the definitions of business terminology and business rules that govern the activities that make up the Operational View.



· Organization Theme – this theme contains the organization units, structure and information flows between those units.



The Systems View themes:



· Business-Related Theme (SV/BR) – This theme will address mission support applications required to provide Information Technology (IT) support to DoD functional area business operations. The SV/BR is substantially dependent on the content of the OV products.



· Business-Neutral Theme (SV/BN) - This theme will focus on the component infrastructure and operational environment that will be needed to support an e-business environment for the DoD.  This view will cover: interface technologies; application, information, and knowledge services; system services; security services; and integration services specifically aimed at enabling connectivity to existing systems and information that will be needed to support new applications as they are deployed.



To understand the architecture in business and operational terms (rather than “simple” architectural terms), it helps to look at the OV and SV through the lens of these five themes.  This helps make the analytical process more dynamic and holistic.  Listed below are some benefits of the theme concept:



· Support for independent business and technology change cycles – Business policy and process change on a different time cycle than technology. The five themes support the required independence between business and technology architecture. This allows efficient response to changes that result from these different cycles.



· Focus appropriate architectural issues to specific constituencies – Most organizations exhibit a strong bias towards either business or technology. The five themes allow independent architecture collaboration with these groups, focused on the issues that are most relevant to those groups.



· Increased focus on integration – An Enterprise Architecture needs to be a single, fully integrated product. However, a leading practice in architecture, as reflected in the framework, is that the whole can only be approached through a set of integrated views. The five-theme approach reflects that position.



· Support for single, understandable names for framework product groups – It is easier and more meaningful to talk about a theme than it is to talk about the products within the theme. Business people who are not framework architects find it difficult to talk in terms of framework products. A sentence like, “Let’s evaluate the “To Be” OV-7, OV-6a and OV-6b” requires significant knowledge of the framework. A sentence like, “Let’s evaluate the “To Be” Policy Theme” is relatively easier.



3.1.2 Integrating the OV



The three OV themes are integrated through relationships between OV products.  Figure 4 shows the OV themes and the OV products associated with each theme. The alignment of OV products to OV themes is discussed below. 



Figure 4 also shows the relationships between OV products both within and across themes. These are shown as lines with a large dot at one or both ends. A large dot is used to show where multiple OV products of one kind can be associated to those of another.
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Figure 4. C4ISR/DoD Architecture Framework OV Product Integration



How the OV products align with the OV themes:


· Essential Activity Theme – this theme consists of OV-5 products along with OV-6a action assertions.



· Policy Theme – this theme consists of OV-7 products along with OV-6b and OV-6a structural and derivation assertions.



· Organization Theme – this theme consists of OV-2, 3, and 4.



3.1.3 Integrating the SV



Figure 5 shows how the OV Products from each OV theme will be integrated with SV/BR products. The three major points of connection between the OV and SV are:



· Operational activities to system functions – The operational activities in the OV-5 are connected to the system functions in SV-4 through the SV-5.



· Operational nodes to system nodes – The operational nodes in the OV-2 are connected to system nodes in the SV-1. This is shown as a one-to-many relationship, reflecting the idea that a particular operational node can be associated with a number of system nodes.



· Operational entity to system function – The entities in the OV-7 are connected to the system functions in the SV-4 through the data exchanges that link system functions with SV-4 data stores. Linkage is through attributes on the data exchanges that are taken from the attribute lists of OV-7 entities.
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Figure 5. OV SV/BR Product Integration


The connection between the SV/BR theme and the SV/BN theme is relatively simple. Within the SV-1, 2, and 3 there are components that are business-neutral in nature. SV-1 and SV-2 provide a complete means to integrate SV/BN nodes with SV/BR nodes.



The SV products align with the SV themes as noted below:



· Business-Related Theme (SV/BR) – This theme consists of SV-1, SV-3, SV-4, SV-5, SV-6, and SV-8.



· Business-Neutral Theme (SV/BN) – This theme consists of SV-1, SV-2, SV-7, and 
SV-10c.


3.1.4 Integrating the TV



Figure 6 shows how the SV/BN products will be integrated with TV products.



[image: image5.png][ r—— U] Ssaboma o
T T T— Lnive ey

Traiog
P

B M

e st

g snara |









Figure 6. SV/BN TV Product Integration



 The TV-1 and TV-2 deal with technology independent of the business process and information that the technology supports. Technical standards in TV-1 constrain system components in 



SV-1. Similarly, TV-1 is bounded by anticipated changes in technology and standards as represented inTV-2. 



3.2 View and Product Scope



The FMEA architectural description is organized into four “views:” the AV, OV, SV, and TV.  Each of these views will use a variety of architectural products to create a detailed description of both the “As Is” and a “To Be” understanding of the DoD enterprise. A detailed description of the architectural products used in each view is found in Appendix C.  There, each product's purpose in the FMEA is described.  Appendix D provides the attribute/entity definitions that are being used by the FMEA work products. In addition to the information provided in this document, each product will contain more specific descriptions of the product, such as any tailoring of methodologies, such as the use of mechanisms on the OV-5 activity model.


3.2.1 AV Scope



The AV products serve as the overall guide and reference material for the rest of the architectural development.  



3.2.2 OV Scope



Figure 7 represents today’s Department of Defense (DoD) business operations environment. A more detailed listing of the “As Is” processes is found in Appendix A. This environment was developed over decades of independent process development and system acquisition by the individual Commands, Services and Agencies of the Department.  Many of these processes simply adapted manual processes to the new automation.  Many of the systems were “home grown,” since the kinds of commercial software available today didn’t have the flexibility to meet the individual organization’s specialized needs.  Most of the Department’s organizations have implemented or attempted to implement new systems, but even these up-to-date systems were not designed to communicate and interoperate with one another, thus making the sharing of data and information throughout the Department difficult, time-consuming and inaccurate.  The Office of the Secretary of Defense (OSD), which has the responsibility to bring together this disparate data set into a coherent integrated plan, has to rely on this information to make critical acquisition decisions, report status to the President and defend the budget to Congress.



To make the Department’s business operations into the timely, reliable and accurate system needed to support its mission, the FMMP has brought the entire Department’s business operations into the architecture of a single enterprise.  
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Figure 7. “As-Is” OV-1



Figure 8 is the “To Be” process diagram showing the integrated, warfighter focused nature of the new processes. Since the primary objective the Financial Management Enterprise Architecture (FMEA) is to “continually transform Defense business operations in support of the warfighter,” our view of the enterprise revolves around the world-wide military operations, from day-to-day activities, such as buying bullets and paying our personnel, to providing humanitarian assistance, to preparing for and conducting wartime tasks.  



The spheres depict revolving transparent balls on the diagram. The balls represent the major external forces on this architecture.  Working with the country’s financial institutions, including the U.S. Department of the Treasury and commercial banking, DoD must employ sound financial management through all phases of acquisition, operations and support.  This architecture does this by applying leading practices from Government and industry, as well as common business processes.



DoD’s activities must be integrated with other government partners, such as the Departments of State, Energy, and Justice and the new Department of Homeland Security. Information must be shared with these partners and the entire U.S. intelligence community to prevent, deter, and respond to threats to U.S. security.  FMEA enables that sharing, while protecting national security information.
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Figure 8. “To Be” OV-1



Today’s Department of Defense relies heavily on the worldwide industrial base to provide the supplies needed to operate and support the warfighter.  Suppliers provide information, weapons systems, gasoline, food, uniforms, and every other basic need of the armed forces.  In addition, suppliers augment Government staff, freeing soldiers to deploy and provide direct support for the complex information and weapons systems. Maintaining good supplier relationships is a key factor in enhancing communication and thereby improving information flow for decision makers.



The final external force shown in this diagram is perhaps the most important.  DoD is accountable to the public through the Congress and directly through the Freedom of Information Act.  Public support is required for funding of the warfighter.  FMEA will enhance public confidence that their tax dollars are well spent by making financial information readily available to Department decision makers and spokespersons, thus demonstrating that DoD complies with all applicable federal financial management requirements.  The resulting increases in efficiency and economy of scale will also show the public that DoD is a good steward of their money.



How does FMEA accomplish these goals?  It begins at the Systems and Technology Infrastructure level, which enables the business processes.  The architecture has been closely aligned to the DoD’s Global Information Grid (GIG) architecture, to provide secure, shared and distributed data management.  The GIG provides all the necessary support to DoD personnel and business operations in a timely manner.



At the next level, Business Operations have been the primary focus of this architecture.  Today’s environment was analyzed in development of  “As-Is” architecture as a point of comparison. Strengths and weaknesses of today’s processes were identified to uncover areas for improvement.  The “To-Be” architecture streamlines today’s processes by applying the leading practices of industry and identifying changes in policies that enable interoperable, efficient and effective business operations.  Roles of the Department’s personnel were also analyzed to enhance the workforce’s capabilities to manage information and create knowledge for decision makers.  System entities were derived using this operations-driven approach that will enable this transformation from the current set of disparate systems to an integrated, interoperable enterprise that meets current and emerging commercial standards.



The information and knowledge derived from the Business Operations enables Department personnel at all levels to share standardized timely, accurate and reliable information and knowledge, making these “corporate” assets.  From the Decision Makers, such as the Secretary of Defense who needs to know the current state of the department, and the Chairman of the Joint Chiefs of Staff, who needs to visualize the strategic operations of the warfighters, to the secretary, who needs to understand the benefits program, and the Private, who needs to understand the training options available, our entire workforce will be able to make effective personal and business decisions, thus enhancing productivity, morale and competence throughout the business enterprise.



Finally, the business side of the Department exists for only one purpose: to support the warfighter, thus enabling the United States to have the best trained, best equipped fighting force in the world. 



The warfighter defines the requirements for the business operations and financial management system through Strategic Planning and Budgeting. Business operations and financial management are then executed by Logistics; Human Resource Management; and Procurement, Payables, Acquisition, and Disbursing. These execution processes rest on the foundational processes of Financial and Management Reporting; Collection, Accounts Receivable, and Cash Management; and Accounting. Well executed cash management along with accurate and timely collection, accounting, and reporting of financial and management information at all levels are the foundation upon which the “To Be” processes are built. 



These process groupings reflect government and industry leading practices in which the financial and business operations systems support the operations of the business. They also reflect the overarching FMMP vision referenced in section 2.



This “To Be” process framework will serve as the foundation of the “To Be” architecture. Specific definitions of the seven (7) process areas: Strategic Planning and Budgeting; Logistics; Human Resource Management; Procurement, Payables, Acquisition, and Disbursing; Financial and Management Reporting; Collection, Accounts Receivable, and Cash Management; and Accounting; are provided in Appendix B. 



3.2.3 SV Scope



The SV has two themes, one business-related and the other business-neutral.   The scope of each of these is described immediately below.



3.2.3.1 SV Business-Related (SV/BR)



The SV/BR scope is primarily bounded by the OV scope, in that the SV/BR Team will be working from the same matrix of functional areas and management and financial processes as the OV Team.  The SV/BR Team will use the OV products as direct input for developing their SV products.  The SV/BR products will:



· Identify related system functions and information exchange requirements.



· Describe the end-to-end information flows and systems capabilities needed to support these functions.



· Integrate and normalize these requirements where possible across functions.



· Develop a strategic system vision to transform DoD business operations.



3.2.3.2 SV Business-Neutral (SV/BN)



The SV/BN scope is the DoD FMEA Infrastructure, which will be needed to support the applications that are selected to provide the functionality identified in SV/BR.  This infrastructure must support access from a variety of system functions such as:



· Use of various access devices or clients through common communication protocol(s).



· Support for deployment of “off-the-shelf” solutions.



· Integration with existing DoD systems.



· Support for a common DoD-wide perspective on information content and structure.



· Security and intrusion detection.



· Common use of user profiles across the entire infrastructure.



· Common network and systems management. 



Figure 9 shows examples of potential network activity and the breadth of devices that are expected to be capable of accessing FMEA Infrastructure.  This list is not all-inclusive because new access technologies will be added over the life of the FMEA. 
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Figure 9. Accessing FMEA Infrastructure



The SV/BN is an important view with respect to FMEA’s support of the warfighter. The SV/BN specifies system components that will integrate new and legacy systems behind a common user interface. In addition to simplifying the warfighter’s job, this will contribute significantly to the accuracy, reliability and timeliness of business and financial information. The SV/BN will also support integration of business operations systems with combat support systems. The result will be better business operations support for contingency operations both during an operation and during contingency planning.



3.2.4 TV Scope



The TV scope is primarily bounded by the types of technologies that are being considered for use by OV processes, SV business functions, and SV infrastructure.  TV will also contain standards for the use of technologies that the TV team predicts will be beneficial within the forecast period (usually about 18 months).



3.3 Business Transformation Initiatives



Two areas were selected for further decomposition and definition in an effort to achieve a rapid return on investment.  These “Deep Dives” were designed to deliver quick wins that would prove the value of the architecture. The areas selected for these “Deep Dives” were Real Property and Financial Statements which are further described in the following sections.



3.3.1 Real Property Initiative 



Real Property which falls under the Logistics and Environmental/Installation Service process area is defined for the purposes of this initiative as land and facilities owned, leased and operated by the Military Services and the Washington Headquarters Services (WHS).  A facility is an improvement to land, through one of the following ways:



· Building: a roofed, floored and walled facility that is completely enclosed.



· Utility: a distribution system, commodity source or commodity collection point that provides a common service or commodity to more that one building or structure.



· Structure: a facility classified as other than a building or a utility, e.g., covered storage facility with no walls, pavement, fences, etc.



The primary objective of the Real Property Initiative (Call 0004) is to modernize DoD’s management of Real Property through standard business processes, systems, and data across the enterprise to enable common, verifiable information for effective decision making.  To do so requires a clear understanding and approval of the “To Be” business processes for the future state of the DoD’s Real Property Management as well as the technology and systems requirements to enable those processes.  These processes will become the blueprint by which the DoD can transform how it currently manages Real Property.



DoD Real Property Initiative goals were further refined in several small group sessions with the Real Property sponsor and some of his direct reports.  These goals center on creating and implementing a broader “To Be” state that establishes, institutionalizes and perpetuates efficient and effective processes, information flows and access, IT enablement and a management system around all aspects of real property.



Under the Real Property Initiative (Call 0004), the “As Is” and “To Be” real property models were developed using the C4ISR/DoD Architecture Framework.  Under this framework, the Real Property Operational Views (OV), supported by the Systems and Technical Views (SV and TV), were developed to help answer the following questions:



· What are the strategic business objectives for managing real property and how should we structure the roles and business processes to achieve these objectives?



· What information is needed to support the management of real property at all levels?



· What is required to provide that information?



· What technology (applications, hardware) is needed to support the management of real property?



· What are the existing laws and regulations that govern real property, and do any of them need to change to support the “To Be” business processes for real property?



An integrated transition and sequencing plan to achieve the target “To Be” state is also required.  Therefore, an additional objective of The Real Property Initiative (Call 0004) was to develop this information by:



1. Developing the Real Property Operational Views to integrate and align with the overall FMEA operational views.



2. Developing other integrated C4ISR/DoD Architecture Framework views to integrate and align with the overall FMEA products, as appropriate.



3. Enabling linkages and traceability among the Real Property Architecture View products (OV, TV and SV) into the overall FMEA Architecture Views, and integrating the Real Property Transition Plan into the overall FMEA Transition Plan.



The initial scope of the Real Property Initiative was (a) to identify the “As Is” and “To Be” business processes and common data attributes to support the management of real property within the Department of Defense from acquisition to disposal and (b) to identify the requirements for systems and technology to enable the “To Be” state.   The assessment and selection of systems was outside the scope of this initiative. The Real Property initiative covers several DoD management levels, such as the Office of the Secretary of Defense, Military Services and Agency Headquarters, major commands/claimants and installations.  The scope consists of the end-to-end macro level processes of acquisition, management, and disposal, as managed throughout the identified DoD management levels.  



A listing of products to be produced for Real Property is found in Appendix E.



3.3.2 Financial Statements Initiative (FSI)



In addition to the broader based initiatives being addressed under the DoD FMMP, Call 005: Financial Statements Initiative (FSI) was launched to address additional reporting requirements issued by OMB.  In OMB Bulletin No. 01-09, dated September 25, 2001, OMB requires interim unaudited financial statements, without footnotes, be submitted on a quarterly basis, beginning with the year-to-date reporting period ending December 31, 2002.



Work performed under the FSI is a more detailed depiction (deeper-dive) of the Accounting and Financial Management and Reporting FMEA process action teams.   The FSI’s focus is to identify improvements to the current (As-Is) financial statement compilation process to make it more efficient and provide near term (approximately two years) recommendations to assist DoD in meeting the interim quarterly financial statement reporting requirements (develop an interim “To-Be” state).



Work performed under the FSI consists of reviewing activities and processes at selected Defense Finance and Accounting Service (DFAS) center and field site locations involved in compiling and producing the required financial statements for the DoD and the Army, Navy, Air Force, and other defense organizations to achieve the aforementioned OMB 01-09 requirements.



FSI will meet the following objectives:



· Identify improvements to the current financial statement compilation process.


· Provide recommendations to meet the interim quarterly financial statement reporting requirement timelines prescribed by OMB.


· Integrate work products with the FMEA and applicable C4ISR Architecture Framework.


A listing of architecture products produced for Financial Statements is found in Appendix E.



3.4 Time Frames Addressed



Views and products for the FMEA will be developed in accordance with the framework.  Views and products will be developed consistent with the needs of the program for analysis of “As Is” business functions and systems in order to generate a “To Be” architecture.  



The FMEA will take a two-phased approach to generating the “As Is” and “To Be” architectures.  Phase I will document the “As Is” architecture and produce an unconstrained strawman “To Be” architecture.  The strawman will be built based on leading practices from government and industry.  The leading practices may bring a new set of business processes, business rules, policies and procedures to DoD business and financial management. 



Phase II validated and refined the “To Be” based on analysis of feedback from the DoD community. It will also apply constraints to the architecture to support the Transition Plan.  Its primary purpose was to use this hands-on feedback to “go the last mile” to create a practical architecture which can be realistically implemented.  The “As Is” products will be extended as required to support “To Be” gap and requirements analysis.



Concurrent to the architecture development in Phases I and II, FMEA will provide a Transition Plan to show how the DoD will guide its modernization and transformation effort, using the architecture.  Version 1.0 of the Transition Plan is scheduled for availability March 2003. The FMEA is scheduled to be implemented in its entirety by the end of Fiscal Year 2008.  This timeframe is consistent with Joint Vision 2020 (see Section 4) objectives.



The transition will be accomplished through the implementation of a series of segments. A transition segment is a release of people, processes, and technology capabilities that achieve FMEA objectives. There are five types of segments.  They are:



1. Acquisition of product (and implementation of associated transition elements).



2. Business process re-engineering followed by acquisition of a product (and implementation of associated transition elements).



3. Change of policy or process only.



4. Outsourcing to a commercial entity.



5. Modification of legacy system (and implementation of associated transition elements.)



6. Modification of existing procurement (and implementation of associated transition elements).



The design principles associated with segmentation timing are listed below:



1. Spread the transition over time in phases.


2. Align to existing initiative schedules.


3. Align to technology maturity milestones while enforcing a strict risk management approach.


4. Give early priority to data standardization and interoperability, data warehouses, common databases/database integration, and messaging.


For a more in-depth explanation of segments and segmentation, refer to the Transition Plan Strategy, Version 2.0 document. 



Figure 10 depicts the “FMEA Path to Success” based on the Transition Plan that will provide the roadmap for getting from the “As Is” to the “To Be.”  The high-level activities of this plan that are beyond the scope of the architecture development are described below:



1. Maintain the FMEA - To remain useful as a guide to DoD investment and sustainment decisions, the enterprise architecture must be maintained. The architecture will remain current through both updates and maintenance at the enterprise level and by leveraging architecture refinement and decomposition work that will be ongoing within the DoD.



2. Establish and Conduct Governance and Guidance - FMMP will establish and operate a Governance Structure to maintain compliance between business transformation activities and the Enterprise Architecture.  The Governance Structure will leverage DoD’s current organizational strengths by giving responsibilities to the owners of the primary business areas while providing a vehicle for efficient execution, guidance, and oversight of transformation activities.  



3. Execute Pilot Activities - In concert with the development of the Enterprise Architecture and the Transition Plan, FMMP is conducting planning to sponsor pilot efforts that will be started shortly after the completion of the architecture. The pilots chosen will quickly provide critical capability to the DoD and demonstrate the value of the Enterprise Architecture to the DoD stakeholders.



4. Execute Follow-On Activities - There are a number of follow-on activities that must take place to execute the business transformation that will be depicted in the “To Be” architecture and road mapped in the Transition Plan. These efforts range from transformation of a specific business process within a particular domain to outsourcing of a governmental function. Through the Governance structure, FMMP will assist Domain Owners to oversee the follow-on efforts within their domains to maintain compliance with the enterprise architecture and transition plan. 
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Figure 10. FMEA Path to Success



4 Context



4.1 Introduction



The context of an Enterprise Architecture states the larger frame or setting around that architecture.  Source material for a context statement is typically found in doctrine, vision statements and various CONOPS that are gathered as part of architecture development. The context statement for an architecture helps provide that the appropriate processes, policies, systems and technologies are considered during the development of the architecture.



The original vision for FMMP, as expressed in section 2.1, is a statement of context. The vision of accurate, reliable and timely financial information to support informed decision-making at all levels throughout the DoD is the immediate context for the FMEA. 



Secretary Rumsfeld’s January 31, 2002 speech on “21st Century Transformation” was also mentioned in section 2. In that speech, the Secretary acknowledged a larger context around FMEA.  The Secretary discussed the slow turnaround and fragmentation of the DoD’s business operations as an impediment to Force Transformation. By improving the current state of business operations, therefore, financial management modernization is a critical part of the larger DoD Force Transformation effort in support of Joint Vision 2020.  The time frame of the FMEA implementation is designed to support Joint Vision 2020 as described in section 3.3.



This section expresses a statement of context for the FMEA that integrates both the business decision-making and Force Transformation perspectives. It does so through the presentation of a concept of DoD business operations that will be incorporated into the FMEA. This concept of DoD business operations describes how the financial management business environment modernization will conduct business operations and how those operations fit into the larger frame of Force Transformation.



Integrating the FMEA into the larger context of Force Transformation is consistent with the goal of supporting the warfighter. Focusing on improving the warfighter's decision-making will be the major element of Force Transformation. Accurate, reliable, timely and relevant business and financial information will be important to that decision making. 



4.2 Concept of DoD Business Operations



The DoD Business Concept of Operations (CONOPS) that surrounds and includes the FMEA is presented in Figure 11. The rest of section 4 will briefly discuss each of the major elements of this CONOPS. Each of the major elements is numbered. These numbers will be used in the rest of the section to locate the element of the CONOPS being discussed. 



In addition, for each major element of the CONOPS, relevant positions to “current environment and target environment” will be discussed. 
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Figure 11. DoD Business Concept of Operations



4.3 The Overall Target: Joint Vision 2020



Joint Vision 2020 is the target vision statement for the DoD. All actions of the DoD should be focused on realizing that vision. The “Full Spectrum Dominance” icon (see number 1 in Figure 11) used in Joint Vision 2020 materials represents this vision statement on the CONOPS diagram.



Current environment – There is no formal statement of connection between Joint Vision 2020 and FMEA. This does not mean that work is not progressing towards that vision. It does, however, mean that there is risk in not being able to assess FMEA and related FMEA transformation decisions formally against the overall vision.



Target environment – The ability to assess DoD transformation work formally against Joint Vision 2020 must be provided. This capability goes beyond the scope of FMMP and FMEA.



4.4 Achieving Joint Vision 2020 With Limited Funds



The funding assumed to be available to achieve a vision that is roughly eighteen years from now is substantial. As the focus moves backwards towards today, available funding becomes more focused on present or near-term concerns. Many of these concerns may not be consistent with achieving Joint Vision 2020. This is represented by the “exhaust trail” that follows the Joint Vision 2020 icon (see number 2 in Figure 11). From right to left, the trail starts out wide, representing the optimism of greater funding availability in the future.  On the left side of the CONOPS, the trail narrows reflecting the limited funds available today to make progress towards the vision.



Current environment – There is no ability to do “what if” planning out to the Joint Vision 2020 time horizon primarily due to the lack of accurate, reliable and timely information upon which such planning would be based. 



Target environment – The ability to do “what-if” planning out to the Joint Vision 2020 time horizon within the financial planning portion of DoD financial management must be provided. This planning needs to be connected to the relatively short-term financial planning that is done today. Accurate, reliable and timely information will be available to support all planning horizons. Support for long-range financial planning related to Joint Vision 2020 is within the scope of FMMP and FMEA. 



4.5 Force Transformation Planning



The overall perspective for transforming the DoD to reach Joint Vision 2020 is Force Transformation Planning (see number 3 in Figure 11). This perspective focuses on the warfighter command, control, and the weapons and support equipment needed to achieve Full Spectrum Dominance. 



Current environment - It is not clear how the business and financial management themes of DoD transformation are contained in Force Transformation Planning. 



Target environment - Section 2 discussed that significant improvement in business operations were essential to support Force Transformation Planning.



4.6 Business Modernization


Within all of the elements of Force Transformation Planning, there is the function of modernization of the business of DoD, i.e., its policies, processes, organizations and systems. Financial management plays a critical role in determining the impact of funding on the “what”, the “how”, and the “when” of business modernization initiatives. An Enterprise Architecture plays a critical role in defining the “what” and the “how” of modernization.  Transition plans play a critical role in defining the “when” these modernization initiatives will take place.



In the CONOPS diagram, the Business Modernization function (see number 4 in Figure 11) is represented within Force Transformation Planning. Note that arrows that flow from the Business Modernization box to the DoD functions in the Business Model matrix represent the creation of business architectures for DoD functions.



Current environment - Business modernization management in general and the financial management dimensions in particular do not appear to occur within a clear, well-defined management organization and structure.  The same applies to coordination of Enterprise Architecture and transition planning.



Target environment - A clear, organized and systematic process for business modernization is needed. That process must incorporate financial management, architecture, and transition planning. All of this and the financial management aspects of business modernization fall within the scope of financial management business modeling.  Enterprise Architecture and transition planning management for the entire DoD do not. However, FMEA intends to establish an example of leading industry and government practices to support the broader Enterprise Architecture and planning processes needed by the DoD.



4.7 Financial Management Modernization



Financial management modernization is part of the overall business modernization function of the DoD (see number 5 in Figure 11). Financial management modernization will be accomplished in large measure through the creation of the FMEA. The FMEA will be used to drive and support business modernization efforts that directly support or are connected to financial management processes. 



In Figure 11, the Financial Management Modernization function is represented within Business Modernization. Note that the creation of business architectures for DoD financial management processes are represented by arrows that flow up and around from the Financial Management Modernization box to the DoD Financial Management Processes in the Business Model matrix.



Current environment – Progress has been made well into the beginning stages of the FMMP, and creating the FMEA. 



Target environment - An ongoing financial management modernization effort must be established that will support the integration of the FMEA into the appropriate business modernization initiatives and keep the FMEA up-to-date with changes in financial management business policies, compliance requirements, and technology. 



4.8 The Role of An Enterprise Architecture



An Enterprise Architecture provides an enterprise-wide model of business policies, processes, organizations and systems (see number 6 in Figure 11). The only way to affect enterprise-wide change is with an enterprise-wide model. As such, discussions and decisions over the future shape of the DoD should be refined and reflected in the Enterprise Architecture. 



An Enterprise Architecture will also drive out undesirable duplication and overlap and will establish required linkages and integration of business policy, process, and technology. This will result in moving the DoD towards seamless integration both within the DoD and between the DoD and external organizations.



Current environment – An Enterprise Architecture does not exist for business and financial management within DoD. This has resulted in a myriad of disparate systems that are not integrated. This has led to inefficiencies in decision making and increased costs relating to business and financial operations.



Target environment – A completed FMEA that serves as a blueprint for both development and implementation of all DoD financial and business systems.  The transition plan will serve as a roadmap to move from the current environment to the intended future state where all business and financial initiatives will align with the guidance and policy inherent in the Enterprise Architecture.



4.9 The Adaptive Enterprise Environment Concept



An adaptive enterprise environment is the overall concept that drives FMEA (see number 7 in Figure 11). This concept is based on the notion that financial management practices, technology, and world events change rapidly. The DoD’s financial management capability must, above all, be designed to adapt continuously to change. 



Current environment - There are many efforts in the DoD and the financial management community that are moving towards this concept. Many Commercial Off-the-Shelf (COTS) packages provide better support for this concept than the typical “home grown” software.  System reduction and consolidation efforts in Defense Finance and Accounting Service, Defense Information System Agency, Defense Logistics Agency, and others are also contributing to progress towards this concept. Many systems used in the DoD are using systems management and e-business infrastructure technologies that are consistent with the concept of an adaptive enterprise environment. The major shortcoming is that there are coverage gaps and lack of integration among these efforts.



Target environment - A number of the elements of the DoD financial modernization vision express the concept of an adaptive enterprise environment. FMEA will incorporate those elements in support of the Adaptive Enterprise Environment Concept. Ultimately, however, this concept needs to be developed and deployed for use by the entire DoD. In that regard, FMEA will provide a leading practice process and an architecture asset that should greatly assist DoD.



4.10 The DoD Business Model “Under Development”



This is the key element of the how the DoD will conduct business and financial management when the FMEA is implemented (see number 9 in Figure 11). The Transition Plan will take into account the rate at which changes in regulations, legislation, financial management practice, etc., can be identified and executed to create the constrained “To Be” architecture with the goal of ultimately achieving the unconstrained architecture model.  “What If” analysis and simulation will be employed to determine the impact of these changes with respect to business and financial management excellence in general and compliance in particular. Changes to the business model will be made based on the results of that analysis. 



Current environment - Without a financial management Enterprise Architecture, opportunities have been missed to consolidate common functions and information. Furthermore, more COTS have been purchased than needed resulting in duplication of effort to install them.  Further, it has been a struggle to connect the COTS to legacy systems. It should be noted that COTS as such is not the problem. The problem is installing COTS without the appropriate “up front” architecture.



Target environment – The goal is to model the business of the future and decide what it will consist of and how it will be done, COTS or otherwise. Once the requirements are known and there is an understanding of how the new business model will satisfy them, it can be determined how (most likely with preference to COTS) and when to implement elements of that model.



4.11 The DoD Business Model “In Execution”



The next most important element of conducting business and financial management is the process to translate the “To Be” model of business and financial management into the model that controls the execution of business and financial management work.  The DoD Business Model “In Execution” represents this in the CONOPS (see number 8 in Figure 11). This model represents the actual systems, processes and procedures deployed that conform to the model.



The need to translate the “To Be” model into an executable model is the result of:



· Incomplete integration between architecture tools and system development, configuration and execution environments.



· Additional model detail required by technology that requires human judgment.



Current environment - Numerous, expensive and long-running projects are needed to update the DoD business model in execution. In addition, the model is manually re-created either in repositories associated with particular systems or in the actual code of those systems.



Target environment - In time, the DoD Business Model “Under Development” will be automatically translated, to the greatest extent possible, by software into the DoD Business Model “In Execution.” This will minimize the “cycle time” for new business and financial management policy. It will also reduce compliance exposure that can result when people fail to program or configure the right policy into custom code, a COTS package, an XML message definition, etc. 



4.12 Realizing Joint Vision 2020



Both FMMP and FMEA begin (according to the DoD Financial Modernization Vision discussed in section 2) with Joint Vision 2020. The intent is that the FMEA and related work will play a significant role in moving the DoD towards realizing that vision (see number 10 in Figure 11).



5 Findings and Lessons Learned



The development of the FMEA architecture project has resulted in a number of key findings that demonstrate the advantages of the new architecture.  There were also some architecture development lessons learned associated with the FMEA effort. The findings are first presented by overarching enterprise wide benefits, primary operational elements of this architecture, and followed by what was learned from an architecture development perspective.  The findings are based on the application of industry leading practices. A comprehensive summary of the leading practices and their specific benefits are available on the portal and are under configuration control. 



5.1 Enterprise-wide



1. Workflow management across DoD has been applied to enable automated common processes and procedures. One primary benefit of a wide area work flow is that it affords visibility and accountability for the decision maker based on the position and role of the individual in the organization layer. Examples of these features are automated PKI and approval processes for the traveler, and streamlined approval processes through the procurement process. These common processes also enable the implementation of common performance measures across the Department, thus providing a means to accurately and reliably obtain status of activities and projects throughout the Commands, Services and Agencies. Workflow management reduces the time needed to obtain an approval, provides a tracking mechanism for improved accountability, enhances the distribution controls, and provides an audit trail.



2. The Conceptual Data Model provides a framework of DoD-wide data standards, while retaining the flexibility needed to use a variety of COTS products. This data model leverages emerging technologies, such as XML, for data portability, transportation, and data-level integration. The application of the conceptual data model in XML will improve access to data, improve usability of business data irrespective of source, reduce cost of processing (since data does not need to be re-keyed or reformatted), reduce approval time, provide tracking mechanisms, facilitate audit trails, enhance analysis, and deliver information in flexible manner.



3. Enterprise business rules for business processes, combined with the data standards mentioned above, will provide additional flexibility for information needs, while maintaining a predictable and therefore reliable means of following policies and procedures.  These business rules will also minimize conversions and reconciliations during close cycle, improve data quality, reduce potential for error, maintain integrity of standards and streamline the closing process.



4. The DoD Financial Management Enterprise Architecture was developed using Industry and Government leading and standard practices to streamline business processes.  However, those practices were constrained or potentially in conflict with existing laws, policy, and guidance.  Compliance White Papers were developed to identify potential constraints that could prevent the full implementation of the practice, thereby, reducing its effectiveness or impact on the Department.  Proposed changes to Legislation were identified for three leading practices, and legislative change proposals were provided to the Under Secretary of Defense Comptroller for use in budget deliberations.  In addition to legislative changes, recommendations were also made to change the Federal Acquisition Regulation, the DFAR, and the DoD Financial Management Regulation. Conversely, research determined that the leading practice for debt collection could be implemented within the constraints of the Debt Collection Improvement Act.



5. The work order management system allows for the formation of basic service level agreements that provide a framework for capacity required by the DoD but not yet definable in quantity, cost, schedule, or the parties required to execute.  These service level agreements enable mutual parties to establish a more formal  understanding of requirements and the components necessary for fulfillment of requirements in both a routine and non-routine environment.



6. Information assurance is an integral part of the architecture.  A sound enterprise architecture supports role assignment, defines appropriate behavior among IT assets, and prescribes rules for system interaction and interconnection.  Following this approach will integrate information assurance features into FMEA at the activity and function levels.



7. Standard process and technical approaches used by information technology can be adapted for an enterprise architecture to provide shared services in a ubiquitous, secure, and timely manner.



5.2 Strategic Planning and Budgeting



1. Integrated budget and performance measurement comes from linking budgets to the strategic and performance plan.  Linking the strategic plan to the budget is part of the overall performance-based budgeting effort.  By cascading goals down from the top of the organization to the lowest levels and utilizing business and economic models to translate those goals to financial and resource requirements, the budget is effectively linked to the strategic plan. This linkage allows direct analysis of variances in program performance to performance of business level and strategic goals, and facilitates justification of corrective action plans.



2. Greater budget execution flexibility and enhanced control is obtained by establishing approval thresholds based on level of authority. Approval thresholds will be created based on the responsibilities of each organizational level, thus providing an additional level of control on spending. The establishment of thresholds that define the level below which Congressional approvals are not needed to reprogram funds will allow greater flexibility for the program managers, and improved program performance.



3. Integration between budgeting and business planning is made more effective via a collaborative process to develop budgets and forecasts. A lack of sharing of vital information during the budgeting process creates a lot of rework and frustration; a collaborative process allows everyone to work toward the common goal and reduces data input. A collaborative budgeting process will allow more accurate budgets to be established (since the representatives are identified based on skill sets) and will reduce the cycle time since budgets will be input simultaneously.



4. Consistency and standardization in utilization of performance metrics across all programs allows greater control, accountability, and management capability. Performance metrics are an integral part of performance-based budgeting. Standardization of metrics around a key set that has as a minimum output-based, quality, and leading indicator measures. Performance metrics will be represented via digital dashboards and scorecards and will enable benchmarking, process improvement and budget-based performance measurement. Performance metrics are defined by each operational element above and integrated through data standardization.

Management of program direction is more pro-active via an exception-based reforecasting process that requires corrective action plans if key performance metrics deviate beyond a threshold tolerance level. Resource-intensive schedule-based management reporting is replaced by this process that requires a detailed analysis and corrective action plan only when performance is poor.



5. A standard budgeting process across the Department of Defense with standard data and justification material simplifies the effort and focuses scrutiny on the most variable components of the budget. The number of lines and cost objects that require forecasting is reduced tremendously and replaced by historical or standard costs, or by output from business and cost models.


5.3 Human Resources Management



1. A single employee profile for civilian and military, the Human Resource Information Profile, provides a 360 degree view at a single “point of contact” of the employee’s/member’s personnel, pay and benefits history to date that contains skills; competencies and job preferences, accessible to the organization and the employee/member, 24/7 with proper authorization, access control to update and view information.  This environment is presented to the user as a single presentation layer with personal preferences invoked as required by the user.  This single sign on capability enables the user to view all the information of interest with a single log on using a user identification and a password.  This alleviates fragmented personnel and pay records that cause difficulty in tracking information such as status change (active, guard, reserve) pay, benefits, and credit for service thus putting the member/employee at risk of losing entitled benefits.  It also enables total visibility of human resources, thus providing quick access to employee information profiles for needed skills and competencies thus allowing a match of people and positions more effectively and efficiently – leading to better placement practices as well as maximizing productivity and satisfaction of the workforce.



2. Employee self-service avoids the massive paperwork drills, currently the norm for the Department. Members and employees will be able to view and interact with the organization holistically anytime anywhere at a single “point of contact.” Employees and members have the ability to accomplish routine actions by themselves. The organization has the ability to personalize its relationship with each member/employee in new ways.



3. Centralized training and seat management will create a common source of training material. This management approach will result in consistency of training methodology and content as well as the ability for each employee to be trained anytime and anywhere.  Therefore geographic boundaries are of no consequence. By utilizing technology oriented training centers the development of employees is more effective and efficient.



4. Pay and incentives are tied to performance using standardized performance metrics.  Performance is based on unbiased indicators that drive motivation, retention, loyalty and attracting the “best and brightest.” Business determination for incentives is uniform and concrete. This information also ties back to Strategic Planning and Budgeting for planning activities.



5. Improved healthcare information management will improve employee welfare by providing immediate, authorized access to medical records throughout the world at Department hospitals. Improved healthcare will result in greater employee productivity, retention and satisfaction. 



5.4 Procurement, Payables, Acquisition, and Disbursing



1. A streamlined acquisitions process is hallmarked by a structured, formal contracting approach (e.g., Sourcing Contract) that checks statements of work (SOW) for discrete, individual performance requirements that equate specifically to the form, fit, function, manner, and content expected from the vendor/contractor. These discrete requirements will be generated seamlessly on Purchase Requisitions (PRs) that may be committed and launched as Purchase Contracts at the time of execution, or as required throughout the lifecycle of the program. The vendor/contractor will be required to invoice DoD as defined by each Purchase Contract. As a result, no contract reconciliation will be required, open-ended commitments will be eliminated and the need to match performance, acceptance and the invoice, when required, may be accomplished systemically by the process.



2. The enhanced payment process provides five different solutions depending on vendor experience and history. Payment solutions assess business risk and are a motivational component to reward past performance providing stimulus for continuous improvement.  For example, vendor/contractors with a long, excellent track record are paid based upon the receipt of an invoice matched to our Purchase Contract (Evaluated Receipt Settlement “ERS”). The result:  a rapid, lower-cost solution to the DoD removing the most costly step in the matching process (receipt), eliminating Prompt Payment issues, and enabling the government to benefit from vendor-offered discounts. Vendors benefit through a simplified delivery and invoicing process as well as a more rapid payment.



3. Better Purchase Card Control upon employee transitions such as termination, reassignment or other changes in employee status will reduce this potential “driver” of fraud. Examples of control features are limiting the number of cardholders a supervisor is responsible to review and providing electronic access to accounts by cardholders and approvers. Approvers will have the ability to use purchase metrics and data mining to identify problems/issues, risk areas and/or flagrant misuse of the Purchase Cards.



4. Strategic Sourcing - Centers of Excellence provide improved sourcing strength through  (a) commodity and industry expertise to satisfy requirements; (b) availability of industry/commodity-specific, tailored agreements and contracts; (c) performing spending analysis and tracking results; (d) automating procurement and payment solutions; (e) developing supplier relationships; (f) reducing redundancy; (g) improving data quality; and, (h) industry-focused training, enhanced negotiation capability, and, therefore, reduced costs through consolidated demand management; (i) creating and using common skill sets.



5. Streamline the Acquisition Process through DoD/Federal enterprise wide contracts. This would provide for improved visibility of enterprise wide contracts that are managed at the Centers of Excellence level and executed at local level. The Enterprise Architecture allows for better planning and forecasting for aggregating requirements at the DoD level, which results in more competitive pricing structures with vendors.



6. There should be an enhanced use of Vendor Managed Inventory. Integration of the Procurement and Logistics activities within the Enterprise architecture will enable the benefits of “Pay on Consumption.” Pay on Consumption is based on the premise that the supplier places inventory at an end-user location but retains ownership. End-user consumption of an inventory item constitutes receipt and acceptance of the item, thereby triggering an inventory replenishment order. For low volume inventory items, consumption may also trigger an invoicing cycle. For high volume consumption items, payment to the suppliers is initiated on a regular agreed-upon determined period. This would be facilitated in the To-Be architecture by integration of the Vendor Managed Inventory Contract (Sourcing Contract), End User Requisition, Receipt, Acceptance and Financial Payment System. Pay on Consumption enhances the benefits of Vendor Managed Inventory and Point of Use delivery and storage. Direct benefits are: reduction in inventory carrying costs, increased Point of Use delivery of materials, improved lot sizes, reduction in manual processes (paper work), and reductions in personnel costs.


5.5 Real Property



1. Integrated fixed assets system with budgets (e.g., for assets under construction), purchasing, accounts payable and tax reporting. This capability fully integrates real property into the overall financial systems to provide for comprehensive management of real property, such as the automatic updates of related data when activities occur.



2. Revitalization with private sector financing by conveying excess Federal land to a private developer in exchange for construction of mission-required facilities, which are leased back to the Government. Lease expires after term and both the land and facilities return to the Government at no cost. Developer receives his “payback plus profit” during the lease term.



3. Predictive Maintenance or the identification of predicted asset failures prior to occurrence is advantageous. This capability provides the opportunity to initiate a maintenance action to repair, restore, or modernize the asset to maintain its mission capability, thereby reducing costly reactive repairs.



4. Space Management and Hoteling Services provide workstations that offer full-service temporary space to Agency and other Federal employees on a daily reservation basis. This capability reduces costs associated with maintaining facilities operating at less than full capacity.




5.6 Logistics



1. Total cost and asset visibility (through entire lifecycle of the asset) such as automatically update on-line fixed asset register from requisitions, and automatically adjusting the real property inventory and associated financial and operational records whenever an acquisition or disposal occurs. This visibility reduces errors and research requirements, reduces maintenance requirements, improves data accuracy, improves timeliness and establishes a single point of contact for changes.



2. Vendor-managed inventories and accountability where the vendor manages stocking levels and replenishment procurement resulting in reduced inventory costs, more efficient use of transportation, improved customer service and more accurate financial accountability. This capability reduces excessive inventory and carrying costs associated with the inventory, reduces stock outages, decreases planning complexity, increases the Department’s ability to meet customer service levels, thus improving relationships with both customers and vendors, and improved warehouse productivity.



3. The Kanban Fulfillment system allows parts to be produced or delivered only as needed, i.e.,  “Just in Time.” In the Kanban system, as materiel is consumed, a signal is sent (physical or electronic) to the supplying organization. This signal is the call that material is required. This will set production in motion to produce that specific unit in a specified lot size. This capability will result in higher produced quality, reduced inventory costs, reduces stock shortages, decreases planning complexity, and enables a tighter and more valuable relationship with the suppliers and customers.



4. Unique identifiers provide standard nomenclature that uses consistent and common terminology and reporting requirements. This capability eliminates terminology and analytical approach differences among the Services and DoD Agencies to improve communication and evaluation.



5. Single Master Record is a central information point detailing critical and essential information that presents a comprehensive view of a specific item's record. Examples of information that could be provided are inventory levels, current stocking or issued locations, planned inventory moves, planning parameters, book value, supplier, and cost. This allows all of the relevant information to be available in a real time environment.


6. Real Time Inventory Movement Recognition is inventory evaluation through automated/electronic inventory control and management. It provides timely asset visibility and improves inventory accountability. This evaluation reduces the excessive inventory and carrying costs associated with the safety stock to mitigate stock outages associated with limited asset or materiel visibility. This capability enables accountability for all inventories and their associated book value. It also eliminates the need for annual physical inventory process resulting in reduction of resource time and costs.



7. Stabilized rates and selling rates are established and charged to customers to map the full costs associated with activities and processes such as all labor and non-labor, direct and indirect, and general and administrative overhead costs. These rates are developed using historical activities, future or new processes, tools, trainings or technologies and forecasted load or demand information. A clear understanding of transfer or inter-organizational prices, increased accuracy in plans or budgets and improved or accurate rates are achieved using this methodology.



8. Cycle counting is an essential component for logistics. There is a need for development of an enhanced means of optimizing inventory record accuracy through a sampling methodology, which focuses inventory counts on assets or asset groups (e.g., types, locations) of the highest risk (i.e., most likely to be misstated and most significant impact). Cycle counting is an effective proven inventory accuracy tool, because it updates inventory records of critical assets on a more timely basis, minimizes stock-outs, minimizes unnecessary purchases, is less disruptive to operations than an annual audit, and is less expensive (fewer resources required to complete).


9. Condition Based Maintenance is achieved using advance sensor technology, tools and processes, which will be able to predict component failures and give maintenance technicians the repair prognosis and repair procedures. This concept will be employed on critical weapon systems and assets. This predictive failure in many cases replaces cyclical maintenance or waiting until a failure occurs. Some of the benefits are improved asset uptime and asset utilization.


5.7 Collection, Accounts Receivable, and Cash Management



1. The Treasury reconciliation process should be automated through the use of a cash workstation. This will provide for the reconciliation of all transactions that relate to the movement of cash on a daily basis (i.e., cash collections and disbursements). These transactions will be linked to specific program accounts, and tied to the Treasury appropriation account affected. Thus providing a clear audit trail of the individual transactions. This enhancement will improve the current reconciliation process between US Treasury appropriation accounts and the Department of Defense. The capability of providing real-time cash balances will provide the ability to perform cash forecasting.



2. Utilize a strategic collection strategy to enhance the current collection rate and reduce the monies owed the Department of Defense. This process will incorporate industry practices, such as creating a specific organization or outsourcing the collection activities.  This approach increases the opportunity for successful collections, since the primary function of these organizations is the collection of monies owed.



3. Incorporate a direct linkage between all other Department of Defense Services that identify debts owed Department of Defenses. This will provide proper recording and collection action on the debt.



4. Incorporate real-time electronic billing functionality to enhance billing information availability, thus providing electronic invoices detailing the products and/or services provided, with associated costs. This will provide the Department of Defense purchasers of goods or services with the ability to access information regarding the billing charges.  This should eliminate or reduce the need for paper copy bills and delays in receiving them ultimately reducing disputed charges.



5. Incorporate write-off thresholds based on customer profile to reduce expenses associated with resolving payment discrepancies. Industry incorporates these when the cost to recover the monies owed is more than the amount owed.  On average, it costs in excesses of $300 to resolve a payment discrepancy.  Establishing a write-off threshold should be based on the customer’s payment history.  This write-off threshold should only be for customers that have purchased goods or services from the Department of Defense, and not authorized for debtors. 



5.8 Accounting



1. A single organization for accounting guidance establishes a single point of control for all changes to the Standard Accounting Code Structure (e.g., accounting and cost accounting structure). Changes to the Standard Accounting Code Structure will be developed and communicated in a timely and effective manner through a single point of control. Procurement, Payables, Acquisition, and Disbursing, Logistics, Strategic Planning and Budgeting, and Human Resources Management also use this common code.



2. A Standard Accounting Code Structure will be used by DOD to improve data consistency and quality by eliminating the need for crosswalks, and reducing the potential for human error. Standardizing the accounting code structure will improve the timeliness of performance information and also improve the accuracy of cost data. Implementing a consistent accounting structure will improve the ability to trace back to source transactions. It also reduces maintenance requirements when changes to the chart of accounts are necessary.



3. A Standard General Ledger framework enables the consistent entry, retrieval, and summarization of accounting transactions so that meaningful information can be easily and predictably derived. This single framework of entering and retrieving information allows information to be discrete and retrieved consistently and repeatedly. The Standard General Ledger framework is used for economic reporting purposes and contains financial and non-financial information. The general ledger should provide varying levels of detail of both accounting and cost accounting data. Some advantages of standardizing the general ledger are consistency and resulting comparability of information. This affords the decision maker a better understanding and capability of reporting economic and financial information.



4. Cost models are used to collect and derive a diversity of cost and managerial accounting information. They enable the integration of accumulated cost financial and non-financial data in order to produce meaningful information on actual costs of processes and outputs. They can also be used as a basis for performance measurement and reporting including such outputs as “Balanced Scorecards” and “Digital Dashboards.” By implementing modern/advanced costing methodologies (e.g., Activity Based Costing/Management), this capability will improve the ability to compare costs across organizations and improve management decision making by providing more accurate and useful cost information. Other benefits are the enabling of more accurate analysis of the causes of costs, the provision of the full cost of programs, processes, and other outputs, the ability to analyze variances between estimated and actual results, and the provision of more accurate cost rates to provide full and appropriate reimbursement of costs.



5. Automated and certified financial statement generation provides the certification of financial statements, establishing accountability for the accuracy and completeness of the published financial position and operations of an organization. This capability improves the integrity and reliability of information. 



5.9 Financial and Management Reporting



1. Data standards for DoD provide standard use of consistent data definitions and defined data elements, thus eliminating the time required to provide translations. Standardized data also provides a common understanding of terms across the enterprise. It eliminates the need to map data and reduces the time to provide analysis and comparative reporting, improves the ability to leverage established report templates, increases the ability to react to financial and operational conditions, and will shorten the reporting process.



2. Common, shared information across DoD, via publish and subscribe techniques, use workflow functionality to disseminate reports for timely approval/certification, provide controlled routing and an audit trail for the approval process and may eliminate the need for sequential approvals that can be done concurrently. Digital signatures would be used with this process. This functionality will reduce the time to provide reports to individuals requiring the information, thus improving the access to timely information throughout the enterprise and improving the understanding and decision making resulting from a timely report dissemination.



3. Financial and management reporting enables broad (across the Enterprise) and deep (down to the person) reporting via the capability to drill down to transaction level detail to better understand summarized financial results from any part of the Department. This capability will reduce the cost to identify needed detail and provides faster and better analysis, ultimately shortening the reporting process.



4. Financial and management reporting transforms data to information and knowledge for decision makes as a representation of operations reality as graphs, maps, meters, traffic lights, or other symbols and metaphors. Data visualization can provide an intuitive understanding of basic information. Used in business today as an executive “dashboard” or scorecard. Data visualization enables the rapid assessment and response to this performance information by decision makers. 



5. Timely, accurate and reliable information from integrated sources of data improves the data integrity and accuracy. Integrated data streamlines the reporting process by reducing/eliminating manual data reconciliations. This capability reduces the time and cost to generate reports and proactively manage the business. In addition, real-time reporting provides the ability to continuously monitor and analyze critical information to effectively manage the business at any point of time, the ability to review financial performance on demand, and provide key information to decision makers to make decisions prior to closing.



5.10 Financial Statements Initiative



1. Development of automatic notifications in the Defense Departmental Reporting System (DDRS) for post-lockdown submissions will reduce data inconsistency due to post-lockdown data submissions (trading partner data and footnote data).


2. Data call information will be improved by using the Data Collection Module (DCM) to collect data. Financial statement line items are based on information entered manually at the departmental level rather than from a transaction-based accounting system. Manual data calls are issued for these line items. Data call information is not always reliable or received within the prescribed timeframe.



3. Accuracy and efficiency of financial statement reporting will be improved by accelerating the implementation of the DDRS-Budgetary module which interfaces with installation level accounting systems. Central Sites manually enter information from accounting systems into the Defense Departmental Reporting System (DDRS)-Audited Financial Statements (AFS) module used for financial statement reporting (selected Sites have automated certain activities in the process). This manual entry results in a labor-intensive compilation process at the DFAS Central Site level and would be virtually eliminated with the implementation of the DDRS-Budgetary module. The implementation is in various stages of completion which results in (1) manual, redundant processes and associated risks to data quality; (2) requires reworking of data, crosswalks, and reconciliations at multiple levels. 



4. Improvements can be quickly realized by (1) evaluating expanding the functionality of the DDRS to support the trading partner accounting process; (2) establishing a trading partner accounting process team to provide a DoD-wide focus on trading partner accounting issues; (3) evaluating potential modifications to source accounting systems to capture the program code attributes for intra-agency transactions and create data elements for intra-governmental transactions necessary for trading partner identification.



5. Tighten close controls by issuing a centralized, detailed close calendar and enforcing compliance. Data calls should be scheduled around compilation timelines.


6. Frequent policy changes that occur during close and compilation activities delay reporting times by causing the need for data to be reworked and accounting personnel to be diverted from compilation activities in order to comply with policy changes. Establish a policy issuance cycle with the objective of stabilizing financial management guidance for an entire fiscal year. This will facilitate a stable reporting environment where reporting is consistent and activity results are comparable across reporting periods. In addition benefits can be derived by developing a SGL Transaction Library as reference tool and establishing a control board to centralize and approve changes to SGL.



7. Electronic files needed for financial statement reporting cannot be sent due to file size or security issues.  Manual re-keying of data is required. Immediate benefits could be achieved if (1) financial management data and reports used to compile the financial statements are submitted in an electronic format to increase the speed of compiling the information and reduce the need to re-key data, (2) access can be provided through the firewall infrastructure to allow receipt of files.


8. Establish performance metrics to show progress of financial statement compilation process and improve performance management capability.



5.11 Very Large Enterprise Architecture Development



The sheer scope and size of the FMEA, coupled with the short time for its development, led to several related findings and lessons learned.  Most of these center on the absolute need for detailed processes and procedures for architecture development, configuration management, sequencing and communication.  In a typical Enterprise Architecture, a relatively small team develops the architecture and the need for these industrial strength procedures are minimized as the team size allows for informal communication methods to suffice.  In the case of FMEA an average of over 210 people were directly involved in the development of the architecture. It was found that the techniques and processes developed for large scale software development were directly applicable and the project successfully tailored and implemented those processes.



1. Detailed Processes: Initially, the relatively informal processes normally associated with development of enterprise architectures were put in place. These proved inadequate to the task of controlling and coordinating the efforts of the large workforce on FMEA.  The resolution was to refine, document, and disseminate the processes based on the very similar processes used on large scale software development projects. Some of these are a configuration control board process, configuration control process, defect/enhancement tracking and screening process, an architecture build process, a daily production meeting, detailed product and development guidelines and procedures, use of kickoff meetings, and having shared information available on the portal.



2. Configuration Management: Normally for small scale enterprise architectures, configuration management is handled informally by only having a few individuals in direct and constant communication with each other coordinate changes to the architecture. This is not workable with large number of individuals simultaneously updating the architecture. As a result, FMEA tailored and implemented processes derived from large scale software development. Some of these processes are:



a. Configuration Change Control Board and Process: This implemented a formal way to approve and coordinate change control to the architecture. Given the size of the FMEA, this was vital to limiting changes to those that were appropriate, coordinated, and implemented correctly across the architecture. 



b. Architecture Build Process: This implemented a process very similar in concept to a normal software build process. The key difference was that the automated tools that exist to support a software build do not exist to support the architecture build process so it is more of a manually implemented process than an automated one.



c. Defect/Enhancement Screening and Tracking Process: To allow tracking and resolution of comments (defects and enhancements) against the architecture, a formal defect tracking system was implemented in this case supported by a software tool (PVCS Tracker).



In addition, it is necessary to sufficiently staff and resource the configuration management team due to the manual processes required to complement the automated tools.



3. Sequencing of Development: It is important to follow the normal logical sequence of development of C4ISR products during the building of the architecture and not try to work too much in parallel. This means that the work on the Operational View activity model decomposition should be essentially finished and stable prior to starting work on the System View system functions. Similarly the Systems View work should be essentially finished and stable prior to significant work on the Transition Planning packaging and segmentation. To the extent that these activities are overlapped and attempted in parallel, especially in very large enterprise architecture development, it generates a lot of churn, rework and integration issues.



4. Facilities: The group needs to be located together to facilitate the communication and interaction needed to insure integration of the architecture. This can be mitigated by collaboration tools and to some extent this was done. However given the tight schedule and relatively high level of the enterprise architecture, nothing substituted for getting the appropriate people in a room and rolling up their sleeves and getting the work done. 

In addition, having dedicated subteam rooms where information could be posted and where informal discussions could be held was very effective. Each of these subteams should have multiple network connections and an LCD projector. 



5. Architectural Tool Support: As mentioned above, most enterprise architecture tools are not designed for the number of people, sheer size, and the rate of change experienced in a very large scale enterprise architecture. Some scripts and formal manual processes were developed as a work around for the lack of these tools. The team worked with the primary software vendor, Popkin to provide extensive feedback and input into the future development of their tool. The intent was to add more of these well known software development capabilities to the architecture development tool. It is recommended that concurrent user capabilities be a requirement when selecting a tool for large scale enterprise architecture development. 

Given the rapid rate of change and development of the architecture, full time on site support by the architectural tool vendor also proved to be a key lesson learned.



6. Integration/Test and Quality Assurance: While not typically implemented in an enterprise architecture development project, a separate integration/test/quality assurance environment is highly recommended. This would take promotions from the development environment, provide a separate team that performs integration, test, and quality assurance, then promotes from this environment to the production environment.  There was a definite need for this separate environment, team, and plan to fully implement this concept for FMEA.



6 Tools and File Formats Used



In order to make the development and support of FMEA project as efficient as possible, a Data Repository Operating Environment has been be created.  It provides a Data Repository for all work products and other documents of interest to the project.  It also provides a set of tools used to create, manage, and access information in the Data Repository, as well as other tools to help the team work efficiently.



Figure 12 shows the operating environment of the FMEA Data Repository that is used to support architecture development. 



Appendix H depicts the tools used to develop and support the architecture.  A high level summary of the file content and format are described for each tool.  In cases where the files are published to the portal, the file formatting options are provided. Appendix H also provides a brief comment on the use of the tool. 
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Figure 12. Data Repository Operating Environment Overview



6.1 Data Repository Components and Their Functions



Data Repository tools and databases are accessed through the FMEA Portal by various groups as shown in Figure 12. The portal provides capabilities that are typical of enterprise portals such as: personalized and customizable access to architecture content, meeting management, collaboration, and uniform and seamless access to a variety of different types of content.



Content presented by the portal is organized by and accessible through a flexible arrangement of the content, coupled with user profiling. This arrangement will allow users to access the information that they are most interested in within the repository. These capabilities will also provide a mechanism to control access to information and tool capabilities on an as-needed basis.



A copy of the FMEA exists within, and is accessible through, the FMEA Portal. This is stored in the “Structured and Unstructured Content” database on Figure 12. This “database” is simply a reference to all of the content that can be presented by the FMEA Portal.



The remaining Data Repository tools are client-server applications. The FMEA Requirements Management tool, DOORS is accessible through the FMEA Portal through DOORS Net. The Enterprise Architecture tool, System Architect, is not currently accessible through the FMEA Portal. However, at prescribed intervals, FMEA content from System Architect will be placed into the FMEA Portal so that it can be accessed via the Web.


The Data Repository Operating Environment supports seven main functions.  These components are depicted in Figure 12.  The first five of these functions are performed within the portal, while the last two are performed by Client-Server Applications:



· Knowledge Management provides the capability to catalog, manage, and store in their native format the full range of materials required for architecture development.  Knowledge Management covers, but is not limited to, reference documents, the “As Is” systems inventory, methodology standards and procedures, existing architectures, industry leading practices, and COTS and government off-the-shelf (GOTS) software descriptions.



· Meeting Management provides support for scheduling meetings, tracking attendee invitations, publishing a meeting agenda, distributing pre-reads, and capture of meeting minutes.


· Collaboration supports project/task based collaboration and communities of interest with “whiteboard,” chat and conferencing.


· Action Tracking supports the recording, identification, and tracking of issues and action items.



· Configuration Management provides capabilities related to configuration control of the architecture.



· Requirements Management provides capabilities to store and control requirements defined by the architecture and maintain links between these requirements and architecture products, in support of requirements justification.  The DOORS tool performs this function for the Data Repository. (The DOORS tool includes the “Link” component, SA DOORS, that supports linking System Architect content with DOORS content.)



· Enterprise Architecture provides a means to build architecture products that are compliant with the framework and stores and maintains all forms of these products.  The Popkin System Architect tool performs this function for the Data Repository.


For additional information on the Data Repository Operating Environment and its usage, see the “Data Repository Concept of Operations and Implementation Plan” document.



Appendix A. OV “As Is” Matrix



Process Grouping:



Programming, Budget & Funds Control



· Financial Planning 



· Budgeting & Forecasting 



· Funds Control



People Pay



· Salaries & Benefits 



· Travel 



· Refunds Receivable 



· Payables



Payables



· Vendor



· Inter-Government



Receivables



· Debt



· Sales



· Inter-Government



· Refunds/Collections



· Foreign Military Sales 



· Reimbursable



Accounting



· General Ledger/Trial Balance (closing entries, adjustments, etc.)



· Reconciliation



· Accounting Policy (USSGL, etc.)



Cost Accounting



· Cost Standards & Policy



· Cost Analysis



Asset Management (Non-Cash)



· Property



· Plant



· Equipment



· Inventory



Financial Management Reporting



· Reporting Policy/Requirements/Guidelines



· Financial & Non-Financial 



· Collections & Disbursements



· Treasury – collections/disbursements



· Cash Management



DoD Functional Grouping:



Personnel (Military & Civilian)



Civilian



· Payroll



· Position Management and Classification



· Personnel Actions



· Staffing



· Workforce Relations



· Benefits



· Employee Training & Development



· Non-appropriated Fund (NAF) Management



Military



· Process Accessions



· Develop Personnel



· Manage Personnel Strength



· Sustain Personnel



· Support Quality of Life



· Perform Military Personnel Pay and Administration



· Transition Personnel


Health Affairs



· Health, Medical Programs



· Military Dependent Health Affairs



· Health, Medical Care



Logistics



· Configuration Management (CM)



· Facilities



· Management Planning



· Manpower, Personnel, and Training (MP&T)



· Operational Support



· Packaging, Handling, Storage, and Transportation (PHS&T)



· Supply Support



· Support Equipment



· Technical Information



Acquisition



· Pre-systems Acquisition



· Systems Acquisition



· Sustainment



Operations / C3I



Operations



· Policy



· Plans



· Security Cooperation



· Threat Reduction



· Administration & Management



 C3I



· Command and Control



· Communications



· Intelligence, Surveillance, and Reconnaissance



· Information Management



Appendix B. OV “To Be” 



Process Grouping:



Strategic Planning and Budgeting: This process group consists of strategic planning, the development and execution of the budget, and identification and implementation of requirements. The process has both the authority and responsibility for effectively using available resources to accomplish assigned missions.  Strategic Planning and Budgeting supports funding of all DoD services, agencies and field offices, and assesses financial and operational performance versus strategy and targets in these groups. It is the development and translation of operational plans, contingency plans, infrastructure capabilities and sustainment objectives into resource requirements to support the National Security Strategy, which are then translated into a comprehensive financial plan.  The resource requirements are actually detailed by the functional communities (Procurement, Payables, Acquisition & Disbursing, Logistics, and Human Resource Management) based on functional objectives provided by Strategic Planning and Budgeting.  Joint Chiefs of Staff and Unified Combatant Commander requirements drive operational planning, budgeting and resource allocations by the Military Services and Defense Agencies to enable them to provide ready forces and capabilities. The process contains the development of guidelines and assumptions which become the foundation for the financial plan and typically begins with the development of the National Military Strategy, Defense Planning Guidance and Quadrennial Defense Review.  It progresses to development of the financial and operational plan, incorporating the plan into programs, developing the performance plan, conducting the reviews and approvals, transfers, adjustments, appropriation distribution, developing the budget authority, controlling and balancing funds, measuring performance, and providing input for execution of the incentive plan.


Logistics: This process group consists of the processes related to planning, controlling and carrying out the efficient and effective movement and maintenance of forces.  In its most comprehensive sense, it contains those aspects of military operations and related information that deal with: 



a. Design and development, acquisition, storage, movement, distribution, maintenance, evacuation, and disposition of assets. 



b. Movement, evacuation, and hospitalization of personnel. 



c. Acquisition or construction, maintenance, operation, and disposition of 
facilities. 



d. Acquisition or furnishing of services.



Human Resource Management: This process group contains the processes that facilitate entry to the organization; career development and management; benefits and pay management; and execution of human resources policies, procedures and employee information management.  The three main components covered in this scope are:  Organizational Management, Benefits Management, and Pay Management.


Procurement, Payables, Acquisition & Disbursing: The process group comprises activities that begin with the identification of a need and end with the issuance of a payment.  Procurement and acquisition activities cover the range of requirements from simple, low cost needs through major, highly complex weapons systems.  They establish purchase types that set specific business rules requiring differing data requirements to complete an acquisition, payables planning, or disbursing effort, and enable us to manage business and financial risk.  As an example, the “To Be” will accommodate acquisitions that require a two-way or three-way match certification as well as those purchasing events that may be paid based upon fewer requirements, such as time-based payments.



Financial and Management Reporting: This process group consists of the process to provide accurate, reliable, and timely financial and management information supporting effective decision making by DoD business operations and the warfighter.


Collection, Accounts Receivable and Cash Management: The process group handles all aspects of cash, accounts receivables, billing, collection, and credit management in addition to the funds balance with the U.S. Department of Treasury for the Department of Defense.  These activities provide for performing collections, liquidating open receivables, and creating cash flow forecasts to assist in managing budgeted capital expenditures.  The group has both credit and banking responsibilities listed below:



· Preserving and collecting accounts receivable.



· Setting corporate credit policies.



· Approving the extension of credit terms to customers.



· Establishing information systems to monitor accounts receivable.



· Managing day-to-day cash flow.



· Controlling cash balances on deposit at financial institutions.



· Transferring funds.



· Maintaining banking relationships.



Accounting: This process group is responsible for the processes of identifying, measuring, recording, analyzing, and communicating economic information about organizations and entities. These processes are provided below:



· Developing accounting policies, procedures, and standards.



· Collecting and processing financial and non-financial transactions.



· Performing closing*, analysis, and post-closing reviews.



· Performing costing and cost/revenue estimating of processes, activities, outputs, and other cost objects.



· Providing cost and managerial accounting analysis services in support of decision making.



*Closing is a reference to those financial activities that are necessary, from an accounting perspective, to formally bring the fiscal period to an end.



Appendix C. FMEA Product Requirements



			Financial Management Enterprise Architecture Product Requirements





			Product ID


			Product


			Essential/ Supporting


			Purpose


			FMEA “As Is”


			FMEA “To Be”





			AV-1


			Overview and Summary Information


			E


			For legacy systems: provides summary textual information concerning "who, what, when, why, and how.”  
For “To Be” systems: serves as a planning guide of the purpose, scope, context, and tools.


			One, updated as needed.





			AV-2


			Integrated Dictionary


			E


			Provides a glossary with definitions of terms used in the architecture description. 



Note: Product is delivered as an integrated part of Popkin System Architect (SA) encyclopedia. Integration and the existence of only a single definition are enforced by the SA tool. Definitions are written to be clear and unambiguous by process, which together with the single definition facilitates integration across the architecture. 






			One, updated as needed. Delivered as integrated as part of “As Is” SA Encyclopedia.


			One, updated as needed. Delivered as integrated as part of “To Be” SA Encyclopedia.





			AV-3


			Capability Maturity Profile


			This work product is not a part of the current draft DoD Architecture Framework but is required by the Call 6 Performance Work Statement


			Aids in the transition from an “As Is” to a “To Be” architecture description.


			There is one Capability Maturity Profile.





			OV-1


			High Level Operational Concept Graphic


			E


			Facilitator of human communication about the Operational Concept for the architecture.  Provides a means for orienting and focusing details in other architecture views/products.


			Phase I: not required; Phase II: One overall graphic, plus more if needed.


			Phase I: not required Phase II: One overall graphic, plus more if needed.





			OV-2


			Operational Node Connectivity Description


			E


			Provides graphical view of operational nodes and elements, the need lines between them, and the characteristics of the information exchanged.  Illustrates conduct of business/operations, not supporting systems.


			One leveled set of diagrams consistent with the OV-5.






			One leveled set of diagrams consistent with the OV-5.









			OV-3


			Operational Information Exchange Matrix


			E


			Expresses the relationship across the three basic entities of an operational architecture (activities, operational elements, and information flow) with a focus on the specific aspects of the information flow.  Identifies who exchanges what information with whom, why the information is necessary and how the information is exchanged.


			One overall matrix.


			One overall matrix.





			OV-4


			Command Relationships Chart


			S


			Illustrates the relationships among organizations or resources in an architecture.  Shows fundamental roles and management relationship.


			One overall.


			Phase I: not required.



Phase II: One Roll Based overall.





			OV-5


			Activity Model


			S


			Describes the applicable activities associated with the architecture, the data and/or information exchanged between activities, and the data and/or information exchanged with other activities that are outside the scope of the model (i.e., external exchanges). 


			One leveled set of diagrams with activities divided into 9 financial management processes and 4 DoD functions.



Phase I: DoD DoD–wide IDEF0, level A0. 



Phase II: Do more detailed “As Is” definition for those areas where “To Be” change is major.


			Phase I: Unconstrained DoD–wide IDEF0, one level below A0, and lower level models for selected Hot Button business and financial events (Appendix F).



Phase II: The Constrained OV-5 Activity Models shall be decomposed to a baseline level of A2 for all PATs. Additional specific decomposition will be accomplished to support the business scenarios.









			OV-6a


			Operational Rules Model


			S


			Extends the capture of business requirements and concept of operations information introduced by the Logical Data Model (OV-7).


			Not required.


			Based on OV-5 external compliance requirements, leading practices, and the PAT Activity Model (OV-5) necessary to define business constraints that are not otherwise defined in the C4ISR architecture products.





			OV-6b


			Operational State Transition Description


			S


			Describes the detailed sequencing of activities or workflow in the business process.


			Not required.


			Phase I: One per PAT and one per Hot button area defined in Appendix F.




Phase II: OV-7 Entities with significant transitions.





			OV-6c


			Operational Event/Trace Description


			S


			Provides the tracing of actions in a scenario or critical sequence of events.  Describes the dynamic behavior of processes.


			Not required.


			Not required (as determined by defined quality criteria).





			OV-7


			Logical Data Model


			S


			Documents the data requirements and structural business process rules of the OV.  It describes the data and information that is associated with the information exchanges of the architecture.  Provided are information items and/or data elements, their attributes or characteristics, and their interrelationships.


			One overall.


			One overall.



Phase I: A1 Entity Relationship level with attributes and definitions for at least the 7 Hot Button Areas defined in Appendix F.



Phase II: Developed and attributed at a level of detail consistent with, and supported by, OV-5 Activity Model decomposition.









			SV-1


			Systems Interface Description


			E


			Links together the operational and systems architecture views by depicting the assignments of systems and their interfaces to the nodes and need lines described in the Operational Node Connectivity Description (OV-2).  Systems nodes contain the allocations of specific resources (people, platforms, facilities, systems, etc.) that are being addressed for implementing specific operations.






			Business-Related Only:



One overall, with one System Entity for each existing DoD business/financial system.


			One overall.









			SV-2


			Systems Interface Communication Description


			S


			Represents the specific communications systems pathways or networks and the details of their configurations through which the physical nodes and systems interface.


			Not Required.


			Business-Neutral only: One overall.





			SV-3


			Systems Matrix


			S


			Description of the system-to-system relationships identified in the intranodal perspectives of the Systems Interface Description (SV-1).


			Not required.


			Business-Related Only: One overall.





			SV-4


			Systems Functionality Description


			S


			Describes the flow of data among system functions in support of activities described in the Activity Model (OV-5). The SV-4 describes system functionality in the context of the business process defined in the OV. 


			Not required.


			Business-Related only: At least one per Process (as defined in OV-5).









			SV-5


			Operational Activity to System Function Traceability Matrix


			S


			Provides a link between the operational and systems architecture views by depicting the mapping of operational activities to system functions.  Identifies the transformation of an operational need into a purposeful action performed by a system component.


			Not required.


			Business-Related only: One overall.





			SV-6


			Systems Information Exchange Matrix


			S


			Describes information exchanges between systems within a node and from those systems to systems at other nodes. Focuses on how the information exchanges actually are (or will be) implemented, in system-specific details covering such characteristics as specific protocols, and information or media formats.


			Not required.


			Business-Related only: One overall.





			SV-7


			System Performance Parameters Matrix


			S


			Depicts the current performance characteristics of each system, and the expected or required performance characteristics at specified times in the future.


			Not required.


			Business-Neutral only: One overall.





			SV-8


			System Evolution Description


			S


			Describes the plans for transforming a system or suite of systems over time


			Not required.


			Business-Related only: One overall.





			SV-9


			System Technology Forecast


			S


			Describes emerging technologies and specific hardware and software products.






			Not required.


			 One overall.





			SV-10a


			Systems Rules Model


			S


			Describes constraints imposed on business processes or systems functionality due to some aspect of systems design or implementation.


			Not required.


			Not required.





			SV-10b


			Systems State Transition Description


			S


			Relates events and states at the system level, such as describing the detailed sequencing of functions in a system.


			Not required.


			Not required.





			SV-10c


			Systems Event/Trace Description


			S


			Provide the tracing of actions in a scenario or critical sequence of events at the system level to demonstrate the purpose of each element of the architecture. 


			Not required.


			Business-Neutral only: Up to five, one per business scenario selected.









			SV-11


			Physical Data Model


			S


			Describes how the information in the Logical Data Model (OV-7) is actually implemented in the systems architecture view.


			Not required.


			Not required.





			TV-1


			Technical Architecture Profile


			E


			References the technical standards that apply to the architecture and how they need to be, or have been, implemented.  The profile is time-phased to facilitate a structured, disciplined process of system development and evolution.


			One overall, as a starting point for the “To Be.”


			One overall.





			TV-2


			Standards Technology Forecast


			S


			Provides a detailed description of emerging technology standards relevant to the systems and business processes covered by the architecture.


			Not required.


			One overall.








Appendix D. FMEA Product Entity/Attribute/Relationship Table



			 FMEA Product Entity/Attribute/Relationship Table





			Entities, Attributes, Relationships


			Explanation





			





			Activity-Node


			Describes an activity that is performed by an operational node.





			


			Description 


			





			


			Operational Activity


			





			


			Operational Node


			





			


			


			





			ICOM Arrow


			Associates the boundary arrows of a child diagram with the arrows of its parent box.





			


			Glossary Text Purpose


			





			


			Information Exchange


			





			


			PAT Owner


			





			


			


			





			IDEF0 Model


			A graphic description of a system or subject that is developed for a specific purpose and from a selected viewpoint.





			


			Description


			





			


			Time Frame


			





			


			PAT Acronym


			





			


			


			





			Information Exchange


			Describes the nature and flow of information that will be transferred between entities.





			


			Description


			





			


			Purpose


			





			


			Mission/Scenario


			





			


			Content


			





			


			Media


			





			


			Timeliness


			





			


			Classification/Classification Restrictions


			





			


			Criticality/Priority


			





			


			Integrity Checks Required


			





			


			Assured Authorization To Send/Receive


			





			


			


			





			Need Line


			Describes the type of information that is needed to support the activities between nodes.





			


			Description


			





			


			From Operational Node


			





			


			To Operational Node


			





			


			Information Exchange


			





			


			


			





			Operational Activity


			Describes what action is to be performed within a node.





			


			Glossary Text Description


			





			


			System Functions


			





			


			


			





			Operational Node


			Describes what type of mission or role will be performed.





			


			Description 


			





			


			Type


			





			


			Operational Activities


			





			


			Owning Organization


			





			


			PAT Owner


			





			


			


			





			PAT Acronym


			Process Action Team identifier





			


			Description


			





			


			


			





			Entity


			Describes the type of person, place, thing, or event of interest.





			


			Attribute List Description


			





			


			Business Description


			





			


			Model


			





			


			Business Rules


			





			


			PAT Owner


			





			


			


			





			Business Rule


			Statements that define or constrain some aspect of the enterprise.





			


			Description


			





			


			Structural Assertion


			





			


			Action Assertion


			





			


			Operational


			





			


			BR Number


			





			


			PAT Acronym


			





			


			


			





			Project Data Model


			OV-7 Logical Data Model





			


			Text Description


			





			


			Propagation Date


			





			


			Propagation Time


			





			


			


			





			State


			Specifies the response of a system or business process to events.





			


			Glossary Text Description


			





			


			


			





			Transition


			A change of state.





			


			Description


			





			


			


			





			Relationship


			The association between entities.





			


			Parent Identifies Child/Identifying - (under consideration)


			





			


			Parent Entity from Entity


			





			


			Number of Children to Cardinality


			





			


			Child Entity to Entity


			





			


			Model


			





			





			System Node


			Describes the operation or role and allocation of resources to perform a particular role/operation.





			


			Name 


			





			


			Definition 


			





			


			


			





			System Node Interface


			Allows data to be passed only between System Nodes.





			


			Name


			





			


			To System Node


			





			


			From System Node


			





			


			


			





			System Entity






			Describes the system functions that need to be performed.





			


			Name



			





			


			Description


			





			


			System Level 


			





			


			Operational Relationships –  (under consideration)


			





			


			


			





			System Interface






			Allows data information to be exchanged only between System Entities.





			


			From Containing System Node


			





			


			To Containing System Node


			





			


			From System Entity


			





			


			To System Entity 


			





			


			


			





			System Element 


			Subset of a system that maintains a separate identity and performs a specific function





			


			Name


			





			


			Description


			





			


			Containing System Node


			





			


			Containing System Entity


			





			


			SV-7 Attributes P1


			





			


			SV-7 Attributes P2


			





			


			


			





			System Element Interface 








			Allows data to be passed only between System Elements.





			


			Name


			





			


			Source and Destination 


			





			


			System Data Exchange - (under consideration)


			





			


			


			





			System Component 


			Subset of a system element.





			


			Name 


			





			


			Description


			





			


			Containing System Node


			





			


			Containing System Entity 


			





			


			Containing System Element  


			





			


			SV-7 Attributes P1


			





			


			SV-7 Attributes P2


			





			


			SV-7 Attributes P3


			





			


			


			





			System Component Interface


			Allows data to be passed only between System Components.





			


			Name


			





			


			Source and Destination 


			





			


			System Data Exchange - (under consideration)


			





			


			


			





			Communications Node


			Controls the transfer and movement of information.





			


			Name


			





			


			Definition


			





			


			Description


			





			


			Type –  (under consideration)


			





			


			


			





			Communications Connection






			The connection may describe the nature of the communication path, for example the kind of channel or network.





			


			Name


			





			


			Definition


			





			


			Description


			





			


			Connection type


			





			


			


			





			System Data Exchange


			Indicates the direction of the flow of data as it moves from one point in the system to another.





			


			Name


			





			


			Introduction


			





			


			Data 


			





			


			Info. Exchange


			





			


			Information Exchange


			





			


			Text Description 


			





			


			


			





			System Function  


			A data transform that supports the automation of activities or exchange requirements.





			


			Name


			





			


			Introduction


			





			


			     P1 Mini Specification 


			





			


			SV-5


			





			


			     Operational Activities


			





			


			     Information Exchange


			





			


			


			





			External Object


			Sends information or data to the system, or takes information from the system, but is not itself part of the system.





			


			Name


			





			


			Definition


			





			


			Description


			





			


			


			





			Data Store


			Describes the location where data "rests" when it is neither flowing nor being operated on. 





			


			Name


			





			


			Definition


			





			


			     Data


			





			


			     Text Description


			





			


			


			





			Technology Service


			A detailed description of emerging technologies and specific hardware and software products.





			


			Short Term Forecast


			





			


			Mid Term Forecast


			





			


			Long Term Forecast


			





			





			Technical Service Area


			A set of capabilities grouped into categories by function.





			


			





			Technical Service


			A set of capabilities.





			


			





			Standard


			A document that establishes uniform engineering or technical criteria, methods, processes, and practices.





			


			Description


			





			


			Status


			





			


			Short Term Forecast


			





			


			Mid Term Forecast


			





			


			Long Term Forecast


			








Appendix E. FMEA Business Transformation Initiatives Architecture Product Requirements



			FMEA Business Transformation Initiatives Architecture Product Requirements





			


			


			


			


			


			





			Product ID


			Product


			Real Property



FMEA “As Is”


			Real Property



FMEA “To Be”   


			Financial Statements



FMEA “As Is”


			Financial Statements



Interim



FMEA “To Be”





			AV-1


			Overview and Summary Information


			Not required


			Not required


			Not required


			Not required





			AV-2


			Integrated Dictionary


			Not required


			Not required


			Not required


			Not required





			OV-1


			High Level Operational Concept Graphic


			Required


			Required


			Not required


			Not required





			OV-2


			Operational Node Connectivity Description


			Required


			Required


			Required


			Required





			OV-3


			Operational Information Exchange Matrix


			Required


			Required


			Required


			Required





			OV-4


			Command Relationships Chart


			Required


			Required


			Required


			Required





			OV-5


			Activity Model


			Required


			Required


			Required


			Required





			OV-6a


			Operational Rules Model


			Required


			Required


			Required


			Required





			OV-6b


			Operational State Transition Description


			Required


			Required


			Not required


			Not required





			OV-6c


			Operational Event/Trace



Description


			Not required


			Not required


			Not required


			Not required





			OV-7


			Logical Data Model


			Required


			Required


			Not required


			Not required





			SV-1


			Systems Interface Description


			Not required


			Required


			Not required


			Not required





			SV-2


			Systems Interface Communication Description


			Not required


			Required


			Not required


			Not required





			SV-3


			Systems Matrix


			Not required


			Required


			Not required


			Not required





			SV-4


			Systems Functionality Description


			Not required


			Required


			Not required


			Not required





			SV-5


			Operational Activity to System Function Traceability Matrix


			Not required


			Required


			Not required


			Not required





			SV-6


			Systems Information Exchange Matrix


			Not required


			Required


			Not required


			Not required





			SV-7


			System Performance Parameters Matrix


			Not required


			Required


			Not required


			Not required





			SV-8


			System Evolution Description


			Not required


			Required


			Not required


			Not required





			SV-9


			System Technology Forecast


			Not required


			Required


			Not required


			Not required





			SV-10a


			Systems Rules Model


			Not required


			Not required


			Not required


			Not required





			SV-10b


			Systems State Transition



Description


			Not required


			Not required


			Not required


			Not required





			SV-10c


			Systems Event/Trace Description


			Not required


			Required


			Not required


			Not required





			SV-11


			Physical Data Model


			Not required


			Not required


			Not required


			Not required





			TV-1


			Technical Architecture Profile


			Not required


			Required


			Not required


			Not required





			TV-2


			Standards Technology Forecast


			Not required


			Required


			Not required


			Not required








Appendix F. Hot Button Areas



The following seven (7) Hot Button Areas are identified as the minimum to be fully developed and documented in the “To Be” architecture in OV-5 and OV-7 during Phase I. 



1. Performance-based Budgeting (Budget & Cost Accounting).



2. Purchase Card Reform (Acquisition).



3. Estimation of Health Care Cost (Human Resources).



4. Environmental Liabilities (Fixed Assets).



5. Streamline Personnel Hiring and Retention Process (Human Resources).



6. Close and Report Financial Results on a Timely and Accurate Basis (Financial & Management Reporting/General Accounting).



7. Equipment and Inventory Accountability (Logistics).



All areas will be fully developed and documented during Phase II. 
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			3


			Financial Management Enterprise Architecture Data Repository Proposal Report


			May 26, 2002



Version 1.0
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Appendix H. Development Tools and File Formats



			Development Tools and File Formats





			Tool


			Purpose


			File Content


			File Format


			Portal Format





			System Architect (SA)


			Used to develop architecture work products.  HTML, .doc, and xls can be produced directly from the tool as needed. PDF and .ppt conversions are performed when necessary to meet communication objectives.


			Architecture artifacts (diagrams and definitions)



Reports


			Native SA file extensions


			HTML



MS Word (.doc)



Acrobat (.pdf)



MS Powerpoint (.ppt)



MS Excel (.xls)





			MS Access


			Used to run reports, export data from/to SA, and used by some macros.


			Tables



Queries



Reports


			Native


			NA





			MS Excel


			Provides convenient capture of data in a spreadsheet layout


			SA definitions and attributes


			Native


			NA





			PVCS Version Manager


			Provides backup and configuration management for work products.


			Native to creation source


			Native to creation source


			NA





			DOORS


			Used to provide the requirements baseline and traceability to the architecture.


			Requirements 



Reports 



Exports from SA Links


			HTML



Native format of source documents (e.g., .doc)






			HTML



MS Word (.doc)



Acrobat (.pdf)








Appendix I. Acronyms Used in this Document



			Acronym


			Definition





			AFS


			Audited Financial Statements





			ARM


			Application-Capability Reference Model





			AT&L


			Under Secretaries of Defense for Acquisition, Technology and Logistics 





			AV


			All Views





			BRM


			Business Reference Model





			CADM


			Core Architecture Data Model





			CIO


			Chief Information Officer





			CM


			Configuration Management





			COTS


			Commercial Off-the-Shelf





			CONOPS


			Concept of Operations





			C3I


			Command, Control, Communications and Intelligence





			C4ISR


			Command, Control, Communications, Computer, Intelligence, Surveillance, and Reconnaissance





			DCM


			Data Collection Module





			DDRS


			Defense Departmental Reporting System 





			DFAR


			Defense Federal Acquisition Regulation





			DFAS


			Defense Finance and Accounting Service





			DoD


			Department of Defense





			DOORS


			Dynamic Object Oriented Requirements System





			DRM


			Data and Information Reference Model





			ERS


			Evaluated Receipt Settlement





			FEA


			Federal Enterprise Architecture





			FMEA


			Financial Management Enterprise Architecture 





			FMMP


			Financial Management Modernization Program





			FSI


			Financial Statements Initiative





			GIG


			Global Information Grid Architecture





			GOTS


			Government off-the-shelf





			HTML


			HyperText Markup Language





			HR


			Human Resources





			ICOM


			Input, Control, Output, Mechanism





			IDEF0


			Integration Definition For Function Modeling





			JMIP


			Joint Military Intelligence Program





			LCD


			Liquid Crystal Display





			MP&T


			Manpower, Personnel, and Training





			NAF


			Non-appropriated Fund





			IT


			Information Technology





			OMB


			Office of Management and Budget 





			OSD


			Office of Secretary of Defense





			OV


			Operational View





			PAT


			Process Action Team





			PHS&T


			Packaging, Handling, Storage, and Transportation





			PKI


			Public Key Infrastructure





			PMP


			Program Management Plan





			P&R


			Personnel and Readiness





			PR


			Purchase Requisition





			PRM


			Performance Reference Model





			PVCS


			Project Version Control System





			SA


			System Architect





			SGL


			Standard General Ledger





			SOW


			Statement of Work





			SV


			Systems View





			SV/BN


			Systems View Business Neutral





			SV/BR


			Systems View Business Related





			TP


			Transition Plan





			TRM


			Technical Reference Model





			TV


			Technical View





			USD(C)


			Under Secretary of Defense (Comptroller)





			USSGL


			United States Standard General Ledger





			WHS


			Washington Headquarters Services





			XML


			Extended Markup Language








The Department of Defense will be managed in an efficient, business-like manner in which accurate, reliable, and timely financial information, affirmed by clean audit opinions, is available on a routine basis to support informed decision-making at all levels throughout the Department.  
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Comments


																								Call/Task:						Call 0006/Task 6


																								Document/Date:									FMEA Overview and Summary (AV-1) v4.8 (Final), 24 January 03


			Number			Call No.			Task No.			Sub-Task No.			Deliverable No.			Comment No. (Sequence No.)			ID			Category			Page			Para/Line			Original Comment			Cross-Ref #			Government Recommendation			Team IBM Action			Status: Open or Closed


			8																					2			10			Para 2 & 3			No reference to the other SV products (I.e. other than SV1 and SV4).  For consistency, recommend similar discussion of SV products and their relationships to each other and OV products (I.e. like OV product discussion on page 9).						Address as specified.			Accepted. The lead bullet has been rewritten under analysis and decisions.			Closed


			9																					2			10			Para 3			Relative to second bullet, suggest that the statement "Also unique to the SV is analysis to determine whether system functions are unique to a particular OV or are common to all OV's (I.e., are business neutral)." is not necessarily true.  We have system functions in SV/BR that are common to all or multiple OV's (e.g. data management, workflow management, etc.) that are not business neutral.  Granted, business neutral deals with system services/components that apply to all OVs but they aren't categorized as system functions.  Recommend clarification or removal of this bullet.						Address as specified.			Accepted.  The second bullet has been rewritten.			Closed


			10																					2			10			Para 7			Recommend discussion of TV products.			8			Address as specified.			Accepted. Narrative has been added.			Closed


			11																					2			14			Figure 4			Explain "Operational Event" box, since this is not an OV product.						Address as specified.			Agree.  This reference has been removed.			Closed


			12																					2			15			Figure 5			Relative to link between OV3 and SV1, not sure this is the approach SV is taking.  Please confirm/clarify.						Please confirm/clarify.			Accepted.  Figure 5 has been updated to reflect current approach.			Closed


			13																					2			15			Para 3			Operational nodes to system nodes bullet: Figure shows link between OV3 and SV1, yet this description talks about OV2 link to SV1.  Please clarify.						Address as specified.			Accepted. Figure 5 update referenced in comment #12 corrected this problem.			Closed


			14																					2			15			Para 6			Relative to Business Related Theme and Business Neutral Theme, there is no previous discussion/definition of these products.  Recommend section 3.1 View and Product Scope be placed before 3.0 View and Product Integration.  This would place definition/discussion of the products first, then how these products integrate after that.						Address as specified.			Not accepted. Business Related and Business Neutral themes are introduced and defined in section 3.0.1, page 13 (3.1.1 in the new version).  This introduction is before comment reference which is on page 15.			Closed


			15																					2			18			3.1.2			OV scope principle ("The DoD’s Financial Management Transformation seeks to integrate and significantly improve management decision making associated with the DoD’s allocation of resources.") differs from the FMMP scope / vision.
Recommendation: align scope.						Please align scope as appropriate.			Accepted. The scope principle reference has been replaced with a reference to the FMMP vision.			Closed


			18																					2			35			Appendix A			It appears we are missing "Financial Analysis".  Although the outline does mention "Financial Reporting", I believe these are two different terms and meanings.						Please validate.			Financial analysis occurs within all process groupings and is not isolated to any specific one.			Closed


			20																					2			40			Appendix C			Since AV-3 is not a product in the C4ISR Architecture Framework and has been recently removed as a product from the Draft DoD Architecture Framework, it is recommended that it be listed separately as an additional FMEA-only product.  Also, the last cell in the AV-3 row says that "one integrated dictionary" will be provided. The Capability Maturity Profile is not a dictionary, that's AV-2. Please correctly state what is being delivered.						Address as specified.			Accepted.  Table has been updated to reflect that the AV-3 product is not a part of the current DoD Architecture Framework product.			Closed


			21																					3			50			Table 1B			System Element: Please consider redefining.						Address as specified.			Accepted. Definition has been updated using C4ISR Framework glossary..			Closed


			22																					3			50			Table 1B			System Component: Please consider redefining.						Address as specified.			Accepted. Definition has been updated.			Closed


			23																					3			52			Table 1B			System Function: Please consider redefining.						Address as specified.			Accepted. Definition has been updated using C4ISR Framework glossary..			Closed


			24																					2			56			Appendix D			No reference made to this Appendix in text.						Address as specified.			Not accepted. Appendix D is referenced in Table 1A by the OV work product descriptions.			Closed


			25																					3			6			2.4			The statement: "The current DoD business operations environment does not meet the goals of accurate, reliable, timely, and compliant business information" does not necessarily include on-going programs. Several programs, such as DIMHRS, are addressing these same issues.
Recommendation: Add after "DoD business information.": "While some business areas are addressing this shortcoming, a Department-wide initiative will ensure broader solutions."						Address as specified.			Accepted. Text has been updated.			Closed


			27																					2			8			2.5.1			No reference to AV2						Address as specified.			Accepted. AV-2 description has been added to section 2.6.1.			Closed


			28																					2			9			2.5.3/Para 2/Line 4			Analysis and decisions to be made from SV products are: is addressed again on the next page.  Recommend removal here and include the text of these bullets, explaining the decisions to be made from the SV products, under the 2 bullets currently listed on page 10.						Address as specified.			Accepted. Update has been made.			Closed


			29																					2			Appendix B			Accounting			Suggest Cost Accounting process be included in process definition.						Please validate.			Accepted. Cost accounting has been included in the revised definition for accounting.			Closed


			30																					3			Appendix B			PPAD			Recommend "PPAD" acronym be removed from end of process grouping name.  Not done with the others.  Also, recommend refraining from personalization and removal of the word "our", and consideration of expanding definition.						Address as specified.			Accepted. Definition has been updated.			Closed


			31																					2			Table 1B			General			No reference made in text to this table.  Also, please explain how to read this table and consider redefining "Activity-Node".						Address as specified.			Accepted. A reference has been added for the tables. Activity-Node has been redefined.			Closed


			32																					3			11			Para 1/Line 1			Relative to "DoD will obtain a return……..", return of what?						Address as specified.			Accepted. The sentence was deleted.			Closed


			33																					3			12-13			Fig 3			The Figure and it's label are on two separate pages.						Address as specified.			Accepted. This has been corrected.			Closed


			34																					3			13			Para 5			Business-Neutral Theme bullet: there are two references to "integration services".  What is the difference between the two?  If one is "…specifically aimed at enabling connectivity to existing systems and information that will be needed to support new applications as they are deployed.", what is the other doing?						Address as specified.			Accepted.  The first  instance of integration in the paragraph was removed.			Closed


			35																					3			16			3.1/Para 1/Line 3			Recommend inclusion of Table 1A in front of Appendix C, since Appendix C has multiple parts.						Address as specified.			Accepted. Individual appendices have been created for each table.			Closed


			36																					3			17			Para 3/Line4			A detailed listing of the OV products is found in Appendix C is redundant (I.e. already mentioned in 3.1).  If not removed, suggest this statement should be repeated in each Scope section (I.e. SV and TV).

3	18	Para 1/Line 3	One too many periods at end of sentence.  Remove one.  Also, recommend removal of PPAD.  The other PATs are not identified this way here.

3	18	Para 1/Line 4	Suggest Accounting Receivable" should be "Accounts Receivable".						Please validate.			Accepted. Redundant reference to Appendix has been removed along with other suggested edits.			Closed


			37																					3			18			Para 3/Line 1			Suggest "Accounting Receivable" should be "Accounts Receivable".						Address as specified.			Accepted. Update has been made.			Closed


			38																					3			32			Section 6			Should reference Appendix F.						Address as specified.			Accepted. The reference has been added.			Closed


			39																					3			32-33			Fig 12			The Figure and it's label are on two separate pages.						Address as specified.			Accepted. Label has been corrected.			Closed


			40																					3			35			People Pay			What is the difference between Refunds Receivable under the People Pay Process Grouping and the Refunds under the Receivables Grouping?						Address as specified.			People Pay provides receivables group with debt information regarding individual employee's amounts owed to DoD.  Receivables group collects the receivable when it becomes a collection.			Closed


			41																					3			35			People Pay			What is the difference between Payables under the People Pay Process Grouping and the Payables Grouping?						Address as specified.			People Pay pays (calculate and administer) individuals.  Payables pays (calculate and administer) vendors and disburses funds to individual vendors.			Closed


			42																					3			58			Table 4			The table heading overlays the table.						Address as specified.			Table 4 has been removed. See number 43 response below.			Closed


			43																					3			58			Table 4			Is out of place (I.e. between Appendix E and F).									Accepted.  This table is not referenced and has been removed from the document. There is no fit in this document for this level of detail.  The list of requirements sources is maintained in the Requirements Process document. The specific requirements that are being applied to the architecture are maintained in DOORS.			Closed


			44																					3			60			Appendix G			When will this table be populated?						Address as specified.			The findings are being added within the body of the document.  The table has been deleted.			Closed


			45																					3			All			All			The acronym C4ISR appears two different ways: C4ISR and C4ISR. Use only C4ISR as this is how it appears in the Framework.						Address as specified.			Accepted. Update has been made.			Closed


			46																					3			Appendix B			General			Suggest review of changes already made and/or under development that may affect process group definitions.						Update Appendix as necessary.			Accepted. ACC, PPAD, and CAR have been updated.			Closed


			47																					2			45			Table 1-A			SV9 is not BN under Call 0006.  Please correct.									Accepted.  Reference to BN has been removed.			Closed
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