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Subject:  Capability Maturity Profile (AV3) v2.1 (Revised Final) 








ACTION REQUIRED:

The Government Acceptance Decision on the Capability Maturity Profile (AV3) v2.1 (Revised Final) 030303 has been submitted to team IBM.  The  following documents were enclosed:

1. Government Acceptance Decision

2. The Evaluation Scorecard on the draft document

3. The Matrix containing all comments submitted, their originators and their disposition

4. The final deliverable

No action is required.  This is strictly for notification purposes only.

If you have any questions or concerns, please feel free to contact me.

RM

Rufonda M. Moss

SAF/FMP AF/FMMP Office

703-697-7658-DSN 227

NOTE:  Be advised that this system is only set up to have one OPR and we have selected our office as the OPR;  however,   all of the OCRs listed have OPR responsibility for all of the inquiries coming from this office.  It is your responsibility to disseminate this information to the appropriate individuals within your directorate.  If you have approval authority for your organization, please state so in the attached coordination form.
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Instructions

		Step 1:		Enter the deliverable information (Call/Task and Document/Date) at the top of the Comment Sheet

		Step 2:		Enter data in the "Comment" spreadsheet as described below:

		Column		Title		Action

		A		Call No.		Self-Explanatory

		B		Task No.		Self-Explanatory

		C		Sub-Task No.		Enter Sub-Task Number or, if not applicable, enter "0"

		D		Deliverable No.		If multiple deliverables under the same sub-task, enter a unique identifier (e.g., a, b, c)

		E		Comment No.		Enter unique number for this comment

		F		ID		Formula in this cell produces a unique identifying number from first five columns

		G		Category		Enter 1, 2, or 3 (See descriptions in separate tab)

		H		Page		Enter page number of the deliverable commenting upon

		I		Para/Line		Self-Explanatory

		J		Comment		Self-Explanatory

		K		Organization		Enter the comment originator's organization

		L		POC, Telephone, E-mail		Enter the Point of Contact for this comment along with phone and E-mail information

		M		Accept		Use for recording PMO acceptance

		N		Reject		Use for recording PMO rejection of comment

		O		Duplicate		Use for recording fact that comment is duplicate with another comment

		P		Cross-Ref #		Enter any related comment number(s)

		Q		PMO Comment to Team IBM/Date		Enter transmittal data on Team IBM notification

		R		Team IBM Action		Team IBM enters comment disposition

		S		Status		Enter comment's current status (e.g., Open, Closed)





Comments

																Call/Task:						Call 0006/Task 5

																Document/Date:						FMEA Capability Maturity Profile (AV-3), v1.0 (Draft), 17 January 2003								PMO

		Number		Call No.		Task No.		Sub-Task No.		Deliverable No.		Comment No. (Sequence No.)		ID		Category		Page		Para/Line		Original Comment		Organization		POC, Telephone, E-Mail		Accept		Reject		Duplicate		Cross-Ref #		Government Recommendation		Team IBM Action		Status: Open or Closed

																						GENERAL COMMENT

																		All		All		Misspelled words, extra blanks, paragraph anomalies, and other formatting errors were discovered.  Also, some acronyms were not defined, defined incorrectly, or appear in the list but were never used.  Please scrub the document for these errors prior to the next submission.		MITRE		Bob Knapper		X								Address as specified		Accepted.
03/03/2003: Accepted. Checked and updated formatting, figure labeling, table formatting.		Closed

																						SPECIFIC COMMENTS

		136														1		10		Table 2-1		The Profile Table terminology lacks the specificity required to delineate effective objectives for the program. The text needs to be wholly rewritten to eliminate vague comparisons such as: "more standard data structure" versus "improves standard structure" versus "defined standards and interoperable data structures." Objectives should be measurable.
Recommendation: Rewrite table.		OUSD (P&R)		Tom Rehm, 703-607-2952		X								Address as specified		Accepted. Table has been rewritten		Closed

		71														1		3		Table 1-1		The description for Domain Owners still indicates that the roles and responsibilities of the Domain Owners will be determined by the BMSI.  This should be updated to reflect Domain Owner responsibilities as specified in the Governance documents.		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil		X								Update the document to reflect Domain Owner roles and responsibilities as per the Governance document (when approved).		Accepted. Changed to read "Domain Owner Roles and Responsibilities as per the Governance document (when approved)."		Closed

		1														1		All		All		The current draft of the DoD Architecture Framework does not include the AV-3 product. However, that does not preclude this program from having one. For clarity and to reduce possible external confusion, it is recommended that all uses of the moniker AV-3 be removed.		MITRE		Bob Knapper		X								Remove instances of "AV-3", but include a statement in the Executive Summary and Introduction that acknowledges that while the AV-3 is currently not a product in the DoD Architecture Framework, that it is a Call 0006 requirement.		Partially accepted:  Making this change would necessitate changing all references to AV3 in the AV 1 and the TP.  All other documentation would need to be researched to provide consistency of reference.  Team IBM submitted a CR to make these changes.  The govt rejected the CR and no further changes were made. Following paragraph has been added to the Executive Summary: "While the AV-3 is currently not a product in the DoD Architecture Framework, it is however a Call 0006 requirement. Throughout this document, the term Capability Maturity Profile (CMP) is used instead of AV-3."
03/03/2003: Accepted. Submitted PWS Change Request, subsequently rejected by the Government		Closed

		23														1		all		n/a		A serious omission: this document does not even mention SFFAS #4, Managerial Cost Accounting Standards, or incorporate its principles, other than a few vague references, e.g., Appendix D, Capabilities Goals/Targets, under Accounting (page D-3), "Standard DoD Accounting (e.g., Cost Accounting) Guidance, Policies, and Procedures"; SFFAS #4 goals and standards must be inherent and clearly stated in the architecture of both financial systems and feeder enterprise/domain systems.  DoD can't evaluate management performance results without reporting costs of activities; these principles must be reflected in the body of the text and in Appendix B, FMEA Business Management, Tables B-7 (Financial and Management Reporting) and B-6 (Accounting). Note: Tables B-6 and B-7 are out of order, B-7 occurs before B-6.		U.S. Air Force (SAF/FMP AF/FMMP Office)		Cynthia K. Porter-Roach, 703-697-7662, cynthia.porter-roach@pentagon.af.mil		X								Please verify that the SFFAS standard has been incorporated.		Accepted.  References to SFFAS have been made in Appendix B.  Order of tables in Appendix B has been corrected		Closed

		76														1		B-9		Table B-4		The standard for Performance Measurement is the same for Level 5 and Level 2.		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil		X								Address as specified		Accepted.  Revised Level 2		Closed

		139														1		B9,10		B (Table B-4)		The Table lacks the specificity required to delineate effective objectives in the HRM area. The text needs to be wholly rewritten to provide measurable objectives in line with the EA and Domain Owner's strategic plans. 
Recommendation: incorporate previous comments into the level definitions as a starting point for the Domain Owner dialog:
Level 1. Initiatives to standardize data entities, tools, repositories, and systems are on-going to support Military HRM. Integrated civilian HR module is in place with a separate pay functionality.
Level 2. Program implemented to provide integrated Military Pers/Pay business operations processes and systems based on a defined standard and interoperable data structure. 
Level 3. Integrated military HRM operation in place with a separate payroll operations. A separate integrated civilian HRM operation in place with separate payroll operation. Processes and systems are compliant with federal directives and enable initial CFO Act compliance reporting.
Level 4. Fully integrated Military HR operation that includes personnel, pay and benefits with select self-service capability. Similar functionality available for Civilian HR operation. Processes and systems are compliant with the Federal Government architecture guidance and enable 
initial CFO Act  reporting.
Level 5. A fully integrated military and civilian HR operations that includes personnel, pay and benefits with select self-service capability and is in full 
compliance with relevant guidance.		OUSD (P&R)		Tom Rehm, 703-607-2952		X								Address as specified		Accepted.  Table has been updated to include the recommended changes.		Closed

		131														1		ix		Exec Sum, para 4		The AV-3 is said to be built on four foundations. While  the documents referenced are helpful starts to the development of the AV-3, they do not constitute an endpoint. The primary foundation of the AV-3 should be a dialog with the Domain Owners to understand the "as-is" environment and their vision of the "to-be" environment. The integration of the background work reflected in the four foundations discussed herein plus this dialog would provide solid underpinnings for the AV-3.
Recommendation: Add to the para: " These four foundations shall be integrated with the Domain Owners' vision to provide a framework that is aligned with 'best practices' while recognizing unique aspects of each domain's operations."		OUSD (P&R)		Tom Rehm, 703-607-2952		X								Address as specified		Accepted.  Sentence " These four foundations shall be integrated with the Domain Owners' vision to provide a framework that is aligned with 'best practices' while recognizing unique aspects of each domain's operations." has been added to the paragraph.		Closed

		4														2		1		1.0 - para 4		The first sentence says that the AV-3 is a "significant element of the FMEA".  This is probably overstated.  However, it is significant with respect to the Transition Plan.  Suggest deleting the first part of the sentence.		MITRE		Bob Knapper		X								Address as specified		Accepted.  First part of the sentence has been deleted as recommended.		Closed

		69														2		1		1.0 Introduction		The end of the second paragraph refers to the DoD financial management system.  This should read business management system.		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil		X								Address as specified		Accepted.  Replaced "financial" with "business".		Closed

		104														2		10		Capability Description		What's the difference between level 4 and 5? What's required (from a logical step by step requirement process) to achieve each level? Consider bulletizing each section to allow view/user to identify the steps required to get to level five.  Or consider adding a link to section that depicts the requirements of each level.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Table has been rewritten as recommended by comment #10		Closed

		105														2		11		Section 2.4, First Paragraph		Who will be storing/accessing, what types of information will be stored, when will it be stored, and where will the list of process areas and their corresponding capability levels be stored at?		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  New paragraph has been added to section 3.1.1: The CMP Element also establishes the FMEA CMP Measurement Repository and Process Asset Library.  Working with enterprise organizations, the BMSI CMP Element collects, stores and shares (makes available) measurement and assessment data, and tools, techniques and procedures relevant to the CMP by means of the FMEA Measurement Repository and Process Asset Library (PAL).  The FMEA Measurement Repository is an enterprise repository that collects information and artifacts derived from CMP planning and performing process improvements across the enterprise. This leading practice is performed so that the information and artifacts can be included as part of the FMEA's process assets and made available to those who are (or who will be) planning and performing the same or similar processes.		Closed

		12														2		12		2.5		In Figure 2, box "3" incorrectly has an Appraisal Request as an output.  It should be an input.		MITRE		Bob Knapper		X								Address as specified		Accepted.  Figure has been updated and simplified to just show the concept of Process Improvement Cycle.		Closed

		62														2		12		Figure 2		This is too busy…There is an arrow from 3 to appraisal requests and an arrow going to appraisal results (wouldn't it go through this process or does it even need the Appraisal request?) Would some of these items be better as a bullet inside of the process?  With so much of this information in the text why not just eliminate "output" and "purpose" data from this figure.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Figure has been updated and simplified to just show the concept of Process Improvement Cycle.		Closed

		137														2		13		2.5, step 6		The purpose is stated to "confirm improvement achieves goals and organization is ready for widespread use." Change management is part of the original project planning and implementation. It occurs well before confirmation which involves validating the achievement of project objectives.
Recommendation: Rewrite purpose to be: "confirm improvement achieves stated objectives as defined in the project plan." Move other segment to step 4 and rewrite to be: "decide on improvements and develop project plan (to include change management) accordingly.		OUSD (P&R)		Tom Rehm, 703-607-2955		X								Address as specified		Accepted.  Step 6 purpose has been rewritten to "confirm improvement achieves stated objectives as defined in the project plan." Step 4 purpose has been rewritten to "decide on improvements and develop project plan (to include change management) accordingly."		Closed

		68														2		14		Para 3		The paragraph should read:  The intended outcome of improving DoD processes will be a Department that is managed in an efficient, business-like manner in which accurate, reliable and timely financial information, affirmed by clean audit opinions, is available on a routine basis to support informed decision-making at all level through out the Department.  Improvements will included, common, shared information and standard business practices and operations through-out DoD.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Paragraph has been changed as instructed: The intended outcome of improving DoD processes will be a Department that is managed in an efficient, business-like manner in which accurate, reliable and timely financial information, affirmed by clean audit opinions, is available on a routine basis to support informed decision-making at all level throughout the Department.  Improvements will include common, shared information and standard business practices and operations throughout DoD		Closed

		138														2		15		3.1.1		The organization detail lacks a  governance document to buttress its roles and responsibilities. As written, the Domain Owner responsibilities do not appear to be correctly addressed within this section. This section should dovetail with the yet-to-be approved governance. 
Recommendation: Define as TBP until the Governance Document is approved. As an intermediate step: 
*change bullet 2 to: "the working group works with the Domain Owner to review and/or initiate process improvement proposals..." 
*change bullet 3 to: "the domain owner's strategic plan includes a work plan (AV-3) that defines the scope..."		OUSD (P&R)		Tom Rehm, 703-607-2956		X								Address as specified		Accepted.  Bullet 2 has been updated to "The working group works within the governance process to review and/or initiate process improvement proposals for the sixteen FMEA capability areas and helps BMSI determine optimal synchronization with other transition activities.
Bullet 3 has been updated to "The domain owner's strategic plan includes a work plan (CMP) that defines the scope of the anticipated effort and identifies specific process improvement activities and their inter-dependencies.		Closed

		49														2		15		4th bullet		"Develop and Implement . . ."  this bullet is a subset of the preceding bullet.  Fix indenture.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Bullet 3 has been updated to "The domain owner's strategic plan includes a work plan (CMP) that defines the scope of the anticipated effort and identifies specific process improvement activities and their inter-dependencies.		Closed

		66														2		16		3 - Section 3.2		This first statement has already been stated in Section 2.1 in paragraph 3…so does it need to be restated?		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  The first two paragraphs have been combined into one, and the reference to SEI and Carnegie Mellon deleted.		Closed

		70														2		2		Appendices discussion		The fourth paragraph indicates that there are sixteen capability areas.  The following discussion of Appendix D only lists 15.  I believe Accounting is missing from the list of process areas listed under Appendix B.		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil		X								Address as specified		Accepted.  All 16 capability areas as defined in the main document are listed.		Closed

		133														2		3		1.3 (table 1.1)		Domain Owner purpose is defined as a passive role. This understates the role -- the Domain Owner is directly involved with numerous products in this and other documents. 
Recommendation:  Replace text with "To work closely with the BMSI to ensure the direction of the transition supports DoD and Combatant Commander needs and to direct appropriate development within their domains."		OUSD (P&R)		Tom Rehm, 703-607-2952		X								Address as specified		Accepted.  Domain Owner purpose has changed to: "To work closely with the BMSI to ensure the direction of the transition supports DoD and Combatant Commander needs and to direct appropriate development within their domains."		Closed

		134														2		3		1.3 (table 1.1)		External regulatory and oversight authority purpose discusses illustration and providing a benchmark. Their direct involvement is focused on the overall alignment of the EA with non-DoD agencies. Their ability to perceive the success of this effort is of secondary importance.
Recommendation: Replace text with "To ensure government-wide EA alignment and best practice promulgation."		OUSD (P&R)		Tom Rehm, 703-607-2953		X								Address as specified		Accepted. External Regulatory and Oversight Authorities purpose has been updated to: "To ensure government-wide EA alignment and best practice promulgation."		Closed

		135														2		3		1.3 (table 1.1)		The FMEA Planning Team may well develop overarching plans supporting the FMEA. However, the major effort for developing and maintaining the FMEA will reside within the Domain Owners area of responsibility. The Planning Team should have an integrative / coordinating role that is unrecognized in this text.
Recommendation: Replace text with: "To develop Department-level plans and coordinate Domain programs as needed to implement the FMEA.		OUSD (P&R)		Tom Rehm, 703-607-2954		X								Address as specified		Accepted.  The FMEA TP team purpose has been changed to: "To develop Department-level plans and coordinate Domain programs as needed to implement the FMEA"		Closed

		42														2		3		Table 1-1		Recommend including a statement for the Domain Owners "Purpose" is "To implement the architecture in sequential segments" -- or something similar.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Purpose of the Domain Owners updated to include: "To implement the architecture in sequential segments"		Closed

		72														2		3		Table 1-1		Under the description of external regulatory and oversight authorities.  FEAPMO (Federal Enterprise Architecture Program Management Office) is listed as an example.  Is there such an program office?		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil		X								Remove FEAPMO as an example.		Accepted.  Although there is a FEAPMO (www.feapmo.gov), removed FEAPMO as an example.		Closed

		8														2		4		1.5.1		The IG report does not appear in the list of references.  Also, the table showing the linkage to this report has only one entry, pull it out and just make it a sentence or a bullet.		MITRE		Bob Knapper		X								Address as specified		Accepted.  References list has been updated to include the IG report.  Content of the table has been pulled in one sentence.		Closed

		9														2		5		1.5.3		Developing a Capability Maturity Profile is a Call 0006 requirement, not a "goal" as stated in the text.  Change the wording to reflect this.		MITRE		Bob Knapper		X								Address as specified		Accepted.  Changed the language to requirement and deleted "goal"		Closed

		65														2		7		8/1 Section 2.2		This is the only time SEI is used instead of Software Enterprise Institute….so do we add (SEI) to the first reference and then use it from there on or use the full name?		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  The abbreviation has been added to the first reference and then used from there on.		Closed

		10														2		8		2.3		The first bullet says that there are 16 capability areas defined in the AV-1.  This is not correct. Currently there are seven process areas defined in the AV-1.  In this document Table 3-1, page 18, lists the 16 areas.  Determine if these are the correct 16 areas (given the draft nature of the SV) and then make a proper reference.		MITRE		Bob Knapper		X								Address as specified		Accepted. Text has been corrected as recommended (no reference to the AV-1).		Closed

		45														2		8		Figure 1		Recommend changing lower right oval to read, " Generic Practices (what we have to do to achieve the capability)"		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Figure has been updated as recommended.		Closed

		103														2		8		First Paragraph		If you look at the figure, it depicts three components that make up Process Dimension: Process Areas, Goals, and Best Practices. However, if you look at the text, it specifies three elements that make up Process Dimension: Capability Areas, Specific Goals, and Best Practices. Consider clarifying which one holds true.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Figure has been updated to reflect what is in the text.		Closed

		11														2		9		2.3		The figure at the top of the page is not labeled and the surrounding discussion does not seem to relate to the figure.  Label the figure and add text to properly explain it.		MITRE		Bob Knapper		X								Address as specified		Accepted.  Figure was labeled and text was updated with one paragraph properly explaining the content.		Closed

		46														2		9		Capability Levels		"There are five AV-3 capability levels tailored for each capability area, designated by the numbers 1 through 5 (illustrated in the following table)."  Recommend using the current certification levels for IA and the LISI levels for Interoperability Capability Areas.  This ripples throughout text where there are references to 5-levels of maturity.  This also impacts the descriptions in Appendix C.  Rationale:  These capability areas already have levels of capability maturity -- we might as well use them.		FMMP PMO Transition Plan Team		Ada Kyle		X								Consider adding Interoperability as a 17th capability area.		Partially Accepted.  Appendix C has been updated to include Interoperability as a criteria for Capability Areas in the Systems & Technology Capability Category. Incorporated LISI levels in this alignment.
03/03/2003: Accepted.  Created new capability area based on LISI. Updated the whole document and appendices (text and graphics) to reflect this change.		Closed

		33														2		A-1 & A-2		Governance & Perf Meas		Levels 3, 4 and 5. Recommend revise all "Requirement and Planning" elements at each level to reflect integration of "change and communication" functions and planning.		BMSI, PSO, Change Management and Communication Team		David Alekson, (703) 967-0129		X								Address as specified		Partially Accepted.  Appendix A (Communication and Change Management ) is an enterprise-wide process group that spans every Capability Area across the FMEA.  This group encompasses planning and deliberate initiatives that proactively identifies and reduces resistance to change and integration among stakeholders.  Each Capability Area addresses Communications and Change Management within the "Management and Organizational Alignment" criterion.		Closed

		32														2		A-1 thru A-8		All Management processes		Level 5: All elements. Recommend revise to include sychronization with the strategic goals and objectives of other  DoD enterprise business transformation initiatives. Also suggest revising Requirements and Planning to "...business operations and financial management modernization...". Consistent with more comprehensive scope of FMEA.		BMSI, PSO, Change Management and Communication Team		David Alekson, (703) 967-0128		X								Address as specified		Partially accepted.  Revised Requirements and Planning to "...business operations and financial management modernization…"  Synchronization with the strategic goals and objectives of other DoD enterprise business transformation initiatives is implied as part of the "To Be" architecture.		Closed

		34														2		A-7		Comm & Chg Mgmt		Levels 4 and 5, Requirements and Planning. Recommend revise to state communication and change management strategies, plans and programs.  Management and Organizational Alignment - Recommend revise to include organizational impact studies and change readiness assessments.		BMSI, PSO, Change Management and Communication Team		David Alekson, (703) 967-0130		X								Address as specified		Accepted.  Updated levels 4 and 5 to include recommended changes.		Closed

		35														2		A-7		Comm & Chg Mgmt		Level 5: Polices and Standards. Recommend revise to indicate synchronization with  Change and Communication programs for other DoD enterprise business transformation initiatives.		BMSI, PSO, Change Management and Communication Team		David Alekson, (703) 967-0131		X								Address as specified		Accepted.  Updated level 5 Policies and Standards		Closed

		36														2		A-7 & A-8		Comm & Chg Mgmt		Levels 4 and 5.  Management and Organizational Alignment. Suggest revise to reflect "…FMMP/FMEA objectives..."		BMSI, PSO, Change Management and Communication Team		David Alekson, (703) 967-0132		X								Address as specified		Accepted.  Management and Organizational Alignment for Levels 4-5 has been updated to "FMMP/FMEA objectives"		Closed

		5														2		All		All		The "E" in SEI stands for Engineering not Enterprise.  Make a global change throughout the document.		MITRE		Bob Knapper		X								Address as specified		Accepted.  A global change was applied to the whole document		Closed

		125														2		All Appendices		Various		The words secure and security are intermittently used throughout the CMM levels for each service area.  For example, in Human Resources, security is listed for Level 3 only -- For Collections and Receivables, security is listed for Level 5 only -- For Financial and Management Reporting security is listed for Level 5, Level 2, and Level 1 only.  Need consistent approach.		FMMP PMO TV Team		Carol Macha		X								Address as specified		Partially accepted.  Edited appendices to have a consistent way of dealing with security.  Security issues are primarily dealt with under Enterprise Services and Information Assurance		Closed

		79														2		Appendix C – FMEA Systems and Technology				Consider defining the components of "enterprise services"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  The enterprise services have been defined on page 1-2 of the Appendix C.		Closed

		80														2		Appendix C – FMEA Systems and Technology				The sentence "Enterprise service interfaces are specific and well defined" is too broad. What do you mean by specific and well defined interfaces? Consider elaborating.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Sentence has been updated to "documented and well defined" and definitions for all enterprise services have been provided on the same page.		Closed

		29														2		Appendix D				The capability goal/target descriptions are imprecise rendering them suspect.   For example, what is the difference between the usage of "common" and "standard". Also, there seems to be no rationale for the goals.  The framework should suggest criteria for developing sound goals.		HQ DLA/J-7		Denise M. Young, (703) 767-1622, denise_young@hq.dla.mil		X								Address as specified		Accepted.  New paragraph at the top of Appendix D explains the criteria used for developing goals. A footnote on page one of Appendix D explains the difference between common and standard in this context.		Closed

		75														2		B-9		Human Resources description		The description for human resources should include workforce requirements and position management.		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil		X								Address as specified		Accepted.  Description of human resources has been updated to include workforce requirements and position management		Closed

		122														2		C-2		1		Would add execution in the level 5 and reword sentence to:  Policies and standards enable real-time visibility, execution, and accountability of DoD Enterprise Services.		FMMP PMO TV Team		Carol Macha		X								Address as specified		Accepted.  Policies and standards has been updated to include "execution".		Closed

		128														2		C-2		11		Systems and Technology, Level 4.  May want to add sentences:  Enterprise Services are secure.  All DoD systems fully utilize Enterprise Services.		FMMP PMO TV Team		Carol Macha		X								Add the word "secure" to the goal.		Accepted.  Systems and Technology has been updated to include "Enterprise Services are secure.  All DoD systems fully utilize Enterprise Services".		Closed

		129														2		C-2		14		The word annual seems to limiting for plans and performance standards.		FMMP PMO TV Team		Carol Macha		X								Verify that "annual" is the correct/best period for this.		Accepted.  Term "annual" has been deleted.		Closed

		124														2		C-2		5		Reword to: Enterprise Services are standard, integrated, and reliable, accurate and provide the warfighter and business mangers with timely and secure functionality.		FMMP PMO TV Team		Carol Macha		X								Address as specified		Accepted.  Sentence has been updated to include "business managers".		Closed

		126														2		C-2		7		Change Policies, procedures, and guidance to Policies and standards to match the heading.  The word compliant is used, compliant to what?		FMMP PMO TV Team		Carol Macha		X								Add "standards" to the goal. Also, change the text "compliant DoD Enterprise Architecture" to "implemented FMEA".		Accepted.  Sentence has been updated to include "standards" and "implemented FMEA".		Closed

		116														2		C-3		1		The Information Assurance (IA) categories of access control, ID & authentication, detection and response, perimeter protection, security management, interoperability across levels severely limit the scope of what IA truly is.  Hence it severely limits the goals/targets of IA.  Would recommend using the categories of the previous service areas of Policies and standards, Requirements and planning, Management and organizational alignment, Systems and Technology, Performance Measurement.		FMMP PMO TV Team		Carol Macha		X								Address the comment by making the categories consistent with the paragraph preceding the table.		Accepted. Text has been updated to use the categories Policies and standards, Requirements and planning, Management and organizational alignment, Systems and Technology, Performance Measurement.		Closed

		14														2		C-5		Appendix C, Table C-3		The use of "real-time" is probably inappropriate since it is not defined and means many things to many people.  Suggest using the word "timely".		MITRE		Bob Knapper		X								Address as specified		Accepted.  Term "real-time" has been replaced with "timely"
03/03/2003: Accepted.		Closed

		51														2		D		Appendix D		Recommend the targets in Appendix D be correlated to Appendices A-C in a graphical "Red, Yellow, Green" assessment chart for the As-Is architecture and To-Be architecture.  Also recommend this method be used to display interim release capabilities.  See attached examples.		FMMP PMO Transition Plan Team		Ada Kyle		X								Example is attached.		Partially accepted.  The recommendation is considered beyond the scope of Call 0006 Performance Work Statement.  However, the Appendix D has been updated with a new column which links capability targets to capability maturity level for the respective capability area.		Closed

		77														2		D-4		Human Resources		Some of the Capability Goal/Targets listed may not be optimum goals for the DoD HRM program as they are stated because of the fundamental and statutory differences between active duty military, reserve and guard forces, DoD civilians, non-appropriated fund employees, and foreign national employees.  For example, a single database for applicants for these disparate employee groups would not be efficient or effective.  A common employee retention policy and procedure is not possible between military and civilian employment.  On Page D-5, recommend that all HR services be common and consistent instead of just HR Benefits Services.  Why is financial management skill and experience specifically identified as a goal instead of business management skill and experience?  Since this is an enterprise architecture covering all business areas, we should be seeking to develop a broad base of skill and experience in all business areas, not just financial management.		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil		X								Address as specified		Partially accepted.  First part of the comment appears to be inconsistent with the "To Be" architecture. Latest versions of capabilities (Appendix D) reflect updates to make HR capabilities more common and consistent. Financial management skill has been replaced with "business management skill and experience, as recommended.		Closed

		16														2		D-7		Appendix D - Data Mgmt Section		Line 3 - If data is stored intelligently per line 2, are data marts needed in all cases.  Add "where needed" to text.  Otherwise it sounds like a design requirement is being stated.		DFAS-DT		Eric Okin, 703-607-2032, eric.okin@dfas.mil		X								Address as specified		Accepted.  Line 3 under Data Management in Appendix D has been updated to include "where needed".		Closed

		17														2		D-7		Appendix D - Data Mgmt Section		Line 4 - Is real time data sharing always necessary in view of its cost and use of bandwidth?  This would appear to be a design decision which may not be appropriate for this document.		DFAS-DT		Eric Okin, 703-607-2032, eric.okin@dfas.mil		X						14		Change all instances of "real-time" to "timely".		Accepted.  Line 4 under Data Management in Appendix D has been updated to replace "real-time" with "timely" as recommended.		Closed

		18														2		D-7		Appendix D - Data Mgmt Section		Line 5 - The "Conceptual Business Data Model" needs to be defined.  Is this the OV-7 deliverable or some model yet to be created.  It is not referenced or defined anywhere in the AV-3 document.		DFAS-DT		Eric Okin, 703-607-2032, eric.okin@dfas.mil		X								Address as specified.		Accepted.  Inserted footnote: The Conceptual Business Data Model is a model of how business information is structured and employed by the enterprise.  When the model is populated with meta data it enables systems to share data across the enterprise.  The exchange of information across the enterprise is based on this conceptual model.		Closed

		19														2		D-7		Appendix D - Data Mgmt Section		Line 6 - The "identified source of record" should be an authoritative source, which may not be the same as the steward.  Again, "Conceptual Business Data Model" needs to be defined.		DFAS-DT		Eric Okin, 703-607-2032, eric.okin@dfas.mil		X								Address as specified.		Accepted.  Inserted footnote: "The Conceptual Business Data Model is a model of how business information is structured and employed by the enterprise.  When the model is populated with meta data it enables systems to share data across the enterprise.  The exchange of information across the enterprise is based on this conceptual model. "		Closed

		20														2		D-7		Appendix D - Data Mgmt Section		Line 8 - Please elaborate on what is included in "enterprise meta data" (e.g. business events, business rules, roles, classifications).  The term meta data can be interpreted in different ways.		DFAS-DT		Eric Okin, 703-607-2032, eric.okin@dfas.mil		X								Address as specified.		Accepted.  Inserted footnote: "The types of meta data in the architecture include: the conceptual data model, local to conceptual data model mapping, external to conceptual business data model mapping, subscription data, system meta data, source of record data , cleansing rules, archival rules, transformation rules, shared business rules, common key mapping, and interface schedules."		Closed

		21														2		D-7		Appendix D - Data Mgmt Section		Line 10 - Specifying that the Conceptual Business Data Model is in production sounds incongruous.   Recommend stating that is should be aligned with or mapped to the physical data base.		DFAS-DT		Eric Okin, 703-607-2032, eric.okin@dfas.mil		X								Address as specified.		The conceptual data model is the source of record for metadata that enables FMEA data sharing.  This metadata is used to map, translate and transform data between physical implementations.		Closed

		28														2		General				The capability maturity profile document offers initial capability goals/targets for each capability area in Appendix D, yet fails to provide a direct link of these targets to the relevant capability level in the framework. For example, in the HR domain, the goal of "Common pay calculation and disbursal" achieves what level in the maturity framework for this capability area, level-2?  The document devotes the majority of the discussion to the maturity framework and speaks only vaguely to how it will be applied in practice,  e.g., how will capability levels be set (appraised) and measured.		HQ DLA/J-6		Denise M. Young, (703) 767-1622, denise_young@hq.dla.mil		X								Address as specified		Accepted.  Appendix D has been updated with a new column which links capability targets to capability maturity level for the respective capability area.		Closed

		30														2		ix		Par 1, Last sentence		Recommend revise this paragraph to be consistent with OUSD(C) definition of FMMP as the BMSI PMO responsibility for business transformation. i.e. " Substantial change will be required within DoD’s business management communities to achieve the FMMP objectives - FMMP represents one of the largest business transformation efforts undertaken to date." Suggest the FMEA and corresponding transition plan objectives then more appropriately relate to designated capabilities and capability targets addressed by the AV-3 as a lead in to par. 2.		BMSI, PSO, Change Management and Communication Team		David Alekson, (703) 967-0126		X								Address as specified		Accepted.  Paragraph has been changed as recommended.		Closed

		2														2		ix		para 3		While the text says that the AV-3 provides a framework to "measure current and proposed solutions", there is nothing in the document that proposes and discusses the details of an assessment process.		MITRE		Bob Knapper		X								This document should be expanded to include and/or link to appropriate processes for making it into a useful management tool.		Accepted.  New paragraph has been added to section 3.2: Accepted.  Changed the first paragraph to "The FMEA and FMEA Transition planning are the mechanisms by which DoD will effect and manage this change. "The BMSI may employ the Standard CMMI Assessment Method for Process Improvement (SCAMPI) as a complement to the CMP framework. The depth of information provided by the SCAMPI is suitable for sponsors of assessments, senior technical advisors, and individuals who may be assessment participants. 
The SCAMPI method is a diagnostic tool that supports, enables, and encourages an organizations commitment to process improvement. The method helps an organization gain insight into its process capability or organizational maturity by identifying strengths and weaknesses of its current processes relative to one or more of the CMMI models, including the CMP reference model -- Capability Maturity Model Integration (Capability Maturity Model® Integration (CMMI) product suite, Continuous Reference Model, Version 1.1."		Closed

		3														2		ix		para 5		The Figure is incorrectly labeled as a Table with a different title.  Additionally, "Target Levels" are not identified as the text implies, rather ALL Levels are identified in this figure.		MITRE		Bob Knapper		X								Address as specified		Accepted.  Changed caption to Figure instead of table. The paragraph has been changed to "capability levels"		Closed

		27														2		N/A		N/A		This document is written at such a high, generic management level that it is difficult to understand how it will have utility to functional managers in the services.  Suggest it also be written in less technical terms so laymen can easily understand what is being described.  Suggest the number and frequency of terms such as "dimensions", "domains", "frameworks", "target staging", "maturing mechanisms", etc. be reduced.		Army G-4, DALO-SMP		Robert D. Williams, 703-614-1431, robert.d.williams@hqda.army.mil		X								Address as specified.		Partially accepted. Have reduced the frequency of terms like: "dimensions", "domains", "frameworks", "target staging", "maturing mechanisms".  The actions responding to comments 28 and 51 add traceable linkages of levels to Capability Targets.  These and subsequent linkages of these Capability Targets in other transition planning work product ( Requirements, Segments, Resource Plan, and Schedule) will improve the utility to functional managers.		Closed

		41														2		x		Figure 1-1		Recommend including "Interoperability" as a Capability Area under Systems and Technology.  This then ripples throughout the body of the document wherever the Capability Areas are listed and wherever they are mentioned as "16 Capability Areas" -- change to "17 Capability Areas."  Rationale --  satisfying the OSD/Joint Staff concept of improving interoperability through focusing on key interfaces; particularly, establishing Key Interface Profiles (KIPs) to support architecture interoperability.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Partially Accepted.  Appendix C has been updated to include Interoperability as a criteria for Capability Areas in the Systems & Technology Capability Category. Incorporated LISI levels in this alignment.		Closed

		6														3		1		1.2		The entire section is too detailed.  Titles/subjects followed by a one line description will suffice.		MITRE		Bob Knapper		X								Address as specified		Partially accepted.  Updated section to reduce the level of detail, but did not limit every description to one line.		Closed

		94														3		1		General		Consider identifying the relationships of each sentence to a paragraph. I believe there are too many sentences that have a space in between making it appear as a separate paragraph. Consider identifying related sentences and restructure to reflect relationships.		FMMP PMO SV Team		DeeDee Akeo		X								Repair paragraph structure throughout the document.		Accepted.  Paragraph structure has been changed as required throughout the document		Closed

		95														3		1		Third paragraph, third sentence		Consider the plural form for process in the sentence :"The Transition Plan describes the process(es) and activities "		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Sentence has been changed to "The Transition Plan describes the processes and activities"		Closed

		106														3		11		Section 2.5,  First Paragraph		Consider combining the first and second paragraphs.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  First and second paragraph have been combined into one.		Closed

		63														3		13		5 Item 8		Item 8 is not aligned with the rest of the numbers.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Item 8 has been aligned with the rest of the numbers.		Closed

		48														3		13		8. Monitor Performance		Fix indenture to agree with 1-7.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Item 8 has been aligned with the rest of the numbers.		Closed

		13														3		14		3.0		Listing the two subsections (3.1 and 3.2) here is not necessary. Delete.		MITRE		Bob Knapper		X								Address as specified		Accepted.  The two subsection listings have been deleted.		Closed

		64														3		14		Section #.0		The bottom of this section states that this section explains the:  3.1 AV-3 framework and 3.2 FMEA-CMMI….I don't think this is necessary…especially with that following.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  The two subsection listings have been deleted.		Closed

		112														3		1-5				All tables are labeled as Table 1-1.  Suggest each have a distinct number.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Tables' numbers have been updated as required		Closed

		67														3		17		7/last		there needs to be a space between "They" and "are:"		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Text has been updated as required.		Closed

		50														3		18		3.2.3		Fix 1st paragraph justification.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  First paragraph's justification has been adjusted as required.		Closed

		52														3		2		4/2 Section 1.2		Word correction - Profiles for each….		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Text has been updated as required.		Closed

		53														3		2		8/3 Section 1.2		Space Correction - …..category are:…..needs a space between these two words.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted. Text has been updated as required		Closed

		97														3		2		Fourth paragraph, first sentence		Consider using a dash after "Appendices A through C  - Represents" and "Appendix C - Illustrates"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Text has been updated as required.		Closed

		96														3		2		Third paragraph, first sentence		Consider using a colon after "…area capabilities: "		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Text has been updated to include a colon after "area capabilities"		Closed

		110														3		2				Sentence that begina Appendices A through C…  The word each is misspelled and the parentheses are not closed at the end of the sentence.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified.		Accepted.  Text has been updated as required.		Closed

		111														3		2				Appendix B, FMEA Business Processes.  Accounting is missing from the list.  Also, since Real Property is under Logistics, does there need to be a separate section for Real Property?		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Text has been updated to include Accounting. It has been decided with the OV team to have a dedicated Real Property capability area.		Closed

		7														3		4		1.4		There is a paragraph "widow/orphan" at the top of the page.		MITRE		Bob Knapper		X								The there some other paragraph formatting problems throughout the document that need to be fixed.		Accepted.  Paragraph at the top of the page has been adjusted as instructed.		Closed

		54														3		4		3 Section 1.5		Shouldn't this read ….recommendations from the DoD Office……and goals of the FMEA……		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Text has been updated to "goals of the FMEA…"		Closed

		43														3		4-5		Table 1-2 & 1-3		Change "FMMP AV-3 Reference"  column title to "FMMP Compliance Plan."		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  However the change had to be made in the sentence preceding the table to read "cross-references within the FMEA Capability Maturity Profile"		Closed

		98														3		5		Table 1-4, Second row		Consider rewriting the run on sentence: " The model will help identify the target levels that each Capability Area needs to achieve, provide data and descriptions of the various levels and performance levels. "		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Sentence has been broken into two sentences.		Closed

		56														3		6		5/10 Section 2.1		extra space before FMEA-related processes.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Extra space before FMEA-related processes has been deleted.		Closed

		101														3		6		Fifth paragraph,  fourth sentence		Consider replacing the word "applied " with "specified" in the sentence: "The framework as applied within the FMEA AV-3 is consistent with the guidance contained in DoD Architecture Framework version 1.0 (draft)"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  "Applied" has been replaced with "specified" as recommended		Closed

		99														3		6		Section 2.1, first paragraph, last sentence		Consider replacing the sentence with " by analyzing and determining the best practice for achieving higher levels of maturity thereby improving the organization's processes."		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Sentence has been updated to include "by analyzing and determining the best practice for achieving higher levels of maturity thereby improving the organization's processes."		Closed

		100														3		7		First paragraph, second sentence		Consider rewriting "aligns with and integrates FMEA-related processes " to "aligns and integrates with FMEA-related processes"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Second sentence has been updated as recommended.		Closed

		102														3		7		Second paragraph, Fourth bullet		Consider replacing the words "integrating, organizing framework.." with " integrated, organized framework"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Sentence has been updated as recommended.		Closed

		57														3		8		5/2 Section 2.3		commas not needed……….With each capability area the BMSI organization and FMEA Domain Owners…..		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Sentence has been updated as recommended.		Closed

		113														3		9		1		The table is not labeled or numbered.  The table has arrows pointing to the wrong boxes.  Recommend removing the capability category and capability area labels - as they add confusion, rather then clarify the table.		FMMP PMO TV Team		Carol Macha		X								Address as specified		Partially accepted.  Figure has been corrected and labeled as recommended.  Per Government comment #11, a new paragraph has been added to the document to explain this figure.		Closed

		58														3		9		table		The table is not numbered.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Figure has been numbered.		Closed

		59														3		9		table		What is a Capability Category?  I feel that the arrow is pointing to the wrong thing..It should be the management process not Governance & performance.  It makes it sound like it is not a capability area.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted. Figure has been corrected as recommended.		Closed

		60														3		9		Table		The table spacing needs to be corrected so that words don't wrap in the Management Process section.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Figure has been saved as a Visio file, thus preventing the wrapping of adjacent text.		Closed

		61														3		9		Table		The capability Goals/Targets is misleading…is this what Project management has or is it an example…and the spacing and "ands" don't seem to follow through.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted.  Updated capability goals/targets to reflect Project Management content.		Closed

		74														3		9		Table		The table at the top of page 9 should be numbered.  It also should be formatted so that words are not split without hyphenation.		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil		X								Address as specified		Accepted.		Closed

		81														3		Appendix C – FMEA Systems and Technology				Consider reviewing the use of punctuation's, specifically the use of commas. For example, "Policies, procedures, and guidance," "Requirements, planning, and resource allocation," and "accurate, reliable, and timely functionality."		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Appendix C has been updated to correct punctuation as recommended.		Closed

		78														3		AV-3 Appendix  D V 1				Consider re-formatting document.  Just about every sentence seems to be missing a few letters.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Appendix D has been reformatted as recommended.		Closed

		82														3		Av-3 Appendix B		1st para, second sentence		Consider adding a comma after capabilities		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Sentence has been updated with a comma as recommended.		Closed

		83														3		Av-3 Appendix B		1st para, second sentence		Consider adding an article like "the" before "Defense Planning Guidance"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Sentence has been updated as recommended.		Closed

		84														3		Av-3 Appendix B		1st para, third sentence		Consider capitalizing "unified combatant commander "		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted. Sentence has been updated as recommended.		Closed

		85														3		Av-3 Appendix B		1st para, third sentence		Consider adding a comma after "budgeting, and resource"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Sentence has been updated as recommended.		Closed

		26														3		B-3		last		"Disbursement" misspelled		U.S. Air Force (SAF/FMP AF/FMMP Office)		Cynthia K. Porter-Roach, 703-697-7662, cynthia.porter-roach@pentagon.af.mil		X								Address as specified		Accepted.  Corrected the word as specified.		Closed

		114														3		C-3		1		The table is labeled improperly as C-1.  It should be C-2.  This causes the remaining tables in the appendix to be misnumbered.		FMMP PMO TV Team		Carol Macha		X								Address as specified		Accepted		Closed

		22														3		D-7		Appendix D - Data Mgmt Section		Lines 12 - 20 are duplicates.		DFAS-DT		Eric Okin, 703-607-2032, eric.okin@dfas.mil		X								Address as specified		Accepted.  Duplicate records have been deleted		Closed

		109														3		iii		1st		No page number for the Capability Maturity Profile and Maturity Levels table		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted. Capability Maturity Profile and Maturity Levels captured as Figure 1.		Closed

		37														3		iii		Index of Tables		Table numbering needs to be ordered here and in the body of the document.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted. Table numbering ordered in both places.		Closed

		38														3		iv		Acronyms		CONUS=Continental United States; OCONUS (no apostrophe) = Outside the Continental United States		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted. Updated the Acronyms list.		Closed

		88														3		ix		Fourth paragraph, first sentence		Consider either capitalizing the first letter after the parenthesis or use lower case - either way, consistency is the key.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted. Used consistently lower case.		Closed

		31														3		ix		Par 2, 1st sentence		Recommend revise to state " The FMEA and FMEA Transition planning are the mechanisms by which DoD will effect and manage this change."		BMSI, PSO, Change Management and Communication Team		David Alekson, (703) 967-0127		X								Address as specified		Accepted.  Changed the first paragraph to "The FMEA and FMEA Transition planning are the mechanisms by which DoD will effect and manage this change."		Closed

		87														3		ix		Third paragraph, last sentence		Consider replacing the semi-colons with commas		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Replaced semi-colons with commas.		Closed

		40														3		vii-viii		References		Reference numbering needs to be ordered.		FMMP PMO Transition Plan Team		Ada Kyle		X								Address as specified		Accepted,  Updated numbering.		Closed

		89														3		x		First paragraph, first sentence		Consider adding a comma after the noun "coordination"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Added comma after the noun "coordination"		Closed

		90														3		x		First paragraph, second sentence		Consider adding a comma after the word "maintain"		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  Added comma after the word "maintain"		Closed

		91														3		x		First paragraph, second sentence		Consider rewriting sentence :"The BMSI Organization will work with Domain Owners within a governance structure to implement, maintain, and improve the Defense-wide effort in FMEA-related process, system and capability improvement." Consider "….improve the DOD's processes, systems, and capabilities. "		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  The sentence has been reworded as recommended.		Closed

		92														3		x		First paragraph, third sentence		Consider replacing "…may apply" to "…will apply." I believe the governance structure will, meaning future tense, impact the applicability of the capability maturity model.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted.  The sentence has been reworded as recommended.		Closed

		93														3		x		Second paragraph		Consider combining the second paragraph with the third paragraph since they relate to each other.		FMMP PMO SV Team		DeeDee Akeo		X								Address as specified		Accepted. Second and third paragraph have been combined as recommended.		Closed

		47														1		10		Table 2-1		Level 3 needs to include Performance Measures.  Level 4 needs to include institutionalized performance monitoring using the performance measures, and Level 5 needs to include institutionalized performance improvement in response to performance monitoring.  These coincide with SEI CMMI concepts.		FMMP PMO Transition Plan Team		Ada Kyle				X						PMO believes it is correct as written.		N/A		N/A

		132														1		3		1.3 (table 1.1)		Domain Owner roles and responsibilities are listed as 'to be determined' in Table 1.1. This role must be defined in order for the accurate crafting of section 3 of this document. 
Recommendation: Define roles and responsibilities in conjunction with the Domain Owners.		OUSD (P&R)		Tom Rehm, 703-607-2952				X						Out of scope for this document.		N/A		N/A

		73														1		5		Table 1-3		Sections 3.1.2 and 3.1.3 are referenced in this table and neither paragraph exists in this document.  Section 3.1.1 does not specify required funding as this table indicates.		CPMS / OUSD(R&R)		Cheryl Fuller, 703-696-1760, cheryl.fuller@cpms.osd.mil						X		37				N/A		N/A

		24														2		15		3.1.1		The Business Modernization Systems Integration organization has the key role of planning and oversight of the FMEA Capability Maturity Profile framework and components.  Para 3.1.1 states that an AV-3 Working Groups and AV-3 Process Teams will be assigned to achieve identified goals for business improvement per FMEA.  However, the document does not address methodolgy or composition of the teams; and does not address manpower or dollar recources required to sustain their assigned team tasks.  How will teams be assigned, at what level of DoD organization, and who pays?		U.S. Air Force (SAF/FMP AF/FMMP Office)		Cynthia K. Porter-Roach, 703-697-7662, cynthia.porter-roach@pentagon.af.mil				X						Out of scope for this document.		N/A		N/A

		25														2		Appendix D		n/a		Should the capabilities represented by AFTOC (Air Force total ownership cost) be mentioned? We are not sure how much the capabilities of individual systems should be addressed in this document.		U.S. Air Force (SAF/FMP AF/FMMP Office)		Cynthia K. Porter-Roach, 703-697-7662, cynthia.porter-roach@pentagon.af.mil				X						This document is not intended to have a systems focus.		N/A		N/A

		123														2		C-2		4		Reword to: Enterprise Services are fully implemented and integrated across the DoD enterprise.		FMMP PMO TV Team		Carol Macha				X						"implemented" is assumed by using the word "integrated"		N/A		N/A

		127														2		C-2		10		The goal does not seem to match the heading for Management and organization alignment on Level 4 of Enterprise Services.		FMMP PMO TV Team		Carol Macha				X						PMO believes it is correct as written.		N/A		N/A

		130														2		C-2		21		Systems and Technology, level 1:  May want to add sentence:  Enterprise services are in place.		FMMP PMO TV Team		Carol Macha				X						PMO believes it is correct as written.		N/A		N/A

		117														2		C-3		1		The Information Assurance goals/targets are product oriented, rather then process oriented.  For example, level 5 says that for perimeter protection, we use detonation chambers. Would recommend a similar approach completed on the previous 13 target areas in defining the goals/targets.		FMMP PMO TV Team		Carol Macha				X						The goals/targets presented here are better suited to this area.		N/A		N/A

		115														2		C-3 - C-6				The capability goals/targets should be standardized.  The Information Assurance, Network, and Data Management capability areas go into their own groupings.  See more detail on the following 6 comments.		FMMP PMO TV Team		Carol Macha				X						The goals/targets presented here are better suited to this area.		N/A		N/A

		118														2		C-4		1		The Network categories of Connectivity, Adaptability, Reliability/QOS, Security, and Architecture limit the scope of Network.  Hence it severely limits the goals/targets of Network.  Would recommend using the categories of the previous service areas of Policies and standards, Requirements and planning, Management and organizational alignment, Systems and Technology, Performance Measurement.		FMMP PMO TV Team		Carol Macha				X						The goals/targets presented here are better suited to this area.		N/A		N/A

		119														2		C-4		1		The Network goals/targets are product oriented, rather then process oriented.  For example, level 4 says that for Adaptability, the Network has ATM core technology and gigabit Ethernet. Would recommend a similar approach completed on the first 13 target areas in defining the goals/targets.		FMMP PMO TV Team		Carol Macha				X						The goals/targets presented here are better suited to this area.		N/A		N/A

		120														2		C-5		1		The Data Management categories of Data Storage, Data Sharing, Meta Data, Data Redundancy, Conceptual Business Model, Data Availability/Usability, Stewardship are narrow in scope.  Hence it severely limits the goals/targets of Data Management.  Would recommend using the categories of the previous service areas of Policies and standards, Requirements and planning, Management and organizational alignment, Systems and Technology, Performance Measurement.		FMMP PMO TV Team		Carol Macha				X						The goals/targets presented here are better suited to this area.		N/A		N/A

		121														2		C-5		1		The Data Management goals/targets are not process oriented.  Would recommend a similar approach completed on the first 13 target areas in defining the goals/targets.		FMMP PMO TV Team		Carol Macha				X						The goals/targets presented here are better suited to this area.		N/A		N/A

		107														2		General				The document is well done, but it does not have a focus of what is being tracked and why the effort is being performed, and what it is that links to the entire process.		FMMP PMO SV Team		DeeDee Akeo				X						Noted.		N/A		N/A

		108														2		General				The Congressional legislation called for tracking Life Cycle Management (LCM) of funds appropriated by Congress for specific Programs.  This document does not reflect Life Cycle Mangement, it does not link the many terms to a Program, and it does not provide for Registration of the Programs with a specific Identifier Number and Name that could be used during the LCM process.  Thus without this linkage to a control process for management, what is it that these efforts are describing?  There is no linkage to an IT Registry of Programs/Systems, and there is no definition of programs, systems, applications, projects, tasks, etc.  Therefore, the document is not readily seen as describing a management tool or process.		FMMP PMO SV Team		DeeDee Akeo				X						LCM is ouside the scope of this deliverable.		N/A		N/A

		86														2		IV - Acronym List		IV - Acronym List		Missing the spell out of the acronyms "O'CONUS" and CONUS		FMMP PMO SV Team		DeeDee Akeo						X		38				N/A		N/A

		39														2		vi		Acronyms		Change SEI to Software Engineering Institute here and several places in the body of the document.		FMMP PMO Transition Plan Team		Ada Kyle						X		5				N/A		N/A

		55														3		6		4/2 Section 2.1		Should include abbreviation …Software Enterprise Institute (SEI)….because it is used in 2.2 this way.		FMMP PMO Transition Plan Team		Ada Kyle						X		5				N/A		N/A

		44														3		7		2.2		"The model is tailored for purposes of the FMEA and has some attributes of the staged representation model.   Most significantly, the AV-3 employs a five level model normally found in the staged representation and has developed generic goals tailored to the FMEA."  The SEI CMMI continuous representation is also based on the 5-levels of maturity, so this discussion is not needed.		FMMP PMO Transition Plan Team		Ada Kyle				X						PMO believes it is correct as written.		N/A		N/A
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Appendix A – FMEA Management Processes



Governance and Performance Management



This group consists of the processes that provide management and control necessary for successful execution of the FMEA Transition Plan, based upon approved objectives and criteria.  It implements a framework for executive oversight, implementation stewardship and performance measurement.



Table A-1 Governance and Performance Management



			Governance and Performance Management





			Level 5 (Optimized)


			Policies and standards: DoD FMMP and FMEA policies and standards clearly and consistently articulate leadership goals and define measurable results-oriented initiatives.


Requirements and planning: DoD leadership reviews and assesses FMEA requirements and plans for consistency with overall program objectives. Transition progress is monitored through predetermined and well-understood quantitative and qualitative measures embodying FMEA objectives and DoD’s overall business operations and financial management modernization.



Management and organizational alignment: Pervasive management acceptance and advocacy, combined with stakeholder buy-in, is consistently assessed to facilitate accomplishment of FMEA transition objectives.


Systems and technology: The DoD Financial Management system is viewed and managed as an enterprise with component and technology changes planned and changes synchronized in the best interest of mission effectiveness and enterprise efficiency.



Performance Measurement: A well-defined and consistently applied performance system is fully integrated within all aspects of FMEA planning and execution.  The performance system promotes optimal performance, early detection of performance anomalies and data upon which to model and simulate future initiative.





			Level 4 (Structured)


			Policies and standards: DoD FMMP/FMEA policies clearly and consistently articulate leadership objectives and results-oriented initiatives.  FMEA governance mechanisms efficiently and effectively focus leadership attention where most required.  Pervasive collaboration and stewardship aligns policy to action, and outcome to progress. Governance and performance management is an ongoing planning factor in all FMEA-related policy formulation and standardization initiatives. 


Requirements and planning:  FMEA requirements and plans along with desired performance objectives and recommended measures are routinely reviewed by leadership.  FMEA requirements and plans incorporate and reinforce leadership goals and objectives consistent with a well-understood yet evolving financial management modernization plan.


Management and organizational alignment:  Governance mechanisms supported by an effective performance system facilitate consistent management acceptance and advocacy.  Well-defined roles, well-formulated initiatives and attention to performance management facilitate an ongoing commitment to FMEA transition.


Systems and technology: Governance and performance management is an ongoing and integral planning factor in all-relevant aspects of systems and technology modernization.  Governance and performance measurement provides consistency of enterprise objectives and required system performance with stakeholder and customer needs.


Performance Measurement:  A well-defined and uniformly applied FMEA performance system promotes consistency in desired performance and provides leadership with a better understanding of progress, performance, trends and an early detection of anomalies and trends.





			Level 3 (Limited)


			Policies and standards: DoD FMMP and FMEA policies and standards define and implement FMEA governance and stewardship mechanisms and the performance measurement system.  


Requirements and Planning: FMEA governance and performance measurement requirements and planning activities are coordinated and integrated with other DoD improvement and transformation strategies. 


Management and organizational alignment: Leadership and management objectives are communicated and measured.  Ability and willingness to perform transition activities are factored before implementation.  Change management activities are aligned with enterprise objectives.


Systems and technology: Change management efforts are incorporated and executed within system and technology project management plans.  Systems and technology initiatives are monitored in terms of near and long-term enterprise objectives.


Performance Measurement:  A FMEA performance system is developed and implemented DoD-wide, enabling qualitative and quantitative measures of change management and communications.  





			Level 2 (Minimal)


			Policies and standards:  Senior leaders define and articulate a Defense-wide vision and strategy for financial management improvement and modernization.  Executive sponsorship is assigned and broadly announced.  Policy areas and opportunities are determined and integrated with the broader the Defense transformation effort. Senior leaders, stakeholders and other communities-of-interest identify structural and cultural and impediments to change, and policy remediation required.


Requirements and planning: Communication and change management functions are formulated; requirements derived, and a high-level communications strategy and plan of implementation developed.


Management and organizational alignment: The role of Defense executive-agent is assigned establishing a central information clearing-house and office-of-record for project work, collaboration and coordination. Functional responsibility for communications and change management is assigned and communications and configuration management channels and roles defined and established.


Systems and technology: System and technology procurements incorporate deliberate change management and communications methodologies aligning policy objectives with technology.


Performance Measurement:  Organizational performance measures are coordinated, normalized with emerging enterprise objectives.  





			Level 1 



(Ad Hoc)


			Policies and standards:  Organizational focus and an absence of clearly articulated DoD-level vision and system framework, conflicting policies, lack of standardization and inconsistent oversight limits the DoD’s ability to effectively improve its business processes and modernize its financial management system.


Requirements and planning: Conflicting priorities, and the lack of Defense-wide coordination and synchronization among requirements and programs yield inconsistencies and material weaknesses in DoD’s financial management system.


Management and organizational alignment:  Deep cultural resistance to change, such as organizational parochialism and stove-piped operations, inhibit improvement, modernization and transformation initiatives.


Systems and technology: Disparate acquisition objectives and lack of standardization among systems imbue inefficiencies across the Defense enterprise and heighten the instances of system incompatibility, data latency, inaccurate reporting, and security vulnerabilities among Defense financial management core systems and their critical feeder systems.  A limited understanding of enterprise interfaces, communications, functionalities, activities, exchange requirements and technical specifications inhibits system performance and impedes efficiency and understanding among technology organizations, system users and end-customers.


Performance Measurement:  Inadequate and organization-centric incentives limit the DoD’s ability to initiate and sustain change.








Project Management 



This process group consists of the processes that are used to control and monitor the delivery of Program commitments.



Table A-2 Project Management


			Project Management





			Level 5 (Optimized)


			Policies and standards:  FMEA project management policies and standards are constantly evolving and serve as an effective nucleus for execution and administration of transition activities. 
Requirements and planning:  FMEA processes for developing and managing project requirements, plans and activities are clearly defined and consistently applied throughout the Transition.
Management and organizational alignment: FMEA project management initiatives are coherently organized, effectively initiated and readily accepted by stakeholders. 
Systems and technology:  FMEA project management systems and technology effectively support the evolutionary nature of project transition.
Performance Measurement:  FMEA performance measurement standards and processes fully support project management activities, providing a coherent picture regarding project development, milestone achievement and transition progress.  Performance measures also provide early warning of project anomalies and trend development.





			Level 4 (Structured)


			Policies and standards:  FMEA project management policies and standards are fully integrated with the overall Transition Plan and the FMMP. 
Requirements and planning:  FMEA requirements for implementation projects and their associated plans are reviewed, approved and managed in a consistent manner throughout the transition period and are in consonance with the FMMP.
Management and organizational alignment:  FMEA project management initiatives are defined, understood and accepted by stakeholders, and integrated within the overall Transition Plan.
Systems and technology: FMEA project management systems and technology are fully integrated with all transition activities, providing resource, schedule and management visibility against all transition activities. 
Performance Measurement: FMEA project performance measurement standards and processes are actively monitored by the BMSI organization and are fully aligned with the FMMP.  The FMEA project performance measurement system supports the BMSI by quantitative and qualitative measures regarding project development, milestone achievement and transition progress.








			Level 3 (Limited)


			 Policies and standards: FMEA BMSI Organization is established; program policies and standards are defined, published and controlled consistent with overall transition objectives and aligned with those of the FMMP. 
Requirements and planning: FMEA project baseline requirements and required scope additions are defined and analyzed for consistency with respect to transition objectives and the FMMP. 
Management and organizational alignment: FMEA BMSI Organization is established, resources aligned and initial enterprise architecture management initiatives developed and undertaken. Responsibilities for analysis, planning and organization, technical management, customer interface, business controls, resource and risk management, quality and change management are assigned and initiatives developed and initiated. 
Systems and technology: FMEA project management requirements for systems and technology are resourced and implemented by the BMSI Organization.
Performance Measurement: FMEA project management performance measures are defined and aligned with those of the FMMP.





			Level 2 (Minimal)


			Policies and standards: FMEA policies define and establish project management objectives, initial operating guidance, timelines and responsibilities. 
Requirements and planning: A FMEA requirements process is developed and integrated within project and transition planning.  Initial requirements and activities are undertaken. 
Management and organizational alignment:  FMEA defines project management objectives and organizes a project management office. 
Systems and technology: FMEA project requirements for supporting technology is examined and recorded. 
Performance Measurement: FMEA transition planning develops to the point where program management objectives, architectural compliance, desired outcomes and performance measures may be characterized.  A FMEA performance measurement concept strategy is developed and performance standards defined.





			Level 1 



(Ad Hoc)


			Policies and standards: FMEA program policy initiatives, where extant, are disparate and not centrally managed. 
Requirements and planning: FMEA program requirements and planning initiatives, where extant, are disparate and not centrally managed. 
Management and organizational alignment:  FMEA program management and organizational initiatives, where extant, are disparate and not centrally managed. 
Systems and technology: FMEA project systems and technology initiatives, where extant, are disparate and not centrally managed. 
Performance Measurement: FMEA project performance measurement initiatives, where extant, are disparate and not centrally managed.


































































































Resourcing



Resourcing involves those processes engaged in establishing appropriate program and funding lines to enable the implementation and maintenance of the FMEA. 


Table A-3 Resourcing


			Resourcing





			Level 5 (Optimized)


			Policies and standards: FMEA policies, procedures and practices enable consistent and accurate development of resource requirements on an enterprise level.  Resource management supports a dynamic architecture with the flexibility to support future mission support requirements.
Requirements and planning:  Continuous collaboration across DoD yields timely introduction of requirements, prioritization of needs and optimum allocation of resources. 
Management and organization alignment: DoD embraces the FMEA resource management vision and policies and collaborates routinely on matters of leading practices and continuous improvement.
Systems and technology: Resource management processes support enterprise management of systems and technology throughout systems life cycles.
Performance measurement: Consistent application of performance measures across the enterprise, which recognizes resources as an enabling and limiting factor to be considered at the enterprise level management of the FMEA.  Resource performance measures are periodically reviewed to make sure that they continue to properly incorporate resources in the decision support model.





			Level 4 (Structured)


			Policies and standards: FMEA resource planning and execution is consistently conducted considering the benefits of collaborative effort.
Requirements and planning: FMEA resources are synchronized, resulting from regular collaboration among Services and Agencies.  Enterprise efficiencies are sought through continuous standardization of resource planning and execution.
Management and organizational alignment: Leaders, stakeholders and communities of interest continuously collaborate on resource management to support improved system performance, identification of leading practices, emerging processes and technologies, and leading edge tools.  There is a high institutional awareness of the benefit of collaborative resource planning and use. 
Systems and technology: Directed collaborative efforts result in enterprise efficiencies in technology identification, system procurement and lifecycle cost. Performance measurement: A standard, well-understood and fully utilized performance management system provides comprehensive awareness of FMR and other enterprise system financial performance.





			Level 3 (Limited)


			Policies and standards: Service/Agency collaborative oversight of FMEA resources is strongly encouraged and rewarded.
Requirements and planning: Enterprise synchronization of resources is invoked to improve the effective use of identified resources.  Enterprise collaboration, joint initiatives and pilot activities are encouraged to reduce redundant resource consumption.
Management and organizational alignment: FMEA implementing Package/Segment initiatives yield both “quick win” outcomes and longer-term payoffs while employing FMEA resources accurately, efficiently, and effectively. 
Systems and technology: Resource planning supports the adoption of system and technical architecture standards technologies, systems, tools, data, and information exchange specifications to support FMEA implementation.  Non-compliant systems are terminated and funding is re-directed to FMEA implementing Packages and Segments.
Performance measurement: A FMEA enterprise performance system is implemented based on common terms of reference, metrics and reporting formats and frequency and incorporates measurement of financial performance of initiatives against the plan.





			Level 2 (Minimal)


			Policy and standards: Service/Agency development of implementing policies and standards within DoD Business domains supports a DoD-centric vision of a resource planning approach.
Requirements and planning: Cost-shared FMEA DoD-centric oriented solutions are actively pursued by Services/Agencies.
Management and organizational alignment: A deliberate communications strategy is designed to foster greater understanding, cooperation and collaboration on development of resource plans.  Inter-organizational strategies and resource planning align with emerging policies and standards. 
Systems and technology: Increased collaboration at the enterprise level aids efficient identification of potential collaborative use of resources across the organization.
Performance Measurement: Some FMEA initiative program budget-lines are correlated within Services/Agencies.  Enterprise visibility of competing/redundant initiatives is a stated goal of Services/Agencies.





			Level 1 



(Ad Hoc)


			Policies and standards: Organization-centric policies, procedures and practices limit reliable and consistent development of resource policies and standards on a basis that is uniform across the DoD.  Federal, DoD and organizational policies are neither complimentary nor coordinated. 
Requirements and planning: Disparate and uncoordinated FMR requirements and plans result in poorly substantiated program/initiative funding lines.  Management and organizational alignment:  Intra-organizational management and alignment of FMR resource planning reflect organizational biases and an inherent inability to achieve optimization at the enterprise level. 
Systems and technology:  Resource planning for systems and technology is decentralized and conducted without adherence to enterprise standards.  Resource employment in acquisition and development efforts is uncoordinated and sub-optimized.
Performance measurement:  Measurement of performance against resource plan is organization centric without enterprise level evaluation and assessment.
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Communication and Change Management


This process group consists of the processes that mitigate the impact of the FMEA transition to current operations, organizations and personnel, while increasing acceptance and buy-in of the FMEA objectives.  Communications & Change Management processes encompass implemented planning that proactively identifies and reduces resistance to change among stakeholders impacted by FMEA, as well as communicate program goals, objectives and progress to stakeholders.  (Change Management in this context refers to the human and cultural aspects associated with implementation the FMEA). 


Table A-4-Communication and Change Management


			Communications and Change Management





			Level 5 (Optimized)


			Policies and standards: DoD FMMP and FMEA policies clearly and consistently communicate leadership attention and commitment to results-oriented initiatives; synchronization with Change and Communication programs for other DoD enterprise business transformation initiatives 
Requirements and planning:  FMEA requirements and plans are consistently integrated within a well-understood and dynamic communication and change management strategy, plans and programs 
Management and organizational alignment:  Pervasive management acceptance and advocacy, organizational impact studies and change readiness assessments, combined with stakeholder buy-in consistently facilitate the accomplishment of FMMP/FMEA objectives across the enterprise. 
Systems and technology: Change readiness is a consistent planning factor in systems and technology modernization. 
Performance Measurement:  A well-defined and communicated performance system promotes consistencies in change readiness and measures the effectiveness of change and communications initiatives.





			Level 4 (Structured)


			Policies and standards: DoD FMMP and FMEA policies communicate the consistency of leadership attention and commitment to results-oriented initiatives.  Defense-wide communications standards provide the accuracy, consistency and effectiveness of messages and messengers.  Continuous, effective and pervasive communications result in ongoing stakeholder buy-in and understanding among broader constituencies.  Change management effectiveness is an ongoing planning factor in policy formulation and standardization initiatives. 
Requirements and planning:  FMEA requirements and plans routinely consider and engage affected stakeholders.  FMEA requirements and plans incorporate and communicate core values, key messages, and change-enabling mechanisms consistent with a well-understood yet evolving communication and change management strategy, plans and programs.  
Management and organizational alignment:  Consistent management acceptance and advocacy, organizational impact studies and change readiness assessments, combined with stakeholder education/training facilitate accomplishment of FMMP/FMEA objectives across the enterprise.  Well-defined roles, well formulated messages and effective communication channels facilitate an ongoing commitment to change. 
Systems and technology: Change readiness is an ongoing planning factor in systems and technology modernization.  Systems and technology successes are clearly communicated encouraging pervasive participation spanning technologists, users, stakeholders, and end-customers.
Performance Measurement:  A well-defined and communicated performance system promotes consistencies in change readiness and measures the effectiveness of change and communications initiatives.








			Level 3 (Limited)


			Policies and standards:  DoD FMMP and FMEA policies articulate reasons for change and assign an appropriate sense of urgency.  Policy initiatives and DoD standards incorporate change management and communication planning factors within their formulation process.  Stakeholder engagement and collaboration enhances change readiness and provides bi-directional channels for input and feedback.
Requirements and planning: FMEA communications and change management requirements and planning are coordinated with other DoD improvement and transformation strategies and implemented conveying well-understood messages and change processes.
Management and organizational alignment: Broad-based training and knowledge transfer are undertaken Defense-wide.
Systems and technology: Change management efforts are incorporated and executed within system and technology project management plans.
Performance Measurement:  A FMEA performance system is developed and implemented DoD-wide, enabling qualitative and quantitative measures of change management and communications.  





			Level 2 (Minimal)


			Policies and standards:  Senior leaders define and articulate a Defense-wide vision and strategy for financial management improvement and modernization.  Executive sponsorship is assigned and broadly announced.  Policy areas and opportunities are determined and integrated with the broader the Defense transformation effort. Senior leaders, stakeholders and other communities-of-interest identify structural and cultural and impediments to change, and policy remediation required.  
Requirements and planning: Communication and change management functions are formulated; requirements derived, and a high-level communications strategy and plan of implementation developed.
Management and organizational alignment: The role of Defense executive-agent is assigned establishing a central information clearing-house and office-of-record for project work, collaboration and coordination. Functional responsibility for communications and change management is assigned and communications and CM channels and roles defined and established.
Systems and technology: System and technology procurements incorporate deliberate change management and communications methodologies aligning policy objectives with technology.
Performance Measurement:  Organizational performance measures are coordinated, normalized with emerging enterprise objectives.  





			Level 1 



(Ad Hoc)


			Policies and standards:  Absence of a clearly articulated DoD-level vision and framework, conflicting policies, lack of standardization and inconsistent oversight limits the DoD’s ability to improve its business processes and modernize its financial management system.   Lack of consistent policy suggests a lack of top-level leadership committed to reform.
Requirements and planning: Conflicting priorities, and the lack of Defense-wide coordination and synchronization among requirements and programs yield inconsistencies and material weaknesses in Defense financial management. 
Management and organizational alignment:  Deep cultural resistance to change such as organizational parochialism and stove-piped operations inhibit improvement, modernization and transformation initiatives.  
Systems and technology: Disparate acquisition objectives and lack of standardization among systems cause inefficiencies across the Defense enterprise, and heighten the possibility of reporting inaccuracy, data latency, and security vulnerabilities among Defense financial management systems and critical feeder systems.  Limited communications and readiness for change impede efficiency and understanding among technology organizations, system users and end-customers. 
Performance Measurement:  Inadequate and organization-centric incentives limit the DoD’s ability to initiate and sustain change.
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Appendix B – FMEA Business Management



Strategic Planning and Budgeting



Strategic Planning and Budgeting is the development and translation of operational plans, contingency plans, infrastructure capabilities, and sustainment objectives into resource requirements that support the National Military Strategy and the Defense Planning Guidance.  Joint Chiefs of Staff and unified combatant commander requirements drive operational planning, budgeting, and resource allocations by the Military Services and Defense Agencies to enable them to provide ready forces and capabilities. Operations provide resource decisions made by the Joint Chiefs of Staff, the Unified Combatant Commanders, the service secretaries and service chiefs, the heads of defense agencies, resource sponsors, major commands, and installation commanders.


Table B-1 Strategic Planning and Budgeting


			Strategic Planning and Budgeting





			Level 5 (Optimized)


			Policies and standards:  Policies, procedures and standards enable timely strategic planning, accurate budgeting and seamless resource allocation.  Leading practices are routinely examined and integrated yielding continuous improvements.
Requirements and planning: Continuous collaboration among DoD planners, resource managers and stakeholders yields a dynamic view of prioritized requirements, resource-availability, changes in capabilities, and emerging needs.  Issues are timely identified and information is available for rapid resolution.  There is a standardized Department of Defense decision-making and reporting process for all components. 
Management and organizational alignment: The planning, budgeting, and resource allocation system is derived by the strategic goals and objectives of the organization.  Stakeholders share the vision and collaborate in providing an integrated, capability-based resource plan and have timely information.
Systems and technology: Planning, budgeting and resource allocation systems are fully aligned and compliant with the FMEA.  Standardized and integrated network-centric processes enable the efficient and secure exchange of timely, accurate, and useful information. 
Performance Measurement: Program outputs track back to strategic goals; the outcomes are measured and programs adjusted in light of progress, program performance, and environmental changes.  Performance measures are timely available to all leadership levels.





			Level 4 (Structured)


			Policies and standards: Planning, budgeting and financial management policies are consistent with strategy, objectives and metrics and coordinated with all major stakeholders.  Standards are in place providing a single methodology for planning and budgeting.
Requirements and planning: Department of Defense strategic planning and resourcing processes are synchronized by regular collaboration among stakeholders.  Enterprise efficiencies are sought through improving standardization.  Requirements and resources are organized by military capability and risk areas.  The Defense Planning Guidance clearly reflects National Security Strategy objectives and priorities of the Secretary of Defense and is linked to fiscal guidance.
Management and organizational alignment: The leaders and stakeholders continuously collaborate in improving the planning, budgeting and resource allocation system.  An integrated, standardized structure is in place to present plans, to raise critical issues and analysis to the leadership, and to report to higher headquarters.
Systems and technology: Standard tools and technologies are in place; the systems are FMEA compliant.  System effectiveness is enhanced through on-going collaborative planning and development of cost models and data standardization.
Performance Measurement: Performance metrics track strategic goals.   The performance measurement system is updated periodically to reflect changes in strategic direction, program performance, and environmental constraints.  The system is embedded throughout the enterprise.





			Level 3 (Limited)


			Policies and standards: Policies and procedures are in place to promote FMMP compliance. Standards are being developed to broaden compliance and integration.   Enterprise-wide improvements are sought for common problems. 
Requirements and planning: Periodic synchronization of requirements, planning, and budgeting is tied to budget cycles.  Collaboration among stakeholders is managed by higher level processes.  Improvements are sought largely below the enterprise level.
Management and organizational alignment: Standardized outputs are in place with unique systems managed by different organizations.  There is a fully integrated concurrent program/budget review.  Reengineering projects and pilots are conducted to improve integration, timeliness, and the information provided to the leadership for decision-making.
Systems and technology: FMEA system and architecture is adopted standardizing technologies, systems, tools, data and information exchange specifications.  There is a centralized clearinghouse for purposes of standardizing and managing the data needed for decision tracking.   There is a standardized enterprise system and architecture for preparing budget justification documentation.  Enterprise efficiencies and improvements are communicated and known weaknesses addressed.  Non-compliant systems are terminated.  
Performance Measurement: Performance metrics for selected program areas are tracked, reported and used in Department of Defense decision-making.  Metrics are generally collected by functional area.  The metric system is maintained as an adjunct management system.





			Level 2 (Minimal)


			Policies and standards: Department of Defense policies reflect attention to specific, current problems - focusing on the tactical rather than the strategic level.  Policies are being developed to direct and sustain compliance with FMMP and FMEA.  Common standards are negotiated among sub-units.
Requirements and planning: Planning, budgeting and resource allocation process are not integrated and synchronization occurs only as directed by higher headquarters.  The planning focus is at the sub-unit rather than the Department of Defense level.
Management and organizational alignment: Structured communication processes are needed to transmit information and guidance within the organization.  Elements within the organization are aligned with emerging FMMP/FMEA policies.  There is a concurrent program/budget review.  Selected initiatives to improve legacy processes are sought.
Systems and technology: Standard tools and technologies are in place; the systems are FMEA compliant.  System effectiveness is enhanced through on-going collaborative planning and development of cost models and data standardization.  The Future Year Defense Program data element structure is orchestrated around capability lines.  
Performance Measurement: Performance metrics track strategic goals.   The performance measurement system is updated periodically to reflect changes in strategic direction, program performance, and environmental constraints.  The system is embedded throughout the enterprise.





			Level 1 



(Ad Hoc)


			Policies and standards: Policies and standards are provided on an ad-hoc basis in response to specific problems.  Standardization is minimal reflecting the legacy of separate organizations operating independently.  Enterprise-wide efforts are minimal.
Requirements and planning: Planning, budgeting and resource allocation processes are not standardized.  Requirements are identified and planning accomplished on an ad-hoc basis driven by immediate needs.
Management and organizational alignment: Inter-organizational management and the operation of separate planning, budgeting and resource systems reflect a bias towards sub-organization goals and objectives.  Integration occurs only at senior levels.  Most issues are described in program or functional terms.
Systems and technology: Reporting mechanisms, data entities, tools, repositories, systems and security are not standardized and technology investment strategies and schedules are largely uncoordinated.  Technology investments are undertaken with insufficient regard to data sharing, reporting structures, and enterprise efficiencies and thereby limited enterprise effectiveness and return-on-investment.
Performance Measurement: Performance metrics are developed on an ad-hoc, local basis in response to management questions.  There are minimal efforts to standardize or maintain a continuing evaluation system.








Procurement, Payables, Acquisition and Disbursement 



This process group consists of activities that begin with the identification of a need and end with the issuance of a payment.  Procurement and acquisition activities cover the range of requirements from simple, low cost needs, through major highly complex-weapon systems.  They establish "purchase types" that set specific business and financial risk.  As an example, our "to be" will accommodate acquisitions that require three-way match certification as well as those purchasing events that may be paid based upon fewer certifications such as time-based payments.


Table B‑2-Procurement, Payables, Acquisition and Disbursement


			Procurement, Payables, Acquisition and Disbursement (PPAD)





			Level 5 (Optimized)


			Policies and standards:  Standardized material and services specifications are in place across the Military Services and installations.  
Requirements and planning:  PPAD requirements and plans optimize the enterprise architecture by improving business processes and by enhancing operating efficiencies. 
Management and organizational alignment: PPAD management and organizational initiatives continue to optimize the enterprise architecture by improving business processes and by enhancing operating efficiencies. 
Systems and technology: Systems and technology initiatives are fully aligned with PPAD/FMEA objectives and optimize people and processes related to the business operations.
Performance Measurement: FMEA performance measurement standards and processes fully support PPAD transition activities, providing a coherent picture regarding project development, milestone achievement and transition progress.  Performance measures also provide early warning of project anomalies and trend development.





			Level 4 (Structured)


			Policies and standards: DoD policies and standards are integrated throughout the FMEA standardizing common purchase types, common DoD procurement/payables management; funding controls at the transaction level, and evaluated receipt settlement procedures.  Strategic buying centers-of-excellence are established that specialize in specific industries to provide rapid response capabilities through pre-existing vendor agreements and industry expertise. 
Requirements and planning: Standardization initiatives are normalized within the PPAD business operations and managed, evaluated and improved against FMEA annual planning objectives and the overall FMMP.  Requirements are developed to optimize the efficiency, effectiveness and internal control in the DoD Standard P-card activity. 
Management and organizational alignment: PPAD business operations are normalized and fully integrated within the FMEA with management and organizational initiatives consistently applied across the enterprise. 
Systems and technology: FMEA compliant systems automate PPAD transition initiatives efficiently providing consistent and measurable improvements across the enterprise. 
Performance Measurement: FMEA performance measurement standards and processes are actively monitored by the PPAD business operations and are aligned with FMMP.  The FMEA performance measurement system supports the PPAD business operations by recording quantitative and qualitative performance measures relating to requirement/project development, milestone achievement and transition progress.





			Level 3 (Limited)


			Policies and standards: FMEA policies, guidelines, standards and procedures are developed and implemented to: better control funding at the transaction level; rationalize product and vendor requirements relative to strategic sourcing, and; standardize DoD P-card activity, and; determine and publish common DoD procurement/payables management guidance. 
Requirements and planning: PPAD requirements and plans are developed, validated and implemented to standardize common purchase types, common DoD procurement/payables management; funding controls at the transaction level, and Evaluated Receipt Settlement (ERS) procedures.  Requirements and plans are developed to implement establishment of strategic buying centers-of-excellence that specialize in specific industries to provide rapid response capabilities through pre-existing vendor agreements and industry expertise. 
Management and organizational alignment: FMEA performance standards and compliance oversight measures combine to provide management and organizational alignment with PPAD policies and standards.  Public and commercial leading practices and business process reengineering initiatives are undertaken to fundamentally improve PPAD behavioral and procedural standards and transition objectives.  Change management initiatives are integrated within plans and programs to produce management acceptance and advocacy and organizational acceptance/alignment. 
Systems and technology: PPAD-related system requirements and technology projects are developed, validated and implemented to facilitate standardization and automation of: common purchase types, common DoD procurement/payables management; funding controls at the transaction level, and Evaluated Receipt Settlement (ERS) procedures and establishment of Strategic Buying Centers. 
Performance Measurement: FMEA PPAD business operations performance measures are defined and aligned with those of the FMMP.





			Level 2 (Minimal)


			Policies and standards: The PPAD business operations are defined, policies and standards analyzed, and segmented into: acquisition, contract management, credit card management and disbursement segments to target and manage areas for improvement. 
Requirements and planning: The PPAD business operations are defined and relevant requirements and plans base-lined to the FMEA.  Critical deficiencies are identified and management opportunities defined.
Management and organizational alignment:  The PPAD business operations are defined and relevant business processes; management mechanisms and stakeholder groups are base-lined.  Critical management and organizational deficiencies are identified and quick-win opportunities defined. 
Systems and technology: The PPAD feeder and core systems are defined and relevant requirements and plans base-lined to the FMEA.  Critical deficiencies are identified and opportunities defined.
Performance Measurement: FMEA transition plan defines how PPAD business objectives, architectural compliance, procedures and desired performance may be characterized and measured within the performance system.  A FMEA performance measurement concept strategy is developed and performance standards for the PPAD business operations are defined.





			Level 1 



(Ad Hoc)


			Policies and standards: PPAD activities are not organized as integral business operations nor managed centrally. PPAD-related organizational initiatives may be inconsistent with the FMMP and FMEA.
Requirements and planning: PPAD-related requirements and plans are not base-lined and improvement activities are not organized as an integral business operation nor managed centrally. PPAD-related organizational initiatives may be inconsistent with the FMMP and FMEA.
Management and organizational alignment: Management and stakeholder/organizational factors relative to the PPAD business operations are neither defined nor base-lined as an enterprise. PPAD-related organizational initiatives may be inconsistent with the FMMP and FMEA.
Systems and technology: PPAD-related systems are not base-lined and technology improvement activities are not organized as integral business operations.  PPAD-related organizational initiatives may be inconsistent with the FMMP and FMEA.
Performance Measurement: FMEA PPAD performance standards where extant are organizationally focused, disparate and not centrally managed.





























Logistics



This process group consists of the processes related to planning and carrying out the projection and sustainment of forces relating to the following:


· Materiel resources like capitalized and non-capitalized assets (inventory management, storage, etc.); 


· Transportation (movement and distribution); 


· Maintenance and return (evacuation, retrograde, and disposition of materiel).


· Other services, like engineering and health services, etc. (JCS Pub1_02).


Table B-3 Logistics



			Logistics





			Level 5 (Optimized)


			Policies and standards: Real-time visibility and accountability of DoD assets, continuous DoD asset management within the supply chain, and sharing industrial capacity through private sector partnerships (enhancing efficiency and effectiveness within the enterprise and throughout the Defense industrial base) are accomplished. 
Requirements and planning: Requirements, planning and resource allocation processes are fully integrated facilitating early identification of resource issues and decision alternatives.
Management and organizational alignment: Logistics business operations are fully integrated across the DoD enterprise with those of the other functions and warfighter missions. 
Systems and technology: Data and information is standard, integrated, and reliable, accurate, timely and fully capable of meeting all decision-making requirements.
Performance Measurement: Metrics and measurement processes favor enterprise interoperability.  





			Level 4 (Structured)


			Policies and standards: Policies, procedures and guidance are implemented based on a fully compliant DoD enterprise architecture.
Requirements and planning: Performance-based budgeting is extended to requirements generation and planning providing logistics business operations and related warfighter mission performance metrics.
Management and organizational alignment: Fully integrated processes characterize business operations.  Systems engage vendors and customers with the organization for sharing of supply chain, asset management processes, information, systems and decision-making.
Systems and technology: Business systems provide accurate, reliable and timely management and financial information reporting. 
Performance Measurement: Metrics and measurement processes align business operations and LOG-related mission performance levels.





			Level 3 (Limited)


			Policies and standards: Integrated DoD business operations and related warfighter mission tasks provide the basis for performance-based budgeting. Requirements and planning: Annual business plans and performance standards document how business operations are to be executed. 
Management and organizational alignment: Business Process Reengineering initiatives yield integrated business operations. Warfighter missions terms-of-reference are developed for LOG performance-based budgeting, assigning resources and risk to LOG business and mission performance levels.
Systems and technology: Only standardized financial and management information systems are migrated improving data standardization and integrity.
Performance Measurement:  Integrated DoD metrics establish relationships between Logistics performance, resource levels and program risk.  





			Level 2 (Minimal)


			Policies and standards: Emphasis is on emerging enterprise objectives with Defense-wide integration in support of warfighter operations. 
Requirements and planning: Enterprise initiatives standardize project cost accounting enabling financial and logistics data integration and management reporting.
Management and organizational alignment:  Asset, supply chain, and services management are integrated within a single DoD business operation. 
Systems and technology: Legacy, migration and replacement systems are identified, and made compatible with financial and management systems.
Performance Measurement: Metrics and measurement processes favor enterprise interoperability.





			Level 1 



(Ad Hoc)


			Policies and standards:  Component-centric policies and standards impede DoD ability to leverage enterprise capabilities and resources. 
Requirements and planning: Requirements and resource allocation processes are not integrated and initiatives not coordinated.
Management and organizational alignment:  Processes align with organizations and business lines but not with FM processes. 
Systems and technology: Disparate business processes and data inhibit systems standardization, interoperability and integration.
Performance Measurement: Metrics and measurement processes favor component-specific vice enterprise outcomes.  








Real Property



Real Property processes comprise those efforts and activities designed to modernize DoD’s management of real property and to enable common verifiable information for effective decision-making. 



Real property is defined, for the purposes of this initiative, as land and facilities owned, leased and operated by the Military Services and the Washington Headquarters Services.  



· A facility: An improvement to land, through one of the following ways:



· Building:  A roofed, floored and walled facility that is completely enclosed.



· Utility: A distribution system, commodity source or commodity collection point that provides a common service or commodity



Table B‑4 Real Property


			Real Property





			Level 5 (Optimized)


			Policies and standards: DoD Real Property operation is reviewed continuously and improved to comply with the Federal architecture guidance, provide standard, integrated data and enable CFO Act compliant reporting.
Requirements and planning: DoD Real Property requirements process is integrated within one seamless, fully integrated DoD planning and resource allocation process.  An annual business plan identifies DoD Real Property business and warfighter operations requirements, justifies resources, and is the basis for performance levels.
Management and organizational alignment: Real Property business operations are fully integrated with warfighter missions, with supported and supporting activities across DoD enterprise, and with required external business partners.
Systems and technology:  Standard business operations and supported warfighter mission systems seamlessly share financial and management Real Property information across the DoD enterprise.
Performance Measurement:  Real Property metrics and measurement processes are standard, pervasive and effective, yielding accurate and timely situation awareness relative to system performance and trends.  





			Level 4 (Structured)


			Policies and standards:  Integrated Real Property business operations policies, procedures, and guidance are fully compliant with all DoD enterprise architectures.
Requirements and planning:  Performance-based budgeting is extended to the Real Property requirements process providing metrics related to Real Property business operations and related warfighter missions.
Management and organizational alignment:  Real Property business operations and mission performance levels align integrating fiscal and Real Property resources with desired performance and projected outcomes.
Systems and technology: DoD Real Property and related warfighter mission systems are fully integrated with other DoD business operations and organizations based upon standard data structure, standard decision analysis, and an integrated suite of core and feeder systems.
Performance Measurement: DoD Real Property business operations and related warfighter mission performance levels are aligned to risk and resource levels.  





			Level 3 (Limited)


			Policies and standards: DoD Real Property FMEA initiatives define and implement guidance for standardizing business operations and systems enabling integration across and within the acquisition, management, and disposal business lines for business line managers and decision makers. 
Requirements and planning: Annual DoD Real Property operations plans are produced that document how DoD Real Property lines of business intend to conduct their business based on projected performance outcomes.
Management and organizational alignment: Integrated business operations and mission performance levels align fiscal, material and manpower resources with DoD strategy and budget priorities.  
Systems and technology: Interim DoD Real Property business operations system baseline improves data standardization and system integrity and compatibility with other financial and management systems.  Legacy and on-going initiatives are defined to support the intermediate enterprise architecture and enable retirement of redundant and non-compliant systems. 
Performance Measurement: DoD Real Property develops and implements performance metrics and terms of reference for aligning business operations to related warfighter mission tasks providing the basis for performance-based budgeting.





			Level 2 (Minimal)


			Policies and standards: Standard DoD Real Property business processes and data integrate with warfighter operations across the DoD enterprise.
Requirements and planning: Real Property business operations integrate acquisition, management and disposal operations into a single, integrated DoD Real Property business operation. 
Management and organizational alignment: Standardized Real Property business operations processes enable integrated material, manpower and fiscal authorization, allocation, and funds control.
Systems and technology: DoD Real Property business operations classifies existing systems into legacy and ongoing initiative categories based on FMMP objectives and leading practices that will improve efficiencies in DoD Real Property. 
Performance Measurement: Metrics and measurement processes are migrated toward standardization and FMMP compliance.





			Level 1 



(Ad Hoc)


			Policies and standards: There are multiple initiatives to standardized Real Property business operations for processes, data, data entities, tools repositories, and systems within organizations and business areas.
Requirements and planning: DoD Real Property standard requirements process supports interoperability with a standard DoD Planning and resource allocation process.  DoD Real Property Requirements and the Planning and Resource Allocation processes are not integrated.
Management and organizational alignment: Service and DoD agencies management and organizational initiatives favor organizational over enterprise objectives.    
Systems and technology:  Service and DoD agencies Real Property business operations’ processes, data, and systems are neither standard, nor fully inventoried across the DoD enterprise.
Performance Measurement: Metrics and measurement processes are not standardized and favor component-specific vice enterprise outcomes.  








Human Resources



This process group contains the processes that facilitate entry to the organization; career development and management; benefits and pay management; workforce requirements and position management, and execution of human resources policies, procedures and employee information management.  The three main components covered in this scope are: Organizational Management, Benefits Management, and Pay Management.



Table B‑5 Human Resources


			Human Resources





			Level 5 (Optimized)


			Policies and standards: DoD business enterprise architecture is reviewed continuously and improved to maintain compliance with Federal architecture guidance, provide standard, integrated data structure, and enable CFO Act compliant reporting. Military and civilian HR operations (personnel, pay and benefits) are fully integrated, provide select self-service capability and are in full compliance with relevant guidance.
Requirements and planning: DoD HRM requirements process is integrated with one seamless, fully integrated planning and resource allocation process.  Annual business plan identifies DoD HRM business and warfighter operations requirements, justifies resources, and establishes performance levels to maintain and improve enterprise architecture.
Management and organizational alignment: HRM business operations are fully integrated across the DoD enterprise with other DoD business operations and warfighter missions.
Systems and technology: DoD HRM business operations and related warfighter mission systems openly share financial and management information across the DoD enterprise.
Performance Measurement: Metrics and measurement processes favor enterprise interoperability and continuous improvement. 





			Level 4 (Structured)


			Policies and standards: Integrated HRM business operations policies, procedures, and guidance are implemented based upon a fully compliant DoD enterprise architecture. 
Requirements and planning: Performance-based budgeting is extended to HRM requirements process providing HRM business operations and HRM related warfighter mission performance metrics.
Management and organizational alignment:  HRM business operations and mission performance levels align integrated dollar and manpower resources to levels of performance and measures program outcomes based on projected outcomes.  HRM project cost accounting structure is continuously reviewed to support HRM program visibility and traceability to the general ledger.
Systems and technology: HRM business processes are fully integrated with other DoD business operations and organizations based upon standard data structure, standard decision analysis, and an integrated suite of financial core and feeder systems.
Performance Measurement: DoD HRM business operations and related warfighter mission performance levels are aligned to resource levels.  HRM business operations risk levels trace to HRM performance levels.





			Level 3 (Limited)


			Policies and standards: DoD HRM implements guidance for standard business operations processes and systems that provides integration across and within the HRM business lines for HRM business line managers and decision makers.
Requirements and planning:  Annual DoD HRM business operations plans are produced that document how DoD HRM business operations intend to conduct their businesses based on performance outcomes.
Management and organizational alignment: Business operations’ processes, data, systems, and security are based on integration with the DoD Planning and Resource Allocation business operations.  HRM project cost accounting enables the mission’s managerial and transactional resource expenditures.
Systems and technology:  Interim DoD HRM business operations systems improve data standardization and integrity, are compatible with other financial and management systems identified among legacy and on-going initiatives to support the intermediate enterprise architecture and enable retirement of redundant and non-compliant systems. 
Performance Measurement: DoD HRM develops and implements performance metrics and terms of reference for aligning HRM business operations and related warfighter mission tasks providing the basis for performance-based budgeting.  





			Level 2 (Minimal)


			Policies and standards: Standard DoD HRM business processes and data integrate with warfighter operations across the DoD enterprise.
Requirements and planning: HRM business operations integrate human resources, personnel pay, and personnel benefit management operations into a single, integrated DoD HRM business operation.
Management and organizational alignment: Standardized HRM business operations processes enable integrated manpower and funding authorization distribution, manpower and funding allocation, and manpower and funds control.
Systems and technology: DoD HRM leverages existing legacy systems and existing initiatives with leading practices to improve efficiencies in DoD business operations.  Interim DoD HRM business operations systems are compatible with financial and management systems. 
Performance Measurement: Metrics and measurement processes favor enterprise interoperability.





			Level 1 



(Ad Hoc)


			Policies and standards: There are multiple initiatives to standardized HRM business operations for processes, data, data entities, tools repositories, and systems within organizations and business areas.
Requirements and planning: DoD HRM standard requirements process supports interoperability with a standard DoD Planning and Resource Allocation process.  DoD HRM Requirements and the Planning and Resource Allocation processes are not integrated.
Management and organizational alignment: DoD Service/Agency HRM management and organizational priorities are organizationally focused.   
Systems and technology:  Service and DoD agencies’ HRM business operations’ processes, data, and systems are not standard across the DoD enterprise.
Performance Measurement: Metrics and measurement processes favor component-specific, and not enterprise outcomes.  








Collection, Receivables and Cash Management



This process group covers the processes relating to recording, tracking, and managing, monitoring, liquidating and collecting dollar amounts due to the Department.  The scope encompasses five main components which are:  Customer/Vendor Credit Analysis, Billing/Establish Accounts Receivable, Receivable Debt Management, Cash Management, and Receivable Debt Liquidation.



Table B‑6 Collection, Receivables and Cash Management


			Collection, Receivables and Cash Management (CRCM)





			Level 5 (Optimized)


			Policies and standards: DoD CRCM policies and standards enable optimization of people, processes and technologies across an extended DoD enterprise (operational forces, supporting establishment and Defense industrial base).  Government and industry leading practices are routinely examined and integrated with respect to credit analysis, billing, receivables, collection, and cash management activities, policies and standards development, driving ongoing improvement and modernization initiatives across the enterprise.
Requirements and planning:  Continuous collaboration and coordination of DoD enterprise constituents and CRCM stakeholders yield timely introduction of new requirements, prioritization of needs and allocation of resources, and enterprise synchronization among programs. 
Management and organizational alignment: Stakeholders embrace CRCM vision and policies and collaborate routinely in matters of leading practices and continuous improvement.
Systems and technology: DoD CRCM systems and tools are fully aligned and compliant with the FMEA. Standardized and integrated network-centric CRCM processes and systems enable the efficient and secure exchange of timely, accurate and useful information. 
Performance Measurement:  Consistent application of performance measures across the enterprise, induce desired behaviors among CRCM stakeholders and monitor system performance enterprise-wide.  Ongoing surveillance of the performance system provides early warning to leaders regarding performance issues and trends.    





			Level 4 (Structured)


			Policies and standards: DoD CRCM policies and standards are consistently formulated considering mission needs, business processes and technical interaction across the DoD enterprise and extended enterprise communities of interest.
Requirements and planning: DoD CRCM requirements and programs are synchronized based on regular collaboration among stakeholders, communities of interest and enterprise leadership.  Enterprise efficiencies are aggressively pursued through continuous process improvement, standardization and synchronized modernization. 
Management and organizational alignment:  Leaders, stakeholders and communities of interest continuously collaborate on enterprise CRCM system performance, identification and application of leading practices, emerging processes and technologies, and leading edge tools.   
Systems and technology: Standard tools and technologies are in place consistent with FMEA compliance and a comprehensive CRCM enterprise strategy.  Enterprise efficiencies are realized in technology identification, system procurement and lifecycle cost.  Enterprise effectiveness of the DoD CRCM system is enhanced through ongoing joint planning in data standardization, information and infrastructure performance and management, and the introduction of new technology and tools. 
Performance Measurement:  A standard, well-understood and fully utilized performance management system provides comprehensive awareness of CRCM and other enterprise system performance.  Performance measurement is fully integrated in every aspect of the CRCM business operations.





			Level 3 (Limited)


			Policies and standards: DoD CRCM policies and standards complement enterprise compliance with FMIA and FMMP through the FMEA.  Some enterprise approaches and government and industry leading practices are considered and incorporated.  Relevant conflicts among laws, policies and regulations are identified and resolved.  Collaboration with extended-enterprise constituents and communities of interest (e.g., other federal and state authorities, commercial entities among the Defense industrial base) are undertaken to identify interface requirements, information exchange standards, issues, gaps and initiatives.
Requirements and planning: Enterprise synchronization of requirements and programs are undertaken to “normalize” the enterprise.  Enterprise collaboration and joint pilot initiatives in credit analysis, billing, receivables, collection, and cash management are encouraged to demonstrate, validate and test process and technology improvements.
Management and organizational alignment: Reengineering projects and pilot initiatives are undertaken to yield both “quick win” outcomes and longer-term payoffs in CRCM activities.  Communications, awareness and change management initiatives facilitate acceptance and transition. 
Systems and technology: FMEA system and technical architecture is adopted standardizing technologies, systems, tools, data, and information exchange specifications.  Enterprise efficiencies and improvements are communicated; known weaknesses are addressed.  Non-compliant systems are terminated.
Performance Measurement:  A CRCM enterprise performance system is implemented based on common terms of reference, metrics, reporting formats, and  frequency that effectively induces desired enterprise behavior, process improvement, system performance, migration, and provides an appropriate management awareness and response.





			Level 2 (Minimal)


			Policies and standards: DoD policies and standards direct leadership attention to credit analysis, billing, receivables, collection, cash management and modernization, defining and implementing enabling policies and programs (e.g., FMIA, FMMP, FMEA) and endorse enterprise approaches to DoD CRCM.  A DoD-centric systemic approach to DoD CRCM is envisioned, aligned with other enterprise and federal policy initiatives and effectively communicated throughout the enterprise. Organizational directives and regulations are examined with respect to understanding, conformance and acceptance.



Requirements and planning: A repeatable process for defining DoD standardized requirements (e.g., outsource debts, cash workstation, receivable/debt records, write-off, return fund and low-value write-offs and recording procedures etc.) is defined and implemented. Collaboration with stakeholders with respect to modernization and standardization initiatives is encouraged.  Incremental initiatives, enterprise pilots and demonstrations are undertaken to better understand leading practices and provide the basis for ongoing use of reliable financial information in managing credit analysis, billing, receivables, collection, and cash management. 
Management and organizational alignment:  A deliberate communications strategy is designed to foster understanding, acceptance cooperation and collaboration of DoD CRCM FMEA-related initiatives.  Inter-organizational strategies and resource planning are aligned with emerging FMMP/FMEA policies, incrementally improving and standardizing CRCM business processes and implementing DoD-wide reporting standards. 
Systems and technology: Increased collaboration across the enterprise and among process-owners, program planners and systems developers uncover system improvement and reengineering opportunities.  System and technology optimization is examined, model systems defined and migration strategies developed.   
Performance Measurement:  Metrics are developed and implemented that induce compliance with DoD enterprise policies and standards and other enterprise-centric initiatives relevant to CRCM initiatives.





			Level 1 



(Ad Hoc)


			Policies and standards:  Organization-centric policies and standards promote inconsistent approaches in the management of credit analysis, billing, receivables, collection, and cash management across the DoD. 
Requirements and planning: Disparate and uncoordinated development of CRCM-related requirements and programs contribute to uneven performance and material weaknesses in management of credit analysis, billing, receivables, collection, and cash management and promote inefficiencies unnecessarily burden human capital and technology resources.  
Management and organizational alignment:  Intra-organizational management and alignment of CRCM reflect organizational biases and an inherent inability to optimize organizational and material resources. 
Systems and technology:  Reporting mechanisms, data entities, tools, repositories, systems and security are not standardized, and; technology investment strategies and schedules are largely uncoordinated.  Technology investments are undertaken with insufficient regard to data sharing, reporting structures, and enterprise efficiencies and thereby limit enterprise effectiveness and return-on-investment. 
Performance Measurement:  Performance measures, where applied, are organizationally oriented engendering organizational behaviors and biases.








Financial and Management Reporting



This process group provides for the accurate, reliable, and timely reporting of financial and management information to support effective decision-making by DoD business operations and the war fighter.



Table B-7 Financial and Management Reporting


			Financial and Management Reporting





			Level 5 (Optimized)


			Policies and standards: DoD FMR policies, procedures and practices enable consistent and accurate reporting among constituents of an extended DoD enterprise (operational forces, supporting establishment and Defense industrial base).  Government and industry leading practices are routinely examined and integrated with respect to financial and management reporting policies, procedures and practices development, driving continuous improvement modernization initiatives across the enterprise.
Requirements and planning:  Continuous collaboration among the DoD financial management community and FMR stakeholders yields timely introduction of requirements, prioritization of needs and allocation of resources, and enterprise synchronization among programs. 
Management and organizational alignment: Stakeholders embrace FMR vision and policies and collaborate routinely in matters of leading practices and continuous improvement.
 Systems and technology: DoD FMR systems and tools are fully aligned and compliant with the FMEA. Standardized and integrated network-centric FMR processes and systems enable the efficient and secure exchange of timely, accurate and useful information. 
Performance Measurement:  Consistent application of performance measures across the enterprise, induce desired behaviors among FMR stakeholders and system performance enterprise-wide.  Ongoing surveillance of the performance system provides early warning to leaders regarding performance issues and inconsistencies within the DoD FMR system.     





			Level 4 (Structured)


			Policies and standards: DoD FMR policies, procedures and practices are consistently formulated considering mission needs, business processes and technical interaction across the DoD enterprise and extended enterprise communities of interest.
Requirements and planning: DoD FMR programs and resources are synchronized, resulting from regular collaboration among stakeholders, communities of interest and enterprise leadership.  Enterprise efficiencies are sought through continuous standardization and synchronized modernization. 
Management and organizational alignment:  Leaders, stakeholders and communities of interest continuously collaborate on enterprise FMR system performance, identification of leading practices, emerging processes and technologies, and leading edge tools.   
Systems and technology: Standard tools and technologies are in place resulting from FMEA compliance and a comprehensive FMR enterprise strategy.  Enterprise efficiencies are realized in technology identification, system procurement and lifecycle cost.  Enterprise effectiveness of the DoD FMR system is enhanced through ongoing collaborative planning in data standardization, information and infrastructure management and the adoption of technology and tools. 
Performance Measurement:  A standard, well-understood and fully utilized performance management system provides comprehensive awareness of FMR and other enterprise system performance.  Performance measurement is fully integrated in every aspect of the FMR business operations.





			Level 3 (Limited)


			Policies and standards: DoD FMR policies, procedures and practices complement enterprise compliance with FMFIA and FMMP through the FMEA.  Some enterprise approaches and government and industry leading practices are considered and incorporated.  Relevant conflicts among laws, policies and regulations are identified and resolved.  Collaboration with extended-enterprise constituents and communities of interest (e.g., other federal and state authorities, commercial entities among the Defense industrial base non-government organizations) are undertaken to identify interface requirements, reporting standards, issues, gaps and initiatives.
Requirements and planning: Enterprise synchronization of requirements and programs are undertaken to “normalize” the enterprise.  Enterprise collaboration, joint initiatives and pilot activities are encouraged to demonstrate, validate and test process and technology improvements.
Management and organizational alignment: Reengineering projects and pilot initiatives yield both “quick win” outcomes and longer-term payoffs in FMR accuracy, efficiency and effectiveness.  Communications, awareness and change management initiatives facilitate acceptance and transition align organizations 
Systems and technology: Adoption of system and technical architecture, standardized technologies, systems, tools, data, and information exchange specifications.  Enterprise efficiencies and improvements are communicated; known weaknesses are addressed.  Non-compliant systems are terminated.
Performance Measurement:  An FMR enterprise performance system is implemented based on common terms of reference, metrics and reporting formats and frequency and effectively induces desired enterprise behavior, process improvement, system performance and migration and provides an appropriate management awareness and response.





			Level 2 (Minimal)


			Policies and standards: DoD policies, procedures and practices reflect leadership attention to financial management modernization, implementing enabling policies and programs (e.g., FMIA, FMMP, FMEA) and endorse enterprise approaches to DoD FMR.  A DoD-centric systemic approach to DoD FMR is envisioned, aligned with other enterprise and federal initiatives and effectively communicated throughout the enterprise. Organizational directives and regulations are examined with respect to understanding, conformance and acceptance.
Requirements and planning: FMR processes and system requirements are defined and introduced reflecting a DoD enterprise-centric bias. Collaboration in modernization and standardization activities is encouraged.  Incremental initiatives, enterprise pilots and demonstrations are undertaken to better understand leading practices and provide the basis for ongoing use of reliable financial information in program management and oversight.
Management and organizational alignment:  A deliberate communications strategy is designed to foster greater understanding, cooperation and collaboration.  Inter-organizational strategies and resource planning align with emerging policies, incrementally improving and standardizing FMR business processes and implementing standard reporting standards. 
Systems and technology: Increased collaboration across the enterprise and among process-owners and technologists uncover system improvement and reengineering opportunities.  System and technology optimization is examined, model systems defined and migration strategies developed.  Enterprise collaboration yields standard approaches to incorporate Financial Information Classification Standards, consistency with the US Standard General Ledger and evolving enterprise security requirements that influence FMR systems specifications. 
Performance Measurement:  Metrics are developed and implemented that induce compliance DoD policies and standards and other enterprise-centric policies relevant to FMR initiatives.





			Level 1 



(Ad Hoc)


			Policies and standards:  Organization-centric policies, procedures and practices limit reliable and consistent disclosure of financial data on a basis that is uniform across the DoD.  Federal, DoD and organizational policies are neither complimentary nor coordinated.  
Requirements and planning: Disparate and uncoordinated FMR requirements and programs yield weaknesses and inefficiencies in the DoD enterprise and unnecessarily burden human capital and technology resources.  
Management and organizational alignment:  Intra-organizational management and alignment of FMR reflect organizational biases and an inherent inability to optimize organizational and material resources.
Systems and technology:  Reporting mechanisms, data entities, tools, repositories, systems and security are not standardized, and; technology investment strategies and schedules are largely uncoordinated.  Technology investments are undertaken with insufficient regard to data sharing, reporting structures, and enterprise efficiencies and thereby limit enterprise effectiveness and return-on-investment. 
Performance Measurement:  Performance measures where applied, are organizationally oriented engendering organizational behaviors and biases.








Accounting



This process group consists of the process of identifying, measuring, recording, summarizing and communicating the financial results of organizational operations.  It provides for developing accounting policies, procedures and practices; developing and managing recommended improvements to accounting standards; collecting and processing financial and non-financial transactions; and performing closing, analysis and post-closing reviews.



Table B‑8 Accounting


			Accounting





			Level 5 (Optimized)


			Policies and standards: DoD Accounting policies, procedures and practices and their consistent application across the extended DoD enterprise (operational forces, supporting establishment and Defense industrial base) are constituents of a fully enabled FMEA.  Government and industry leading practices are routinely examined and integrated with respect to improving accounting policy, procedures and practices across the enterprise.  DoD participates fully in the development of generally accepted accounting and managerial cost accounting principles and standards on the Federal level.
Requirements and planning:  Continuous collaboration among the DoD accounting community, stakeholders and customers yields timely introduction of requirements, prioritization of needs, allocation of resources, and enterprise synchronization among programs.
Management and organizational alignment: DoD Accounting communities of interest define, understand and embrace the vision and policies that are the foundation of DoD Accounting, and collaborate routinely in matters of leading practices and continuous improvement.
Systems and technology: DoD General and Managerial Cost Accounting systems and tools are fully aligned and compliant with the FMMP and FMEA. Standardized and integrated network-centric accounting and cost processes and systems enable the efficient and secure exchange of timely, accurate and useful information. 
Performance Measurement:  Consistent application of performance measures across the enterprise, induce desired behaviors among DoD Accounting stakeholders and monitors system performance enterprise-wide.  Ongoing surveillance of the performance system provides early warning to leaders regarding performance issues and inconsistencies within the DoD General and Managerial Cost Accounting system.     





			Level 4 (Structured)


			Policies and standards: DoD Accounting policies, procedures and practices are consistently formulated considering mission needs, business processes and technical interaction across the DoD enterprise and the extended enterprise communities of interest (partners, allies, non-Government organizations).
Requirements and planning: DoD Accounting programs and resources are synchronized, resulting from regular collaboration among stakeholders, communities of interest and enterprise leadership.  Enterprise efficiencies are sought through continuous standardization and synchronized modernization. 
Management and organizational alignment:  Leaders, stakeholders and communities of interest continuously collaborate on enterprise General and Managerial Cost Accounting system performance, identification of leading policies, procedures and practices, emerging processes and technologies, and leading edge tools.   
Systems and technology: Standard tools and technologies are in place resulting from FMEA compliance and a comprehensive enterprise accounting strategy.  Enterprise efficiencies are realized in technology identification, system procurement and lifecycle cost.  Enterprise effectiveness of the DoD General and Managerial Cost Accounting system is enhanced through ongoing collaborative planning in data standardization, event, information and infrastructure management and the adoption of technology and tools. 
Performance Measurement:  A standard, well-understood and fully utilized performance management system provides comprehensive awareness of enterprise Accounting and critical feeder system performance.  Performance measurement is fully integrated in every aspect of the General and Managerial Cost Accounting business operations.





			Level 3 (Limited)


			Policies and standards: DoD Accounting policies, procedures and practices are fully documented components of enterprise compliance with CFO Act, FMIA and FMMP through the FMEA.  Some enterprise approaches and government and industry leading practices are considered and incorporated.  Relevant conflicts among laws, policies and regulations are identified and resolved.  Collaboration with extended-enterprise constituents and communities of interest (e.g., other federal and state authorities, commercial entities among the Defense industrial base non-government organizations) are undertaken to identify interface requirements, reporting standards, issues, gaps and initiatives.
Requirements and planning: Enterprise synchronization of general and managerial cost accounting requirements and programs is undertaken to “normalize” the enterprise.  DoD-wide collaboration, joint initiatives and pilot activities are encouraged to demonstrate, validate and test new accounting processes and technology improvements.
Management and organizational alignment: Reengineering projects and pilot initiatives yield both “quick win” outcomes and longer-term payoffs in DoD Accounting accuracy, efficiency and effectiveness.  Communications, awareness and change management initiatives facilitate necessary acceptance and transition. 
Systems and technology: DoD business operations standardize definition and adoption of general and managerial cost accounting processes and system, technologies, tools, data, and information exchange specifications.  Enterprise efficiencies and improvements are communicated; known weaknesses are addressed.  Non-compliant systems are identified for terminated.
Performance Measurement:  An Accounting enterprise performance system is implemented based on common terms of reference, metrics and reporting formats, and effectively induces desired enterprise behavior, process improvements, system performance and migration and provides a mechanism for appropriate management awareness and response.





			Level 2 (Minimal)


			Policies and standards: DoD Accounting policies, procedures and practices reflect leadership attention to financial management modernization, implementing enabling policies and programs (e.g. FMFIA, FMMP, FMEA) and endorse enterprise approaches to DoD Accounting.  A DoD-centric systemic approach to DoD Accounting is envisioned, aligned with other enterprise and federal initiatives and effectively communicated throughout the enterprise. Organizational directives and regulations are examined with respect to understanding, conformance and acceptance.
Requirements and planning: General and Managerial Cost Accounting processes and system requirements are defined and introduced reflecting a DoD enterprise-centric bias. Collaboration in modernization and standardization activities are organized and encouraged.  Incremental initiatives, enterprise pilots and demonstrations are undertaken to better understand DoD General and Managerial Cost Accounting leading practices and provide the basis for ongoing use of reliable financial and cost information in program management and oversight.
Management and organizational alignment:  A deliberate communications strategy for DoD Accounting is designed to promote FMEA goals and objectives, and foster greater cooperation and collaboration.  Inter-organizational strategies and resource planning align with emerging DoD accounting policies, incrementally improving and standardizing General and Managerial Cost Accounting business processes and implementing standard reporting standards. 
Systems and technology: Increased collaboration across the enterprise and among accounting process-owners and technologists uncover system improvement and reengineering opportunities.  System and technology optimization is examined, model systems defined and migration strategies developed.  Enterprise collaboration yields standard approaches that incorporate Financial Information Classification Standards, consistency with the US Standard General Ledger and evolving enterprise security requirements that positively influence General and Managerial Cost Accounting systems specifications.  
Performance Measurement:  Metrics are developed and implemented that induce compliance with DoD policies and standards and other enterprise-centric policies relevant to DoD Accounting and FMEA initiatives.





			Level 1 



(Ad Hoc)


			Policies and standards:  Organization-centric policies, procedures and practices limit reliable and consistent processing and disclosure of accounting and cost data on a basis that is uniform across the DoD.  Federal, DoD and organizational policies are neither complimentary nor coordinated.  
Requirements and planning: Disparate and uncoordinated General and Managerial Cost Accounting requirements and programs yield weaknesses and inefficiencies in the DoD enterprise and unnecessarily burden human capital and technology resources.  
Management and organizational alignment:  Intra-organizational management and alignment of General and Managerial Cost Accounting processes reflect organizational biases and an inherent inability to optimize organizational and material resources. 
Systems and technology:  Reporting mechanisms, data entities, tools, repositories, systems and security are not standardized, and; technology investment strategies and schedules are largely uncoordinated.  Technology investments are undertaken with insufficient regard to data sharing, reporting structures, and enterprise efficiencies and thereby limit enterprise effectiveness and return-on-investment. 
Performance Measurement:  Performance measures where applied, are non-standard and organizationally oriented engendering organizational behaviors and biases.
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Appendix C – FMEA Systems and Technology



Enterprise Services



Enterprise services are software building blocks that are accessible through higher-level business functions. Enterprise service interfaces are documented and well defined (see definitions below). Enterprise services consist of the following:



· Enterprise System Management Service (Provides end-to-end GIG performance monitoring, configuration management, and problem detection and resolution as well as enterprise IT resource accounting and addressing)


· Messaging Service (This service provides the ability to exchange information among GIG users or applications)


· Application Hosting Service (Infrastructure to host and organize distributed on-line processing capabilities


· )



· Collaboration Service (The collaboration service allows users to work together and jointly use selected capabilities on the network.  These services tend to fall into two broad categories: synchronous an asynchronous)


· Mediation Service (The Mediation service helps broker, translate, aggregate, fuse or integrate data/metadata)


· User Assistant Service (The User Assistant service automates “helper” capabilities that reduce the effort required to perform manpower intensive tasks)


· Security Service (The Security Service provides the capability to address vulnerabilities in networks, services, or systems 


· )



· Storage Service (The storage service provides physical and virtual places to host data on the network with varying degrees of persistence


· )



· Discovery/Metadata Registry Service (The Discovery/Metadata Registry provides the capability to find and manage information content and services)


· Accessibility Service (Accessibility provides capabilities for individuals that have varying degrees and types of physical impairments)


Table C-1 Enterprise Services



			Enterprise Services





			Level 5 (Optimized)


			Policies and standards: These enable timely visibility, execution, and accountability of DoD Enterprise Services.
Requirements and planning: Requirements, planning, and resource allocation processes of DoD Enterprise Services are fully integrated, facilitating early identification of IT resource issues and decision alternatives.
Management and organizational alignment: Enterprise Services are fully integrated across the DoD enterprise.
Systems and technology: Enterprise Services are standard, integrated, reliable, and accurate and provide the warfighter and business mangers with timely and secure functionality.
Performance Measurement: Metrics and measurement processes completely support enterprise interoperability.





			Level 4 (Structured)


			Policies and standards: Policies and standards are based on a fully implemented FMEA. 



Requirements and planning: Performance-based budgeting is extended to requirements generation and planning, providing enterprise services operations and related warfighter mission performance metrics.
Management and organizational alignment: Enterprise Services are characterized by fully integrated Information Technology infrastructures.
Systems and technology: Enterprise Services are characterized by accurate, reliable, and timely functionality.  Enterprise Services are secure. All DoD systems fully utilize Enterprise Services. 
Performance Measurement: Metrics and measurement processes align Enterprise Services and mission performance levels.  





			Level 3 (Limited)


			Policies and standards: Integrated DoD Enterprise Services and related warfighter mission tasks are provided.
Requirements and planning: Business plans and performance standards document how Enterprise Services are to be executed.
Management and organizational alignment: Business Process Reengineering initiatives utilize integrated Enterprise Services. 
Systems and technology: Only standardized information systems that support Enterprise Services are migrated, improving economies of scale.
Performance Measurement:  Integrated DoD metrics establish relationships between Enterprise Services resource levels and program risk.  





			Level 2 (Minimal)


			Policies and standards: Emphasize emerging enterprise objectives with defense-wide Enterprise Services integration in support of warfighter operations. 
Requirements and planning: Enterprise Services initiatives standardize project cost, integration and management reporting.
Management and organizational alignment:  Enterprise Services management is integrated. 
Systems and technology: Legacy, migration and replacement systems are identified, and made compatible with DoD Enterprise Services.
Performance Measurement: Metrics and measurement processes favor Enterprise Services interoperability.





			Level 1 



(Ad Hoc)


			Policies and standards:  Component-centric policies and standards impede DoD ability to leverage Enterprise Services. 
Requirements and planning: Requirements and Information Technology resource allocation processes are not integrated and initiatives not coordinated.
Management and organizational alignment:  Processes align with organizations and business lines but not with DoD Enterprise Services. 
Systems and technology: Disparate systems inhibit standardization, interoperability and integration.
Performance Measurement: Metrics and measurement processes favor component-specific vice Enterprise Services outcomes.








Information Assurance



Information Assurance infrastructure safeguards are defined in terms of seven key functional capabilities: public key infrastructure, access control, identification and authentication, detection and response, perimeter protection, security management, and interoperability within and across security levels. Information Assurance also considers risk management and mitigation, contingency planning, and threat prevention and recovery plans and procedures.



Table C‑2 Information Assurance


			Information Assurance





			Level 5 (Optimized)


			Policies and standards:  Enable timely visibility of and accountability to DoD Information Assurance policies and standards.
Requirements and planning:  Requirements, planning, and resource allocation processes of DoD Information Assurance are fully integrated, facilitating early identification of information assurance issues and decision alternatives.
Management and organizational alignment:  Information Assurance is fully integrated across the DoD enterprise. 
Systems and technology:  Information Assurance is standardized, integrated, and provides reliable, accurate, and timely functionality and interoperability.
Performance Measurement:  Information Assurance metrics and measurement processes completely support enterprise interoperability and continuous process improvement.





			Level 4 (Structured)


			Policies and standards:  Information Assurance policies, procedures, and guidance are implemented based on a fully compliant DoD Enterprise Architecture. 



Requirements and planning: Performance-based budgeting is extended to requirements generation and planning, providing Information Assurance operations and related warfighter mission performance metrics.
Management and organizational alignment: Information Assurance is characterized by fully integrated Information Technology infrastructures.
Systems and technology: Information Assurance provides accurate, reliable, and timely functionality.  A “Multi-dimensional” infrastructure topology may be used to improve interoperability through establishment of a secure peer-to-peer connection using Point-to-Point Tunneling Protocol (PPTP) within the broader global network or to set up a virtual LAN between users on four different continents to collaborate on a mission.  Another feature of a multi-dimensional topology is the ability to support multiple security levels and access controls on the WAN. This could include portions at different classification levels with appropriately configured guards or gateways controlling information exchange. There are some basic examples of this in use today. This aspect of a multi-dimensional topology has been one of the most difficult to reach, especially when different classification levels are considered.



Performance Measurement: Metrics and measurement processes align Information Assurance and mission performance levels.  





			Level 3 (Limited)


			Policies and standards: Integrated Information Assurance and related warfighter mission tasks provide the performance-base. 
Requirements and planning: Annual business plans and performance standards document how Information Assurance is to be executed. 
Management and organizational alignment: Business Process Reengineering initiatives utilize integrated Information Assurance. 
Systems and technology: Only standardized information systems that support Information Assurance are migrated, improving economies of scale.  The combination of unique global identifiers for each entity and the routing and switching functions of Level 3 allow support for more robust security models. The infrastructure can be configured to allow or deny access to particular areas. Simple firewalls are the most prevalent example today of this feature.
Performance Measurement:  Integrated DoD metrics establish relationships between Information Assurance resource levels and program risk.  





			Level 2 (Minimal)


			Policies and standards: Security profiles are implemented to support Information Assurance integration, emphasizing emerging Information Assurance objectives with defense-wide Information Assurance integration in support of warfighter operations.
Requirements and planning: Information Assurance initiatives standardize project cost, integration and management reporting.
Management and organizational alignment:  Information Assurance management and organization are integrated to some extent. 
Systems and technology: Legacy, migration and replacement systems are identified, and made compatible with DoD Information Assurance.
Performance Measurement: Metrics and measurement processes support improving Information Assurance interoperability.





			Level 1 



(Ad Hoc)


			Policies and standards:  Component-centric policies and standards impede DoD ability to leverage Information Assurance. Interoperability non-existent or limited to access controls.  
Requirements and planning: Requirements and Information Assurance resource allocation processes are not integrated and initiatives are not coordinated.
Management and organizational alignment:  Processes align with organizations and business lines but not with DoD Information Assurance. 
Systems and technology:  Disparate systems inhibit standardization, interoperability and integration of Information Assurance.
Performance Measurement:  Information Assurance metrics and measurement processes are component-specific.








Network



The network component encompasses the connectivity that links FMEA users and information sources.  This capability area consists of: breadth of reach to tactical users, support for all traffic types, quality and reliability of service, bandwidth capacity, network topologies, scalability, transport media capabilities, and network elements (e.g., routers, switches, hubs, multiplexers, gateways, COMSEC encryption devices).  The network component also consists of resistance to information warfare, and other electronic and physical threats.



Table C‑3 Network


			Network





			Level 5 (Optimized)


			Connectivity: Extension of enterprise interoperability to other enterprises is available. 
Adaptability: Network/server precedence capabilities are fully implemented; agility is provided to meet cross-domain users’ needs on demand.
Reliability/QOS: COTS solutions, robust network management, and service level agreements provide users assurance & contingency surge capabilities.
Security: Global network resistance to information warfare and other risks is accomplished.



Architecture: Architecture is extended to advanced network features.





			Level 4 (Structured)


			Connectivity: Scalable and interoperable services are available. 
Adaptability: Emerging network precedence capabilities, available bandwidth-on-demand, and FMEA enterprise operations are supported by use of common protocols.
Reliability/QOS: Acceptable cell-loss ratios, latency levels, and error rates provide FMEA-wide reliability; all traffic types & services are supported.
Security: COMSEC options accommodate wide range of user needs
Architecture: Network management is extended to advanced enterprise wide capabilities in critical mission and threat environments.





			Level 3 (Limited)


			Connectivity: Consistent FMEA user addressing, and standards-compliant protocols are implemented.
Adaptability: Dynamic configuration of “networks of networks;” ATM core technology and gigabit Ethernet plus radio/other transport technologies are available.
Reliability/QOS: Virtual network options provide increased levels of service; prevalent usage of FMEA-wide compatible network management tools



Security: Network filtering operations reduce risk to cyber attack exposure.



Architecture: Common protocols and standards are planned across the FMEA Community and its mission customers.





			Level 2 (Minimal)


			Connectivity: FMEA-wide multimedia, with fiber backbone (CONUS, some O’CONUS) is available for FMEA community.
Adaptability: Sufficient capacity for most fixed users is provided.
Reliability/QOS: Dependence on austere mechanisms to allocate capacity, and commercial-grade dedicated and networked services are available.
Security: Tunneling to allow mixed security levels across shared networks are provided.
Architecture: Multiple delivery options and reach to tactical users are accomplished.





			Level 1 



(Ad Hoc)


			Connectivity: Multiple TCP/IP networks with limited interconnections are available.
Adaptability: Policy barriers (e.g., source ID protection) often inhibit the adaptability.
Reliability/QOS: Sporadic & disparate network services are the norm (e.g., multiple circuit usage, marginal ability to merge voice, data, and video).
Security: Security is characterized by link-level encryption (with some NES devices).
Architecture: The architecture is limited to program and/or agency level.  








Data Management



Data management focuses on system applications.  Data may be exchanged between multiple applications.



Table C‑4 Data Management


			Data Management





			Level 5 (Optimized)


			Data Storage: Data is stored to support the information requirements of the Federal Government.
Data Sharing: Data is seamlessly, and timely shared across the enterprise using the Federal Conceptual Business Model.
Meta Data: The enterprise develops, enforces, and seamlessly disseminates Federal business and technical metadata that is used within subject-area processes and systems.
Data Redundancy: Data is maintained at the source of record and is available for reuse across the Federal enterprise.
Conceptual Business Model: The Enterprise Conceptual Business Model is fully integrated with the Federal Enterprise Data Model.
Data Availability/Usability: Data is readily available in forms relevant to the information requestors at multiple levels of summarization, using flexible distribution mechanisms, and customizable presentations. 
Stewardship: The enterprise views and manages data as a valuable business asset.





			Level 4 (Structured)


			Data Storage: Transaction data storage is fully integrated across the Department.  Data to meet Departmental information requirements is stored in federated operational data stores, data warehouses, and data marts with summarized data.
Data Sharing: Data is seamlessly shared across the Department.  Data sharing is done in both batch and synchronous using the Departmental Conceptual Business Model.
Meta Data: The enterprise develops, enforces, and seamlessly disseminates Departmental business and technical metadata that is used within subject-area processes and systems.
Data Redundancy: Data is maintained at the source of record and available for reuse across the Department.
Conceptual Business Model: The enterprise has a mature Conceptual Business Model including all subject areas to support information production and data sharing.
Data Availability/Usability: Transaction data is fully integrated.  Data for reporting and analytical purposes is available using operational data stores, data warehouses, and data marts. 
Stewardship: Data Management initiatives are fully supported by the functional community and supported fully by the IT organization.





			Level 3 (Limited)


			Data Storage: Transaction data storage is integrated.  Data to meet Departmental information requirements is sometimes available in operational data stores and data warehouses with some source of record issues.
Data Sharing: Cross-functional data is available using batched data sharing enabled by the initial Conceptual Business Model.
Meta Data: The enterprise has developed and enforced business metadata and has partially developed and enforced technical metadata.
Data Redundancy: The Department has expanded enterprise data sharing with resulting reductions in cross-functional data storage redundancy. 
Conceptual Business Model: The enterprise has implemented data sharing using a Conceptual Business Model subject areas for initial subject areas.
Data Availability/Usability: Transaction data is available using operational data stores and data warehouses.
Stewardship: Responsibility for Data Management initiatives is shared equally between the functional and the information technology organization.





			Level 2 (Minimal)


			Data Storage: Transaction storage is integrated.  Data can be made available to meet Departmental reporting requirements.
Data Sharing: Data sharing is enabled in functional stovepipes where enterprise data standards are enforced and data is mapped across functional stovepipes.
Meta Data: The enterprise has partially developed and enforced integrated enterprise metadata and business rules.
Data Redundancy: Data redundancy is minimized in stovepipes where data standardization exists.
Conceptual Business Model: The enterprise has implemented an initial Conceptual Business Model development for some subject areas.
Data Availability/Usability: When available, data reuse is enabled by partial data standardization and integration.
Stewardship: The functional business community recognizes and supports the need for data management. The primary steward for data management is the information technology organization.





			Level 1 



(Ad Hoc)


			Data Storage: Data is stored to support transaction processing and is not stored to support enterprise information accessibility.
Data Sharing: Data is not shared across the organization in a timely manner.
Meta Data: Enterprise has multiple independent initiatives and efforts to establish and manage metadata and business rules. 
Data Redundancy: The same data is stored in many locations with minimal reuse.
Conceptual Business Model: The enterprise has no common view of enterprise information.
Data Availability/Usability: Data is not available where needed in a usable format.
Stewardship: The enterprise abrogates the responsibility for data management to the technical community.








Interoperability



The condition achieved among communications-electronic systems or items of communications-electronic equipment when information and services can be exchanged directly and satisfactorily between them and/or their users.
  



Table C‑5 Interoperability



			Interoperability





			Level 5 (Optimized)


			Procedures: Level 5 of the procedures attribute is characterized by how well a system conforms to enterprise doctrine and missions.  The systems that are considered Level 5 are not designed or limited to providing Service- or Agency-unique functions.  Rather, they provide cross-domain functions that contribute to the entire enterprise.
Applications: Level 5 of the application attribute focuses on elimination of duplicative functions and redundant applications. Systems serve the primary functions across Service and Agency boundaries using component-based architectures such as CORBA, Java, and Distributed Component Object Model (DCOM) on a multi-platform infrastructure.
Infrastructure: “Multi-dimensional” is the key descriptor of a Level 5 infrastructure.  This multi-dimensionality can exist in geography, security, virtual configuration, or numerous other forms.  One characteristic is that it allows the user to set up the infrastructure to duplicate features of lower levels within the WAN context. It could be used to set up a virtual LAN between users on four different continents to collaborate on a mission.  It supports features such as protocol wrapping and has mechanisms to control quality of service.
Data: An enterprise-wide model that is comprised of universally accepted data models, dictionaries, and standard data elements characterizes Level 5 of the data attribute.  The fully integrated enterprise information space is based on shared data servers and shared database; adheres to a common enterprise data model, standard data elements, shared data server, and data architecture; and supports full data conversion capability when required outside of the defined enterprise.





			Level 4 (Structured)


			Procedures: Level 4 of the procedures attribute is characterized by how well a system conforms to domain doctrine and missions. Doctrine represents the broadest form of system guidance by a Service or Agency.  By definition, it should provide the greatest influence on overall system development for successfully conducting Joint operations.
Applications: Level 4 of the applications attribute is focused on integration either across organizational boundaries or across discipline-based applications.  Transition toward object-oriented programming languages increases software reusability and supports increasing levels of interoperability. 
Infrastructure: A Level 4 infrastructure represents the transition from a local network to a wider area network.  This is broadly referred to in the infrastructure area as WAN.  The distinction at Level 4 is an ability to connect to other users that are not connected to the same-shared local media.  This gives a Level 4 infrastructure the ability to work between LANs to make up a broader domain.  The need to cross between different media of multiple LANs dictates the need for switching or routing at Level 4.  One result of this consideration is the need for protocols that support this form of networking.  These protocols often assign a particular address to each system on the WAN.  This address is globally known and used to address the system at Level 4.
Data: A domain model that allows direct database exchanges characterizes Level 4 of the data attribute.  This level is comprised of domain data models, dictionaries, and standard data elements.





			Level 3 (Limited)


			Procedures: Program types of procedures characterize Level 3 of the procedures attribute.  These procedures include such things as training, staffing, and planning in a program environment so that other systems within the same program environment will have similar procedures in place.  In addition, other procedures are based on adherence to a common operating environment.
Applications: Level 3 systems are identified by their increasing level of sophistication and complexity and by their ability to provide a heterogeneous understanding of the data being exchanged.  E-mail at this level includes the successful exchange of attachments.  Office automation is associated with this level, and is characterized by software products such as word processing applications, spreadsheet applications, desktop data base applications, presentation graphics applications, and image and map viewers.  Web browsers and their associated "helper" applications complete Level 3.
Infrastructure: The primary change in infrastructure capabilities from Level 2 to Level 3 is the transition from a peer-to-peer connection to a many-to-many connection, as represented by LANs.  This need to work with multiple systems is driven by application functions such as e-mail.  This form of collaboration requires connections to more that one system before it is truly effective.  The ability to establish connections to multiple systems without reconfiguring hardware or the infrastructure is a major characteristic of this level.  Support for protocols that can be used to establish even larger networks also comes into play.  The TCP/IP protocol is used to exchange information on a LAN through such functions as a web browser. 
Data: Level 3 of the data attribute is characterized by a program data model and consists of sub-domain or program-wide, generally independent, duplicate databases that contain heterogeneous information, use conversion protocols as required, and are based on the following program-wide tools: data dictionary, encyclopedia, logical and physical data models, existing data architecture, and data servers. The program databases are not generally cleanly separated from applications.





			Level 2 (Minimal)


			Procedures: The procedures attribute of Level-2 interoperability is characterized by local and site-level procedures.  These include conformance and compliance to standards and the existence of a security profile. For a given implementation, there may be additional procedures at the local or site level, such as ensuring that system names and addresses are not duplicated on a LAN and that appropriate servers are present at the site.
Applications: Level 2 of the applications attribute commonly relates to the simple exchange of homogeneous information electronically.  Examples include file transfer software and simple interaction software such as e-mail without attachments and text chatter.  Other functionality characterized here includes applications that process voice (transmit/receive), process telemetry, and provide remote-access capability.
Infrastructure: The infrastructure supporting a Level-2 interoperability is concerned with establishing an electronic connection between systems.  This connection could be a one-way broadcast at the lowest level.  This gives only limited interoperability due to the inability to respond back.  There are interoperability-related issues that must be considered for a one-way connection, but they do not facilitate a higher level of sophistication in system-to-system interaction.  The two-way connection is important to conduct the type of interactions that are embodied in improving the level of interoperability.
Data: Local data models characterize the data attribute at Level 2.  Information exchange is generally restricted to simple homogeneous data product formats.  Level 2 includes individual, independent databases with some data dictionaries and models, standard data elements, and data architectures; but Level 2 can only handle simple forms and styles of homogeneous data.





			Level 1 



(Ad Hoc)


			Procedures: The important procedural items at Level 1 are access controls.  Procedures must exist to enable a human to interact with the systems so that information can be passed from a system to a human and on to another system.  These procedures include physical security, login procedures, and other such security issues.
Applications: The application attribute does not come into play at this level.  While there may be some software applications that must interact with data transferred by removable media, these items are not considered here.
Infrastructure: The infrastructure capabilities that Level-1 systems exhibit are largely independent.  Since two systems are unable to connect physically, only the infrastructure items that allow information sharing by other means are important.  This primarily involves hardware-based interactions, usually by removable media.
Data: Private data models characterize the data attribute at Level 1.  Information exchange is limited to magnetic media exchange.  Data are organized independently with unknown commonalties.  Interaction or pseudo interoperability, if possible, is accomplished through disk, tape, or similar media that can be used to transfer data manually between systems.  











































� Department of Defense, C4ISR Architecture Working Group, Levels of Information Systems Interoperability (LISI), March 30, 1998.  Although LISI used levels 0 to 4, we adapted this model for consistency to levels 1 to 5, based on the DoD AF version 1.0 (Draft) as well as the CMMI model.
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Appendix D – Capability Goals/Targets



Capability Targets are the highest level of functional and non-functional requirements that the FMMP is expected to satisfy through the FMEA, Transition Plan, and Transition (i.e., what the Program should provide to DoD). Capability Targets articulate the high level objectives of the FMMP/FMEA program that involve providing process, system, or technology capabilities. Functional Capability Targets are defined as clear and specific functionality that either an individual person or system obtains by interacting with a given system to achieve an expected outcome.  Non-functional Capability Targets are primarily provided by guidance, policy, regulations, and standards that govern the overall system definition, design, construction, deployment, and maintenance.  Each functional capability target was defined and associated with its desired outcome in the Transition Plan Goals and FM Capability Target Document
.


Table D‑1 - Capability Target/Goal



			Capability Area


			Capability Goal/Target


			Capability Maturity Level





			Governance & Performance Management


			Uniform Metrics Capable of supporting forecast, analysis, decision-making, and internal control


			4





			


			DoD-wide strategic architecture incorporating leading practices


			5





			


			Common
 Procedure to generate dashboard metrics derived by the Management Initiatives Office and/or DoD Senior Leadership


			4





			


			Flexible financial management environment


			4





			


			DoD Management Decision Support tools, with enhanced financial knowledge, analysis capability, and incentives to better enable them to monitor and encourage the efficiency and effectiveness of their operations and suppliers


			5





			


			Common Procedures for asset accountability and effective internal controls to produce timely and accurate financial management information


			4





			


			Improved integration of financial management and other management functions and improved finance operations


			4





			Resourcing


			Standard enterprise wide architecture for FM modernization investments 


			4





			


			Complete and Accurate total life-cycle costs for systems


			5





			Project Management


			Uniform FMEA Guidance, Policies, and Procedures (FMEA Management Activity)


			3





			


			Standard DoD Business Rules Guidance, Policies, and Procedures (FMEA Management Activity)


			2





			Communication & Change Management


			Everyone knows where to find the information about the program that affects his or her role






			3





			


			Every communication channel has a feedback mechanism


			3





			


			A clearly defined enterprise vision has been developed and communicated


			2





			


			Executive leadership is visible and committed


			3





			


			Education and training needs are identified and planned


			3





			Strategy Planning & Budget


			Common DoD Budget Guidance, Policies, and Procedures 


			5





			


			Common DoD Performance Plan, Procedures for developing Metrics, Targets and Indicators 


			5





			


			Common DoD Strategic Policies, and Procedures 


			5





			


			Common procedures to link budgeting to operational strategic plan and performance-based budgeting 


			5





			


			Common collaborative process to develop budgets and forecasts 


			4





			


			Common collaborative process to develop DoD Strategy


			4





			


			Common submissions process to shorten the budget cycle 


			4





			


			Common, Multi-dimensional analysis procedures performed in creating new budgets and analyzing results 


			5





			


			Common, Multidimensional analysis procedures preformed in creating DoD Strategy and analyzing results


			5





			


			Common procedures for utilizing Business/Economic models to assist in translating non-financial metrics to financial results 


			5





			


			Common Exception-based reforecasting process


			4





			


			Common analysis of number of lines budgeted based on materiality 


			3





			


			Common allocation methods/tables to streamline budget development 


			5





			


			Common risks and opportunities analysis in developing budgets and forecasts for all programs 


			5





			


			Common risks and opportunities analysis in developing DoD Strategies


			4





			


			Common, Streamlined, efficient consolidation procedures 


			4





			


			Common guidance, policy, procedures, and data to justify programs


			5





			


			Common Budget Analysis/Approval Procedures 


			5





			


			Common Strategic Analysis/Approval Procedures


			4





			


			Common Procedures to Establish Additional Resource Requirements 


			5





			


			Common Real-time performance reporting (actuals vs. planned) metrics for budgeting and forecasting 


			5





			


			Access to budget and status at al levels 


			4





			


			Common Forecasts performed on operational and financial metrics based on balanced scorecard with access to underlying detailed data 


			5





			


			Common DoD Requirements Generation Guidance, Policies, and Procedures 


			5





			


			Common procedures for establishing scope and minimum size of programs


			4





			


			Common procedures for establishing program scope that results in achievable and measurable results 


			5





			


			Common procedures for reviewing and authorizing program scope, size, and relevance to strategy 


			5





			


			Common procedures for systematically decomposing strategy into programs


			5





			


			Common reprogramming thresholds across appropriations 


			4





			


			Common criteria and analysis to develop ratings that assist in prioritizing programs according to relevance to DPG, unmitigated risks and other qualitative factors


			5





			


			Common decision process utilized by components and headquarters 


			5





			


			Common DoD Balance Scorecard Guidance, Policies, and Procedures


			5





			Real Property


			Online access to timely Real Property data 


			5





			


			Center of Excellence Program


			4





			


			Centralized real property accountability function (RP)


			4





			


			Centralized real property inventory database


			4





			


			Common DoD Real Property guidance, policies, and regulations procedures, and training 


			4





			


			Common funding control procedures for the color of money


			4





			


			Common process to determine facility need 


			5





			


			Common Real Property data elements across the enterprise


			4





			


			Common Real Property inventory accountability process 


			4





			


			Common Real Property financial tracking 


			5





			


			Common timely financial performance reporting (actual vs. planned) metrics and spending for Real Property 


			5





			


			Complete and accurate total life-cycle costs for real property


			4





			


			Single appropriation/no-year money


			5





			


			Standard accounting and reporting procedures for Real Property


			4





			


			Standard condition assessment criteria


			4





			


			Standard condition assessment process


			4





			


			Standard DoD Environment Liability guidance, policies, and procedures 


			4





			


			Standard metrics for space allocation for different types of buildings (e.g. barracks, classrooms, administrative buildings, etc.)


			4





			


			Unique Identification Code  (UIC) 


			3





			


			Standard Real Property inventory criteria and process


			4





			


			Standard Real Property planning process


			4





			


			Uniform process for each disposal type


			4





			


			Uniform process for tenant billing


			4





			


			Condition Based Management


			4





			


			Lease Management


			3





			


			Actuarial Based Scheduling


			4





			


			Preventive Maintenance Program


			4





			


			Reliability Centered Maintenance


			4





			


			Uniform standards to guide projects and investments in Real Property


			4





			Collection, Receivable and Cash Management


			Standard DoD Debt Collection Guidance, Policies, and Procedures 


			2





			


			Standard DoD Credit Guidance, Policies, and Procedures 


			3





			


			Standard DoD Fiduciary Instruments Guidance, Policies, and Procedures 


			2





			


			Proactive collection strategy 


			2





			


			Standard collections criteria by debt Type 


			3





			


			Standard Contact customer procedures (prior to receivable due date) 


			3





			


			Standard Outsource debts/receivables procedures (not collected internally, or those that can be collected less expensively through outsourcing) 


			3





			


			Standard method for a reconciling with Banks and US Treasury utilizing a cash workstation methodology (provided daily bank accounts reconciliation) 


			3





			


			Standard receivables/debt collections and cash application through the use of strategically placed lockbox records (single location and allow for proper collection activity) 


			3





			


			Standard recording procedures (discrepancies against the payments received) based on standard codes 


			2





			


			Standard write-off thresholds based on customer profiles


			3





			


			Standard Return Payment Procedures (if the account has not been established or no where to apply the payment or if an over payment was made) 


			3





			Accounting


			Standard DoD Accounting (e.g., Cost Accounting) Guidance, Policies, and Procedures 


			5





			


			Standardized Chart of Accounts and Standardized Accounting Structure 


			4





			


			Single point of control for all chart of account and standard accounting structure changes 


			5





			


			Single point of control for accounting policies and guidance


			4





			


			Single point of data entry with validation at the source 


			5





			


			Risk based materiality limits 


			3





			


			Continuous variance and accrual analysis 


			3





			


			Centralized validation rules, tables, and control 


			5





			


			Standard Pre/Post close meeting 


			2





			


			Standard Accounting Procedures to handle missing or late information 


			2





			


			Problem solving at source entry procedures 


			4





			


			Closing calendar 


			3





			


			Drill down capability 


			4





			


			Continuous Improvement Program 


			3





			


			Center of Excellence Program 


			2





			


			Soft Close Processes for non quarter and year end close activity 


			3





			


			Reporting


			4





			


			Historical and current cost information to enable improved cost visibility to managers


			4





			


			The use of cost models whose structure represents actual cost flows to facilitate accurate and relevant cost information


			3





			


			The timely provision of cost information on an as needed basis


			4





			


			Predictive cost information to improve planning capability and the allocation of resources


			4





			


			Information to better understand the causes of cost and what effects changes to parameters may have


			3





			


			Cost information to enable performance measurement and the comparison of performance to pre-established targets


			3





			


			Simplification of the Standard Accounting code structure through a charge code to enable better cost capturing


			4





			


			Provision of cost information in support of management decision making and process improvement initiatives


			3





			


			Fully costed outputs and activities to contain direct, indirect, and other appropriate cost inputs


			3





			


			The provision of cost rates to facilitate the calculation of reimbursements and other transactions involving the exchanges of services and material


			3





			Procurement, Payables, Acquisition and Disbursement


			Common Acquisition Planning Guidance, Policies and Procedures


			5





			


			Common Contract Close-out Guidance, Policies and Procedures


			4





			


			Common Payables Guidance, Policies and Procedures


			4





			


			Common Purchase Card Guidance, Policies and Procedures


			4





			


			Common Disbursing Guidance, Policies and Procedures


			5





			


			Strategic Sourcing and Common Purchase Contract Guidance, Policies and Procedures


			4





			Logistics


			Standard DoD Logistics Guidance, Policies, and Procedures 


			5





			


			Standard DoD Materiel Inventory Guidance, Policies, and Procedures


			4





			


			Standard DoD Environment Liability Guidance, Policies, and Procedures


			4





			


			Standard Vendor Managed Inventory Procedures 


			3





			


			Standard Inventory Planning Procedures 


			3





			


			Standard Cycle Counting Procedures 


			3





			


			Standard Materiel Identification  (Bar Coding) 


			4





			


			Standard Storage Location Zoning 


			4





			


			Standard Kitting Procedures 


			3





			


			Standard Activity Based Costing Methodology/Management Procedures 


			4





			


			Standard Benchmarking Procedures 


			3





			


			Standard Actuarial Based Scheduling 


			3





			Human Resources


			Common Self Service Procedures 


			4





			


			Common human resources profile and pay information integration 


			3





			


			Common procedures and a single database for monitoring applicant flow and identification 


			4





			


			Common form letters are automatically created and distributed 


			5





			


			Uniform performance metrics 


			4





			


			Common Training management 


			3





			


			Common Employee Retention, Guidance, Policy, and Procedures  


			3





			


			Common Competency, Skill and Accomplishment Tracking 


			3





			


			Common data validation at point of entry procedures 


			4





			


			Common Human Resource workflow management procedures


			3





			


			Standard labor tracking and Human Resource cost accounting procedures


			3





			


			Common pay cycle for all employees, as well as common payroll funds disbursement procedures and controls


			5





			


			Single location for payroll processing 


			4





			


			Common pay calculation and disbursal 


			4





			


			Common and Consistent HR Benefits Services 


			3





			


			Centralized storage of benefits data and information (transparent to the user)


			2





			


			Common Paperless procedures (approval or routing, Document imaging is used for resumes)


			2





			


			Common use of templates (standard Form letters are automatically created and distributed)


			3





			


			Common Shared Service Center procedures


			4





			


			Ongoing defined and focused effort - skilled and professional workforce in place


			4





			


			Broad base of business and financial management skills and experience through on-going investments in human capital and the effective use of information and enterprise knowledge management


			4





			Financial and Management Reporting


			Integrated source of data


			4





			


			Common Drill down Procedures


			4





			


			Common Reports Validation Procedure


			3





			


			Standard DoD CFO compliance reporting guidance, policies, and procedures


			3





			


			Real-time Reporting


			5





			


			Common report templates


			4





			


			Common DoD guidance, policies, and procedures for information exchange with other government agencies, public, and private entities. 


			3





			


			Common DoD implementation of external guidance, policies, and procedures


			3





			


			Common DoD Closing Guidance, Policies, and Procedures


			3





			


			Common DoD Business Process Improvement  Guidance, Policies, and Procedures


			3





			


			Common benefit cost tracking per individual


			3





			


			Common, Integrated Source Data


			3





			


			Uniform use of Data Elements


			5





			


			Common enterprise business rules 


			5





			


			Common self service query capability procedures


			5





			


			Common report management procedures


			4





			


			External Communication


			3





			


			Common DoD Financial and Management Information, Data, and Reporting Guidance, Policies, and Procedures 


			4





			


			Common Paperless procedures (approval or routing, Document imaging is used for resumes) 


			5





			


			Common use of templates (standard Form letters are automatically created and distributed) 


			4





			


			Common DoD Balance Scorecard Guidance, Policies, and Procedures 


			4





			


			Common Customer Service Policies, and Procedures


			4





			Enterprise Services


			Common Accessibility Service


			4





			


			Common Messaging Service


			4





			


			Common Discovery/Metadata Registry Service


			4





			


			Common Collaboration Service


			4





			


			Common Mediation Service


			4





			


			Common User Assistance Service


			4





			


			Common Security Service


			4





			


			Common Storage Service


			4





			


			Common Application Hosting Service


			4





			


			Common Enterprise System Management Service


			4





			


			Standard Product Environment


			4





			


			Standard Staging Environment


			4





			


			Standard Development Environment


			4





			


			Standard Integration and Testing Environment


			4





			


			Standard Enterprise Services Test Bed


			4





			


			Standard Training Environment


			4





			Information Assurance


			Administration of Security Controls:  IA/security controls - properly configured and used


			3





			


			Impact Assessment:  IA/security impacts of risks to FMEA compliant systems identified and characterized


			3





			


			Risk Assessment:  Understanding of the security risk associated with operating a system within the FMEA compliant environment achieved; risks prioritized according to a defined methodology


			3





			


			Threat Assessment:  Threats to the security of FMEA compliant systems identified and characterized


			3





			


			Vulnerability Assessment:  Understanding of system security vulnerabilities within a FMEA compliant environment achieved


			3





			


			Assurance Argument:  Work products and processes clearly provide evidence that DoD’s IA/security needs met 


			3





			


			Coordinated IA: Members of the FMEA project team aware of and involved with IA/security activities to the extent necessary to perform their functions; decisions and recommendations related to IA/security communicated and coordinated


			3





			


			IA Posture Monitoring: Internal and external IA/security related events detected and tracked; incidents responded to in accordance with DoD policy; changes to the operational security posture identified and handled in accordance with the IA and security objectives


			4





			


			IA Input:  All FMEA system issues reviewed for security implications and resolved in accordance with IA/security goals.  All members of the project team have understanding of IA/security; solution reflects the IA/security input provided


			3





			


			IA Needs Specification:  Common understanding of IA needs is reached among all parties affected by FMEA


			3





			


			IA Verification and Validation:  Solutions meet IA requirements; solutions meet the customer's operational IA/security needs


			3





			Data Management


			Fully integrated transaction data


			4





			


			Intelligent data storage designed to enable efficient data retrieval for reporting


			4





			


			Summarized storage in community and specialized data marts when needed


			4





			


			Data sharing being timely conducted throughout the enterprise


			4





			


			Data sharing being enabled by use of the Conceptual Business Data Model



			4





			


			Identified source of record/data steward for data elements represented in Conceptual Business Data Model


			3





			


			Data maintained at the source of record and available for re-use across the enterprise


			4





			


			Shared business rules, business reference data, and enterprise meta data
 stored and managed over time with tracked changes


			3





			


			System entities have synchronized shared business rules, business reference data, and enterprise meta data


			4





			


			Enterprise Integrated data and information products are archived based on business rules and are available for retrieval when needed.


			4





			


			Enterprise recognizes and views its data as a valuable asset and drives data management efforts from the business community supported by the technology community


			4





			Network


			Standard Production Network



			4





			


			Standard Staging Network


			4





			


			Standard Integration Testing Network


			4





			


			Standard Development Network


			4





			


			Standard Test Bed Network


			4





			


			Standard Training Network


			4





			


			Common Wide Area Network


			4





			Interoperability


			Enterprise data model (standard data models, dictionaries, and standard data elements)


			5





			


			Domain data model that allow direct data exchanges


			4





			


			Fulfillment of a multi-dimensional network topology


			5





			


			Multiple levels of access control within WAN


			4





			


			Consolidation of duplicative or redundant functions and applications within the enterprise


			5





			


			Exchange of “information and services” in a fully interoperable manner


			5





			


			Applications that foster simultaneous group collaboration


			4





			


			Data shared between applications without the need to maintain duplicate data


			4





			


			Standard Operating Procedures are in place and documented


			4





			


			Identification plan for nodes and systems that spans the domain


			4





			


			Attain interoperability across U.S. Government


			5





			


			DoD fielded systems are National Information Infrastructure (NII) compliant


			5











































� FMEA Transition Plan Baseline, p.15-17, Appendix I.




� Throughout this appendix, when referring to capability targets the term common refers to capabilities that provide enabling capabilities ubiquitously, while standard refers to capabilities that enforce a process. 




� The Conceptual Business Data Model is a model of how business information is structured and employed by the enterprise.  When the model is populated with meta data it enables systems to share data across the enterprise.  The exchange of information across the enterprise is based on this conceptual model.




� The types of meta data in the architecture contain: the conceptual data model, local to conceptual data model mapping, external to conceptual business data model mapping, subscription data, system meta data, source of record data, cleansing rules, archival rules, transformation rules, shared business rules, common key mapping, and interface schedules.
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Executive Summary



The Office of the Under Secretary of Defense (Comptroller) (OUSD(C)) is responsible for development of, transition to, and compliance with, the Department of Defense (DoD) Financial Management Enterprise Architecture (FMEA).  When complete, the FMEA will provide a comprehensive framework for the development and maintenance of DoD business solutions, such as roles, processes, and systems.  The ultimate success of the FMEA depends not only on successful development of the architecture but also on DoD’s successful transition from its current state to the "To Be" state.  Substantial change will be required within DoD’s business management communities to achieve the Financial Management Modernization Program (FMMP) objectives - FMMP represents one of the largest business transformation efforts undertaken to date. 



The FMEA and FMEA Transition planning are the mechanisms by which DoD will effect and manage this change. The Transition Plan describes the process and activities required to achieve the end objectives of the FMEA.  The architecture, in conjunction with the Transition Plan, will provide DoD with the standards and a detailed “roadmap” to enable DoD to effectively identify, select, control, and evaluate its investments in business and financial management operations and systems as it moves towards the objectives of the FMEA.  The FMEA Transition Plan is a master plan that summarizes a myriad of specific program and project functions and provides guidance for all affected initiatives.



The Capability Maturity Profile (CMP) is a significant element of the FMEA and its Transition Plan. The CMP is organized to support the business focus of DoD within the context of the FMEA.  The CMP describes the maturation of FMEA-related business processes, systems, and management support functions.  The CMP provides a framework with which DoD can set a target, measure current and proposed solutions, and align associated plans, training materials, and appraisal materials. 



While the CMP is currently not a product in the DoD Architecture Framework, it is a Call 0006 requirement. Throughout this document, the term CMP is used instead of AV-3.


The FMEA CMP was built on four foundation elements: 1) the DoD Architecture Framework Version 1.0 work product descriptions, 2) completed Capability Maturity Profiles developed for the US Intelligence Community, US Coast Guard, and the FAA, 3) the Capability Maturity Model Integration (CMMI) guidance developed by the Software Engineering Institute  (SEI) of Carnegie Mellon University, and 4) the FMEA leading practices and architecture products. The CMP shall be integrated with the “To Be” architecture’s vision to provide a framework that is aligned with “leading practices,” while recognizing the unique aspects of each domain's operations.  



The five capability levels of the CMP framework outline a path for process improvement within each capability area.  Each increasing capability level reflects improvements to both interoperability and process sophistication.  The result is a high-level overview of related practices that can be implemented to improve process performance.  Figure 1 illustrates the FMEA Capability Areas and Capability Levels.
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Figure 1FMEA Capability Maturity Profile and Maturity Levels



The OUSD(C) Business Management & Systems Improvement (BMSI) organization is responsible for the planning, management, coordination, and stewardship of the CMP and its components.  The BMSI Organization will work with Domain Owners within a governance structure to implement, maintain, and improve the DoD's processes, systems, and capabilities.  This governance structure will apply the CMP framework to set FMEA-related process-improvement objectives and priorities, improve processes, and provide guidance for establishment of stable, capable, and mature processes. 



The CMP’s initial scope is limited to establishing enterprise-wide process improvement targets.  The scope may be expanded at a later date to leverage other models, disciplines and priorities. The FMEA capability maturity levels and descriptions focus on building DoD’s ability to pursue improvement in multiple areas.  Effective implementation of the FMEA CMP framework will help the DoD improve its FMEA-related personnel, business and financial management operations and systems as well as assess and illustrate progress as the Department’s capabilities mature.



1. Introduction



Effectively and efficiently transforming DoD financial management operational and technical environments is a complex undertaking requiring both a blueprint and a roadmap. 



The blueprint is the FMEA.  The FMEA describes "As Is" and "To Be" processes of organizations, systems and technology (defined in both business and technology terms).  As a management mechanism, it can be used to aid decision makers in understanding the complexities of how DoD operates today and how it wants to operate in the future. 



The Transition Plan describes the processes and activities required to achieve the end objectives of the FMEA.  The architecture, in conjunction with the Transition Plan, will provide DoD with the standards and a detailed “roadmap” to enable DoD to effectively identify, select, control, and evaluate its investments in business and financial management operations and systems as it moves towards the objectives of the FMEA.  



The CMP is a significant element of the Transition Plan.  The CMP is organized to support the business focus of DoD within the context of the FMEA.  It describes the maturation of FMEA-related business processes, systems, and management support functions.  The CMP provides a framework with which DoD can set a target, measure current and proposed solutions, and align associated plans, training materials, and appraisal materials.  The capability maturity-modeling framework employed by the CMP builds on the architectural concepts contained in the DoD Architecture Framework and the C4ISR Architecture Framework.  The CMP incorporates leading government and industry practices documented by the Capability Maturity Model Integration (CMMI) project (a DoD sponsored activity), whose findings were published during 2002, by the SEI of Carnegie-Mellon University (a federally funded research and development center sponsored by the DoD).



1.1 Purpose



The purpose of the FMEA CMP is to describe the Capability Maturity Profile in terms of its method and framework, and its uses and applications relative to the FMEA.  



1.2 Organization



The CMP is comprised of three sections and four appendices.  The core document lays out a framework for understanding and using the CMP within the FMEA.  This part contains the following three sections:

1.0 Introduction:  This section introduces the CMP, and conveys its intended purpose and expectations and traceability to other policies, directives and regulations.  The Introduction identifies the CMP’s intended audiences, product objective and desired reader outcomes.

2.0 Key Concepts: This section describes the approach taken to applying Capability Maturity Profile concepts in the FMEA CMP context. 



3.0 Capability Maturity Profile – Applied Framework: This section describes the applied CMP framework in terms of model components (e.g., Capability Areas, goals and targets, maturity levels), relevant management and assessment practices and typical work products. 



The second part of the CMP is incorporated within four Appendices.  They contain representations of FMEA process area capabilities.  Appendices A through C represent the “To Be” Capability Maturity Profile (Target Profiles for each of the respective seventeen capability areas). Appendix D illustrates a list of Capability Area targets/goals identified by the FMEA OV/SV teams.   


Appendix A, FMEA Management Processes:  This appendix describes process area capabilities, goals/targets and impacts relating to FMEA management processes.  Process area capabilities in this category are:



Governance and Performance Management
Project Management
Resourcing
Communications and Change Management



Appendix B, FMEA Business Processes:  This appendix describes process area capabilities, goals/targets and impacts relating to FMEA business processes.  Process area capabilities in this category are:



Strategic Planning and Budgeting
Procurement, Payables, Acquisition and Disbursment
Logistics
Real Property
Human Resources
Collection, Receivable and Cash Management
Accounting
Financial and Management Reporting



Appendix C, FMEA Systems and Technology:  This appendix describes process area capabilities, goals/targets and impacts relating to FMEA systems and technology.  Process area capabilities in this category are:



Enterprise Services
Information Assurance
Network 
Data Management



Interoperability



Appendix D, FMEA Capabilities Goals/Targets:  This appendix lists capability goals/targets organized by capability area. 



1.3 Audience



The FMEA CMP was written with the following audiences in mind:



Table 1‑1FMEA CMP Audience: Description and Purpose



			Audience


			Description


			Purpose





			FMMP PMO


			The FMMP Program Management Office with responsibility for the FMEA


			To direct the maintenance of a Capability Maturity Profile





			Business Modernization & Systems Integration (BMSI) Organization


			OUSD level organization responsible for maintaining configuration control of the enterprise architecture


			To direct DoD’s transition to a “To Be” FMEA, and evaluate the process area maturity over time





			Domain Owners


			Domain Owner Roles and Responsibilities as per the Governance document (when approved).


			Domain Owner Roles and Responsibilities as per the Governance document (when approved)





			External Regulatory and Oversight Authorities


			Regulatory and oversight authorities with responsibility for oversight of Enterprise Architectures and Compliance Matters related to Enterprise Architectures, (e.g., Treasury, OMB, GAO, DoD IG)


			To plan for government-wide EA alignment and leading practice promulgation





			FMEA Transition Planning Team


			Responsible for development of the FMEA Transition Plan, implementation of the FMMP CMP


			To develop Department-level plans and coordinate Domain programs as needed to implement the FMEA





			FMEA End Users


			Responsible for confirming and maintaining process improvement across the FMEA on a day-to-day basis


			To understand the scope, pace and success of FMEA transition and the impact that process improvement has on financial management improvement








1.4 Scope



The FMEA CMP describes a capability maturity-modeling framework intended to assist the DoD in better understanding transition complexities, appraising business processes, establishing priorities for improvement, and implementing these improvements across the enterprise.  The CMP also presents an initial “To Be” Capability Maturity Profile (Target Profile) and list of Targets/Goals specific to each of seventeen Capability Areas.



1.5 Traceability Matrices



The FMEA CMP incorporates recommendations of the DoD Office of the Inspector General (IG) and goals of the FMEA Transition Plan.  The following sections provide traceability between these recommendations and goals and their incorporation in the FMEA CMP.



1.5.1 Traceability to DoD IG Response to the Financial Management Improvement Plan



In January 2001, DoD issued the 2000 Financial Management Improvement Plan (FMIP).  This Plan was drafted as a strategic framework of the Department’s concept of financial operations for the future, and identified the various initiatives being implemented by DoD to address critical financial systems and processes.  On March 19, 2001, DoD IG issued an Audit Report on the 2000 Financial Management Improvement Plan (Report No. D-2001-085).  Section 3.0 of the FMEA CMP addresses the DoD IG recommendation to “Provide that the Defense Finance and Accounting Service clearly outlines its blueprint for progress.” 



1.5.2 Traceability to Transition Plan Goals



The Transition Plan Goals are the outcomes to be satisfied by the final Transition Plan that is provided to the FMMP.  To determine that the goals have been integrated, each goal is traced to an applicable section within the FMMP Compliance Plan. Table 1-2 provides this traceability to the overall goals of the Transition Plan.


Table 1‑2 Traceability to Transition Plan Goals



			Transition Plan Goals


			FMMP CMP Reference





			Communicate the Transition


			Section 3.1.3, Appendices A-D





			Specify Required Funding


			Section 3.1.1, 3.1.2, 3.1.3, Appendix A





			Provide Program Planning Information


			Section 2.0, 2.1.4, Appendix A, Appendix D





			Identify Key Stakeholders


			Section 3.1.3





			Define Criteria for Prioritization of Requirements 


			Section 2.0





			Address Maintenance of Transition Plan


			Section 3.1





			Manage Program Risks


			Section 2.0





			Implement Snapshots of Time-Phased “To Be” Architecture


			Section 2.1.2, 2.1.3, 2.1.4





			Define and Report against Transition Progress Metrics


			Section 2.1.4, 3.1.1, 3.1.2








1.5.3 Traceability to Call 0006:  Performance Work Statement



Task C0006-5 Transition Plan Development, Call 0006 Performance Work Statement, identifies Team IBM activities that are specified in the approved Program Management Plan.  One requirement is to develop an FMEA Capability Maturity Profile introduced in the Transition Plan Strategy, issued October 31, 2002.  Table 1-3 maps the requirements in Call 0006-5, Section 3.1.5 to the related sections in the FMMP CMP. 



Table 1‑3 Traceability to Call 0006 Performance Work Statement



			Call 0006 Performance Work Statement Requirements


			FMMP CMP Reference





			The model will help identify the target levels that each Capability Area needs to achieve, provide data and descriptions of the various levels and performance levels


			Section 2.0, 3.0, Appendices A-C





			A Capability Maturity Profile modeled after the one described in the Draft DoD Architecture Framework Version 1.0


			Section 2.0








2. Key Concepts



Some of the concepts introduced in this document have particular meaning within the context of the CMP.  This section elaborates on general concepts that are important to effective understanding, interpretation, and use of the CMP.  Key concepts appear in bold and are explained in the following sections.



2.1 The FMEA CMP Employs The Capability Maturity Model Integration Framework 


Capability Maturity Model (CMM) -- A capability maturity model delineates the characteristics of a mature, capable process.  It identifies the practices that are basic to implementing effective processes as well as advanced practices. It also assigns maturity levels to those practices based on comparative assessment to a known standard.  Maturity levels range from unrepeatable to a mature, well-managed process.  Typically, a path is recommended by analyzing and determining the leading practice for achieving higher levels of maturity to improve the organization's processes.



Since 1991, CMMs have been developed for a myriad of disciplines. Some of the most notable contain models for systems engineering, software engineering, software acquisition, workforce management and development, and integrated product and process development.  



CMM Integration SM (CMMI) -- The CMM Integration (CMMI) framework (Version 1.1), was developed by the SEI of Carnegie Mellon University (a Federally-funded Research and Development Center).  The CMMI initiative was sponsored by DoD to address problems encountered in using multiple CMMs and to gain a more comprehensive enterprise perspective. 



The CMMI combines three source models into a single improvement framework for use by organizations pursuing enterprise process and system improvement.  The CMMI contains a common set of process areas, which form the core of an integrated capability model that incorporates process improvement guidance for integrated product and process development, and systems and software engineering.  The CMMI product suite provides an integrated approach to reducing the redundancy and complexity resulting from the use of separate, multiple capability maturity models (CMMs).  The framework as applied within the FMEA CMP is consistent with the guidance contained in DoD Architecture Framework version 1.0 (draft).  The CMMI framework effectively represents capability maturity that can be used as a management mechanism to improve the efficiency and effectiveness of FMEA-related processes.  The resulting integrated capability models may be modified to the mission and business objectives of the DoD enterprise or organizations.



CMP Employs the CMMI Framework -- The CMP has tailored the CMMI framework to the specific needs of the FMEA.  By doing so, the CMP employs a model and framework that best aligns with and integrates FMEA-related processes across several disciplines. This will enable stakeholders, Domain Owners and the BMSI Organization to employ the framework to better understand and improve core and supporting processes and their dependencies related to financial management modernization.



CMMI models perform the following functions that are relevant to the FMEA: 



· Describe the maturation of business processes, systems and management support functions;



· Guide process improvement efforts and help organizations establish and achieve improvement goals; 



· Provide a common language for cross-organizational communication and benchmarking; 



· Provide an integrated, organized framework for enterprise and organizational endeavors; and 



· Help an organization understand what specific practices to perform, how to improve its capability in performing those practices, and what process areas to focus on next.   



Assessments are an integral part of an organization's process improvement program and the CMP. An assessment measures process status against a reference model, motivates process improvement, and provides a basis for action planning. The CMMI Product Suite contains the methodology for a full assessment and may be applied by the BMSI for assessing capability maturity of the CMP.



The full assessment is formal and robust and based on analysis of extensive data gathered through several sources, including questionnaires, interviews, and documents. It is intended to identify strengths and weaknesses, and derive capability and/or maturity ratings, which can then be used to improve an organization's processes.



Capability Maturity Model Description - The CMP is made up of three objects:  Capability Categories, Capability Areas, and Capability Targets/Goals. The Capability Categories are defined and used to organize the Capability Areas that make up the CMP. The Capability Areas are defined and collectively comprise the business operations, information standards, and technology of an enterprise that will be assessed during the “As Is” and “To Be” architecture development.  The Capability Targets/Goals are used to further decompose the Capability Areas.  Figure 2 below is an illustration of the CMP with the current Capability Categories and Capability Areas for the "To Be" FMEA. The CMP data elements are described in further detail in Appendices A-D.
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Figure 2 FMEA Capability Maturity Model



2.2 Applying Capability Maturity Concepts to the FMEA CMP



The CMP has tailored leading practices from SEI CMMI source models into a framework that offers the most flexibility for DoD organizations pursuing process improvement within the context of the FMEA. The CMP employs a continuous representation model that uses capability levels to measure process improvement.  Capability levels apply to an organization’s process-improvement achievement.  The model is tailored for purposes of the FMEA and has some attributes of the staged representation model.
  Most significantly, the CMP employs a five level model normally found in the staged representation and has developed generic goals tailored to the FMEA.



FMEA Capability Maturity Model
 



The CMP continuous representation model is structured in two parts—the process dimension and the capability dimension.  This section will explain key concepts relating to process, capability, performance and assessment.  Descriptions of the process dimension and the capability dimension follow the figure. 
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Figure 3 Process Performance and Process Improvement





			








Process Dimension -- The process dimension focuses on process performance within the context of the FMEA.  It consists of capability areas, goals, and base practices.



· Capability Areas.  A capability area is a cluster of related practices in an area that, when performed collectively, satisfy a set of goals considered important for making significant improvement in that area. The capability areas are defined and collectively comprise the business operations, information standards, and technology of the enterprise.



· Specific Goals.  Specific goals apply to the capability areas and address the unique characteristics that describe what must be implemented to improve one or more discrete processes within a capability area.  



· Base Practices.  Describe activities that are fundamental to a specific performed process. 



The FMEA CMMI continuous representation model describes discrete levels of process improvement.  Within each capability area, the BMSI Organization and FMEA Domain Owners will determine the specific processes and practices to be modeled. 


Capability Dimension  -- The capability dimension focuses on process improvement. It consists of generic practices that are related to overall process management and institutionalization. These practices provide guidance regarding how well we do it. 



The CMP uses capability levels, goals, and generic practices to describe process capability:



· Capability Levels.  Capability levels focus on advancing the organization’s ability to perform, control, and improve its performance in a given capability area. Capability levels enable organizations to track, evaluate, and demonstrate their progress as they improve processes associated with a capability area. Capability levels build on each other, providing a recommended order for approaching process improvement.  There are five CMP capability levels tailored for each capability area, designated by the numbers 1 through 5 (illustrated in the following table).  

A critical distinction between Levels 4 and 5 is that Level 5 processes are continuously improved by addressing common causes of process variation. A Level 4 process is concerned with addressing special causes of process variation and providing measurable predictability for the results.  Though the process may produce predictable results, the results may be insufficient to achieve the established objectives. In a Level 5 process, common causes of process variation are addressed by changing that process in a manner that will lead to a shift in the mean or a decrease in variation when it is brought back to stability. These changes are intended to improve process performance and achieve the organization’s established process-improvement objectives.

Between levels 3 and 4:  Quality and process performance measures are incorporated into the organization’s measurement repository to support fact-based decision making in the future.  An important distinction between maturity level 3 and maturity level 4 is the predictability of process performance. At maturity level 4, the performance of processes is controlled using statistical and other quantitative techniques, and is quantitatively predictable.  At maturity level 3, processes are only qualitatively predictable.


· Generic Goals.  Each capability level (1-5) has only one generic goal that describes the institutionalization that the organization must achieve at that capability level. Thus, there are five generic goals; each appears in every process area. Achievement of a generic goal in a process area signifies improved control in planning and implementing the processes associated with that process area thus indicating whether these processes are likely to be effective, repeatable, and lasting. Generic goals are required model components and are used in appraisals to determine whether a process area is satisfied.



· Generic Practices.  Generic practices define institutionalization to provide that the processes associated with the process area will be effective, repeatable, and lasting.



Table 2‑1 FMEA Capability Level Profile



			Capability Maturity Level


			FMEA CMP Capability Description





			Level 5 Optimized


			· Continuous collaboration and improvement is based on leading practices. 


· Standard tools, data entities, repositories, and integrated, operational financial management core and feeder systems effectively support the enterprise.  


· Financial core and feeder system fully integrate DoD’s “To Be” enterprise business practices.  


· FMEA performance data is timely available to all leadership levels.





			Level 4 Structured


			· FMEA planning and resourcing is consistent with DoD strategy, guidance and metrics and is coordinated with all major stakeholders.



· An FMEA compliant DoD enterprise enables the “To Be” vision of DoD business area policies, procedures, guidance and activities.  


· DoD business processes are integrated with standard tools, data entities, repositories, and an initial set of integrated financial core and feeder systems. 


· FMEA complies with DoD and Federal architecture guidance.


· FMEA compliance fully enables CFO Act compliant reporting. 





			Level 3 Limited


			· DoD implements initial baseline for integrated financial management business operations processes, systems, and security enabled by a standard, integrated data structure. 



· Reengineering projects and pilots are conducted to improve integration, timeliness, and the information provided to the leadership for decision-making.



· Enterprise efficiencies and improvements are communicated and known weaknesses addressed.



· FMEA implementation supports Federal architecture guidance, improves standard, integrated data structure, and enables initial CFO Act compliant reporting.





			Level 2 Minimal


			· Policies are developed to direct and sustain compliance with the FMMP and FMEA.



· Common standards are defined.



· Structured communications processes are developed to disseminate information and guidance across the DoD financial management enterprise and other functional domains.



· An FMEA enterprise performance measurement system is designed to monitor changes in strategic direction, program performance, and environmental constraints.





			Level 1 Ad Hoc


			· Enterprise-wide efforts are minimal.



· Policies and standards are provided on an ad hoc basis in response to specific problems.



· Reporting mechanisms, data entities, tools, repositories, systems and security are not standardized and technology investment strategies and schedules are largely uncoordinated.



· Technology investments are undertaken with insufficient regard to data sharing, reporting structures, and enterprise efficiencies 



· Inconsistent or not fully implemented data and information standardization inhibits CFO Act compliant reporting.








2.3 Maturing Mechanisms



Capability Level Profiles -- A capability level profile is a list of process areas and their corresponding capability levels. This profile is a way for an organization to track its capability level by process area.



The profile can be viewed from two perspectives: achievement and target.  The Capability Level Profile is an achievement profile when it represents the organization’s progress for each process area while climbing up the capability levels.  Alternatively, the profile is a target profile when it represents the organization’s process-improvement objectives. 



An achievement profile, when compared with a target profile, enables organizations not only to track process-improvement progress, but also to demonstrate progress to senior management. Maintaining capability level profiles is advisable when using the continuous representation.  


Target Staging  -- Target staging is a sequence of target profiles that describes the path of process improvement to be followed by the organization.  An example of target staging that depicts target profiles for seventeen FMEA capability areas may be found in Appendices A-C.


Appraisal  -- An appraisal is a comparison of processes being practiced against a reference model or standard, to determine an organization’s capability to perform processes.  An appraisal entails reviewing the organization’s implementation of base and generic practices and its achievement of the associated goals through a capability level.  For example, to achieve capability level 2 for a capability area, the organization’s activities are reviewed against the base and generic practices and goals for capability level 2.  The capability area and capability level goals through capability level 2 must be satisfied. 



Appraisals are used to understand process capability in order to improve processes.  Appraisals can also be used to evaluate progress of FMEA implementation and transition.  



2.4 Process Improvement



As the business environment of DoD changes, processes must also evolve and improve.  Process improvement in a well-managed enterprise is continuous.  This cycle can be organized into series of steps or specific improvement actions.  The figure below illustrates steps for continuous process improvement using a framework such as the Capability Maturity Profile.  The eight steps in the cycle are summarized in Figure 4. 
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Figure 4 Process Improvement Cycle



1. Examine the organization's needs
Purpose: Determine that process improvement is aligned with organization’s needs
Output: Quantitative process improvement goals tied to organization’s business plan, scope, and priorities 



2. Initiate process improvement 
Purpose: Determine that a plan is laid out and infrastructure is in place 
Output: Preliminary program plan, charters, empowerment letters, resources, technical strategy (CMP and Assessment Methodology) 



3. Prepare and conduct a process appraisal 
Purpose: Determine current maturity level
Output: Appraisal results 



4. Analyze results and derive an action plan
Purpose: Decide on improvements and develop project plan (e.g., change management) 
Output: Quantitative improvement targets; action plan, integrated with revised program plan; commitment to undertake planned improvements 



5. Implement improvements
Purpose: Carry out projects to improve processes 



Output: Project plans; improved processes; measures; process definitions, checklists, lessons learned, tailoring guidelines, training materials, sample documents 



6. Confirm the improvement
Purpose: Confirm improvement achieves stated objectives as defined in the project plan. 
Output: Reappraisal results (on specific processes), measures, validated results 



7. Sustain improvement gains
Purpose: Institutionalize and monitor the improvement 
Output: Deployment plan, improved process assets entered into process asset library, widespread training on improved process, coaching and monitoring, performance measures 



8. Monitor performance 
Purpose: Determine that programs and projects remain appropriate, and improve process improvement process
Output: Further improvement initiatives, lessons learned



3. FMEA Capability Maturity Profile – Framework and Method



The FMEA Overview and Summary Information (AV-1) document describes the FMEA “as a model of processes, organizations, systems and technology.”  It goes on to explain that the “FMEA will provide DoD with the means to produce significant improvements in a consistent and organized manner.”     



In the context of the FMEA, a process is a critical leverage point for any organization’s sustained improvement. The FMEA CMP provides the DoD with a systematic approach in which to analyze, clarify and improve business processes, functions, systems activities and their interdependencies within the context of the enterprise architecture.  



The intended outcome of improving DoD processes will be a Department that is managed in an efficient, business-like manner in which accurate, reliable and timely financial information, affirmed by clean audit opinions, is available on a routine basis to support informed decision-making at all level throughout the Department.  Improvements consist of common, shared information and standard business practices and operations throughout DoD.  The plan for transitioning DoD processes and activities begins with the guidance that will assist DoD organizations in implementing and managing process improvement initiatives consistently and effectively.  



3.1 CMP Framework



The CMP consists of a framework intended to help DoD organizations assess their business processes, determine their maturity and establish priorities for improvement, and implement these improvements within the context of the FMEA.  


The CMP framework consists of three principal elements:



· BMSI Organization



· FMEA-Capability Maturity Model 



· FMEA Capability Areas



3.1.1 BMSI Organization



The BMSI Organization is responsible for the planning, management, coordination and stewardship of the CMP framework and its components.  This may consist of any of the following initiatives:









Figure 5 BMSI Organization



· Establish a CMP Element.  The purpose of this organizational element is to plan, manage, monitor and coordinate FMEA CMP activities.  The element also manages the evolution of the FMEA capability maturity model and provides guidance and assistance to the DoD in its evolution and use.  The CMP Element also establishes the FMEA CMP Measurement Repository and Process Asset Library.  Working with enterprise organizations, the BMSI CMP Element collects, stores and shares (makes available) measurement and assessment data, and tools, techniques and procedures relevant to the CMP by means of the FMEA Measurement Repository and Process Asset Library (PAL).  The FMEA Measurement Repository is an enterprise repository that collects information and artifacts derived from CMP planning and performing process improvements across the enterprise.  This leading practice is performed so that the information and artifacts can be incorporated as part of the FMEA's process assets and made available to those who are (or who will be) planning and performing the same or similar processes.


· Establish a CMP Working Group.  This working group provides assistance and capability area-specific expertise and perspectives relative to implementing FMEA-related process improvement activities.  The working group works within the governance process to review and/or initiate process improvement proposals for the seventeen FMEA capability areas and helps BMSI determine optimal synchronization with other transition activities.  Cross-functional representation of members aligned with the seventeen capability areas will optimize this group’s performance.



· Develop a CMP Work Plan. The domain owner's strategic plan contains a work plan (CMP) that defines the scope of the anticipated effort and identifies specific process improvement activities and their interdependencies.  The plan also uses an integrated master plan defining specific objectives, roles responsibilities and activities, target profiles, an integrated master schedule, and project budget baseline and other relevant resourcing data.   



· Develop and Implement FMEA-CMP Process Improvement Activities.  The CMP Element with assistance of the CMP Working Group establishes enterprise-process improvement activities, managed as a discrete project activity within the FMMP.  



· Identify and Designate FMEA CMP Process Teams. Identify, designate and charter FMEA process teams consistent with the process improvement activity identified in the CMP Work Plan.  Teams focus on achieving set goals and objectives within the context of the FMEA governance structure and CMP Work Plan.  Team charters will identify expectations and responsibilities of CMP Process Teams in performing improvement activities related to the FMEA and their relationship to the BMSI Organization.  



While the role of the BMSI Organization is key to effective implementation of FMEA process improvement, the individual efforts of DoD organizations will have the most impact on financial management modernization and business improvement.  BMSI will be responsible for working with domain and organizational “process owners” to implement and maintain the Defense-wide effort in FMEA-related process improvement and report its ongoing relevance to FMEA transition goals and effectiveness within the context of the enterprise architecture.



As steward of the CMP framework, BMSI will work with DoD organizations and the SEI to maximize the value of process improvement activities and to determine that tactics, techniques and procedures relative to the model and framework are current, consistent and useful.



3.2 FMEA-Capability Maturity Model Integration (FMEA-CMMI) Version 1.0



Based on CMMI version 1.1 in combination with the FMEA Capability Level Profile and seventeen FMEA capability areas, the FMEA Capability Maturity Model Integration (referred to hereafter as the FMEA-CMMI (version 1.0)) leverages a mature capability maturity model that provides the DoD with the ability to generate multiple models and support the FMEA with training and appraisal materials. These models may reflect content from bodies of knowledge most useful to DoD organizations.



The FMEA-CMMI capability levels and generic model components focus on building DoD’s ability to pursue process improvement within and across seventeen FMEA capability areas. Using capability levels, generic goals, and generic practices, the FMEA framework will enable Domain Owners, DoD organizations and other stakeholders to improve their processes, as well as demonstrate and evaluate their organization’s progress as they improve.



The CMMI model has been adapted for the FMEA to provide a five level scale of maturity within its CMP, and defines an initial set of target profiles for the seventeen FMEA capability areas. The BMSI Organization as steward of the FMEA model may tailor the model at any time to suit the evolving needs of the FMEA.



The five discrete capability levels of the FMEA-CMMI model provide a recommended order for approaching process improvement within each concentration area.  As a continuous representation model, the FMEA-CMMI reflects capability levels in its design and content. For each capability area, a capability level consists of related specific and generic practices that, when performed, achieve a set of goals that lead to improved process performance.  


The FMEA-CMMI defines the technical approach to process maturity modeling and assessment, and provides generic and specific reference standards for process improvement (defining, planning, resourcing, deploying and improving FMEA-related business processes).  



The BMSI may employ the Standard CMMI Assessment Method for Process Improvement (SCAMPI) as a complement to the CMP framework.  The depth of information provided by the SCAMPI is suitable for sponsors of assessments, senior technical advisors, and individuals who may be assessment participants. 



The SCAMPI method is a diagnostic tool that supports, enables, and encourages an organization’s commitment to process improvement.  The method helps an organization gain insight into its process capability or organizational maturity by identifying strengths and weaknesses of its current processes relative to one or more of the CMMI models, including the CMP reference model -- Capability Maturity Model Integration (Capability Maturity Model® Integration (CMMI) product suite, Continuous Reference Model, Version 1.1.



3.2.1 CMP Initial Focus



Version 1.0 of the FMEA-CMMI (the initial version) is limited to process management.
   The process management focus of the model describes goals and practices derived from public and private sector leading practices that may assist BMSI Organization to plan and implement enterprise process improvement activities. The objective in limiting the initial model is to scope the initial framework and implement CMP activities.  Employing the model to deploy the framework will thereby serve to institutionalize the FMEA CMP framework as a mature enterprise process. 



Candidate improvements to an organization’s processes may be identified by various means, such as FMEA enterprise initiatives, enterprise or organizational process-improvement proposals, measurement of the processes, lessons learned in implementing the processes, and results of process appraisal and product evaluation activities.  


DoD domain owners and organizations can use the FMEA-CMMI model to set FMEA-related process-improvement objectives and priorities, improve processes, and provide guidance for attainment of stable, capable, and mature processes. 



3.2.2 FMEA Capability Areas



The CMP framework is organized to support the business focus of the DoD within the context of the FMEA. The FMEA Overview and Summary Information document (AV-1) describes the core business areas and key functions that FMEA will address.  These activities, listed in Table 3-1, constitute the principal processes to be addressed by the CMP.



Table 3‑1- FMEA Capability Areas



			Management Processes


			Governance and Performance Management





			


			Project Management





			


			Resourcing





			


			Communications and Change Management





			Business Management (processes)


			Strategic Planning & Budgeting





			


			Procurement, Payables, Acquisition and Disbursment





			


			Real Property





			


			Logistics





			


			Collection, Receivable and Cash Management





			


			Human Resources





			


			Accounting 





			


			Financial and Management Reporting





			Systems and Technology (processes)


			Enterprise Services





			


			Information Assurance





			


			Network





			


			Data Management





			


			Interoperability








3.2.3 Applicability




The FMEA CMP is designed to support the objectives of DoD’s financial management improvement and modernization initiatives.  The FMEA-CMMI model is applicable to all DoD organizations and activities.  



The process improvement guidance contained in the FMEA-CMMI model does not presume specific organizational structures, management philosophies, life cycle models, or methods. The concepts and principles are appropriate for a full range of different business needs, application domains, sizes and maturity of organizations.



While many processes are performed by organizations, many processes also span multiple organizational boundaries.  To address both enterprise and organizational improvement opportunities there are two principal methods in which the CMP may be applied: 



· Organizational initiatives – where organizations identify, prioritize and initiate FMEA-related process improvement activities and conduct internal appraisals to understand the organization’s process capability level for process improvement purposes.



· Enterprise initiatives: PMO-FMMP/BMSI performs or directs appraisals and process improvement activities spanning the enterprise. 



3.2.4 FMEA Target Profiles



During December 2002 and January 2003, FMEA Process Action Teams and the Transition Planning Team developed a “To Be” Capability Maturity Profile (Target Profile).  This Target Profile illustrates capability levels defined against specific criteria (e.g., Policies and Standards, Requirements and Planning, Management and Organizational Alignment, Systems and Technology, and Performance Measurement).
  



The “target profiles reflect the seventeen core capability areas with targeted maturity paths for each capability area.  The hypothetical models appear in Appendices A-C.  These hypothetical models may serve as initial target profiles for CMP planning.



3.2.5 FMEA Goals/Targets



During September and December 2002, the FMEA Transition Team reviewed output documents from OV and SV workshops and leading practice sessions.  From the information provided, a derived list of possible “To Be” Capability Goals/Targets was produced (Appendix D).  This list of targets/goals identifies OV/SV organized by Capability Areas, and helps to describe hypothetical functional or non-functional implementation outcomes.  



Appendices



Appendix A – FMEA Management Processes



Appendix B - FMEA Business Management



Appendix C - FMEA Systems and Technology



Appendix D - Capability Goals/Targets
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SM CMM Integration is a service mark of Carnegie Mellon University.




� The staged representation employs maturity levels that represent an organization’s overall maturity.  FMEA CMP adapted the SEI’s Continuous Representation model to a five level capability maturity model aligned with the FMEA transition goals and objectives described in the FMEA Transition Strategy. 




� The FMEA Capability Maturity Model Integration (FMEA-CMMI) version 1.0 is based on the Capability Maturity Model Integration (Capability Maturity Model® Integration (CMMISM) product suite, Continuous Reference Model, Version 1.1).  The CMMI was developed under Federal Government Contract Number F19628-00-C-0003 with Carnegie Mellon University for the operation of the Software Engineering Institute, a federally funded research and development center. The Government of the United States has a royalty-free government-purpose license to use, duplicate, or disclose the work, in whole or in part and in any manner, and to have or permit others to do so, for government purposes pursuant to the copyright license under the clause at 252.227-7013.









� CMMI-SE/SW/IPPD/SS, V1.1, p. 93-167




� These criteria were selected as representative practices within each capability area that could best illustrate maturity in terms of the FMEA.  A slightly different set of criteria was used for the Systems and Technology capability areas.
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