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ACTION REQUIRED:

Please review the attached Compliance Governance 6 Jan 03 document and provide comments in the attached comment matrix NLT 1200 Noon Friday, 17 January 2003.  As a reference, this Compliance Governance document is the incomplete section 2.0 of the FMMP Compliance Plan from tasking FM-001.  Attachments are located at the end of this document. Request you give these documents the widest dissemination within your directorate, as we would like to submit as many comments as possible.  Please do not change the format of the comment matrix, as this will be the only format accepted by the OSD FMM PMO.  Please ensure that all comments have been properly coordinated through your chain of command prior to being sent back to this office.  If there are no comments, please state so in the comment matrix. Be advised negative replies must be coordinated as well.  If you have any questions, please contact me.

Thank you for your participation.

Gary K. Moy

SAF/FMP AF/FMMP Office

703-697-7658 – DSN 227

NOTE: Be advised that this system is only set up to have one OPR and we have selected our office as the OPR; however, all of the OCRs listed have OPR responsibility for all of the inquiries coming from this office. It is your responsibility to disseminate this information to the appropriate individuals within your directorate. If you have approval authority for your organization, please state so in the attached coordination form.
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1.0 Compliance Governance


Compliance Governance enables DoD’s processes, information, systems, roles, and business transformation activities to be in compliance with the enterprise architecture, and that decisions are executed within the Governance Structure established by FMMP.  The Governance Structure is designed to leverage DoD’s current organizational strengths by giving responsibilities to the owners of the primary business areas while providing a vehicle for efficient execution, guidance, and oversight of transformation and compliance activities. The mechanisms by which compliance with the enterprise architecture will be measured are comprehensive and complete; integrity of the architecture and leadership’s commitment to compliance are central to a successful transition.


The purpose of the Governance Structure is to implement the enterprise architecture in order to provide accurate, reliable, and timely business information upon which to make the most effective business decisions.


1.1 Structure and Composition


The Governance Structure is comprised of five components that all have pivotal roles in ensuring an initiative is compliant. These components include the Executive Board, Steering Committee, the Business Modernization & Systems Integration (BMSI) Organization, Domain Owners, and Executing Agents.  Figure 2‑1 outlines the organizational structure of the FMMP Governance Concept.
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Figure 2‑1 Draft Governance Organizational Structure


1.1.1 Executive Board


The Executive Board will serve as the highest level governing body with the primary functions of providing strategic guidance and policy reform.  The executive board will be comprised of the USD(C)/CFO (Chair), USD (AT&L), USD (P&R), ASD (C3I)/CIO, and the Service Secretaries.

1.1.2 Steering Committee


The Steering Committee is the most active senior governing body.  The Steering Committee’s main function is to provide executive oversight of the development and the execution of the enterprise architecture, the enterprise data strategy, and the transition plan.  The Steering committee members are: PDUSD(C) & ASD (C3I)/CIO (Co-Chairs), PDUSD (AT&L), PDUSD (P&R), DUSD (L&MR), Director Program Analysis & Evaluation (PA&E), and the Service Under Secretaries.


1.1.3 Business Modernization & Systems Integration (BMSI) Organization


This organization serves as the primary integration point to keep business domains in alignment with the enterprise architecture.  The BMSI Organization also maintains configuration control of the enterprise architecture.  As well, the BMSI Organization will partner with Domain Owners to transform each domain in alignment with the enterprise-wide direction and guidance.  As depicted in Figure 2‑1, the BMSI Organization will bring together the FMMP Working Group and the CIO Advisory Council to help guide the efforts.  This organization is already in place and staffing is being adjusted to support new responsibilities. 


1.1.4 Domain Owners


The Governance Structure has seven Domain Owners whose domains include all major business areas within the DoD.  The Domain Owners will monitor all transformation initiatives within their portfolios and guide execution activities to certify that all processes, information, systems, and roles become compliant with FMEA.  Domain Owners are also responsible for effective execution of the Department’s business and war-fighter support functions, key performance management tasks, reporting, and coordination of efforts within services/agencies.  Domain Owners are key to successful planning and execution of the transformation to FMEA compliance.


1.1.5 Executing Agents


Every business area will designate appropriate Executing Agents to execute initiative and compliance tasks.  Executing Agents are the Service and Agency personnel who normally lead acquisition efforts, write operational requirements, concepts, and maintain organizations, systems, and processes.  The Domain Owner will rely on existing Service and Agency expertise to execute appropriate portions of the transformation and compliance effort.  Executing Agents will receive guidance and oversight by the Domain Owners, but remain within their assigned chains of command.


1.2 Planning, Programming and Budgeting System


Through the Steering Committee, Domain Owners and the BMSI Organization will provide guidance to the Planning, Programming and Budgeting System (PPBS) process through the Defense Planning Guidance (DPG).


Additional specific guidance may be given to individual initiatives to enable compliance with enterprise architecture and implementation guidance.  If Service Program Objective Memorandums (POM)/Budget Estimate Submission (BES) submissions are not consistent with the DPG and FMMP guidance, the Domain Owner will pursue program adjustments through issuance of Program Budget Decisions (PBD), and may withhold funding in the year of execution.    


1.3 Defense Acquisition System (DoD 5000-Series processes) 


Initiatives that result in acquisition activities are subject to statute, policy, and regulation guiding their execution.  In an effort to assist Acquisition programs in complying with the enterprise architecture, the BMSI Organization will be an active member of the Integrating Integrated Process Team (IIPT) and the Overarching IPT (OIPT) that oversee Acquisition Programs (See Figure 2‑2).  The level of participation of the BMSI Organization in less than Acquisition Category (ACAT) 1A programs is yet to be determined.
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Figure 2‑2 Draft Acquisition Oversight Framework


Defense Requirements Generation (CJCSI 3170) Process


The enterprise architecture is a statement of the capabilities required to execute business and war-fighter support functions of DoD.  By remaining responsible for the enterprise capability requirements and their allocation to domains and initiatives, the FMMP Governance Structure is assuming the primary role of the Joint Requirements Oversight Council (JROC).  Successful assumption of the JROC role will require FMMP to accomplish appropriate broad coordination of the resulting system and process requirements across the war-fighter community.  It is not yet clear whether the FMMP processes will replace JROC participation in requirements generation or simply augment JROC participation.    


Process Management


The FMMP PMO shall develop and maintain a management process to guide DoD’s implementation and maintenance activities into compliance with the enterprise architecture.


Compliance Mechanisms


Specific mechanisms are being put in place to measure initiative and domain compliance with the architecture.


Annual Domain Portfolio Review Process 


Domain Owners will need extensive knowledge of all domain initiatives in order to certify they execute in accordance with enterprise-level direction.  Each Domain Owner will review each initiative annually and advise the Executing Agent regarding any initiative changes required to comply with the enterprise architecture as well as with domain and enterprise-wide direction.  Major factors to be monitored include the initiative’s budget; budget execution; initiative plans & purpose; compliance with the architecture, data strategy, and transition plans; scorecard metrics; legacy system phase-out; domain capability requirements; short falls; etc.  Domain Owners will provide the BMSI Organization with insight into these annual reviews, and will work with the BMSI Organization to recommend and execute changes to POM/BES submissions and budget appropriations, as required, to enforce compliance.  


Quarterly Initiative Reports 


Each initiative owner will submit a Quarterly Initiative Report.  Programs submitting Defense Acquisition Executive Summary (DAES) reports will use those reports to satisfy this requirement.  These reports will keep the OSD community apprised of initiative progress to encourage timely notification to senior leadership in the event problems arise.


Program / Budget Review


The primary compliance enforcement mechanism is the power over the budget and execution year funding.  During the Program/Budget Review, the BMSI Organization and Domain Owners will recommend adjustments to the POM/BES to enforce compliance.  The Executive Board must approve recommended program changes in the form of proposed PBD.


Milestone Reviews


Any Acquisition program initiative will be subject to Milestone Reviews.  In accordance with the DoD 5000-Series guidance, the Milestone Decision Authority (MDA) will evaluate such aspects of a program as strategies, plans, requirements, cost estimates, certifications, etc.  Compliance with the enterprise architecture is being added as a milestone requirement in the 5000-Series documents.  As well, ACAT 1A programs will have a BMSI Organization representative at the OIPT level (appropriate input mechanisms for less-than-ACAT 1A programs are yet to be determined).     


Other Review Opportunities


In the process of planning and executing an initiative, leadership at varying levels are briefed.  Each presentation is an opportunity to assess compliance with enterprise direction.  The more knowledge those leaders have about the requirement and advantages of compliance, the more likely DoD is to achieve compliance.  The command structure of the Department can be used to improve compliance.


Thresholds for Compliance Assessments


Potential changes to processes or systems will be significant enough to impact architectures and business processes and some will not.  In particular, during the Operations and Maintenance phase of a system’s life cycle, there are usually a number of system changes made to eliminate errors and correct minor deficiencies.  Criteria will be established for Domain Owners to use in determining whether Operations and Maintenance type systems changes merit Domain Owner or BMSI Organization review prior to implementation.  Adherence to the established criteria will be reviewed in the Annual Domain Portfolio Review (See Section 2.5.1.1).
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