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INTRODUCTION


The National Defense Authorization Act for fiscal year 2004 Supplemental Report was reviewed by SAF/FMPT.  The next few pages will contain excerpts from the Act that are believed to be applicable to the Information Technology arena.

PART IV-SERVICE, SUPPLY, AND PROCUREMENT

Section 2223.  Information Technology: Responsibilities of Chief  Information Officers (Page 136)

Performance-Based and Results-Based Management.

· Encourage the use of performance-based and results-based management in fulfilling the responsibilities.

· Evaluate the information resources management practices of the department concerned with respect to the performance and results of the investments made by the department in information technology.

· Establish effective and efficient capital planning processes for selecting, managing, and evaluating the results of all of the department’s major investments in information systems.

· Ensure that any analysis of the missions of the department is adequate and make recommendations, as appropriate, on the department’s mission-related processes, administrative processes, and any significant investments in information technology to be used in support of those missions.

· Ensure that information security policies, procedures, and practices are adequate.

Section 2225.  Information technology purchases:  tracking and management

 (Page 137)

Limitation on Certain Purchases.

· No purchase of information technology products or services in excess of the simplified acquisition threshold shall be made for the Department of Defense from a Federal agency outside the Department of Defense unless in the case of a purchase by a military department, the purchase is approved by the Chief Acquisition Officer of the military department.

Chapter 148-National Defense Technology and Industrial Base, Defense Reinvestment, and Defense Conversion

Subchapter III--Programs for Development, Application, and support of Dual-Use Technologies

Section 2515. Office of Technology Transition (Page 164)

Annual Report. -(1) The Secretary of Defense shall submit to the congressional committees specified in paragraph (2) an annual report on the activities of the Office.  The report shall contain a discussion of the accomplishments of the Office during the fiscal year preceding the fiscal year in which this report is submitted.

The committees referred to in the above paragraph are:

· Committee on Armed Services and Committee on Appropriations of the Senate

· Committee on Armed Services and Committee on Appropriations of the House of Representatives.

SUBTITLE III-INFORMATION TECHNOLOGY MANAGEMENT

· Subchapter I- Conduct of Pilot Program (Page 332-334)

       11501.  Authority to conduct pilot program: Provided by the Administrator for the     

Office of Information and Regulatory Affairs and the Administrator for Federal Procurement Policy.  The total amount obligated for contracts entered into under the pilot program may not exceed $750,000,000.                

      11502.  Evaluation criteria and plans:  Establish measurable test criteria.                 

      11503.  Report: Not later than 180 days after the completion of the pilot program

11504.  Recommended legislation:  The Director of the Office of Management and   

             Budget determines that the results and findings under the pilot program.  The 

             Director shall transmit the recommendations for that legislation to Congress.

· Subchapter II-Information Security (Page 334-342)
         3531.  Purposes.

       (1) Provide a comprehensive framework for ensuring the effectiveness of  

             information security controls.

        3533.   Authority and functions of the Director.

                    (1) Promulgate information security standards

(2) Oversee the implementation of information security policies.

(3) Requiring agencies, consistent with the standards.

(4) Coordinate the development of standards and guidelines

(5) Oversee agency compliance

 (6) Annually review agency information security programs

 (7) Coordinate information security policies and procedures

 (8) Report to Congress NLT March 1 of each year on agency compliance     

   3534.  Federal agency responsibilities.

              (1) Provide information security protections

              (2) Develop, document, and implement an agency wide information security 

                    program.

         3535.  Annual independent evaluation

                    (1) Each year each agency shall have performed an independent evaluation 

                          of the information security program and practices of that agency to 

                          determine the effectiveness of such program and practices.

