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DEPARTMENT OF DEFENSE (DOD)

FINANCIAL MANAGEMENT ENTERPRISE ARCHITECTURE
The General Accounting Office (GAO) recently completed an audit report on the Department of Defense (DoD) Business Enterprise Architecture (BEA) efforts (formerly known as the Financial Management Enterprise Architecture).  The results of this audit are outlined and discussed below.  

BACKGROUND OF GAO ASSESSMENT

- Five stages of GAO’s architecture maturity framework

  -- (1) Creating Enterprise Architecture (EA) awareness

  -- (2) Building the EA management foundation

  -- (3) Developing the EA

  -- (4) Completing the EA

  -- (5) Leveraging the EA to manage change

- GAO’s Assessment:

  -- DoD is in stage 1

  -- DoD has accomplished 80% of stage 2 requirements and some requirement for stages 4 and 5

     --- OUSD(C) agrees with this assessment

REPORT FINDINGS


- No established committee or group to guide, direct and approve the architecture

- No established written or approved organization policy for BEA development

- No full implementation of an independent verification and validation function for both architecture products and management processes

- Architecture is not an integral component of DoD IT investment management process



DoD INITIAL VERSION OF ARCHITECTURE PRODUCTS

- Satisfies the FY03 Defense Authorization Act’s requirement at a high level


-- DoD needs to do more to effectively select and control system investments

-- Actions taken to implement the Act’s requirements regarding approved system investments

- Aggressive schedule and over-optimistic promises for delivery on 1 May 03

- Incorporation of Federal Requirements and Accounting Standards


-- 4,000 requirements were incorporated in BEA V1.0


-- 1,767 of 4,000 requirements were JFMIP requirements

--- 340 JFMIP requirements were not included or adequately addressed in BEA V1.0 including all revenue accounting requirements, national defense plant, property and equipment accounting requirements, and some recently approved FASAB accounting standards

-- GAO acknowledges that DoD has plans to address above deficiencies in next release of the BEA

GAO ASSESSMENT OF INITIAL VERSION OF BEA

- Missing scope or detail in the “As Is”


-- Entities and people who perform current processes and where performed


-- Data and information being used by processes 


-- Technology standards being employed


-- Security standards and tools being used


-- Performance metrics being used

- Missing scope or detail in the “To Be”


-- Entities and people who perform current processes and where performed


-- Logical database model


-- Enterprise-wide data standards


-- Physical descriptions of systems to be developed or acquired


-- Organizations accountable for security and their roles/responsibilities

- Missing scope or detail in the Transition Plan


-- Gap analysis identifying needed changes to current processes/systems

-- Identification of all systems that will not become part of the “To Be” environment

-- Time-based strategy for replacing legacy systems

-- Resources (funding and staff) necessary to transition to the target environment 

MITRE-IDENTIFIED ARCHITECTURE WEAKNESSES

- Architecture lacked depth and detail needed to begin transition

- Architecture was not easily understandable or usable by stakeholders


-- Linkages among architecture products had not been defined

-- Architecture products did not adequately describe the “As Is” or “To Be” environment


-- The “Transition Plan” is only a plan to develop a transition plan

SELECTING AND CONTROLLING SYSTEM INVESTMENTS


- No established means to determine which systems should be submitted for review

- Proposed governance concept has not yet been adopted

- DoD has 209 systems that exceed the $1M threshold ($4.4B in FY03), but only one received OUSD (C) approval

- DoD could use its IT budget documentation to strengthen the investment management process

PLANS FOR EVOLVING AND EXTENDING THE BEA

- No plans have been explicitly defined for evolving and extending the BEA

- No defined strategies for:


-- Determining resources needed

-- Integrating the BEA with the Global Information Grid (GIG) and Federal Enterprise Architecture (FEA)


-- Maintaining the existing systems inventory


-- Evaluating the architecture for completeness, accuracy and integration

- Plans allow for only 3 months to execute these strategies once developed

PLANS FOR IMPROVING CONTROLS OVER SYSTEM INVESTMENTS

- Domain owners will not complete identification of which of the 2,300 systems in the inventory will be phased out until at least Oct 2004

- Pilots have not yet been selected to demonstrate and implement portions of the architecture

CONCLUSION.  There’s a long way to go in the development of a BEA “As Is” and “To Be” as well as the Transition Plan.  While the initial submission of each of these products satisfies the intent of the congressional requirement, they are a long way from being useful to the rest of the department.  Once the services get more involved in the domain process and more resources are committed, the BEA should mature and evolve into a more useful product.  That being said, once the architecture is useful, only then will the DoD be able to start providing improved fidelity over their capital IT investments.  Given the size of the problem and the expected length of the program, the expectations for that improvement is still a few years out.
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